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The 2010 National Fire Alarm and Signaling Code Handbook is dedicated to Dean K. Wil-
son and Wayne D. Moore.

Dean is Member Emeritus of the Technical Correlating Committee on Signaling Systems
for the Protection of Life and Property and has had a long history of participation and lead-
ership in the codes-and-standards-making process for NFPA 72°. Dean’s involvement in this
process goes back more than 30 years, as a member and subsequent chair of the Technical
Committee on Central Station Signaling Systems, responsible for NFPA 71, Signaling Sys-
tems for Central Station Service (one of the predecessors of the current NFPA 72). Dean also
played an active role on several other signaling committees and chaired the technical corre-
lating committee from 1993 through mid-1998. Dean has played an important role over the
years, providing clear thinking and guidance while never losing perspective on the important
mission of fire safety. Even while retired on disability, Dean has recently contributed as a
member of the Technical Correlating Committee Task Group on Managed Facility Voice Net-
works, lending historical insight and perspective as well as sound reasoning in dealing with a
controversial subject. In all of this, Dean has been an effective communicator, a skillful pre-
senter of complex issues, and a teacher and mentor to many. The Code and the handbook
would not be what they are today without his dedication and devotion.

Wayne is chair of the Technical Committee on Emergency Communications Systems and
has served on numerous other NFPA committees since at least 1982 (as member of the Tech-
nical Committee on Detection Devices). Wayne has served on the Technical Committee on
Protected Premises Fire Alarm Systems since 1993, chairing the committee from 1993 to
1998. He has also served on the Technical Correlating Committee on Signaling Systems for
the Protection of Life and Property since 1995, serving as chair from 1998 to 2006. Wayne is
editor of the 1993 National Fire Alarm Code Handbook and co-editor of the 1996, 1999,
2002, and 2007 editions. Wayne shares many of the qualities and vision of his close friend
Dean Wilson. Wayne’s ability to lead and manage committees and get things done is largely
responsible for the successful development of the recent editions of the Code. In fact, the in-
clusion of the new chapter on Emergency Communications Systems in the 2010 edition of the
Code, and the reorganization of the Code as a whole, would not have been possible without
Wayne’s vision, perseverance, and leadership.

The contributions that Dean and Wayne have made to the mission of fire detection and
protection go far beyond the Code and handbook, and it is with deep appreciation that this
handbook is dedicated to them.
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Preface

The 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, represents the cul-
mination of over a century of signaling standards, and this edition is the most significant edi-
tion since it was established as the National Fire Alarm Code in 1993. The first signaling
standard, NFPA 71-D, General Rules for the Installation of Wiring and Apparatus for Auto-
matic Fire Alarms, Hatch Closers, Sprinkler Alarms, and Other Automatic Alarm Systems and
Their Auxiliaries, was written in 1899. That document was only fifteen pages in length, in-
cluding the committee report! We are certain the original framers of that document would be
astonished to see what their work looks like today.

Fire alarm signaling has come a long way since NFPA published that first signaling stan-
dard over one hundred years ago. Many technologies related to fire alarm systems have
evolved, while others have changed little since the middle part of the nineteenth century. For
example, conventional fixed-temperature heat detectors and McCulloh loops have not
changed significantly since they were invented in the late 1800s. Many technologies emerged
in just the past thirty or forty years. More recent technologies, such as electronic addressable
analog smoke detectors and analog heat detectors, continue to develop and improve. Addi-
tionally, the computer age has ushered in an era of major changes in fire alarm system control
units. Software-driven system designs have resulted in fire alarm systems that are more flex-
ible, richer in features, and easier to test and maintain.

As computer systems are becoming more sophisticated, fire alarm system designers are
integrating these systems more with other building systems such as HVAC systems, security
and access control systems, energy management systems, and mass notification systems. Re-
quirements have been incorporated in the Code in an effort to keep pace with this ongoing
evolution in integrated system designs and to preserve the integrity, reliability, and perform-
ance that are essential for fire alarm systems. Integration of these systems requires technicians
from both the fire alarm and non—fire alarm system fields to possess a more detailed and func-
tional knowledge of these Code requirements. Systems integration also requires a more com-
plete understanding of the application and operation of the various building systems
technologies and how they interact with fire alarm systems. Education will continue to play a
critical role in the understanding and application of fire alarm systems and their integration
with other building systems. This edition of the National Fire Alarm and Signaling Code has
continued to retain requirements for performance-based designs as they continue to play a
more prominent part within the building process. The acceptance of performance-based de-
signs on an equal footing with traditional prescriptive designs establishes an environment and
incentive to perform much needed research. The fire alarm industry has and will continue to
research and develop a better understanding of the metrics needed to model fire scenarios and
predict detection system responses to those scenarios. More and more commonly, fire protec-
tion needs are served more effectively and precisely by performance-based approaches than
by those based on the more traditional prescriptive rules. Performance-based approaches are
not limited to fire detection and are becoming more widely used in the areas of audible and
visible signaling and in the design of mass notification systems. This continued growth has
been reflected within the Code both in terms of new requirements and in terms of information
provided in the annexes and supplements in this handbook.
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Preface

The 2010 edition of NFPA 72 reflects an expanded scope and reorganization of the Code.
Changes made for the 2007 edition introduced requirements and guidance for mass notifica-
tion systems and included provisions allowing these systems to work with and take prece-
dence over fire alarm systems. The 2010 edition has built on these changes and has added a
new chapter on emergency communications systems, which not only includes new require-
ments for the various forms of mass notification systems but also includes requirements for
emergency voice/alarm communications systems (relocated from the protected premises
chapter), requirements for two-way telephone communications service (relocated from the
protected premises chapter), new requirements for two-way radio communications enhance-
ment systems, and new requirements for area of refuge emergency communications systems.
The new chapter recognizes that the design of mass notification systems needs to reflect the
range of potentially complex applications for these systems and includes requirements for the
design of these systems (including the establishment of signal priorities) based on a risk
analysis.

Along with the new chapter on emergency communications systems the Code has been
updated as a whole so that, where applicable, requirements apply to emergency communica-
tions systems in addition to fire alarm systems. In fact, requirements relating to circuits and
pathways have been relocated to a new chapter providing a common location for requirements
that can be used by any type of system. Similarly, the requirements for fire safety functions
have been relocated to a new chapter on emergency control functions and interfaces. With the
addition of three new chapters the opportunity to reorganize the Code into a more logical
order of chapters was realized and accomplished with the inclusion of reserved chapters to
minimize the potential need for chapter renumbering in the future. Exhibit P.1 shows the new
Code organization with its chapters arranged within four basic groupings: front chapters, sup-
port chapters, system chapters, and usability chapters. In addition, the expanded scope of the
Code is reflected in its new title: National Fire Alarm and Signaling Code.

The 2010 edition of the Code has also benefited in significant ways from recent research.
Recent research has led to new provisions for the use of low frequency audible signaling in
sleeping rooms for those with mild to severe hearing loss and for the use of tactile (vibration)
appliances in addition to high intensity strobes for signaling in sleeping rooms to those with
profound hearing loss. New research has been responsible for revised and new prescriptive re-
quirements to address troublesome joist and beam ceiling applications for smoke detection.
These include requirements to specifically address “waffle” ceilings, corridors, and small
rooms. Provisions have also been included to address joist and beam applications for sloping
ceilings in addition to level ceilings. New research on the intelligibility of fire alarm and
emergency communications systems has also been responsible for the revision of the re-
quirements for voice intelligibility and a new annex providing guidance for planning, design,
installation, and testing of intelligible voice communications systems.

All of these changes have resulted from the work of over 200 technical committee mem-
bers who have volunteered countless hours in the preparation and review of hundreds of pro-
posals and comments — all evaluated through the NFPA consensus-based standards-making
processes. The development of the proposals and comments processed by the technical com-
mittees represents even further countless hours contributed by members of the public and the
fire protection community. The preparation of both the Code and the handbook has also been
the beneficiary of very significant time and care from dedicated NFPA staff members. All of
these collective efforts, along with NFPA’s rigorous public review process, have continued to
make the National Fire Alarm and Signaling Code Handbook one of the best documents
available in the world to detail the installation requirements for fire alarm and emergency
communications systems.

The editors wish to thank John M. Cholin, P.E., of J. M. Cholin Consultants, Inc. (com-
mentary author for Chapter 17 and Annex B, and author of Supplement 1); Daniel T. Gottuk,
Ph.D., PE., of Hughes Associates, Inc. (commentary author for Chapter 29); Shane M. Clary,
Bay Alarm Company (commentary author for Chapters 1 and 10); Leonard Belliveau, Jr.,
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PE., CET, of Hughes Associates, Inc. (commentary author for Chapter 14); Jeffrey Moore,
PE., of Hughes Associates, Inc. (commentary author for Chapters 12, 21, and 23); Wayne D.
Moore, PE., FSFPE, CFPS, SET, of Hughes Associates, Inc. (commentary author for Chap-
ter 24 and author of Supplement 2); Robert P. Schifiliti, P.E., of R. P. Schifiliti Associates, Inc.
(commentary author for Chapter 18 and author of Supplement 3); Dean K. Wilson, P.E., for-
merly of Hughes Associates, Inc. (commentary author for Chapters 26 and 27); and Paul
Choiniere, NFPA Senior Electrical Specialist (contributor to Supplement 4). Their contribu-
tions have made this handbook truly exceptional. The editors wish to thank the many manu-
facturers whose expertise, generosity, and patience helped us to provide many new
photographs for this edition. We also thank Pam Nolan, ROP/ROC Editor, Kim Cervantes,
NFPA Senior Project Editor, David March, NFPA Proofreader, and Lynn Lupo, NFPA Com-
position Supervisor, for their diligence and attention to detail in preparing and proofing the
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Code texts; Josiane Domenici, NFPA Permissions Editor, for her efforts in cataloging the
handbook artwork and obtaining copyright permissions; and Debra Rose, NFPA Product
Manager, Michael Barresi, Jr., NFPA Project Coordinator, Irene Herlihy, NFPA Senior Pro-
ject Editor, Cheryl Langway, NFPA Art Coordinator, and Nancy Wirtes, NFPA Senior Project
Editor, for their project management and editing contributions and for keeping the project on
schedule.

We also wish to thank our wives, Lynn and Robbie, for their patience, love, and under-
standing. Their encouragement and support made the development of this handbook much
easier for both of us.

Richard J. Roux
Lee F. Richardson
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PART ONE

NFPA 72°,

National Fire Alarm and
Signaling Code, 2010 Edition,
with Commentary

Part One of this handbook includes the complete text and illustrations of the 2010 edi-

tion of NFPA 72°, National Fire Alarm and Signaling Code. The text and illustrations
from the Code are printed in black, as are the official requirements of NFPA 72. Line draw-
ings from the Code are labeled “Figures.”

Paragraphs that begin with the letter A are extracted from Annex A of the Code. Al-
though printed in black ink, this nonmandatory material is purely explanatory in nature. For
ease of use, this handbook places Annex A material after the Code paragraph to which it
refers.

In addition to Code text and annexes, Part One includes commentary, which provides
the history and other background information for specific paragraphs in the Code. This in-
sightful commentary takes the reader behind the scenes, into some of the thought processes
underlying the requirements.

To readily identify commentary material, commentary text, illustration captions, and ta-
bles are printed in red. So that the reader may easily distinguish between figures in the
Code, the line drawings and photographs in the commentary are labeled “Exhibits.”

This edition of the Handbook includes a Frequently Asked Questions feature. The mar-
ginal FAQs are based on commonly asked questions of the NFPA 72 staff.






Administration

CHAPTER 1

Chapter 1 contains the administrative rules that apply to every chapter of NFPA 72°, National
Fire Alarm and Signaling Code. In addition, the first section of each chapter of the Code con-
tains an “Application” section that outlines the scope of the chapter and its relationship with
other chapters.

1.1 Scope

1.1.1 NFPA 72 covers the application, installation, location, performance, inspection, testing,
and maintenance of fire alarm systems, supervising station alarm systems, public emergency
alarm reporting systems, fire warning equipment and emergency communications systems
(ECS), and their components.

NFPA 72 provides the minimum installation, inspection, testing, maintenance, and perform-
ance requirements for fire alarm systems used in any application. Included in the Code are re-
quirements for the application, location, and limitations of fire alarm system components,
such as manual fire alarm boxes, automatic fire detectors, and notification appliances. The
Code also provides the minimum requirements for fire warning equipment, which includes
single- and multiple-station alarms and household fire alarm systems addressed in Chapter 29.

The 2010 edition of the Code reflects a change in the landscape of the systems addressed,
including a substantial reorganization of the chapters. The 2010 edition addresses not only fire
alarm systems but also the broader scope of fire/alarm/emergency signaling systems. Systems
formerly identified as fire alarm systems, such as supervising station fire alarm systems, now
called supervising station alarm systems, are included, as are emergency communications sys-
tems such as those identified in 1.3.2 and addressed in the new Chapter 24, Emergency Com-
munications Systems (ECS).

The requirements of Chapter 24 apply to communications systems used for any emer-
gency purpose, including fires. Some of the communications system requirements of this new
chapter were relocated from the chapter on protected premises fire alarm systems, and these
requirements are still applicable to fire alarm systems. Many other provisions of the Code
apply to both fire and emergency communications systems. Numerous requirements, terms,
and definitions have been modified throughout the Code to reflect their broader application.
This has been accomplished in part by removal of the word fire in many places and by the se-
lective use of the word emergency in other places.

Organizational changes have been included in this edition to facilitate the application of
requirements common to both fire systems and emergency systems. Although these changes
are needed to correlate with the changing landscape, the Code has not lost focus on its need
to clearly present requirements for fire alarm systems.

The organization of the Code includes a chapter renumbering and the addition of “re-
served” chapters. This reorganization conceptually places Code content into four common
groupings:

1. “Administrative chapters,” which include Administration; Referenced Publications; and
Definitions
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FAQ »
Does NFPA 72 require the in-
stallation of a fire alarm system
or other emergency system?

2. “Support chapters,” which include Fundamentals; Circuits and Pathways; Inspection,
Testing, and Maintenance; Initiating Devices; and Notification Appliances

3. “System chapters,” which include Emergency Control Functions and Interfaces; Pro-
tected Premises Fire Alarm Systems; Emergency Communications Systems (ECS); Su-
pervising Station Alarm Systems; Public Emergency Alarm Reporting Systems; and
Single- and Multiple-Station Alarms and Household Fire Alarm Systems

4. “Usability annexes,” which include Annex A, Explanatory Material; Annex B, Engineer-
ing Guide for Automatic Fire Detector Spacing; Annex C, System Performance and De-
sign Guide; Annex D, Speech Intelligibility; Annex E, NEMA SB 30, Fire Service
Annunciator and Interface; Annex F, Sample Ordinance Adopting NFPA 72; Annex G,
Wiring Diagrams and Guide for Testing Fire Alarm Circuits; Annex H, Informational
References; and Annex I, Cross-Reference Table (2007 edition to 2010 edition)

The “reserved” chapters have been added to avoid continual renumbering of the existing
chapters in the Code to ultimately improve its usability.

NFPA 72 does not mandate the installation of a fire alarm system, fire warning equip-
ment, or emergency communications systems. The need for the installation of these systems
or equipment is established through a framework of higher level mandates established
through the requirements of NFPA 101®, Life Safety Code®; NFPA 5000°, Building Con-
struction and Safety Code®; and NFPA 1, Fire Code; as well as other building codes; federal,
state, or local ordinances; insurance company requirements; military design criteria; corpo-
rate policies; other organizational policies (both private and public); and the individual needs
of the property owner or occupant. NFPA 72 provides the requirements for how to install this
equipment regardless of the reason it is installed.

1.1.2 The provisions of this chapter apply throughout the Code unless otherwise noted.

Chapter 1 provides a foundation from which to apply the rules of the Code. These adminis-
trative rules apply throughout the Code but can be modified by the special requirements set
forth in the subsequent chapters. As an example, Section 1.4 indicates that the requirements
of the Code are not intended to be retroactively applied except for the requirements of in-
spection, testing, and maintenance of systems as noted in 14.1.4.

In order to provide a consistent framework for users, all NFPA documents follow a stan-
dardized format, which is specified in the Manual of Style for NFPA Technical Committee
Documents. This format is particularly specific for the administrative rules in Chapter 1.

1.2*% Purpose

A.1.2 Fire alarm systems intended for life safety should be designed, installed, and main-
tained to provide indication and warning of abnormal fire conditions. The system should alert
building occupants and summon appropriate aid in adequate time to allow for occupants to
travel to a safe place and for rescue operations to occur. The fire alarm system should be part
of a life safety plan that also includes a combination of prevention, protection, egress, and
other features particular to that occupancy.

1.2.1 The purpose of this Code is to define the means of signal initiation, transmission, no-
tification, and annunciation; the levels of performance; and the reliability of the various types
of fire alarm systems, supervising station alarm systems, public emergency alarm reporting
systems, fire warning equipment, emergency communications systems, and their components.

The Code describes the various types of alarm and supervisory initiating devices as well as
alarm, supervisory, and trouble audible and visible notification appliances for fire alarm and
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other emergency systems. Requirements for how these devices and appliances must be in-
stalled and used and how they must perform are provided in the Code. The Code also de-
scribes the types of systems, the methods of signal transmission, and the features that
determine system reliability and performance. However, the Code is not an installation spec-
ification, an approval guide, or a training manual.

1.2.2 This Code defines the features associated with these systems and also provides infor-
mation necessary to modify or upgrade an existing system to meet the requirements of a par-
ticular system classification.

Whenever a system is modified or updated, it is vital that the system designer have a thorough
understanding of the existing equipment, including its capabilities and the system’s wiring
(i.e., circuit class, type, and configuration). Where applicable, the software and firmware of
existing systems need to be examined to verify compatibility with the new equipment. Often,
the existing equipment is too old to interface easily with the newer technology used in the
planned additional equipment. The existing equipment may or may not be able to be modi-
fied to conform to current Code requirements.

1.2.3 This Code establishes minimum required levels of performance, extent of redundancy,
and quality of installation but does not establish the only methods by which these require-
ments are to be achieved.

NFPA 72 provides a minimum set of requirements. A designer may choose to exceed the re-
quirements of the Code, based upon a risk assessment of the premises in which the system is
to be installed. The requirements of the Code apply to voluntary installations as well as man-
dated installations.

1.2.4% This Code shall not be interpreted to require a level of protection that is greater than
that which would otherwise be required by the applicable building or fire code.

A.1.2.4 The intent of this paragraph is to make it clear that the protection requirements are
derived from the applicable building or fire code, not from NFPA 72.

As noted in the commentary following 1.1.1, the need for a fire alarm system, fire warning
equipment, or an emergency communications system is established outside the requirements
of NFPA 72 through a framework that includes other codes, standards, and jurisdictional doc-
uments. The level of protection required by this framework varies depending on the type of
occupancy. Variations can include the type of detection (manual, automatic, or both), the ex-
tent of detection coverage (complete, partial, or selected), the need for occupant notification
(audible, visible, or both), the need for a particular type of emergency communications sys-
tem, the need for emergency forces notification (including automatic transmission of alarm
signals to an off-site location), and other protection features. A requirement for the installa-
tion to comply with NFPA 72 will normally be included with these specified features. Sup-
plement 4 provides a summary of the higher level requirements for fire alarm systems for
various occupancies based on the 2009 edition of NFPA /01.

Once the need for a fire alarm system, other fire warning equipment, or an emergency
communications system has been established, the protection features have been specified, and
NFPA 72 has been referenced, the system and equipment must conform to all the applicable
requirements of the Code. For instance, NFPA 72 includes numerous minimum requirements
common to all systems to ensure the reliability and performance of the system, such as re-
quirements for monitoring the integrity of circuits and power supplies. In other cases, mini-
mum requirements are included for specific features such as survivability of audible and
visible notification appliance circuits when systems are used for partial evacuation or reloca-
tion of occupants or other emergency communications purposes. Although these items may
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Where the required system fea-
tures are not specified through
a framework of higher level
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not be discussed within the framework of other codes, standards, and jurisdictional docu-
ments, once NFPA 72 is referenced, the minimum installation requirements of NFPA 72 must
be followed for a Code-compliant installation.

Additionally, many of the requirements of NFPA 72 are stated in conditional terms such
as “Where required. . . .” The needs and features of the system as determined by the frame-
work noted in the commentary following 1.1.1 provide the basis for the application of these
requirements. Where the needs and features of the system are not specified by other codes,
standards, or jurisdictional documents, they still need to be determined. The system designer
in conjunction with the authority having jurisdiction and the system owner must establish
these needs and features as a part of the basis of the system design. This collaboration is es-
pecially true for systems that are installed voluntarily (nonrequired systems). The require-
ments of the NFPA 72 apply to the installation of nonrequired systems.

1.3 Application

1.3.1 Alarm systems shall be classified as follows:

Section 1.3.1 was revised and reorganized to reflect the more general category of “alarm sys-
tems.” As noted in the commentary following 1.1.1, some systems formerly identified as “fire
alarm” systems are now identified as “alarm” systems since they can also serve other pur-
poses.

(1) Fire alarm systems
(a) Household fire alarm systems

Fire warning equipment in residential-type occupancies is installed to warn the occupants of
a fire emergency so they can immediately evacuate the building. Fire warning equipment, de-
fined in 3.3.100, can comprise a household fire alarm system, defined in 3.3.95.2, or single-
station or multiple-station alarms, defined in 3.3.245 and 3.3.149. The requirements for fire
warning equipment are detailed in Chapter 29. These requirements typically apply to certain
occupancies such as one- and two-family dwellings or portions of certain occupancies such
as sleeping rooms or guest suites of hotels.

(b) Protected premises (local) fire alarm systems

The primary purpose of most fire alarm systems within protected premises is to warn build-
ing occupants to evacuate the premises. Other purposes of these fire alarm systems include
actuating the building fire protection features, providing property protection, ensuring mis-
sion continuity, providing heritage preservation, and providing environmental protection. The
term protected premises (local) fire alarm system applies to any fire alarm system located at
the protected premises, including building fire alarm systems, dedicated function fire alarm
systems, and releasing fire alarm systems. Definitions for these systems can be found in
3.3.95.4. Chapter 23 describes the requirements for fire alarm systems within protected prem-
ises.

(2) Supervising station alarm systems

Supervising station alarm systems, described in Chapter 26, provide the means of communi-
cation between the protected premises and a location called a supervising station. The types
of supervising station alarm systems are addressed in 1.3.1(2)(a) through 1.3.1(2)(c).

(a) Central station (service) alarm systems

Central station service alarm systems typically involve fire alarm systems of those protected
premises where signals are supervised by a listed central station providing central station
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service. [As noted in the commentary following 1.3.1(2)(b), a listed central station can also
provide remote supervising station service.] Central station service, defined in 3.3.268.1, in-
cludes installation and maintenance of the supervised system as well as monitoring, alarm re-
transmission to the fire department, runner service, and record keeping. The elements of
central station service must be provided by a listed central station or a listed central station in
combination with a listed alarm service local company, controlled and operated by a person,
firm, or corporation whose business is the furnishing of such service. As the prime contrac-
tor, defined in 3.3.186, such companies will have obtained specific listing from a third-party
listing agency acceptable to the authority having jurisdiction as a provider of central station
service. Central station service may be used where a facility has either a high risk of loss or
a high value. For example, a facility that has a large number of nonambulatory people may
benefit from central station service. Similarly, a high-hazard or high-value manufacturing fa-
cility may benefit from central station service. Central station service may also be used for
the supervision of sprinkler systems in which monitoring at a constantly attended location is
required. See Chapter 26 for requirements pertaining to alarm systems for central station
service.

(b) Remote supervising station alarm systems

If a building owner does not want to use a central station service alarm system, if a propri-
etary supervising station alarm system is not appropriate, or if a public emergency alarm re-
porting system is not available, then the owner can choose to use a remote supervising station
alarm system. These systems provide a means for transmitting alarm, supervisory, and trou-
ble signals from the protected premises to a remote location. The remote location will be the
communications center (see 3.3.49), a fire station or responsible governmental agency, or, if
permitted by the authority having jurisdiction, an alternative approved location. Because the
communications center does not always respond to supervisory and trouble signals, the use
of a privately operated remote supervising station may be needed. Note that a listed central
supervising station can also be used to provide remote supervising station service and in
doing so needs to comply only with the requirements for remote supervising station alarm
systems. See Chapter 26 for requirements pertaining to remote supervising station alarm
systems.

(c) Proprietary supervising station alarm systems

Proprietary supervising station alarm systems typically involve the fire alarm systems of those
protected premises where the signals are monitored by a supervising station under the same
ownership as the protected premises. The supervising station can be located at the protected
property or at one of multiple protected properties. The property may consist of a single build-
ing, such as a high-rise building, or several buildings, such as a college campus, where the
dormitories and other buildings report to a single proprietary supervising station at the cam-
pus police department or campus fire department. The property may be contiguous or non-
contiguous. If noncontiguous, it may consist of protected properties at remote locations, such
as across town or across the country. An example of a proprietary supervising station with
contiguous property is a college campus. A proprietary supervising station with noncontigu-
ous property would be a retail store chain with properties across the country that are moni-
tored from a single location owned by the retail store chain. See Chapter 26 for requirements
pertaining to proprietary supervising stations.

(3) Public emergency alarm reporting systems

Public emergency alarm reporting systems, formerly called public fire alarm reporting sys-
tems or municipal fire alarm systems, involve systems of alarm initiating devices, receiving
equipment, and connecting circuits used to transmit alarms from street locations to the com-
munications center. Public emergency alarm reporting systems provide publicly accessible
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alarm boxes at strategic locations throughout a municipality. A publicly accessible alarm box,
defined in 3.3.8.5, is an enclosure accessible to the public that houses a manually operated
transmitter. Citizens initiate an emergency alarm signal by actuating one of these alarm boxes.

Aucxiliary systems provide a direct means of communication between the protected prem-
ises and the communications center using public emergency alarm reporting systems. An aux-
iliary system provides a connection from the system at the protected premises to a public
emergency alarm reporting system auxiliary box or master box. An auxiliary box, defined in
3.3.8.1, is an alarm box that can only be operated remotely. A master box, defined in 3.3.8.4,
is a publicly accessible alarm box that is equipped for remote actuation. If a municipality does
not have a public emergency alarm reporting system, then an auxiliary alarm system cannot
be provided. See Chapter 27 for requirements pertaining to public emergency alarm reporting
systems and auxiliary alarm systems.

(a) Auxiliary alarm systems — local energy type

Typically, when a fire alarm signal at the protected premises is actuated, contacts in the fire
alarm system control unit at the protected premises actuate a circuit that, in turn, causes a pub-
lic emergency alarm reporting system auxiliary or master box to transmit a fire alarm signal
to the communications center.

Power to operate the local energy interface circuit comes from the fire alarm system con-
trol unit at the protected premises. In addition, the fire alarm system control unit at the pro-
tected premises monitors the interface circuit for integrity and monitors the set or unset
condition of the public emergency alarm reporting system auxiliary or master box. A wired
public emergency alarm reporting system, a series telephone public emergency alarm report-
ing system, and a wireless public emergency alarm reporting system all use a local energy in-
terface circuit (provided in the fire alarm control unit at the protected premises) to allow a fire
alarm system control unit at the protected premises to actuate the auxiliary or master box. See
27.6.3.2 for requirements pertaining to local energy type auxiliary systems.

(b) Auxiliary alarm systems — shunt type

As an alternative to a local energy interface, some wired public emergency alarm reporting
system boxes offer a shunt connection. A closed contact at the protected premises is electri-
cally connected to a circuit that is derived from the public emergency alarm reporting tele-
graph circuit. When the closed contact opens the circuit and removes the shunt, the box trips
and initiates a signal to the communications center.

A ground fault on the shunt circuit also becomes a ground fault on the public emergency
alarm reporting circuit. If an open fault occurs on the public emergency alarm reporting cir-
cuit, a subsequent actuation of the shunt circuit will not cause the public emergency alarm
reporting box to initiate an alarm signal. Unfortunately, unless the fire department somehow
notifies all the building owners that the public emergency alarm reporting circuit has an im-
pairment, the owners will not know that their connection to the public circuit is also im-
paired.

The Code limits the devices connected to a shunt circuit to manual fire alarm boxes and
automatic sprinkler waterflow switches. Automatic fire detectors are not permitted to be con-
nected to a shunt circuit. A shunt-type system has very specific requirements and is not al-
lowed to be interconnected to a protected premises system unless the city circuits entering the
protected premises are installed in rigid metal conduit or electrical metallic tubing. These
wiring methods help to prevent faults in one premises from disabling the city circuit. Faults
in the circuit can prevent transmission from other protected premises, leaving them unpro-
tected. Because the wiring necessary to actuate shunt-type master boxes must enter the pro-
tected premises, and damage or tampering to these circuits is out of the control of the fire
department, many jurisdictions do not allow shunt-type master boxes to be installed on their
municipal loop. See 27.6.3.2 for requirements pertaining to shunt-type auxiliary systems.
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1.3.2 Emergency communications systems shall be classified as follows:

As noted in the commentary following 1.1.1, the scope of the Code has expanded to include
a number of emergency communications systems. An emergency communications system, in
accordance with 3.3.79, is “a system for the protection of life by indicating the existence of
an emergency situation and communicating information necessary to facilitate an appropriate
response and action.” Referring to 24.2.3, “an emergency communications system is intended
to communicate information about emergencies including, but not limited to, fire, human-
caused events (accidental and intentional), other dangerous situations, accidents, and natural
disasters.” Some of these systems may be used as part of a stand-alone fire alarm system,
while others may be used as part of a combination (fire alarm) system or as part of another
emergency system.

(1) One-way emergency communications systems

One-way emergency communications systems are defined in 3.3.79.1. These systems are in-
tended to broadcast emergency messages using audible, visible, or textual means. Refer to
Section 24.4.

(a) Distributed recipient mass notification systems

Distributed recipient mass notification systems are intended to communicate directly with tar-
geted individuals and groups that might not be in a contiguous area. Refer to 3.3.79.1.1 and
24.4.4. Distributed recipient mass notification systems include net-centric alerting systems
(NCASS) that are based on internet protocol (IP) technologies. NCASs leverage the IP net-
work infrastructure to instantly reach those personnel who have access to nearly any IP-
connected devices [such as pop-up alerts on personal computers (PCs), text messages to
personal data assistants (PDAs) and cellular telephones, electronic mail to IP-capable cellu-
lar telephones, and recorded voice messages to voice over-IP (VoIP) telephones and PCs]. Ad-
ditionally, NCASs can be used to actuate, through a single interface, non-IP alerting systems,
such as in-building mass notification systems, wide-area alerting systems, and traditional
dial-up telephone alerting systems.

(b) In-building fire emergency voice/alarm communications systems

In-building fire emergency voice/alarm communications systems are the traditional emer-
gency voice/alarm communications systems used for fire alarm systems. As the name implies,
these systems are intended for fire alarm system applications within buildings. The require-
ments for these systems have been relocated from the protected premises fire alarm system
chapter to the emergency communications systems chapter because they fall under the scope
of an emergency communications system. Refer to 3.3.79.1.2 and 24.4.1.

(c) In-building mass notification systems

In-building mass notification systems, defined in 3.3.79.1.3, are somewhat similar in concept
to an in-building fire emergency voice/alarm communications system, but their potential ap-
plication is much broader. The requirements for these systems are more extensive and reflect
the level of sophistication needed for systems that may involve a variety of complex scenar-
ios (including fire scenarios). Refer to 24.4.2.

(d) Wide area mass notification systems

Wide area mass notification systems are intended to serve outdoor areas, such as a campus.
These systems may also communicate with other notification systems provided for other cam-
pus areas, military bases, municipalities, or other similar areas. Refer to 3.3.79.1.4 and 24.4.3.
Wide area mass notification systems can also be integrated with in-building mass notification
systems.
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(2) Two-way emergency communications systems

Two-way emergency communications systems, defined in 3.3.79.2, are used to facilitate the
exchange of information and the communication of instructions in buildings. Some systems
are intended primarily for emergency services personnel or building fire wardens, while
others are intended for occupants such as those in an area of refuge.

(a) In-building emergency communications systems

In-building emergency communications systems include two-way in-building wired emer-
gency services communications systems (two-way telephone communications systems), two-
way radio communications enhancement systems (bi-directional antenna and signal booster
systems), area of refuge emergency communications systems, and elevator emergency com-
munications systems. Refer to Section 24.5.

1.3.3 Any reference or implied reference to a particular type of hardware shall be for the pur-
pose of clarity and shall not be interpreted as an endorsement.

NFPA does not manufacture, test, distribute, endorse, approve, certify, or list services, prod-
ucts, or components. See Section 3.2 and the associated annex material for definitions of ap-
proved and listed.

1.3.4 The intent and meaning of the terms used in this Code shall be, unless otherwise de-
fined herein, the same as those of NFPA 70, National Electrical Code®.

For the installation of the systems addressed by NFPA 72, NFPA 70°, National Electrical
Code® (NEC®), must also be used. To avoid confusion, the definitions and use of terms that
are found in NFPA 72 are the same as those found in the NEC, unless a separate definition is
provided in this Code.

1.4 Retroactivity

1.4.1 Unless otherwise noted, it is not intended that the provisions of this document be ap-
plied to facilities, equipment, structures, or installations that were existing or approved for
construction or installation prior to the effective date of the document.

With the exception of Chapter 14, the Code does not apply retroactively to existing installa-
tions. See the commentary following 14.1.4, which clearly indicates the retroactive applica-
tion of Chapter 14 requirements.

It should be noted that the requirements of Chapter 29 have been rewritten (beginning
with the 2007 edition of the Code) to exclude any reference to “new” or “existing” construc-
tion. The retroactive application of the requirements of Chapter 29 is not intended to auto-
matically occur as a result of these changes. However, as changes are made to existing
installations of fire warning equipment, it is expected that the full requirements of Chapter 29
would apply unless exempted by governing codes or statutes.

1.4.2 In those cases where it is determined by the authority having jurisdiction that the ex-
isting situation involves a distinct hazard to life or property, retroactive application of the pro-
visions of this document shall be permitted.

From time to time, the authority having jurisdiction may feel that while the system still meets
the minimum requirements of the version of the Code that was in effect at the time of instal-
lation, the system may no longer meet the minimum requirements for the premises’ current
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use. A change of occupancy use, tenant improvements to the building, or system upgrades
may be the reason.

1.5 Equivalency

1.5.1 Nothing in this Code shall prevent the use of systems, methods, devices, or appliances
of equivalent or superior quality, strength, fire resistance, effectiveness, durability, and safety
over those prescribed by this Code.

1.5.2 Technical documentation shall be submitted to the authority having jurisdiction to
demonstrate equivalency.

1.5.3 The systems, methods, devices, or appliances that are found equivalent shall be ap-
proved.

Devices or systems that do not meet the specific requirements of the Code can be presented
to the authority having jurisdiction as equivalent to the Code. Technical documentation to
substantiate the request for equivalency must be submitted with the request. Examples of
technical documentation include testing laboratory reports, engineering calculations, experi-
ential data, and documented engineering judgments. The authority having jurisdiction deter-
mines whether a product, method, or device is suitable. Also refer to the definition of
approved in 3.2.1, the related annex material, and related commentary.

1.6 Units and Formulas

1.6.1 The units of measure in this Code are presented in U.S. customary units (inch-pound
units).

1.6.2 Where presented, the International System (SI) of units follow the inch-pound units in
parentheses.

1.6.3 Where both systems of units are presented, either system shall be acceptable for satis-
fying the requirements in this Code.

1.6.4 Where both systems of units are presented, users of this Code shall apply one set of
units consistently and shall not alternate between units.

1.6.5*% The values presented for measurements in this Code are expressed with a degree of
precision appropriate for practical application and enforcement. It is not intended that the ap-
plication or enforcement of these values be more precise than the precision expressed.

A.1.6.5 Where dimensions are expressed in inches, it is intended that the precision of the
measurement be 1 in., thus plus or minus l/2 in. The conversion and presentation of dimen-
sions in millimeters would then have a precision of 25 mm, thus plus or minus 13 mm.

Section 1.6 includes requirements for the application and enforcement of the units of meas-
ure provided in the Code. Where measurements are presented in the Code in terms of inches
(and millimeters), the precision assumed for enforcement is 1 inch (25 millimeters). Values
presented in the Code are not intended to be enforced to a higher level of precision.
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1.6.6 Where extracted text contains values expressed in only one system of units, the values
in the extracted text have been retained without conversion to preserve the values established
by the responsible technical committee in the source document.

1.7 Code Adoption Requirements

This Code shall be administered and enforced by the authority having jurisdiction designated
by the governing authority. (See Annex F for sample wording for enabling legislation.)

REFERENCES CITED IN COMMENTARY

Manual of Style for NFPA Technical Committee Documents, 2004 edition, National Fire Pro-
tection Association, Quincy, MA.

NFPA 1, Fire Code, 2009 edition, National Fire Protection Association, Quincy, MA.

NFPA 70°, National Electrical Code®, 2008 edition, National Fire Protection Association,
Quincy, MA.

NFPA 101°, Life Safety Code®, 2009 edition, National Fire Protection Association, Quincy,
MA.

NFPA 5000°, Building Construction and Safety Code®, 2009 edition, National Fire Protection
Association, Quincy, MA.
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Referenced Publications

CHAPTER 2

This chapter lists the publications that are referenced in the mandatory chapters of NFPA 72°.
These mandatory referenced publications are needed for the effective use of and compliance
with NFPA 72. The requirements contained in these references constitute part of the require-
ments of NFPA 72. Annex H lists nonmandatory publications that are referenced in the non-
mandatory annexes of NFPA 72.

2.1 General

The documents or portions thereof listed in this chapter are referenced within this Code and
shall be considered part of the requirements of this document.

2.2 NFPA Publications

National Fire Protection Association, 1 Batterymarch Park, Quincy, MA 02169-7471.

NFPA 10, Standard for Portable Fire Extinguishers, 2007 edition.

NFPA 11, Standard for Low-, Medium-, and High-Expansion Foam, 2005 edition.

NFPA 13, Standard for the Installation of Sprinkler Systems, 2010 edition.

NFPA 25, Standard for the Inspection, Testing, and Maintenance of Water-Based Fire Pro-
tection Systems, 2008 edition.

NFPA 37, Standard for the Installation and Use of Stationary Combustion Engines and Gas
Turbines, 2006 edition.

NFPA 70°, National Electrical Code®, 2008 edition.

NFPA 75, Standard for the Protection of Information Technology Equipment, 2009
edition.

NFPA 90A, Standard for the Installation of Air-Conditioning and Ventilating Systems, 2009
edition.

NFPA 110, Standard for Emergency and Standby Power Systems, 2010 edition.

NFPA 111, Standard on Stored Electrical Energy Emergency and Standby Power Systems,
2010 edition.

NFPA 601, Standard for Security Services in Fire Loss Prevention, 2005 edition.

NFPA 720, Standard for the Installation of Carbon Monoxide (CO) Detection and Warning
Equipment, 2009 edition.

NFPA 780, Standard for the Installation of Lightning Protection Systems, 2008 edition.

NFPA 1221, Standard for the Installation, Maintenance, and Use of Emergency Services
Communications Systems, 2010 edition.

NFPA 1600°, Standard on Disaster/Emergency Management and Business Continuity Pro-
grams, 2007 edition.

NFPA 1620, Recommended Practice for Pre-Incident Planning, 2003 edition.
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2.3 Other Publications
2.3.1 ANSI Publications.

American National Standards Institute, Inc., 25 West 43rd Street, 4th Floor, New York, NY
10036.

ANSI A-58.1, Building Code Requirements for Minimum Design Loads in Buildings and
Other Structures.

ANSI S1.4a, Specifications for Sound Level Meters, 1985, reaffirmed 2006.

ANSI S3.2, Method for Measuring the Intelligibility of Speech Over Communications Sys-
tems, 1989, revised 1999.

ANSI S3.41, American National Standard Audible Emergency Evacuation Signal, 1990, reaf-
firmed 2008.

ANSI/ASME A17.1a/CSA B44a, Safety Code for Elevators and Escalators, 2008.

ANSI/IEEE C2, National Electrical Safety Code, 2007.

ANSI/UL 217, Standard for Single and Multiple Station Smoke Alarms, 2006, revised 2008.

ANSI/UL 268, Standard for Smoke Detectors for Fire Alarm Systems, 2006.

ANSI/UL 827, Standard for Central-Station Alarm Services, 2008.

ANSI/UL 864, Standard for Control Units and Accessories for Fire Alarm Systems, 2003,
revised 2006.

ANSI/UL 985, Standard for Household Fire Warning System Units, 2000, revised 2003.

ANSI/UL 1730, Standard for Smoke Detector Monitors and Accessories for Individual Liv-
ing Units of Multifamily Residences and Hotel/Motel Rooms, 2006, revised 2007.

ANSI/UL 1971, Standard for Signaling Devices for the Hearing Impaired, 2002, revised
2008.

UL 2017, Standard for General-Purpose Signaling Devices and Systems, 2000, revised
2004.

2.3.2 EIA Publications.

Electronic Industries Alliance, 2500 Wilson Boulevard, Arlington, VA 22201-3834.
EIA Tr 41.3, Telephones.

2.3.3 IEC Publications.

International Electrotechnical Commission, 3 rue de Varembé, P.O. Box 131, CH-1211
Geneva 20, Switzerland. IEC documents are available through ANSI.

1IEC 61260, Electroacoustics — Octave-Band and Fractional-Octave-Band Filters, 1995.

2.3.4 ISO Publications.

Standards Secretariat, Acoustical Society of America, 335 East 45th Street, New York, NY
10017-3483.

ISO 7240-19, Fire Detection and Alarm Systems — Part 19: Design, Installation, Commis-
sioning and Service of Sound Systems for Emergency Purposes, 8/15/07.
ISO 7731, Danger signals for work places — Auditory danger signals.

2.3.5 Telcordia Publications.

One Telcordia Drive, Piscataway, NJ 08854.

GR-506-CORE, LATA Switching Systems Generic Requirements: Signaling for Analog Inter-
face, 2006.
GR-909-CORE, Fiber in the Loop Systems Generic Requirements, 2004.
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2.3.6 Other Publications.

Merriam-Webster’s Collegiate Dictionary, 11th edition, Merriam-Webster, Inc., Springfield,
MA, 2003.

2.4 References for Extracts in Mandatory Sections

NFPA 70°, National Electrical Code®, 2008 edition.

NFPA 96, Standard for Ventilation Control and Fire Protection of Commercial Cooking Op-
erations, 2008 edition.

NFPA 101°, Life Safety Code®, 2009 edition.

NFPA 654, Standard for the Prevention of Fire and Dust Explosions from the Manufacturing,
Processing, and Handling of Combustible Particulate Solids, 2006 edition.

NFPA 720, Standard for the Installation of Carbon Monoxide (CO) Detection and Warning
Equipment, 2009 edition.

NFPA 1221, Standard for the Installation, Maintenance, and Use of Emergency Services
Communications Systems, 2010 edition.

NFPA 5000°, Building Construction and Safety Code®, 2009 edition.
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Definitions

CHAPTER 3

All definitions that apply to subjects covered throughout the Code are located in Chapter 3. In
addition, where a particular term is not defined in Chapter 3 but is defined in NFPA 70°, Na-
tional Electrical Code® (NEC®), the definition contained in the NEC applies, in accordance
with 1.3.4. Otherwise, where terms are not defined, the ordinary meanings as given in Mer-
riam-Webster’s Collegiate Dictionary, 11th edition, apply (see 2.3.6).

3.1 General

The definitions contained in this chapter shall apply to the terms used in this Code. Where
terms are not defined in this chapter or within another chapter, they shall be defined using their
ordinarily accepted meanings within the context in which they are used. Merriam-Webster’s
Collegiate Dictionary, 11th edition, shall be the source for the ordinarily accepted meaning.

3.2 NFPA Official Definitions

The definitions in Section 3.2 come from the NFPA Regulations Governing Committee Pro-
jects. These terms are commonly found in NFPA technical committee documents, and the def-
initions cannot be altered without the approval of the NFPA Standards Council.

3.2.1*% Approved. Acceptable to the authority having jurisdiction.

A.3.2.1 Approved. The National Fire Protection Association does not approve, inspect, or
certify any installations, procedures, equipment, or materials; nor does it approve or evaluate
testing laboratories. In determining the acceptability of installations, procedures, equipment,
or materials, the authority having jurisdiction may base acceptance on compliance with NFPA
or other appropriate standards. In the absence of such standards, said authority may require
evidence of proper installation, procedure, or use. The authority having jurisdiction may also
refer to the listings or labeling practices of an organization that is concerned with product
evaluations and is thus in a position to determine compliance with appropriate standards for
the current production of listed items.

The term approved has a specific meaning in the Code, as defined in 3.2.1, which is “accept-
able to the authority having jurisdiction.” Only the authority having jurisdiction can approve
equipment and installations. The authority having jurisdiction may choose to grant approval
on the basis of whether or not a product has received a listing and has been labeled by a qual-
ified testing laboratory. However, listing or labeling alone does not constitute approval. (See
3.2.4 for the definition of labeled and 3.2.5 for the definition of /listed.)

Whereas 10.3.1 requires that all installed fire alarm equipment be listed, Section 1.5 al-
lows the use of equivalent methods and equipment where equivalency has been demonstrated
to the authority having jurisdiction. The authority having jurisdiction may also grant approval
on this basis. Refer to Section 10.18 for approval and documentation requirements.

< FAQ

Who approves equipment and

installations?
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3.2.2*% Authority Having Jurisdiction (AHJ). An organization, office, or individual re-
sponsible for enforcing the requirements of a code or standard, or for approving equipment,
materials, an installation, or a procedure.

A.3.2.2 Authority Having Jurisdiction (AHJ). The phrase “authority having jurisdiction,”
or its acronym AH]J, is used in NFPA documents in a broad manner, since jurisdictions and
approval agencies vary, as do their responsibilities. Where public safety is primary, the au-
thority having jurisdiction may be a federal, state, local, or other regional department or in-
dividual such as a fire chief; fire marshal; chief of a fire prevention bureau, labor department,
or health department; building official; electrical inspector; or others having statutory author-
ity. For insurance purposes, an insurance inspection department, rating bureau, or other in-
surance company representative may be the authority having jurisdiction. In many
circumstances, the property owner or his or her designated agent assumes the role of the au-
thority having jurisdiction; at government installations, the commanding officer or depart-
mental official may be the authority having jurisdiction.

Any given physical property may have multiple authorities having jurisdiction, who may be
concerned with life safety, property protection, mission continuity, heritage preservation, and
environmental protection. Some authorities having jurisdiction may impose additional re-
quirements beyond those of the Code. If requirements for the installation of a specific fire
alarm system conflict, the installer must follow the most stringent requirements.

3.2.3*% Code. A standard that is an extensive compilation of provisions covering broad sub-
ject matter or that is suitable for adoption into law independently of other codes and stan-
dards.

A.3.2.3 Code. The decision to designate a standard as a “code” is based on such factors as
the size and scope of the document, its intended use and form of adoption, and whether it con-
tains substantial enforcement and administrative provisions.

3.2.4 Labeled. Equipment or materials to which has been attached a label, symbol, or other
identifying mark of an organization that is acceptable to the authority having jurisdiction and
concerned with product evaluation, that maintains periodic inspection of production of la-
beled equipment or materials, and by whose labeling the manufacturer indicates compliance
with appropriate standards or performance in a specified manner.

3.2.5% Listed. Equipment, materials, or services included in a list published by an organiza-
tion that is acceptable to the authority having jurisdiction and concerned with evaluation of
products or services, that maintains periodic inspection of production of listed equipment or
materials or periodic evaluation of services, and whose listing states that either the equipment,
material, or service meets appropriate designated standards or has been tested and found suit-
able for a specified purpose.

A.3.2.5 Listed. The means for identifying listed equipment may vary for each organization
concerned with product evaluation; some organizations do not recognize equipment as listed
unless it is also labeled. The authority having jurisdiction should utilize the system employed
by the listing organization to identify a listed product.

3.2.6 Shall. Indicates a mandatory requirement.

3.2.7 Should. Indicates a recommendation or that which is advised but not required.

3.3 General Definitions

Each of the definitions in Section 3.3 has been assigned to a specific technical committee of
the National Fire Alarm and Signaling Code by the Technical Correlating Committee on Sig-
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naling Systems for the Protection of Life and Property. The committee assignment is indi-
cated by a designation in parenthesis at the end of each definition. These designations corre-
late with the committee roster for each technical committee found at the beginning of NFPA
72°, National Fire Alarm and Signaling Code. These designations, shown in sequence as pro-
vided in the Code, correlate as follows:

SIG-FUN  Technical Committee on Fundamentals of Fire Alarm Systems

SIG-TMS  Technical Committee on Testing and Maintenance of Fire Alarm Systems

SIG-IDS Technical Committee on Initiating Devices for Fire Alarm Systems

SIG-NAS  Technical Committee on Notification Appliances for Fire Alarm Systems

SIG-PRO  Technical Committee on Protected Premises Fire Alarm Systems

SIG-ECS  Technical Committee on Emergency Communications Systems

SIG-SSS Technical Committee on Supervising Station Fire Alarm Systems

SIG-PRS Technical Committee on Public Fire Reporting Systems

SIG-HOU  Technical Committee on Single- and Multiple-Station Alarms and House-
hold Fire Alarm Systems

3.3.1 Acknowledge. To confirm that a message or signal has been received, such as by the
pressing of a button or the selection of a software command. (SIG-SSS)

3.3.2*% Acoustically Distinguishable Space (ADS). An emergency communications system
notification zone, or subdivision thereof, that might be an enclosed or otherwise physically
defined space, or that might be distinguished from other spaces because of different acousti-
cal, environmental, or use characteristics, such as reverberation time and ambient sound pres-
sure level. (SIG-NAS)

As a part of the requirements for voice intelligibility in 18.4.10, a new term, acoustically dis-
tinguishable space (ADS), has been established. As part of the research conducted by the Fire
Protection Research Foundation on how to design and test intelligible voice systems, it be-
came evident that there was a need to identify spaces with common acoustical characteristics.
Identifying these spaces would help system designers better assess the needs for design and
testing of each space. It also allowed for the identification of areas that may not require voice
intelligibility, depending on how the system is to be used. Also refer to the definition of in-
telligible in 3.3.126, related annex explanation in A.3.3.126, Annex D, and Supplement 3.

A.3.3.2 Acoustically Distinguishable Space (ADS). All parts of a building or area intended
to have occupant notification are subdivided into ADSs as defined. Some ADSs might be des-
ignated to have voice communication capability and require that those communications be in-
telligible. Other spaces might not require voice intelligibility or might not be capable of
reliable voice intelligibility. An ADS might have acoustical design features that are conducive
for voice intelligibility, or it might be a space where voice intelligibility could be difficult or
impossible to achieve. Each is still referred to as an ADS.

In smaller areas, such as those under 400 ft* (40 m?), walls alone will define the ADS. In
larger areas, other factors might have to be considered. In spaces that might be subdivided by
temporary or movable partitions, such as ballrooms and meeting rooms, each individual con-
figuration should be considered a separate ADS. Physical characteristics, such as a change in
ceiling height of more than 20 percent, or a change in acoustical finish, such as carpet in one
area and tile in another, would require those areas to be treated as separate ADSs. In larger
areas, there might be noise sources that require a section to be treated as a separate ADS. Any
significant change in ambient noise level or frequency might necessitate an area be consid-
ered a separate ADS.

In areas of 85 dBA or greater ambient sound pressure level, meeting the pass/fail criteria
for intelligibility might not be possible, and other means of communication might be neces-
sary. So, for example, the space immediately surrounding a printing press or other high-noise
machine might be designated as a separate ADS, and the design might call for some form of
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effective notification but not necessarily require the ability to have intelligible voice commu-
nication. The aisles or operator’s control stations might be separate ADSs where intelligible
voice communication might be desired.

Significant differences in furnishings, for example, an area with tables, desks, or low di-
viders, adjacent to an area with high shelving, would require separate consideration. The en-
tire desk area could be a single acoustic zone, whereas each area between shelving could be
a unique zone. Essentially, any noteworthy change in the acoustical environment within an
area will mandate consideration of that portion of the area to be treated as an acoustic zone.
Hallways and stairwells will typically be considered as individual acoustic zones.

Spaces confined by walls with carpeting and acoustical ceilings can be deemed to be one
ADS. An ADS should be an area of consistent size and material. A change of materials from
carpet to hard tile, the existence of sound sources, such as decorative waterfalls, large ex-
panses of glass, and changes in ceiling height, are all factors that might separate one ADS
from another.

Each ADS might require different components and design features to achieve intelligible
voice communication. For example, two ADSs with similar acoustical treatments and noise
levels might have different ceiling heights. The ADS with the lower ceiling height might re-
quire more ceiling-mounted speakers to ensure that all listeners are in a direct sound field (see
Figure A.3.3.2). Other ADSs might benefit from the use of alternate speaker technologies,
such as line arrays, to achieve intelligibility.

71.5ft (21.8 m)
R " " "

(woz)uss

455 ft (13.9 m)
JA A A A A

(Woy)USH

117 ft (35.7 m)

FIGURE A.3.3.2 Illustration Demonstrating the Effect of Ceiling Height. (Source: R. P.
Schifiliti Associates, Inc.)

An ADS that differs from another because of the frequency and level of ambient noise
might require the use of speakers and system components that have a wider frequency band-
width than conventional emergency communications equipment. However, designers should
not use higher bandwidth speakers in all locations, unless needed to overcome certain
acoustic and ambient conditions. This is because the higher bandwidth appliance will require
more energy to perform properly. This increases amplifier and wire size and power supply re-
quirements.

In some spaces, it might be impractical to achieve intelligibility, and, in such a case, al-
ternatives to voice evacuation might be required within such areas.

There might be some areas of a facility where there are several spaces of the same ap-
proximate size and the same acoustic properties. For example, there might be an office space
with multiple individual offices, each with one speaker. If one or two are satisfactorily tested,
there is no need to test all of them for speech intelligibility.

The intent is that all parts of a building or space be divided into definable ADSs. See 18.4.10.

3.3.3 Active Multiplex System. A multiplexing system in which signaling devices such as
transponders are employed to transmit status signals of each initiating device or initiating de-
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vice circuit within a prescribed time interval so that the lack of receipt of such a signal can be
interpreted as a trouble signal. (SIG-SSS)

Circuits of active multiplex systems, defined in 3.3.3, use an interrogation and response rou-
tine to determine the status of a device or connected system control unit. Failure to receive a
response signal from a device initiates a trouble signal. This interrogation routine serves to
monitor the interconnecting path for integrity. See 10.17.1 for requirements pertaining to
monitoring for integrity.

3.3.4 Addressable Device. A fire alarm system component with discrete identification that
can have its status individually identified or that is used to individually control other func-
tions. (SIG-IDS)

Addressable devices, defined in 3.3.4, can be either initiating devices or control/notification
appliances. The circuit between the addressable devices or appliances and the fire alarm con-
trol unit is essentially a time-domain multiplex circuit and is called a signaling line circuit in
the Code. Each device or appliance has an address that consists of a binary string of 1s and
0s. The fire alarm control unit communicates with devices and appliances on the circuit with
a series of voltage pulses corresponding to logical 1s and Os and superimposed on the dc
power supply. When the fire alarm control unit polls or addresses an initiating device, the ini-
tiating device responds with its status. Similarly, the fire alarm control unit can also address
a control module(s) or appliance(s) and issue a command such as a transfer of a relay contact
to appliances connected to the circuit. Digital addresses for each device or appliance can be
assigned by the system hardware or software. Examples of addressable devices are shown in
Exhibits 3.1 and 3.2.

3.3.5 Adverse Condition. Any condition occurring in a communications or transmission
channel that interferes with the proper transmission or interpretation, or both, of status change
signals at the supervising station. (See also 3.3.240.7, Trouble Signal.) (SIG-SSS)

Adverse conditions, defined in 3.3.5, include circuits or communications paths with open cir-
cuit faults or ground faults, electrical or radio frequency interference with communications
paths, and circuit wiring with short-circuit faults.

3.3.6 Air Sampling—Type Detector. See 3.3.59, Detector.
3.3.7 Alarm. A warning of danger. (SIG-FUN)

The term alarm, defined in 3.3.7, indicates a danger condition. This fundamental change was
introduced in the 2007 edition. Prior editions defined alarm as a warning of fire danger. With
the inclusion of emergency communications systems and the recognition of many different
alarm system purposes, the technical committee made the definition of alarm generic. Where
a particular code requirement is intended to apply to a specific type of alarm, such as fire, the
text will clearly state so. Otherwise, where the text says only “alarm,” the requirement is in-
tended to apply to all types of danger warnings. The phrases supervisory alarm and trouble
alarm are not appropriate terms to indicate supervisory or trouble conditions. The actions re-
quired for alarm are very specific and are different from those of a trouble or supervisory con-
dition. In order not to confuse those trying to communicate the condition and therefore the
required response, the appropriate terms are supervisory signal and trouble signal. See the
definitions of supervisory signal and trouble signal in 3.3.240.

3.3.7.1 Nuisance Alarm. Any alarm caused by mechanical failure, malfunction, im-
proper installation, or lack of proper maintenance, or any alarm activated by a cause than
cannot be determined. (SIG-FUN)

Fire officials often use the term nuisance alarm in place of the term false alarm to describe
fire alarm signals initiated when an otherwise properly functioning fire alarm system detects
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EXHIBIT 3.1 Device
Programming Unit and
Smoke Detector. (Source:
Seimens Building
Technologies, Fire Safety
Division, Florham Park, NJ)

EXHIBIT 3.2 Addressable
Smoke Detector Showing
Programming Switches.
(Source: System Sensor
Corp., St. Charles, IL)

< FAQ

Is the term alarm intended to
indicate only a warning of fire
danger?
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FAQ »
What is the difference between
an auxiliary alarm box and a
master alarm box?

EXHIBIT 3.3 Typical Single-
Action Manual Fire Alarm
Box. (Source: The Protecto-
wire Co., Plymouth, MA)

conditions that it interprets as a fire signature. Nuisance alarms can be caused by faulty equip-
ment, improper application of detection devices, and poor installation of equipment. Although
an alarm when fire is not present is still a false alarm and nuisance alarms are, in fact, false
alarms, the term false alarm is often reserved for a malicious act whereby a person falsely ini-
tiates a fire alarm. Such acts are also called malicious false alarms. Regardless of what they
are called, alarms transmitted under non-fire conditions can put occupants and first respon-
ders at risk during the response. Adherence to the requirements of the Code and workmanlike
installations reduce nuisance alarms.

3.3.8 Alarm Box.

3.3.8.1 Auxiliary Box. An alarm box that can only be operated from one or more remote
initiating devices or an auxiliary alarm system used to send an alarm to the communica-
tions center. (SIG-PRS)

An auxiliary alarm box is used to transmit alarm signals from remote initiating devices or
from auxiliary alarm systems to the communications center utilizing the emergency alarm re-
porting system when manual initiation of an alarm signal is not required. By contrast, a mas-
ter box includes the features of an auxiliary box as well as a feature allowing manual
operation. Refer to the definition of publicly accessible alarm box. A protected premises fire
alarm system connected to either an auxiliary alarm box or a master alarm box will automat-
ically actuate the box when an alarm occurs. Upon actuation, the box transmits a coded sig-
nal to the communications center. Also see the commentary following 1.3.1(3).

3.3.8.2 Combination Fire Alarm and Guard’s Tour Box. A manually operated box for
separately transmitting a fire alarm signal and a distinctive guard patrol tour supervisory
signal. (SIG-IDS)

3.3.8.3 Manual Fire Alarm Box. A manually operated device used to initiate a fire
alarm signal. (SIG-IDS)

Operation of a manual fire alarm box, shown in Exhibit 3.3, may require one action, such as
pulling a lever, or two actions, such as lifting a cover and then pulling a lever. In some insti-
tutional occupancies, building codes, NFPA 7101 ® Life Safety Code®, and local ordinances
permit the use of key-operated manual fire alarm boxes, such as the one shown in Exhibit 3.4.

3.3.8.4 Master Box. A publicly accessible alarm box that can also be operated by one
or more remote initiating devices or an auxiliary alarm system used to send an alarm to
the communications center. (SIG-PRS)

Public emergency alarm reporting system master boxes, as shown in Exhibit 3.5, have an in-
terface circuit that allows a protected premises fire alarm system control unit to actuate the
master box whenever the system initiates a fire alarm signal.

3.3.8.5 Publicly Accessible Alarm Box. An enclosure, accessible to the public, housing
a manually operated transmitter used to send an alarm to the communications center.
(SIG-PRS)

Exhibit 3.6 shows a publicly accessible alarm box, also known as a municipal fire alarm box
or street box. See 3.3.153.

3.3.9 Alarm Service. The service required following the receipt of an alarm signal. (SIG-
SSS)

The action taken when an alarm signal is received is called the alarm service. The alarm serv-
ice can include any or all of the following:

1. Response by a private fire brigade or public fire department
2. Dispatch of an alarm service provider’s runner
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3. Notification to the building owner and occupants
4. Notification to the authorities having jurisdiction

3.3.10 Alarm Signal. See 3.3.240, Signal.

3.3.11 Alarm System. See 3.3.95, Fire Alarm System; 3.3.267, Supervising Station Alarm
System; 3.3.199, Public Emergency Alarm Reporting System.

3.3.12 Alarm Verification Feature. A feature of automatic fire detection and alarm systems
to reduce unwanted alarms wherein smoke detectors report alarm conditions for a minimum
period of time, or confirm alarm conditions within a given time period after being reset, in
order to be accepted as a valid alarm initiation signal. (SIG-PRO)

Alarm verification is applicable to smoke detectors only. The alarm verification feature can
reduce unwanted alarm signals from transient conditions that actuate smoke detectors. The
feature may reside within individual smoke detectors, or it may be a feature of the fire alarm
control unit to which the smoke detectors are connected. Manufacturers of addressable ana-
log fire alarm systems typically do not recommend the activation of alarm verification during
the initial installation. It is not intended as a means of reducing unwanted alarms due to the
improper application of smoke detectors, such as installation in a location where they are ex-
posed to unsuitable environmental conditions. Refer to 23.8.5.4.1 for the requirements related
to use of alarm verification.

3.3.13 Alert Tone. An attention-getting signal to alert occupants of the pending transmis-
sion of a voice message. (SIG-PRO)

Where voice announcements are used for other than complete evacuation, in-building fire
voice/alarm communications systems precede the voice announcement with an alert tone to
gain occupant attention before broadcast of the voice message. The alert tone is not consid-
ered an alarm signal, and the Code does not specify the form of the alert tone. See 24.4.1.8.2
for applicable requirements for the alert tone. Where voice announcements are used for com-
plete evacuation, the announcement must be preceded by the emergency evacuation signal in
accordance with 24.4.1.2.1.

3.3.14 Analog Initiating Device (Sensor). See 3.3.122, Initiating Device.

3.3.15 Ancillary Functions. Ancillary functions are those non-emergency activations of the
fire alarm or mass notification audible, visual, and textual output circuits allowed. Ancillary

EXHIBIT 3.5 Master Box.
(Source: Gamewell-FClI,
Northford, CT; photo courtesy
of Mammoth Fire Alarms,
Inc., Lowell, MA)
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EXHIBIT 3.4 Typical Key-
Operated Manual Fire Alarm
Box. (Source: Gamewell-FCI,
Northford, CT; photo courtesy
of Mammoth Fire Alarms,

Inc., Lowell, MA)

EXHIBIT 3.6 Publicly
Accessible Alarm Box.
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Northford, CT; photo courtesy
of Mammoth Fire Alarms,
Inc., Lowell, MA)
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functions can include general paging, background music, or other non-emergency signals.
(SIG-ECS)

3.3.16 Annunciator. A unit containing one or more indicator lamps, alphanumeric displays,
or other equivalent means in which each indication provides status information about a cir-
cuit, condition, or location. (SIG-FUN)

An annunciator is used to provide an on-site point of information as to where the alarm, su-
pervisory, or trouble signal is reported within the protected premises. The annunciator may be
a simple lamp display with a labeled description of the zone, an alphanumeric display pro-
viding either a static or running information stream of the event, or a graphic representation
of the protected premises and the location of the event. With the everyday use of computer-
aided drafting (CAD), some annunciators use CAD images to display the events in real time.
Requirements that relate to annunciation and annunciation zoning can be found in Section
10.16. In addition, requirements for a standard emergency service interface can be found in
Section 18.11 along with guidance in A.18.11 and in Annex E, NEMA Standard SB 30, Stan-
dard Fire Service Annunciator and Interface.

3.3.17 Apartment Building. A building or portion thereof containing three or more
dwelling units with independent cooking and bathroom facilities. (SIG-HOU) [5000, 2009]

3.3.18 Audible Notification Appliance. See 3.3.160, Notification Appliance.

3.3.19 Automatic Extinguishing System Supervisory Device. See 3.3.122, Initiating De-
vice.

3.3.20 Automatic Fire Detector. See 3.3.59, Detector.

3.3.21 Automatic Fire Extinguishing or Suppression System Operation Detector. See
3.3.59, Detector.

3.3.22 Autonomous Control Unit (ACU). See 3.3.53, Control Unit.
3.3.23 Auxiliary Alarm System. See 3.3.199, Public Emergency Alarm Reporting System.
3.3.24 Auxiliary Box. See 3.3.8, Alarm Box.

3.3.25% Average Ambient Sound Level. The root mean square, A-weighted, sound pressure
level measured over the period of time that any person is present, or a 24-hour period,
whichever time period is the lesser. (SIG-NAS)

A.3.3.25 Average Ambient Sound Level. The term average ambient sound level is also
called the equivalent A-weighted sound level measured over ¢ hours, where 7 is the time pe-
riod over which the measurement is made. The standard industry symbol is L, ., . Where a
measurement is taken over a 24-hour time period, the designation would be L, , ,,.

The definition of average ambient sound level was modified in the 2002 edition. The previ-
ous definition was a 24-hour average. Now, the average ambient sound level is the greater of
a 24-hour average or an average taken over the period of time that any person is present. Ex-
hibit 3.7 shows a sample 24-hour noise survey. The 24-hour average is 56 dBA versus 65 dBA
for the occupied period (6:00 a.m. until 6:00 p.m.).

3.3.26 Beam Construction. See 3.3.33, Ceiling Surfaces.
3.3.27 Building Fire Alarm System. See 3.3.95, Fire Alarm System.

3.3.28 Building Fire Safety Plan. Documentation that provides information on the use of
alarms, transmission of alarms, response to alarms, evacuation of immediate area, evacuation
of smoke compartment, preparation of floors and building for evacuation and extinguishment
of fire. [SIG-ECS]
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EXHIBIT 3.7 Sample Noise

i Survey. (Source: R. P. Schifiliti
%o Associates, Inc., Reading,
S 60 -
% 50 )
@ Occupied period
€401 34 Hours Ave: 65 dBA
< 301 Ave: 56 dBA Max: 71 dBA
@ 20{ Max: 71 dBA F.A.: 80 dBA

10 F.A.: 76 dBA Average governs

Max. governs

3.3.29 Carrier. High-frequency energy that can be modulated by voice or signaling im-
pulses. (SIG-SSS)

3.3.30 Carrier System. A means of conveying a number of channels over a single path by
modulating each channel on a different carrier frequency and demodulating at the receiving
point to restore the signals to their original form. (SIG-SSS)

3.3.31 Ceiling. The upper surface of a space, regardless of height. Areas with a suspended
ceiling have two ceilings, one visible from the floor and one above the suspended ceiling.
(SIG-IDS)

3.3.31.1 Level Ceilings. Ceilings that are level or have a slope of less than or equal to 1
in 8. (SIG-IDS)
3.3.31.2 Sloping Ceiling. A ceiling that has a slope of more than 1 in 8. (SIG-IDS)

3.3.31.3% Sloping Peaked-Type Ceiling. A ceiling in which the ceiling slopes in two di-
rections from the highest point. Curved or domed ceilings can be considered peaked with
the slope figured as the slope of the chord from highest to lowest point. (SIG-IDS)

A.3.3.31.3 Sloping Peaked-Type Ceiling. Refer to Figure A.17.6.3.4(a) for an illustra-
tion of smoke or heat detector spacing on peaked-type sloped ceilings.

3.3.31.4% Sloping Shed-Type Ceiling. A ceiling in which the high point is at one side
with the slope extending toward the opposite side. (SIG-IDS)

A.3.3.31.4 Sloping Shed-Type Ceiling. Refer to Figure A.17.6.3.4(b) for an illustration
of smoke or heat detector spacing on shed-type sloped ceilings.

3.3.32 Ceiling Height. The height from the continuous floor of a room to the continuous
ceiling of a room or space. (SIG-IDS)

Where a ceiling is supported by beams, joists, or open web beams (bar-joists), the ceiling
height is measured from the floor deck to the bottom surface of the ceiling supported by the
beams or joists.

3.3.33 Ceiling Surfaces.

The ceiling design can have a profound effect on the flow of smoke and hot combustion prod-
uct gases from the fire to the location of a heat or smoke detector. The ceiling design affects
the speed of response of spot-type smoke and heat detectors. Anything that retards the re-
sponse of a smoke or heat detector allows the fire to become larger before the occupants are
notified. Consequently, categorizing ceiling surfaces is necessary because different detector
location and spacing criteria apply, depending upon the size and spacing of downward-
projection beams or joists.

3.3.33.1 Beam Construction. Ceilings that have solid structural or solid nonstructural
members projecting down from the ceiling surface more than 4 in. (100 mm) and spaced
more than 36 in (910 mm), center to center. (SIG-IDS)
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3.3.33.2 Girder. A support for beams or joists that runs at right angles to the beams or
joists. If the top of the girder is within 4 in. (100 mm) of the ceiling, the girder is a fac-
tor in determining the number of detectors and is to be considered a beam. If the top of
the girder is more than 4 in. (100 mm) from the ceiling, the girder is not a factor in de-
tector location. (SIG-IDS)

3.3.33.3*% Smooth Ceiling. A ceiling surface uninterrupted by continuous projections,
such as solid joists, beams, or ducts, extending more than 4 in. (100 mm) below the ceil-
ing surface. (SIG-IDS)

A.3.3.33.3 Smooth Ceiling. Open truss constructions are not considered to impede the
flow of fire products unless the upper member, in continuous contact with the ceiling,
projects below the ceiling more than 4 in. (100 mm).

3.3.33.4 Solid Joist Construction. Ceilings that have solid structural or solid nonstruc-
tural members projecting down from the ceiling surface for a distance of more than 4 in.
(100 mm) and spaced at intervals of 36 in (910 mm) or less, center to center. (SIG-IDS)

Solid joists, whether structural or nonstructural, impede the flow of products of combustion.
Web or bar joists are not considered to be solid joists unless the top chord is over 4 in. (100
mm) deep, in which case, only the top chord is considered a ceiling obstruction.

3.3.34 Central Control Station. See 3.3.80, Emergency Communications System — Cen-
tral Control Station.

3.3.35 Central Station. See 3.3.266.1, Central Supervising Station.

3.3.36 Central Station Alarm System. See 3.3.267.1, Central Station Service Alarm Sys-
tem.

3.3.37 Central Station Service. See 3.3.268, Supervising Station Service.

3.3.38 Central Station Service Alarm System. See 3.3.267, Supervising Station Alarm
System.

3.3.39 Central Supervising Station. See 3.3.266, Supervising Station.

3.3.40 Channel. A path for voice or signal transmission that uses modulation of light or al-
ternating current within a frequency band. (SIG-SSS)

3.3.40.1 Communications Channel. A circuit or path connecting a subsidiary station(s)
to a supervising station(s) over which signals are carried. (SIG-SSS)

3.3.40.2 Derived Channel. A signaling line circuit that uses the local leg of the public
switched network as an active multiplex channel while simultaneously allowing that leg’s
use for normal telephone communications. (SIG-SSS)

3.3.40.3*% Radio Channel. A band of frequencies of a width sufficient to allow its use
for radio communications. (SIG-SSS)

A.3.3.40.3 Radio Channel. The width of the channel depends on the type of transmis-
sions and the tolerance for the frequency of emission. Channels normally are allocated
for radio transmission in a specified type for service by a specified transmitter.

3.3.40.4 Transmission Channel. A circuit or path connecting transmitters to supervis-
ing stations or subsidiary stations on which signals are carried. (SIG-SSS)

3.3.41 Circuit Interface. See 3.3.127, Interface.
3.3.42 Cloud Chamber Smoke Detection. See 3.3.252, Smoke Detection.

3.3.43* Coded. An audible or visible signal that conveys several discrete bits or units of in-
formation. (SIG-NAS)
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Table A.10.9.3 provides recommended assignments for simple zone-coded signals. In addi-
tion to the designations in Table A.10.9.3, textual signals may use words that are familiar only
to those concerned with response to the signal. This practice avoids general alarm notification
and disruption of the occupants. Hospitals often use this type of signal. To hospital occupants
who do not know the code words, a typical message might sound like a normal paging an-
nouncement: “Paging Dr. Firestone, Dr. Firestone, Building 4 West Wing.” In other words, a
fire is in the west wing of Building 4.

A.3.3.43 Coded. Notification signal examples are numbered strokes of an impact-type ap-
pliance and numbered flashes of a visible appliance.

3.3.44 Combination Detector. See 3.3.59, Detector.

3.3.45 Combination Emergency Communications Systems. See 3.3.81, Emergency Com-
munications Systems — Combination.

3.3.46 Combination Fire Alarm and Guard’s Tour Box. See 3.3.8, Alarm Box.
3.3.47 Combination System. See 3.3.95, Fire Alarm System.
3.3.48 Common Talk Mode. See 3.3.277, Talk Mode.

3.3.49* Communications Center. A building or portion of a building that is specifically
configured for the primary purpose of providing emergency communications services or pub-
lic safety answering point (PSAP) services to one or more public safety agencies under the
authority or authorities having jurisdiction. [1221, 2007] (SIG-PRS)

In a large municipality, the municipal government may choose to locate the communications
center at the main fire department station, at the public safety complex, at a specially designed
communications building, or at some other suitably designed location. The communications
center may or may not include the public safety answering point (PSAP) for the community’s
9-1-1 emergency telephone system. NFPA 1221, Standard for the Installation, Maintenance,
and Use of Emergency Services Communications Systems, provides requirements for the in-
stallation, performance, operation, and maintenance of communications systems and facili-
ties. In previous editions, NFPA 72 used the term public fire service communications center,
while NFPA 1221 referred to this facility as just communications center. In the 2010 edition,
NFPA 72 also refers to the facility simply as communications center.

Public emergency alarm reporting systems (see Chapter 27) terminate at the communi-
cations center.

A.3.3.49 Communications Center. Examples of functions of a communications center are
as follows:
(1) Communications between the public and the communications center

(2) Communications between the communications centers, the emergency response agency
(ERA), and emergency response facilities (ERFs)

(3) Communications within the ERA and between different ERAs
(4) Communications with the public emergency alarm reporting system

The central operating part of the public emergency alarm reporting system is usually lo-
cated at the communications center.

3.3.50 Communications Channel. See 3.3.40, Channel.

3.3.51 Communications Circuit. Any signaling path of an emergency communications
system that carries voice, audio, data or other signals. [SIG-ECS]

3.3.52 Contiguous Property. See 3.3.191, Property.
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3.3.53 Control Unit. A system component that monitors inputs and controls outputs
through various types of circuits. (SIG-PRO)

The definition of control unit in 3.3.53 is not limited to fire alarm systems applications. Ap-
plications can include systems such as those used for mass notification or emergency com-
munication. A control unit used in a fire alarm system falls under the definition of a fire alarm
control unit, defined in 3.3.92. Note that the term control unit is used throughout the Code in-
stead of the term control panel.

3.3.53.1*% Autonomous Control Unit (ACU). The primary control unit for an in-build-
ing mass notification system. (SIG-ECS)

A.3.3.53.1 Autonomous Control Unit (ACU). Although an ACU might incorporate pro-
visions for messages or signals from external sources, the ACU is fully capable of build-
ing controls without the need for sources outside the building. An ACU is allowed to be
located within a primary building and supply circuits to immediately adjacent support
buildings such as detached storage buildings. Larger buildings will generally have their
own ACUs to allow individual control within each building.

An autonomous control unit (ACU) for an in-building mass notification system is analogous
to a fire alarm control unit for a protected premises fire alarm system. Requirements for ACUs
can be found in 24.4.2.14.

3.3.53.2 Emergency Communications Control Unit (ECCU). A system capable of
sending mass notification messages to individual buildings, zones of buildings, individ-
ual outdoor speaker arrays, zones of outdoor speaker arrays or; a building, multiple build-
ings, outside areas, or a combination of these. (SIG-ECS)

An emergency communications control unit (ECCU) is a control unit that serves the central
control station and assigns priorities to all transmitted signals between the central control sta-
tion and selectable locations, including individual buildings, portions of buildings, multiple
buildings, outdoor areas, portions of outdoor areas, other ECCUs, or any combination of
these. Emergency communications control units are addressed in 24.6.2. Also refer to the def-
inition of central control station in 3.3.80.

3.3.53.3 Fire Alarm Control Unit. See 3.3.92, Fire Alarm Control Unit.

3.3.53.4 Wireless Control Unit. A component that transmits/receives and processes
wireless signals. (SIG-PRO)

3.3.54 Day-Care Home. A building or portion of a building in which more than 3 but not
more than 12 clients receive care, maintenance, and supervision, by other than their relative(s)
or legal guardian(s), for less than 24 hours per day. [101, 2009] (SIG-HOU)

3.3.55 Dedicated Function Fire Alarm Control Unit. See 3.3.92, Fire Alarm Control Unit.
3.3.56 Dedicated Function Fire Alarm System. See 3.3.95, Fire Alarm System.

3.3.57 Delinquency Signal. See 3.3.240, Signal.

3.3.58 Derived Channel. See 3.3.40, Channel.

3.3.59 Detector. A device suitable for connection to a circuit that has a sensor that responds
to a physical stimulus such as heat or smoke. (SIG-IDS)

3.3.59.1 Air Sampling—Type Detector. A detector that consists of a piping or tubing dis-
tribution network that runs from the detector to the area(s) to be protected. An aspiration
fan in the detector housing draws air from the protected area back to the detector through
air sampling ports, piping, or tubing. At the detector, the air is analyzed for fire products.
(SIG-IDS)
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EXHIBIT 3.8 Duct Smoke Detector (Passive). (Source:
System Sensor Corp., St. Charles, IL)

EXHIBIT 3.9 Air-Sampling Smoke Detectors (Active).
(Source: Xtralis, Inc., Norwell, MA)

Air sampling—type detectors are either passive or active. Duct smoke detectors, as shown in
Exhibit 3.8, are typically considered passive detection devices. Active sampling requires the
creation of a negative pressure within a sampling tube to draw products of combustion from
the protected area or protected space into the sampling network. Vacuum pumps or blower as-
semblies normally create this negative pressure. An active air-sampling smoke detector is il-
lustrated in Exhibit 3.9.

3.3.59.2 Automatic Fire Detector. A device designed to detect the presence of a fire sig-
nature and to initiate action. For the purpose of this Code, automatic fire detectors are
classified as follows: Automatic Fire Extinguishing or Suppression System Operation
Detector, Fire—Gas Detector, Heat Detector, Other Fire Detectors, Radiant Energy—
Sensing Fire Detector, Smoke Detector. (SIG-IDS)

3.3.59.3 Automatic Fire Extinguishing or Suppression System Operation Detector. A
device that automatically detects the operation of a fire extinguishing or suppression sys-
tem by means appropriate to the system employed. (SIG-IDS)

Examples of automatic fire extinguishing or suppression system operation alarm initiating de-
vices are agent discharge flow switches and agent discharge pressure switches.

3.3.59.4*% Combination Detector. A device that either responds to more than one of the
fire phenomena or employs more than one operating principle to sense one of these phe-
nomena. Typical examples are a combination of a heat detector with a smoke detector or
a combination rate-of-rise and fixed-temperature heat detector. This device has listings
for each sensing method employed. (SIG-IDS)

A.3.3.59.4 Combination Detector. These detectors do not utilize a mathematical evalu-
ation principle of signal processing more than a simple “or” function. Normally, these de-
tectors provide a single response resulting from either sensing method, each of which
operates independent of the other. These detectors can provide a separate and distinct re-
sponse resulting from either sensing method, each of which is processed independent of
the other.

Exhibits 3.10 and 3.11 illustrate two common types of combination detectors.

3.3.59.5 Electrical Conductivity Heat Detector. A line-type or spot-type sensing ele-
ment in which resistance varies as a function of temperature. (SIG-IDS)

3.3.59.6 Fire-Gas Detector. A device that detects gases produced by a fire. (SIG-IDS)
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EXHIBIT 3.11 Combination
Rate-of-Rise and Fixed-
Temperature Heat Detector
(Electronic). (Source: System
Sensor Corp., St. Charles, IL)

EXHIBIT 3.12 Typical Fixed-
Temperature (Nonrestorable)
Heat Detector. (Source:
Kidde-Fenwal, Ashland, MA;
photo courtesy of Mammoth
Fire Alarms, Inc., Lowell, MA)

EXHIBIT 3.13 Typical Flame
Detector. (Source: Det-Tronics
Corp., Minneapolis, MN)

Examples of fire gases include hydrogen chloride (HCl) and carbon monoxide (CO). Users
should not confuse fire-gas detectors designed for CO detection with CO warning equipment
designed to prevent CO poisoning by alerting occupants to the presence of CO gas in the
home.

3.3.59.7%* Fixed-Temperature Detector. A device that responds when its operating ele-
ment becomes heated to a predetermined level. (SIG-IDS)

A.3.3.59.7 Fixed-Temperature Detector. The difference between the operating tempera-
ture of a fixed-temperature device and the surrounding air temperature is proportional to
the rate at which the temperature is rising. The rate is commonly referred to as thermal
lag. The air temperature is always higher than the operating temperature of the device.

Typical examples of fixed-temperature sensing elements are as follows:

(1) Bimetallic. A sensing element comprised of two metals that have different coeffi-
cients of thermal expansion arranged so that the effect is deflection in one direction
when heated and in the opposite direction when cooled.

(2) Electrical Conductivity. A line-type or spot-type sensing element in which resistance
varies as a function of temperature.

(3) Fusible Alloy. A sensing element of a special composition metal (eutectic) that melts
rapidly at the rated temperature.

(4) Heat-Sensitive Cable. A line-type device in which the sensing element comprises, in
one type, two current-carrying wires separated by heat-sensitive insulation that soft-
ens at the rated temperature, thus allowing the wires to make electrical contact. In
another type, a single wire is centered in a metallic tube, and the intervening space
is filled with a substance that becomes conductive at a critical temperature, thus es-
tablishing electrical contact between the tube and the wire.

(5) Liquid Expansion. A sensing element comprising a liquid that is capable of marked
expansion in volume in response to an increase in temperature.

Exhibit 3.12 illustrates a typical fixed-temperature heat detector.

3.3.59.8% Flame Detector. A radiant energy—sensing fire detector that detects the radi-
ant energy emitted by a flame. (Refer to A.17.8.2.) (SIG-IDS)

A.3.3.59.8 Flame Detector. Flame detectors are categorized as ultraviolet, single wave-
length infrared, ultraviolet infrared, or multiple wavelength infrared.

Exhibit 3.13 illustrates a typical flame detector.

3.3.59.9 Heat Detector. A fire detector that detects either abnormally high temperature
or rate of temperature rise, or both. (SIG-IDS)

Many types of heat detectors are available. A typical spot-type heat detector is shown in Ex-
hibit 3.14. For descriptions of other types of heat detectors, see definitions of electrical con-
ductivity heat detector; fixed-temperature detector (see Exhibit 3.12), line-type detector, rate
compensation detector, and rate-of-rise detector in 3.3.59. Also refer to the definition of non-
restorable initiating device in 3.3.122.3.

3.3.59.10 Line-Type Detector. A device in which detection is continuous along a path.
Typical examples are rate-of-rise pneumatic tubing detectors, projected beam smoke de-
tectors, and heat-sensitive cable. (SIG-IDS)

3.3.59.11*% Multi-Criteria Detector. A device that contains multiple sensors that sepa-
rately respond to physical stimulus such as heat, smoke, or fire gases, or employs more
than one sensor to sense the same stimulus. This sensor is capable of generating only one
alarm signal from the sensors employed in the design either independently or in combi-
nation. The sensor output signal is mathematically evaluated to determine when an alarm
signal is warranted. The evaluation can be performed either at the detector or at the con-
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EXHIBIT 3.14 Typical Heat
Detector. (Source: GE
Security, Bradenton, FL)

trol unit. This detector has a single listing that establishes the primary function of the de-
tector. (SIG-IDS)

A.3.3.59.11 Multi-Criteria Detector. A multi-criteria detector is a detector that contains
multiple sensing methods that respond to fire signature phenomena and utilizes mathe-
matical evaluation principles to determine the collective status of the device and gener-
ates a single output. Typical examples of multi-criteria detectors are a combination of a
heat detector with a smoke detector, or a combination rate-of-rise and fixed-temperature
heat detector that evaluates both signals using an algorithm to generate an output such as
pre-alarm or alarm. The evaluation can be performed either at the detector or at the con-
trol unit. Other examples are detectors that include sensor combinations that respond in
a predictable manner to any combination of heat, smoke, carbon monoxide, or carbon
dioxide.

According to one manufacturer, “Multi-criteria detectors process inputs from two sensors
using software algorithms that equate signals into pre-determined responses, which are based
on a ‘decision tree’ programmed to react to defined scenarios.”

Typically, the signals from a photoelectric smoke detector are combined with a tempera-
ture sensor using microprocessor-based logic to process signals from both detectors. Through
the use of a combination of inputs, the device is more likely to reject false or nuisance alarms
while increasing the likelihood of a quick response to a real fire condition. According to some
manufacturers’ literature, new software has been developed to allow the detector to continu-
ously monitor its environment and “learn” the ambient conditions, further reducing the
chances for a nuisance alarm.

Exhibit 3.15 illustrates a multi-criteria detector. This device contains multiple sensing
technologies that independently collect fire signatures and environmental conditions and are
not limited to heat, rate of heat rise, smoke, carbon monoxide, or carbon dioxide. The detec-
tor collects these signatures and environmental conditions and evaluates the signals using an
algorithm to provide a single output. The signals are examined by an algorithm and are not
available as individual outputs.

3.3.59.12% Multi-Sensor Detector. A device that contains multiple sensors that sepa-

rately respond to physical stimulus such as heat, smoke, or fire gases, or employs more

than one sensor to sense the same stimulus. A device capable of generating multiple | / ‘“" Il \
alarm signals from any one of the sensors employed in the design, independently or in \(. //
combination. The sensor output signals are mathematically evaluated to determine when W y

an alarm signal is warranted. The evaluation can be performed either at the detector or at
the control unit. This device has listings for each sensing method employed. (SIG-IDS)

A.3.3.59.12 Multi-Sensor Detector. Typical examples of multi-sensor detectors are a  gxHIBIT 3.15 Multi-Criteria
combination of a heat detector with a smoke detector, or a combination rate-of-rise and  petector. (Source: Bosch
fixed-temperature heat detector that evaluates both signals using an algorithm to gener-  Security Systems, Fairport,
ate an output such as pre-alarm or alarm. The evaluation can be performed either at the NY)
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FAQ »
What is the difference between
a multi-criteria detector and a
multi-sensor detector?

detector or at the control unit. Other examples are detectors that include sensor combi-
nations that respond in a predictable manner to any combination of heat, smoke, carbon
monoxide, or carbon dioxide.

See Commentary Table 3.1 for a comparison of combination, multi-criteria, and multi-sensor
detectors.

COMMENTARY TABLE 3.1 Comparison of Combination,
Multi-Criteria, and Multi-Sensor Detectors

Detector Type Features

Combination e Multiple sensors
e Does not utilize a mathematical evaluation
principle, just a simple “or” function
o Multiple listings

Multi-criteria e Multiple sensors
o Mathematically evaluated
e Only one alarm signal
¢ Single listing

Multi-sensor e Multiple sensors
o Mathematically evaluated
o Capable of generating multiple alarm signals
e Multiple listings

The major difference between the definitions of multi-criteria detector and multi-sensor
detector is that a multi-sensor detector is “a device capable of generating multiple alarm sig-
nals from any one of the sensors employed in the design, independently or in combination.”
A multi-sensor detector can be a photoelectric smoke detector with an additional carbon
monoxide (CO) sensor; it can also be a combination of ionization and photoelectric smoke
detectors and a heat detector all within one multi-sensor unit. Multi-sensor devices collect
data on several different environmental parameters at the same time and then, based on the
results of an on-board microprocessor, determine whether an alarm should be sent to the con-
trol panel. This process allows the detector to effectively distinguish between a legitimate
change of state and adverse ambient conditions that may cause a nuisance alarm. Analog in-
formation from each sensor can also be digitally communicated to the control panel, where it
is analyzed.

3.3.59.13 Other Fire Detectors. Devices that detect a phenomenon other than heat,
smoke, flame, or gases produced by a fire. (SIG-IDS)

3.3.59.14 Pneumatic Rate-of-Rise Tubing Heat Detector. A line-type detector com-
prising small-diameter tubing, usually copper, that is installed on the ceiling or high on
the walls throughout the protected area. The tubing is terminated in a detector unit con-
taining diaphragms and associated contacts set to actuate at a predetermined pressure.
The system is sealed except for calibrated vents that compensate for normal changes in
temperature. (SIG-IDS)

3.3.59.15 Projected Beam-Type Detector. A type of photoelectric light obscuration
smoke detector wherein the beam spans the protected area. (SIG-IDS)

Projected beam-type detection is often used in large open areas such as atria, convention
halls, auditoriums, and gymnasiums and where a building or portion of a building has a high
ceiling. Exhibit 3.16 illustrates a typical projected beam—type smoke detector, and Exhibit
3.17 shows a projected beam—type smoke detector with a reflector. Beam detectors used in an
environment such as a gymnasium where the devices can be harmed by normal activities must
be protected to prevent mechanical damage.
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EXHIBIT 3.16 Typical Projected Beam—Type Smoke
Detector. (Source: Hochiki America Corp., Buena Park, CA)

EXHIBIT 3.17 Projected Beam—Type Smoke Detector with
Reflector. (Source: Hochiki America Corp., Buena Park, CA)

3.3.59.16 Radiant Energy—Sensing Fire Detector. A device that detects radiant energy,
such as ultraviolet, visible, or infrared, that is emitted as a product of combustion reac-
tion and obeys the laws of optics. (SIG-IDS)

3.3.59.17*% Rate Compensation Detector. A device that responds when the temperature
of the air surr.ounding the device reaches a predetermined level, regardless of the rate of /ﬁOT PAINT 9'1_1 ,&
temperature rise. (SIG-IDS) 00

A.3.3.59.17 Rate Compensation Detector. A typical example of a rate compensation
detector is a spot-type detector with a tubular casing of a metal that tends to expand
lengthwise as it is heated and an associated contact mechanism that closes at a certain
point in the elongation. A second metallic element inside the tube exerts an opposing
force on the contacts, tending to hold them open. The forces are balanced in such a way
that, on a slow rate-of-temperature rise, there is more time for heat to penetrate to the
inner element, which inhibits contact closure until the total device has been heated to its
rated temperature level. However, on a fast rate-of-temperature rise, there is not as much
time for heat to penetrate to the inner element, which exerts less of an inhibiting effect
so that contact closure is achieved when the total device has been heated to a lower tem-
perature. This, in effect, compensates for thermal lag.

Exhibit 3.18 illustrates a typical rate compensation heat detector.
3.3.59.18% Rate-of-Rise Detector. A device that responds when the temperature rises at
a rate exceeding a predetermined value. (SIG-IDS)

A.3.3.59.18 Rate-of-Rise Detector. Typical examples of rate-of-rise detectors are as fol-
lows:

(H Pneumatic Rate-of-Rise YTub.ing. A line-type deFe.ctor corpprising small-diameter tub- EXHIBIT 3.18 Typical Rate
ing, usually copper, that is installed on the ceiling or high on the walls throughout Compensation Heat Detector.
the protected area. The tubing is terminated in a detector unit that contains di-  (Source: Thermotech Inc.,
aphragms and associated contacts set to actuate at a predetermined pressure. The  Ogden, UT;: photo courtesy of
system is sealed except for calibrated vents that compensate for normal changes in ~ Mammoth Fire Alarms, Inc.,
temperature. Lowell, MA)
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EXHIBIT 3.19 Typical Spot-
Type Smoke Detector.
(Source: System Sensor
Corp., St. Charles, IL)

(2) Spot-Type Pneumatic Rate-of-Rise Detector. A device consisting of an air chamber,
a diaphragm, contacts, and a compensating vent in a single enclosure. The principle
of operation is the same as that described for pneumatic rate-of-rise tubing.

(3) Electrical Conductivity—Type Rate-of-Rise Detector. A line-type or spot-type sensing
element in which resistance changes due to a change in temperature. The rate of
change of resistance is monitored by associated control equipment, and an alarm is
initiated when the rate of temperature increase exceeds a preset value.

3.3.59.19 Smoke Detector. A device that detects visible or invisible particles of com-
bustion. (SIG-IDS)

The definition of smoke detector uses the phrase “particles of combustion” to distinguish the
effluent matter consisting of soot particles, gas molecules, vapor molecules, and ash particles
from the heat and radiant energy liberated by the combustion reaction that is deemed energy.
All matter flowing from the fire in the effluent plume is encompassed within the term smoke.
The many types of smoke detectors are distinguished by the technology used to detect the
matter in the smoke plume. For examples, see the definitions of ionization smoke detection
and photoelectric smoke detection in 3.3.252 and air sampling—type detector and spot-type
smoke detector (shown in Exhibit 3.19) in 3.3.59.

3.3.59.20 Spark/Ember Detector. A radiant energy—sensing fire detector that is de-
signed to detect sparks or embers, or both. These devices are normally intended to oper-
ate in dark environments and in the infrared part of the spectrum. (SIG-IDS)

3.3.59.21 Spot-Type Detector. A device in which the detecting element is concentrated
at a particular location. Typical examples are bimetallic detectors, fusible alloy detectors,
certain pneumatic rate-of-rise detectors, certain smoke detectors, and thermoelectric de-
tectors. (SIG-IDS)

3.3.60 Digital Alarm Communicator Receiver (DACR). A system component that accepts
and displays signals from digital alarm communicator transmitters (DACTSs) sent over the
public switched telephone network. (SIG-SSS)

Exhibit 3.20 illustrates a typical DACR.

EXHIBIT 3.20 Digital Alarm
Communicator Receiver
(DACR). (Source: Keltron
Corp., Waltham, MA)
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3.3.61 Digital Alarm Communicator System (DACS). A system in which signals are
transmitted from a digital alarm communicator transmitter (DACT) located at the protected
premises through the public switched telephone network to a digital alarm communicator re-
ceiver (DACR). (SIG-SSS)

3.3.62 Digital Alarm Communicator Transmitter (DACT). A system component at the
protected premises to which initiating devices or groups of devices are connected. The DACT
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seizes the connected telephone line, dials a preselected number to connect to a DACR, and
transmits signals indicating a status change of the initiating device. (SIG-SSS)

The communications portion of a DACT functions very much like a modem that allows a per-
sonal computer to connect to an internet service provider. When a fire alarm system initiates
a fire alarm, supervisory, or trouble signal, the DACT dials one of two preprogrammed tele-
phone numbers. Once a digital alarm communicator receiver (DACR) answers the incoming
call, it provides a handshake signal to the DACT. The DACT then transmits digital informa-
tion. Upon receipt of the information, the DACR transmits a “kiss off” signal to the DACT,
which causes the DACT to disconnect and end the transmission. The DACR then interprets
and displays the digital information as a fire alarm, supervisory, or trouble signal. The DACT,
as shown in Exhibit 3.21, provides the most commonly used means for transmitting fire
alarm, supervisory, and trouble signals to a supervising station.

EXHIBIT 3.21 Digital Alarm
Communicator Transmitter
(DACT). (Source: Silent
Knight by Honeywell, Maple
Grove, MN)

3.3.63 Digital Alarm Radio Receiver (DARR). A system component composed of two
subcomponents: one that receives and decodes radio signals, the other that annunciates the de-
coded data. These two subcomponents can be coresident at the central station or separated by
means of a data transmission channel. (SIG-SSS)

3.3.64 Digital Alarm Radio System (DARS). A system in which signals are transmitted
from a digital alarm radio transmitter (DART) located at a protected premises through a radio
channel to a digital alarm radio receiver (DARR). (SIG-SSS)

Exhibit 3.22 illustrates a typical digital alarm radio system (DARS) arrangement.

3.3.65 Digital Alarm Radio Transmitter (DART). A system component that is connected
to or an integral part of a digital alarm communicator transmitter (DACT) that is used to pro-
vide an alternate radio transmission channel. (SIG-SSS)

Exhibit 3.23 illustrates a typical digital alarm radio transmitter (DART).

3.3.66 Display. The visual representation of output data, other than printed copy. (SIG-
NAS)

3.3.67 Distributed Recipient Mass Notification System (DRMNS). See 3.3.79, Emer-
gency Communications System.

3.3.68 Donor Antenna. The outside antenna on the building where a public safety radio en-
hancement system operates. (SIG-ECS)
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EXHIBIT 3.22 Digital Alarm

Radio System (DARS).

(Source: Honeywell Security

and Custom Electronics,

Syosset, NY; courtesy of AFA

Protective Systems, Inc.)
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EXHIBIT 3.23 Digital Alarm
Radio Transmitter (DART).
(Source: Honeywell Security
and Custom Electronics,
Syosset, NY; photo courtesy
of AFA Protective Systems,
Inc.)

3.3.69 Donor Site. The repeater or base station site with which the public safety radio en-
hancement system communicates. (SIG-ECS)

3.3.70 Dormitory. A building or a space in a building in which group sleeping accommo-
dations are provided for more than 16 persons who are not members of the same family in
one room, or a series of closely associated rooms, under joint occupancy and single manage-
ment, with or without meals, but without individual cooking facilities. [101, 2009] (SIG-
HOU)

3.3.71* Double Doorway. A single opening that has no intervening wall space or door trim
separating the two doors. (SIG-IDS)

A.3.3.71 Double Doorway. Refer to Figure 17.7.5.6.5.3(A) for an illustration of detector lo-
cation requirements for double doors.

3.3.72 Downlink. The radio signal from the base station transmitter to the portable public
safety subscriber receiver. (SIG-ECS)

3.3.73 Dual Control. The use of two primary trunk facilities over separate routes or differ-
ent methods to control one communications channel. (SIG-SSS)

3.3.74 Dwelling Unit. One or more rooms arranged for complete, independent housekeep-
ing purposes with space for eating, living, and sleeping; facilities for cooking; and provisions
for sanitation. [5000, 2009] (SIG-HOU)
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3.3.74.1 Multiple Dwelling Unit. A building containing three or more dwelling units.
(SIG-HOU)

3.3.74.2 Single Dwelling Unit. A building consisting solely of one dwelling unit. (SIG-
HOU)

3.3.75 Effective Masked Threshold. The minimum sound level at which the tone signal is
audible in ambient noise. (SIG-NAS)

Requirements in 18.4.6 allow designers to use an alternative method to the A-weighted sig-
naling requirements in the Code for audible signaling. This method involves an evaluation of
the background noise levels at each octave (or one-third octave) of the frequency spectrum to
provide an audible alarm signal tailored for the specific signaling application. Refer to 18.4.6
and related annex material and commentary, as well as the definitions for octave and one-third
octave in 3.3.163.

3.3.76 Electrical Conductivity Heat Detector. See 3.3.59, Detector.

3.3.77% Ember. A particle of solid material that emits radiant energy due either to its tem-
perature or the process of combustion on its surface. (See also 3.3.258, Spark.) (SIG-IDS)

A.3.3.77 Ember. Class A and Class D combustibles burn as embers under conditions where
the flame typically associated with fire does not necessarily exist. This glowing combustion
yields radiant emissions in parts of the radiant energy spectrum that are radically different
from those parts affected by flaming combustion. Specialized detectors that are specifically
designed to detect those emissions should be used in applications where this type of com-
bustion is expected. In general, flame detectors are not intended for the detection of embers.

3.3.78 Emergency Communications Control Unit (ECCU). See 3.3.53, Control Unit.

3.3.79 Emergency Communications System. A system for the protection of life by indi-
cating the existence of an emergency situation and communicating information necessary to
facilitate an appropriate response and action. (SIG-ECS)

3.3.79.1 One-Way Emergency Communications System. One-way emergency commu-
nications systems are intended to broadcast information, in an emergency, to people in
one or more specified indoor or outdoor areas. It is intended that emergency messages be
conveyed either by audible, visible, or textual means, or any combination thereof. (SIG-
ECS)

3.3.79.1.1 Distributed Recipient Mass Notification System (DRMNS). A distributed
recipient mass notification system is a system meant to communicate directly to targeted
individuals and groups that might not be in a contiguous area. (SIG-ECS)

Distributed recipient mass notification systems (DRMNSs) are (normally) one-way emer-
gency communications systems that are intended to communicate with a wide range of tar-
geted individuals and groups. (Some DRMNSs may have features that allow for confirmation
that the message has been received by the recipient.) Methods of communication include a
variety of means such as reverse 9-1-1 and email. Requirements for these systems are con-
tained in 24.4.4. See A.24.4.4 for a detailed overview of these systems.

3.3.79.1.2 In-Building Fire Emergency Voice/Alarm Communications System. Dedi-
cated manual or automatic equipment for originating and distributing voice instructions,
as well as alert and evacuation signals pertaining to a fire emergency, to the occupants of
a building. (SIG-ECS)

A building code or an authority having jurisdiction may require an in-building fire emergency
voice/alarm communications system (also called simply “emergency voice/alarm communi-
cations system”) in which the fire safety plan for a building calls for partial evacuation of
the building or relocation of the occupants to areas of refuge instead of total evacuation.
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High-rise buildings and large area industrial, commercial, or institutional facilities are typical
applications for in-building fire emergency voice/alarm communications systems. NFPA 72
does not require the use of such systems but provides the requirements for the systems if they
are required by other codes, standards, owners, or authorities having jurisdiction.

3.3.79.1.3 In-Building Mass Notification System. A system used to provide informa-
tion and instructions to people in a building(s) or other space using intelligible voice
communications and including visible signals, text, graphics, tactile, or other communi-
cation methods. (SIG-ECS)

An in-building mass notification system is somewhat similar in concept to a fire alarm sys-
tem that includes an in-building fire emergency voice/alarm communications system. In an
in-building fire emergency voice/alarm communications system, the only purpose of the sys-
tem is for fire emergencies, while the in-building mass notification system has a much broader
set of potential applications and is likely to be subject to a much more complex set of poten-
tial design conditions and operation scenarios, which could also include fire emergencies.

3.3.79.1.4 Wide-Area Mass Notification System. Wide-area mass notification systems
are generally installed to provide real-time information to outdoor areas and could have
the capability to communicate with other notification systems provided for a campus,
military base, municipality, or similar single or multiple contiguous areas. (SIG-ECS)

Wide-area mass notification systems are one-way emergency communications systems that
are intended to communicate to outdoor areas such as those in college or military campuses.
The primary means of communications is high power speaker arrays. Requirements for these
systems are contained in 24.4.3. See A.24.4.3 for additional explanation.

3.3.79.2 Two-Way Emergency Communications System. Two-way emergency commu-
nications systems are divided into two categories, those systems that are anticipated to be
used by building occupants and those systems that are to be used by fire fighters, police,
and other emergency services personnel. Two-way emergency communications systems
are used to both exchange information and to communicate information such as, but not
limited to, instructions, acknowledgement of receipt of messages, condition of local en-
vironment, and condition of persons, and to give assurance that help is on the way. (SIG-
ECS)

3.3.80 Emergency Communications System — Central Control Station. A mass notifi-
cation system facility(s) with communications and control equipment serving one or more
buildings where responsible authorities receive information from premises sources or systems
or from (higher level) regional or national sources or systems and then disseminate appropri-
ate information to a building, multiple buildings, outside campus areas, or a combination of
these in accordance with the emergency response plan established for the premises. (SIG-
ECS)

Central control stations for emergency communications systems are centralized facilities to
enable the receipt and control of emergency information. These facilities are served by an
emergency communications control unit (ECCU) to facilitate the automatic or manual distri-
bution of signals and messages to selectable locations based on information from responsible
authorities. Requirements for these systems are contained in 24.6.1. Also refer to the defini-
tion of emergency communications control unit in 3.3.53.2 and associated commentary.

3.3.81 Emergency Communications Systems — Combination. Various emergency com-
munication systems such as fire alarm, mass notification, fire fighter communications, area of
refuge communications, elevator communications, or others and which may be served
through a single control system or through an interconnection of several control systems.
(SIG-ECS)
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3.3.82 Emergency Control Function Device. The fire alarm or signaling system compo-
nent that directly interfaces with the system that controls the emergency function. (SIG-PRO)

An emergency control function device, formerly called a fire safety function control device,
is used to control safety functions that enhance life safety and property protection during a
fire or other emergency. The control unit may operate emergency (fire safety) control func-
tions manually or automatically. Those functions might include unlocking doors, starting
fans, recalling elevators, or actuating a fire suppression system.

3.3.83 Emergency Control Functions. Building, fire, and emergency control functions that
are intended to increase the level of life safety for occupants or to control the spread of the
harmful effects of fire. (SIG-PRO)

Emergency control functions are referred to as “fire safety functions” in Chapter 23 in the
context of a protected premises fire alarm system. Due to the broader scope of NFPA 72 in
the 2010 edition, the more general term emergency control function is now used in other lo-
cations of the Code to reflect the broader range of potential life-safety control applications.
The provisions for these functions have been relocated from the chapter on protected prem-
ises fire alarm systems to a separate chapter.

Emergency control functions include shutdown of air-handling systems, elevator recall,
closure of HVAC dampers, actuation of fire suppression systems, and release of doors to en-
hance life safety and property protection during a fire. Specific functions are described in
more detail in Section 23.17 and Chapter 21.

3.3.84 Emergency Response Plan. A documented set of actions to address response to nat-
ural, technological, and man-made disasters and other emergencies prepared by the stake-
holders from information obtained during the risk analysis. (SIG-ECS)

3.3.85*% Evacuation. The withdrawal of occupants from a building. (SIG-PRO)

A.3.3.85 Evacuation. Evacuation does not include the relocation of occupants within a
building.

3.3.86 Evacuation Signal. See 3.3.240, Signal.

3.3.87 Evacuation Signaling Zone. See 3.3.300, Zone.

3.3.88 Executive Software. See 3.3.255, Software.

3.3.89 Exit Marking Audible Notification Appliance. See 3.3.160, Notification Appliance.

3.3.90 Field of View. The solid cone that extends out from the detector within which the ef-
fective sensitivity of the detector is at least 50 percent of its on-axis, listed, or approved sen-
sitivity. (SIG-IDS)

Field of view applies to radiant energy fire detectors. Designers who use these detectors need
to understand that the field of view defines the line-of-sight area of coverage in which the de-
tector can view a spark, ember, or flaming fire. Unintended sources within a field of view,
such as welding arcs or sunlight, can cause nuisance alarms.

3.3.91 Fire Alarm Control Interface (FACI). See 3.3.127, Interface.

3.3.92* Fire Alarm Control Unit. (FACU) A component of the fire alarm system, provided
with primary and secondary power sources, which receives signals from initiating devices or
other fire alarm control units, and processes these signals to determine part or all of the re-
quired fire alarm system output function(s). (SIG-PRO)

A.3.3.92 Fire Alarm Control Unit. (FACU) In addition to the functions identified in the
definition, a fire alarm control unit might have an integral operator interface, supply power to
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EXHIBIT 3.24 Fire Alarm
Control Unit. (Source:
Gamewell-FCI, Northford,
CT)
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EXHIBIT 3.25 Fire Alarm
Control Unit with Integral
Communications System.
(Source: Gamewell-FClI,
Northford, CT)

FAQ »
What is a releasing service fire
alarm control unit?

detection devices, notification appliances, transponder(s), or off-premises transmitter(s) or
any combination of these. The control unit might also provide transfer of condition to relay
or devices connected to the control unit. There can be multiple fire alarm control units in a
fire alarm system.

A fire alarm control unit is a control unit (see 3.3.53) that is used within a fire alarm system.
A fire alarm control unit can be more than just the main (master) fire alarm control unit for a
building. Depending on the design of the system, an application may use multiple fire alarm
control units with different functions. Such system components are also called subpanels or
satellite control units. These control units may receive signals from initiating devices or other
fire alarm control units and process the signals to determine all or part of the required output
for the fire alarm system. Exhibit 3.24 illustrates a typical fire alarm control unit, and Exhibit
3.25 shows a fire alarm control unit with an integral communications system.

3.3.92.1 Master Fire Alarm Control Unit. A fire alarm control unit that serves the pro-
tected premises or portion of the protected premises as a local fire alarm control unit and
accepts inputs from other fire alarm control units. (SIG-PRO)

Where more than one fire alarm control unit is installed in a facility, one of the control units
may be designated as the master control unit to monitor alarm, supervisory, and trouble sig-
nals from other control units installed as part of the overall fire alarm system.

3.3.92.2 Protected Premises (Local) Control Unit. A fire alarm control unit that serves
the protected premises or a portion of the protected premises. (SIG-PRO)

3.3.92.2.1%* Dedicated Function Fire Alarm Control Unit. A protected premises fire
alarm control unit which is intended to provide operation of a specifically identified fire
safety function. (SIG-PRO)

The term dedicated function fire alarm control unit was introduced in the 2007 edition of the
Code. Many functions within a building that are required by other codes, standards, or au-
thorities having jurisdiction need to be controlled or monitored by a fire alarm system. For
example, controlling and monitoring the operation of a fire suppression system usually re-
quires the use of a fire alarm control unit to accomplish those functions. When this is the case,
and a building fire alarm system (see 3.3.95.4.1) is not otherwise required or installed, the in-
stallation of a fire alarm control unit will be needed. However, the Code does not require and
does not intend to require the installation of fire alarm system components, devices, and func-
tions beyond those required to accomplish the intended tasks. Fire alarm control units in-
stalled for a specific purpose, such as elevator recall and control, supervision of sprinkler
systems, control of special extinguishing systems, or other similar functions, are designated
as dedicated function fire alarm control units. The installation of a dedicated function fire
alarm control unit does not trigger a requirement to provide any features beyond those nec-
essary to accomplish the tasks assigned to the control unit.

A.3.3.92.2.1 Dedicated Function Fire Alarm Control Unit. Examples of a dedicated
function fire alarm control unit include an automatic sprinkler alarm and supervisory
control unit or an elevator recall control and supervisory control unit.

3.3.92.2.2 Releasing Service Fire Alarm Control Unit. A protected premises fire alarm
control unit specifically listed for releasing service that is part of a fire suppression sys-
tem and which provides control outputs to release a fire suppression agent based on ei-
ther automatic or manual input. (SIG-PRO)

A releasing service fire alarm control unit is specifically listed to be used for control of a fire
suppression system or other fire protection system and is an example of a type of dedicated
function fire alarm control unit. Requirements specific to control units and releasing systems
can be found in 23.8.2, 23.8.5.10, Section 23.13, and Chapter 21.
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3.3.93 Fire Alarm/Evacuation Signal Tone Generator. A device that produces a fire
alarm/evacuation tone upon command. (SIG-PRO)

3.3.94 Fire Alarm Signal. See 3.3.240, Signal.

3.3.95 Fire Alarm System. A system or portion of a combination system that consists of
components and circuits arranged to monitor and annunciate the status of fire alarm or su-
pervisory signal-initiating devices and to initiate the appropriate response to those signals.
(SIG-FUN)

The definition of fire alarm system includes fire alarm systems whose sole purpose is to pro-
vide a specific function or functions, such as sprinkler supervisory service. These systems fall
under the definition of dedicated function fire alarm system.

3.3.95.1% Combination System. A fire alarm system in which components are used, in
whole or in part, in common with a non-fire signaling system. (SIG-PRO)

A.3.3.95.1 Combination System. Examples of non-fire systems are security, card access
control, closed circuit television, sound reinforcement, background music, paging, sound
masking, building automation, time, and attendance.

Subsection 23.8.4 addresses combination systems. Exhibit 3.26 illustrates a typical combina-
tion system.

EXHIBIT 3.26 Combination
Burglary and Fire Alarm
System Control Unit and
Associated System
Components. (Source:
Honeywell Security and
Custom Electronics, Syosset,
NY)

3.3.95.2 Household Fire Alarm System. A system of devices that uses a fire alarm con-
trol unit to produce an alarm signal in the household for the purpose of notifying the oc-
cupants of the presence of a fire so that they will evacuate the premises. (SIG-HOU)

3.3.95.3 Municipal Fire Alarm System. A public emergency alarm reporting system.
(SIG-PRS)

3.3.95.4% Protected Premises (Local) Fire Alarm System. A fire alarm system located
at the protected premises. (SIG-PRO)

A.3.3.95.4 Protected Premises (Local) Fire Alarm System. A protected premises fire
alarm system is any fire alarm system located at the protected premises. It can include
any of the functions identified in Section 23.3. Where signals are transmitted to a com-
munication center or supervising station, the protected premises fire alarm system also
falls under the definition of one of the following systems: central station service alarm
system, remote supervising station alarm system, proprietary supervising station alarm
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system, or auxiliary alarm system. The requirements that pertain to these systems apply
in addition to the requirements for the protected premises fire alarm systems.

3.3.95.4.1 Building Fire Alarm System. A protected premises fire alarm system that in-
cludes any of the features identified in 23.3.3.1 and that serves the general fire alarm
needs of a building or buildings and that provides fire department or occupant notifica-
tion or both. (SIG-PRO)

3.3.95.4.2 Dedicated Function Fire Alarm System. A protected premises fire alarm
system installed specifically to perform fire safety function(s) where a building fire alarm
system is not required. (SIG-PRO)

3.3.95.4.3 Releasing Fire Alarm System. A protected premises fire alarm system that is
part of a fire suppression system and/or which provides control inputs to a fire suppres-
sion system related to the fire suppression system’s sequence of operations and outputs
for other signaling and notification. (SIG-PRO)

The definition of protected premises (local) fire alarm system was modified for the 2007 edi-
tion of the Code to simplify the main term and create three new sub-definitions to better re-
late to the requirements intended for these systems. Similar changes were made to the
definition of protected premises control unit. Under the revised definition, a protected prem-
ises (local) fire alarm system includes any fire alarm system located at the protected prem-
ises, whether or not it sounds a local alarm. A more precise version of the previous definition
of protected premises (local) fire alarm system is now used to define a building fire alarm sys-
tem that serves the general fire alarm needs of a building. Two additional terms, dedicated
function fire alarm system and releasing fire alarm system, have also been added. A premises
can have any or all of these systems. Requirements that relate to these systems can be found
in 23.3.3, 23.8.5, Section 23.13, and Section 21.3.

3.3.96 Fire Command Center. The principal attended or unattended location where the sta-
tus of the detection, alarm communications, and control systems is displayed and from which
the system(s) can be manually controlled. (SIG-PRO)

Where an in-building fire emergency voice/alarm communications system is provided, the ap-
plicable building code generally requires a fire command center. The fire command center
houses the fire alarm system controls and may include controls for other building systems
such as security, HVAC, and elevator and lighting systems. During an emergency, the fire
command center serves as the central point for the command of emergency operations and
communications. The fire command center is generally located in a separate room or other
area approved by the authority having jurisdiction. The location must allow for the incident
commander to assess the changing conditions during an emergency and communicate with
the building occupants and emergency responders. The applicable building code usually pro-
vides details on construction of the fire command center.

In the application of an in-building fire emergency voice/alarm communications system,
the requirements in 24.4.1.5 apply even though the term fire command center is not used. [In
the application of two-way in-building wired emergency services communications systems
(two-way telephone communications service) the requirements in 24.5.1 use the terms con-
trol equipment, control location, and control center in place of fire command center.] These
terms should not be confused with the term central control station for emergency communi-
cations systems, defined in 3.3.80. Also refer to the term emergency communications control
unit (ECCU) and the associated commentary.

3.3.97 Fire Extinguisher Electronic Monitoring Device. A device connected to a control
unit that monitors the fire extinguisher in accordance with the requirements of NFPA 10,
Standard for Portable Fire Extinguishers. (SIG-IDS)

3.3.98 Fire Safety Functions. See 3.3.83, Emergency Control Functions.
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3.3.99 Fire Warden. A building staff member or a tenant trained to perform assigned duties
in the event of a fire emergency. (SIG-PRO)

Depending on the design of the fire alarm system and the site-specific fire safety plan for a
facility, fire wardens may be used to initiate or facilitate evacuation or relocation during a fire.
Fire wardens are typically found in large area buildings with high occupant loads where di-
rection may be required to prompt building occupants to follow the established emergency
procedures. Fire wardens may also be used to sweep through their assigned areas to ensure
that all occupants heard and responded properly to an alarm.

3.3.100 Fire Warning Equipment. Any detector, alarm, device, or material related to sin-
gle- and multiple-station alarms or household fire alarm systems. (SIG-HOU)

The Technical Committee on Single- and Multiple-Station Alarms and Household Fire Alarm
Systems added the definition of fire warning equipment in the 2007 edition to correlate with
the use of this and other equipment terms used in Chapter 29. Fire warning equipment in-
cludes all the equipment addressed in Chapter 29, whereas single- and multiple-station alarms
and household fire alarm systems are three subcategories of fire warning equipment. The re-
quirements in Chapter 29 are specific to these different terms. Refer to the related definitions
in 3.3.95, 3.3.245, and 3.3.149.

3.3.101 Fire-Gas Detector. See 3.3.59, Detector.
3.3.102 Fixed-Temperature Detector. See 3.3.59, Detector.

3.3.103 Flame. A body or stream of gaseous material involved in the combustion process
and emitting radiant energy at specific wavelength bands determined by the combustion
chemistry of the fuel. In most cases, some portion of the emitted radiant energy is visible to
the human eye. (SIG-IDS)

3.3.104 Flame Detector. See 3.3.59, Detector.

3.3.105 Flame Detector Sensitivity. The distance along the optical axis of the detector at

which the detector can detect a fire of specified size and fuel within a given time frame. (SIG-
IDS)

3.3.106 Frequency. Minimum and maximum time between events (SIG-TMS).

3.3.106.1 Weekly Frequency. Fifty-two times per year, once per calendar week.
3.3.106.2 Monthly Frequency. Twelve times per year, once per calendar month.

3.3.106.3 Quarterly Frequency. Four times per year with a minimum of 2 months,
maximum of 4 months.

3.3.106.4 Semiannual Frequency. Twice per year with a minimum of 4 months, maxi-
mum of 8 months.

3.3.106.5 Annual Frequency. Once per year with a minimum of 9 months, maximum
15 months.

3.3.107 Gateway. A device that is used in the transmission of serial data (digital or analog)
from the fire alarm control unit to other building system control units, equipment, or networks
and/or from other building system control units to the fire alarm control unit. (SIG-PRO)

3.3.108 Girder. See 3.3.33, Ceiling Surfaces.

3.3.109 Guard’s Tour Reporting Station. A device that is manually or automatically initi-
ated to indicate the route being followed and the timing of a guard’s tour. (SIG-IDS)

3.3.110 Guard’s Tour Supervisory Signal. See 3.3.240, Signal.
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3.3.111 Guest Room. An accommodation combining living, sleeping, sanitary, and storage
facilities within a compartment. [101, 2009] (SIG-HOU)

3.3.112 Guest Suite. An accommodation with two or more contiguous rooms comprising a
compartment, with or without doors between such rooms, that provides living, sleeping, san-
itary, and storage facilities. [101, 2009] (SIG-HOU)

3.3.113* Hearing Loss. A full or partial decrease in the ability to detect or comprehend
sounds. (SIG-NAS)

A.3.3.113 Hearing Loss. The severity of hearing loss is measured by the degree of loud-
ness, as measured in decibels, a sound must attain before being detected by an individual.
Hearing loss can be ranked as mild, moderate, severe, or profound. It is quite common for
someone to have more than one degree of hearing loss (e.g., mild sloping to severe). The fol-
lowing list shows the rankings and their corresponding decibel ranges:

(1) Mild:

(a) For adults: between 25 and 40 dB
(b) For children: between 15 and 40 dB

(2) Moderate: between 41 and 55 dB

(3) Moderately severe: between 56 and 70 dB
(4) Severe: between 71 and 90 dB

(5) Profound: 90 dB or greater

NIOSH defines material hearing impairment as an average of the hearing threshold lev-
els for both ears that exceeds 25 dB at 1000, 2000, 3000, and 4000 Hz.

The American Medical Association indicates that a person has suffered material impair-
ment when testing reveals a 25 dB average hearing loss from audiometric zero at 500, 1000,
2000, and 3000 Hz. OSHA has recognized that this is the lowest level of hearing loss that con-
stitutes any material hearing impairment.

The term hearing loss is used in 29.3.8, and the provisions of 29.3.8.1 and 29.3.8.2 are spec-
ified in terms of “mild to severe” hearing loss and “profound” hearing loss. Those terms are
explained in A.3.3.113.

3.3.113.1 Profound Hearing Loss. A hearing threshold of greater than 90 dB.
3.3.114 Heat Alarm. A single or multiple station alarm responsive to heat. (SIG-IDS)
3.3.115 Heat Detector. See 3.3.59, Detector.

3.3.116 High Power Speaker Array (HPSA). High power speaker arrays provide capabil-
ity for voice and tone communications to large outdoor areas. (SIG-ECS)

3.3.117 Hotel. A building or groups of buildings under the same management in which there
are sleeping accommodations for more than 16 persons and primarily used by transients for
lodging with or without meals. [101, 2009] (SIG-HOU)

3.3.118 Household Fire Alarm System. See 3.3.95, Fire Alarm System.

3.3.119 Hunt Group. A group of associated telephone lines within which an incoming call
is automatically routed to an idle (not busy) telephone line for completion. (SIG-SSS)

3.3.120* Identified (as Applied to Equipment). Recognizable as suitable for the specific
purpose, function, use, environment, application, and so forth, where described in a particu-
lar Code requirement. (SIG-PRS) [70, 2008]

A.3.3.120 Identified (as Applied to Equipment). Some examples of ways to determine
suitability of equipment for a specific purpose, environment, or application include investi-
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gations by a qualified testing laboratory (listing and labeling), an inspection agency, or other
organizations concerned with product evaluation. [70:100, FPN]

3.3.121 In-Building Mass Notification System. See 3.3.79, Emergency Communications
System.

3.3.122 Initiating Device. A system component that originates transmission of a change-of-

state condition, such as in a smoke detector, manual fire alarm box, or supervisory switch.
(SIG-IDS)

3.3.122.1 Analog Initiating Device (Sensor). An initiating device that transmits a sig-
nal indicating varying degrees of condition as contrasted with a conventional initiating
device, which can only indicate an on—off condition. (SIG-IDS)

Analog initiating devices measure and transmit a range of values of smoke density, tempera-
ture variation, water level, water pressure changes, and other variables to a fire alarm system
control unit. Typically, the control unit software determines the set points for initiation of an
alarm, supervisory, or trouble signal. By storing reported values over time, some smoke de-
tector technology uses the analog feature to provide a warning signal to the owner when the
detector is dirty or when the detector drifts outside its listed sensitivity range. Some analog
technology can be used for smoke detector sensitivity testing per 14.4.5.3.

3.3.122.2 Automatic Extinguishing System Supervisory Device. A device that re-
sponds to abnormal conditions that could affect the proper operation of an automatic
sprinkler system or other fire extinguishing system(s) or suppression system(s), includ-
ing, but not limited to, control valves, pressure levels, liquid agent levels and tem-
peratures, pump power and running, engine temperature and overspeed, and room
temperature. (SIG-IDS)

When an abnormal condition is detected, a supervisory signal is activated to warn the owner
or attendant that the extinguishing system requires attention. Supervisory signals are distinct
from alarm signals or trouble signals.

3.3.122.3 Nonrestorable Initiating Device. A device in which the sensing element is
designed to be destroyed in the process of operation. (SIG-IDS)

One example of a nonrestorable initiating device is the fixed-temperature heat detector (see
Exhibit 3.12), which uses a fusible element that melts when subjected to heat. When the ele-
ment melts, the electrical contacts are shorted together and the alarm signal is activated.

3.3.122.4 Restorable Initiating Device. A device in which the sensing element is not
ordinarily destroyed in the process of operation, whose restoration can be manual or au-
tomatic. (SIG-IDS)

3.3.122.5 Supervisory Signal-Initiating Device. An initiating device such as a valve su-
pervisory switch, water level indicator, or low air pressure switch on a dry-pipe sprinkler
system in which the change of state signals an off-normal condition and its restoration to
normal of a fire protection or life safety system; or a need for action in connection with
guard tours, fire suppression systems or equipment, or maintenance features of related
systems. (SIG-IDS)

3.3.123 Initiating Device Circuit. A circuit to which automatic or manual initiating devices
are connected where the signal received does not identify the individual device operated.
(SIG-PRO)

Conventional (nonanalog) initiating devices are typically detectors that use a switch contact
or a solid-state switch to short the positive and negative sides of the circuit together. By doing
s0, the initiating device causes a step-function increase in current flowing through the circuit.
The fire alarm control unit interprets the increase in current as an “alarm” signal from one of
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the initiating devices. Since any one of the initiating devices can cause the incremental cur-
rent flow, and no other initiating devices can subsequently be recognized because the power
supply has been shorted by the first responding device, only one signal can be obtained.
Sometimes initiating device circuits are called zones, and the device puts the whole zone into
the alarm state.

3.3.124 Inspection Personnel. See 3.3.177, Personnel.
3.3.125 Intelligibility. The quality or condition of being intelligible. (SIG-NAS)

The term intelligibility relates to voice communications used in emergency communications
systems. If voice messages to occupants in buildings and other locations cannot be under-
stood, the message system will have little, if any, benefit. Requirements for voice messages
to be intelligible are not new to the Code; however, with the expansion of requirements for
emergency communications systems, intelligible voice communications have become even
more important. Requirements for voice intelligibility, contained in 18.4.10, have been up-
dated in this edition of the Code and are referenced from Chapter 24. New Annex D, Speech
Intelligibility, provides guidance on system design with emphasis on testing.

3.3.126* Intelligible. Capable of being understood; comprehensible; clear. (SIG-NAS)

A.3.3.126 Intelligible. The term intelligible is intended to address only the communications
channel and the acoustic environment as shown in Figure A.3.3.126. Intelligibility assumes
that the talker or recorded voice message is in a language and using words known to the lis-
tener. It also assumes that the listener has normal hearing.

Talker Microphone Mixer Amplifier Listener
Language Bandwidth Bandwidth Bandwidth Noise Language
speed distortion distortion distortion reverberation hearing
articulation echoes
Assumed Assumed
| normal | Intelligibility | normal |

| rl‘ rl

measurements |

FIGURE A.3.3.126 Voice Signal Path. (Source: K. Jacob, Bose® Professional Systems)

3.3.127 Interface.

3.3.127.1 Circuit Interface. A circuit component that interfaces initiating devices or
control circuits, or both; notification appliances or circuits, or both; system control out-
puts; and other signaling line circuits to a signaling line circuit. (SIG-PRO)

3.3.127.1.1 Signaling Line Circuit Interface. A system component that connects a sig-
naling line circuit to any combination of initiating devices, initiating device circuits, no-
tification appliances, notification appliance circuits, system control outputs, and other
signaling line circuits. (SIG-PRO)

A signaling line circuit interface (SLCI) (see Exhibit 3.27) is a means of interconnecting sig-
naling line circuits (addressable circuits) with nonaddressable or conventional initiating de-
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EXHIBIT 3.27 Typical
Signaling Line Circuit
Interface (SLCI) and
Enclosure Cover. (Source:
Gamewell-FCI, Northforad,
CT)

ROINT
IDENTIFIABLE -
DEVICE

PID-95P

vice circuits or control devices. An SLCI is also referred to as a monitor module, a zone ad-
dressable module, a transponder, and other terms used by various manufacturers of the prod-
ucts. An SLCI provides a means of translating the signal from a conventional circuit to one
that can be understood by an addressable system. In essence, the SLCI provides an “address”
for a nonaddressable circuit, device, or appliance.

3.3.127.2% Fire Alarm Control Interface. The fire alarm control interface coordinates
signals to and from the fire alarm system and other systems. (SIG-ECS)

A.3.3.127.2 Fire Alarm Control Interface. Some mass notification systems’ auto-
nomous control units (ACUs) might not be listed to UL 864 for fire alarm service. Any
component that is connected to the fire alarm system must be connected through a listed
interface that will protect the functions of other systems should one system experience a
failure. This can be through isolation modules, control relays, or other approved means
that are listed for the intended use. As an example, failure of a stand-alone ACU should
not affect any function of the FACU.

3.3.128 Ionization Smoke Detection. See 3.3.252, Smoke Detection.

3.3.129 Leg Facility. The portion of a communications channel that connects not more than
one protected premises to a primary or secondary trunk facility. The leg facility includes the
portion of the signal transmission circuit from its point of connection with a trunk facility to
the point where it is terminated within the protected premises at one or more transponders.
(SIG-SSS)

3.3.130 Level Ceilings. See 3.3.31, Ceiling.

3.3.131 Life Safety Network. A type of combination system that transmits fire safety con-
trol data through gateways to other building system control units. (SIG-PRO)

3.3.132 Line-Type Detector. See 3.3.59, Detector.

3.3.133 Living Area. Any normally occupiable space in a residential occupancy, other than
sleeping rooms or rooms that are intended for combination sleeping/living, bathrooms, toilet
compartments, kitchens, closets, halls, storage or utility spaces, and similar areas. [101, 2009]
(SIG-HOU)

3.3.134 Loading Capacity. The maximum number of discrete elements of fire alarm sys-
tems permitted to be used in a particular configuration. (SIG-SSS)

Loading capacity applies to various transmission technologies used by supervising station
alarm systems. The loading capacity of a system depends on the performance characteristic
of the particular transmission technology employed. Chapter 26 provides the loading capaci-
ties for various types of supervising station transmission technologies.

3.3.135 Local Energy Type Auxiliary Alarm System. See 3.3.199, Public Emergency
Alarm Reporting System.
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3.3.136* Local Operating Console (LOC). A station used by authorized personnel and
emergency responders to activate and operate an in-building mass notification system. (SIG-
ECS)

A.3.3.136 Local Operating Console (LOC). An LOC allows users within a building to ac-
tivate prerecorded messages, deliver live voice messages, observe current status of the main
autonomous control unit (ACU), or have similar such ACU operator functions at various lo-
cations within the building. An LOC serves a similar function as a remote fire alarm annun-
ciator. However, there can be multiple LOC locations within a building, such as on each floor,
at each main entry point, at the switchboard or receptionist’s console, or as determined by a
risk analysis.

3.3.137 Lodging or Rooming House. A building or portion thereof that does not qualify as
a one- or two-family dwelling, that provides sleeping accommodations for a total of 16 or
fewer people on a transient or permanent basis, without personal care services, with or with-
out meals, but without separate cooking facilities for individual occupants. [101, 2009] (SIG-
HOU)

3.3.138 Loss of Power. The reduction of available voltage at the load below the point at
which equipment can function as designed. (SIG-FUN)

3.3.139 Low-Power Radio Transmitter. Any device that communicates with associated
control/receiving equipment by low-power radio signals. (SIG-PRO)

3.3.140 Maintenance. Work, including, but not limited to, repair, replacement, and service,
performed to ensure that equipment operates properly. (SIG-TMS)

3.3.141* Managed Facilities-Based Voice Network (MFVN). A physical facilities-based
network capable of transmitting real time signals with formats unchanged that is managed,
operated, and maintained by the service provider to ensure service quality and reliability from
the subscriber location to public switched telephone network (PSTN) interconnection points
or other MFVN peer networks. (SIG-SSS)

Subsection 3.3.141 was revised by a tentative interim amendment (TIA).

A.3.3.141 Managed Facilities-Based Voice Network (MFVN). Managed facilities-based
voice network service is functionally equivalent to traditional PSTN-based services provided
by authorized common carriers (public utility telephone companies) with respect to dialing,
dial plan, call completion, carriage of signals and protocols, and loop voltage treatment and
provides all of the following features:

(1) A loop start telephone circuit service interface.

(2) Pathway reliability that is assured by proactive management, operation, and maintenance
by the MFVN provider.

(3) 8 hours of standby power supply capacity for MFVN communications equipment either
located at the protected premises or field deployed. Industry standards followed by the
authorized common carriers (public utility telephone companies), and the other commu-
nications service providers that operate MFV NS, specifically engineer the selection of the
size of the batteries, or other permanently located standby power source, in order to pro-
vide 8 hours of standby power with a reasonable degree of accuracy. Of course, over
time, abnormal ambient conditions and battery aging can always have a potentially ad-
verse effect on battery capacity. The MFVN field-deployed equipment typically monitors
the condition of the standby battery and signals potential battery failure to permit the
communications service provider to take appropriate action.

(4) 24 hours of standby power supply capacity for MFVN communications equipment lo-
cated at the communication service provider’s central office.

(5) Installation of network equipment at the protected premises with safeguards to prevent
unauthorized access to the equipment and its connections.
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When providing telephone service to a new customer, MFVN providers give notice to the
telephone service subscriber of the need to have any connected alarm system tested by au-
thorized fire alarm service personnel in accordance with Chapter 14 to make certain that all
signal transmission features have remained operational. These features include the proper
functioning of line seizure and the successful transmission of signals to the supervising sta-
tion. In this way, the MFVN providers assist their new customers in complying with a testing
procedure similar to that outlined in 26.2.3 for changes to providers of supervising station
service.

The evolution of the deployment of telephone service has moved beyond the sole use of
metallic conductors connecting a telephone subscriber’s premises with the nearest telephone
service provider’s control and routing point (wire center). In the last 25 years, telephone serv-
ice providers have introduced a variety of technologies to transport multiple, simultaneous
telephone calls over shared communication’s pathways. In order to facilitate the further de-
velopment of the modernization of the telephone network, the authorized common carriers
(public utility telephone companies) have transitioned their equipment into a managed facil-
ities-based voice network (MFVN) capable of providing a variety of communications serv-
ices in addition to the provision of traditional telephone service.

Similarly, the evolution of digital communications technology has permitted entities
other than the authorized common carriers (public utility telephone companies) to deploy ro-
bust communications networks and offer a variety of communications services, including
telephone service.

These alternate service providers fall into two broad categories. The first category in-
cludes those entities that have emulated the MFVN provided by the authorized common car-
riers. The second category includes those entities that offer telephone service using means
that do not offer the rigorous quality assurance, operational stability, and consistent features
provided by an MFVN.

The Code intends to only recognize the use of the telephone network transmission of
alarm, supervisory, trouble, and other emergency signals by means of MFVNGs.

For example, the Code intends to permit an MFVN to provide facilities-based telephone
(voice) service that interfaces with the premises fire alarm or emergency signal control unit
through a digital alarm communicator transmitter (DACT) using a loop start telephone circuit
and signaling protocols fully compatible with and equivalent to those used in public switched
telephone networks. The loop start telephone circuit and associated signaling can be provided
through traditional copper wire telephone service (POTS — “plain old telephone service”) or
by means of equipment that emulates the loop start telephone circuit and associated signaling
and then transmits the signals over a pathway using packet switched (IP) networks or other
communications methods that are part of an MFVN.

Providers of MFVNs have disaster recovery plans to address both individual customer
outages and widespread events such as tornados, ice storms, or other natural disasters, which
include specific network power restoration procedures equivalent to those of traditional land-
line telephone services.

Subsection A.3.3.141 was added by a tentative interim amendment (TTA).

The definition of managed facilities-based voice network (MFVN) has been introduced in
the 2010 edition to correlate with the revised definition of public switched telephone network
(PSTN) in 3.3.273.2, which is used within the requirements for digital alarm communicator
transmitters (DACTs) in 26.6.3.2.1. A DACT is part of a digital alarm communicator system,
one of the types of transmission methods that the Code recognizes for transmission of sig-
nals from a protected premises to a supervising station. The provisions of 26.6.3.2.1.1 re-
quire a DACT to be connected to a PSTN upstream of any private telephone system at the
protected premises. The provisions of 26.6.3.2.1.1 also require the connection to be made to
a loop start telephone circuit, which has also been defined for this edition of the Code in
3.3.273.1.
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A PSTN has traditionally been viewed as being comprised of the copper telephone lines
and connected system of the local telephone company (sometimes referred to as the “plain old
telephone system (POTS).” In recent years, telephone (voice) service has been provided not
only by the traditional telephone company but also by other service providers, including those
offering other services such as television and/or internet access. As a consequence questions
have arisen as to whether the Code permits the connection of a DACT to equipment and sys-
tems of these more recent providers. The revised and new definitions and related explanatory
annex material clarify and answer that question. In accordance with the revised definition of
PSTN, if the telephone service is provided through the use a MFVN, the answer is yes. The
annex material in A.3.3.141 provides insight into what constitutes a MFVN. Telephone serv-
ice that is not provided using a MFVN would not be permitted for connection to a DACT.

3.3.142 Manual Fire Alarm Box. See 3.3.8, Alarm Box.

3.3.143* Mass Notification Priority Mode. The mode of operation whereby all fire alarm
occupant notification is superseded by emergency mass notification action. (SIG-ECS)

A.3.3.143 Mass Notification Priority Mode. Non-emergency mass notification activations
are not intended to initiate this mode of operation.

3.3.144* Mass Notification System. See 3.3.79.1.3, In-Building Mass Notification System.
(SIG-PRO)

A.3.3.144 Mass Notification System. A mass notification system can use intelligible voice
communications, visible signals, text, graphics, tactile, or other communications methods.
The system can be used to initiate evacuation or relocation or to provide information to oc-
cupants. The system can be intended for fire emergencies, weather emergencies, terrorist
events, biological, chemical or nuclear emergencies, or any combination of these. The system
can be automatic, manual, or both. Access to and control of the system can be from a single,
on-site location or can include multiple command locations, including some remote from the
area served. Systems can be wired, wireless, or some combination of the two.

3.3.145 Master Box. See 3.3.8, Alarm Box.

3.3.146 Master Fire Alarm Control Unit. See 3.3.92, Fire Alarm Control Unit.
3.3.147 Multi-Criteria Detector. See 3.3.59, Detector.

3.3.148 Multiple Dwelling Unit. See 3.3.74, Dwelling Unit.

3.3.149 Multiple Station Alarm. A single station alarm capable of being interconnected to
one or more additional alarms so that the actuation of one causes the appropriate alarm sig-
nal to operate in all interconnected alarms. (SIG-HOU)

The definition of multiple-station alarm helps differentiate between automatic fire detectors
connected to and powered by a fire alarm system control unit and single- and multiple-station
smoke alarms that may be powered by a battery, an alternating current (ac) power source, or
both (ac with battery back-up). This definition corresponds with the terminology used inter-
nationally.

3.3.150 Multiple Station Alarm Device. Two or more single station alarm devices that can
be interconnected so that actuation of one causes all integral or separate audible alarms to op-
erate; or one single station alarm device having connections to other detectors or to a manual
fire alarm box. (SIG-HOU)

3.3.151 Multiplexing. A signaling method characterized by simultaneous or sequential
transmission, or both, and reception of multiple signals on a signaling line circuit, a trans-
mission channel, or a communications channel, including means for positively identifying
each signal. (SIG-SSS)
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Within a protected premises, a fire alarm system may use multiplexing between the fire alarm
system control unit and the fire alarm initiating devices and notification appliances or be-
tween the fire alarm system control unit and multiplex interfaces to which the initiating de-
vices or notification appliances connect. A fire alarm system may also use multiplexing
between the protected premises and a supervising station as a means of signal transmission.

Multiplexing for fire alarm system signal transmission includes two technologies: active
and passive. An active multiplex system establishes two-way communication on a signaling
line circuit.

In the case of a protected premises application, the multiplex fire alarm system control
unit transmits an interrogation signal to the devices, appliances, or their multiplex interfaces
connected to the protected premises signaling line circuit. The devices, appliances, or multi-
plex interfaces then transmit a response signal to the fire alarm system control unit. This re-
sponse signal gives the status of the interrogated unit.

In the case of a supervising station application, the supervising station multiplex receiver
transmits an interrogation signal to the protected premises fire alarm system control unit or
transmitter connected to the supervising station signaling line circuit. The control unit or
transmitter then transmits a response signal to the supervising station receiver that gives the
status of the interrogated unit.

In addition to conveying status information, this interrogation and response signaling
provides a means to monitor the integrity of the signaling line circuit.

Devices connected to a passive multiplex system transmit multiple signals over the same
signaling line circuit. However, the circuit must have some other means to monitor its in-
tegrity, which may include a voltage, current, or subcarrier continuously present on the cir-
cuit, or other similar means.

3.3.152 Multi-Sensor Detector. See 3.3.59, Detector.

3.3.153 Municipal Fire Alarm Box (Street Box). A publicly accessible alarm box. See
3.3.8, Alarm Box.

3.3.154 Municipal Fire Alarm System. See 3.3.95, Fire Alarm System.

3.3.155 Net-Centric Alerting System (NCAS). A net-centric alerting system incorporates
web-based management and alert activation application through which all operators and ad-
ministrators could gain access to the system’s capabilities based on the users’ permissions and
the defined access policy. (SIG-ECS)

3.3.156 Network Architecture. The physical and logical design of a network, and the in-
herent ability of the design to carry data from one point to another. [SIG-ECS]

3.3.157 Noncontiguous Property. See 3.3.191, Property.

3.3.158* Nonrequired. A fire alarm system component or group of components that is in-
stalled at the option of the owner, and is not installed due to a building or fire code require-
ment. (SIG-FUN)

A.3.3.158 Nonrequired. There are situations where the applicable building or fire code
does not require the installation of a fire alarm system or specific fire alarm system compo-
nents, but the building owner wants to install a fire alarm system or component to meet site-
specific needs or objectives. A building owner always has the option of installing protection
that is above the minimum requirements of the Code. It is the intent of the Code that any fire
alarm system, or fire alarm system components installed voluntarily by a building owner,
meet the requirements of the applicable portions of the Code. However, it is not the intent of
the Code that the installation of a nonrequired fire alarm system, or fire alarm system com-
ponents, trigger requirements for the installation of additional fire alarm system components
or features. For example, the installation of a fire alarm control unit and fire detectors to serv-
ice a specific area, such as a computer room or flammable liquid storage room, does not
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trigger a requirement for audible or visible notification appliances, manual fire alarm boxes,
or other fire alarm system features in other parts of the building.

The term nonrequired should not be confused with the term supplementary, defined in
3.3.272. A nonrequired system is one that is not required by a building code or by any statu-
tory authority but is installed voluntarily at the request of the owner. Nonrequired systems
must fully comply with all the applicable requirements of the Code and be designed and in-
stalled to satisfy the goals intended for the system. The goals and the design intent also must
be documented.

3.3.159 Nonrestorable Initiating Device. See 3.3.122, Initiating Device.

3.3.160 Notification Appliance. A fire alarm system component such as a bell, horn,
speaker, light, or text display that provides audible, tactile, or visible outputs, or any combi-
nation thereof. (SIG-NAS)

EXHIBIT 3.28 Typical

Audible Notification Many types of notification appliances are available. The most common are audible and visi-
Appliance. (Source: Gentex ble appliances. Exhibits 3.28 and 3.29 illustrate these two types of notification appliances.
Corp., Zeeland, Mi) Exhibit 3.30 shows amber and blue strobes that might be used in non-fire applications such

as for mass notification systems. In addition, other types of notification appliances are some-
times used, including tactile notification appliances in the form of bed shakers or vibrating
pocket pagers. Olfactory notification appliances are often used in mines and other hazardous
locations.

3.3.160.1 Audible Notification Appliance. A notification appliance that alerts by the
sense of hearing. (SIG-NAS)

3.3.160.1.1 Exit Marking Audible Notification Appliance. An audible notification ap-
pliance that marks building exits and areas of refuge by the sense of hearing for the pur-
pose of evacuation or relocation. (SIG-NAS)

3.3.160.1.2% Textual Audible Notification Appliance. A notification appliance that
conveys a stream of audible information. (SIG-NAS)

A.3.3.160.1.2 Textual Audible Notification Appliance. An example of a textual audible
notification appliance is a speaker that reproduces a voice message.

3.3.160.2 Tactile Notification Appliance. A notification appliance that alerts by the
sense of touch or vibration. (SIG-NAS)

EXHIBIT 3.29 Typical Visible  Tactile notification appliances include vibrating pagers and bed shakers used to notify persons
Notification Appliance. with disabilities who are not able to respond to an audible or visual fire alarm notification ap-

(Source: Cooper Notification,  pliance. These appliances must be listed for their intended purpose.
Long Branch, NJ)
3.3.160.3 Visible Notification Appliance. A notification appliance that alerts by the

sense of sight. (SIG-NAS)

3.3.160.3.1 Textual Visible Notification Appliance. A notification appliance that con-
veys a stream of visible information that displays an alphanumeric or pictorial message.
Textual visible notification appliances provide temporary text, permanent text, or sym-
bols. Textual visible notification appliances include, but are not limited to, annunciators,
monitors, CRTs, displays, and printers. (SIG-NAS)

3.3.161 Notification Appliance Circuit. A circuit or path directly connected to a notifica-
tion appliance(s). (SIG-PRO)

3.3.162 Notification Zone. See 3.3.300, Zone.
EXHIBIT 3.30 Amber and
Blue Strobes. (Source: 3.3.163* Octave Band. The bandwidth of a filter that comprises a frequency range of a fac-

Gentex Corp., Zeeland, Ml) tor of 2. (SIG-NAS)
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A.3.3.163 Octave Band. Frequencies are generally reported based on a standard, preferred
center frequency, f.. The bandwidth of a particular octave band has a lower frequency, f,, and
an upper frequency, f ,,. The relationships are as follows:

n+1*
f

n+l — 2k

Ja

where:

k = 1 for octave bands

k =/, for one-third octave bands

and

f.=f2"

For example, the 500 Hz octave band (center frequency) has a lower limit of 354 and an
upper limit of 707 Hz. The octave band with a center frequency of 1000 Hz has a lower fre-
quency of 707 Hz and an upper frequency of 1414 Hz.

3.3.163.1 One-Third Octave Band. The bandwidth of a filter that comprises a fre-
quency range of a factor of 2'/. (SIG-NAS)

3.3.164 Off-Hook. To make connection with the public-switched telephone network in
preparation for dialing a telephone number. (SIG-SSS)

When someone lifts a telephone handset from its normal resting position, the telephone in-
strument is said to be “off-hook.” Digital alarm communicator transmitters use equipment to
access the public switched network and automatically provide an off-hook condition prior to
beginning a transmission sequence.

3.3.165 One-Third Octave Band. See 3.3.163, Octave Band.

3.3.166 One-Way Emergency Communications System. See 3.3.79, Emergency Commu-
nications System.

3.3.167 On-Hook. To disconnect from the public-switched telephone network. (SIG-SSS)

When someone returns a telephone handset to its normal resting position, the telephone in-
strument is said to be “on-hook.” When a digital alarm communicator transmitter completes
its transmission, the associated digital alarm communicator receiver transmits a “’kiss off” sig-
nal that completes the transmission sequence and initiates the equipment within the transmit-
ter and receiver to go on-hook and end the communications connection.

3.3.168 Open Area Detection (Protection). Protection of an area such as a room or space
with detectors to provide early warning of fire. (SIG-IDS)

3.3.169 Operating Mode.

3.3.169.1 Private Operating Mode. Audible or visible signaling only to those persons
directly concerned with the implementation and direction of emergency action initiation
and procedure in the area protected by the fire alarm system. (SIG-NAS)

At some locations, the fire alarm system uses the private operating mode to alert individuals <€ FAQ

who have responsibility to take prescribed action during a fire emergency. Such individuals ~Which individuals are private
may include operators in a supervising station, telephone switchboard operators, building re- :’epneJ:grlg r:lgftf; signals in-
ceptionists, nurses at a nursing station, building engineers, plant managers, boiler room oper- ’

ators, emergency response team members, or other specially trained personnel. Some building

codes, the Life Safety Code, and local ordinances may permit private operating mode notifi-

cation to precede public operating mode notification of the general occupants. The term pri-

vate operating mode does not refer to applications in private versus public buildings.
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EXHIBIT 3.31 Fire Official
Using Paging System.
(Source: SimplexGrinnell,
Westminster, MA)

3.3.169.2 Public Operating Mode. Audible or visible signaling to occupants or inhabi-
tants of the area protected by the fire alarm system. (SIG-NAS)

The fire alarm system uses the public operating mode to notify the general occupants of a
building to take specified action during a fire. This action may include complete evacuation
of the building or selective, partial evacuation or relocation to areas of refuge within the build-
ing. The term public operating mode does not refer to applications in public versus private
buildings.

3.3.170 Other Fire Detectors. See 3.3.59, Detector.

3.3.171*% Ownership. Any property or building or its contents under legal control by the oc-
cupant, by contract, or by holding of a title or deed. (SIG-SSS)

A.3.3.171 Ownership. Inspection, testing, and maintenance is the responsibility of the
property or building owner, or it can be transferred by contract. Systems installed, owned, or
leased by a tenant are the responsibility of the tenant. The installing company should provide
written notice of these responsibilities to the system user.

Paragraph 14.2.2.1 requires the property or building or system owner or the owner’s desig-
nated representative to be responsible for inspection, testing, and maintenance of fire alarm
systems.

3.3.172 Paging System. A system intended to page one or more persons by such means as
voice over loudspeaker, coded audible signals or visible signals, or lamp annunciators. (SIG-
PRO)

Exhibits 3.31 and 3.32 illustrate examples and usage of paging systems. Also refer to the def-
inition of public address system in 3.3.198 and associated commentary.

EXHIBIT 3.32 Typical Single-
Channel Paging System. —
(Source: Signal
Gommunications Corp. TR AR
Woburn, MA) f ]

TR

3.3.173 Parallel Telephone System. A telephone system in which an individually wired cir-
cuit is used for each fire alarm box. (SIG-SSS)

3.3.174 Path (Pathways). Any circuit, conductor, optic fiber, radio carrier, or other means
connecting two or more locations. (SIG-PRO)

In the 2010 edition of the Code, the definition of path (pathways) was expanded to include
circuits. Requirements for pathways are addressed primarily in Chapter 12.

3.3.175 Pathway Survivability. The ability of any conductor, optic fiber, radio carrier, or
other means for transmitting system information to remain operational during fire conditions.
[SIG-ECS]

3.3.176 Permanent Visual Record (Recording). An immediately readable, not easily al-
terable, print, slash, or punch record of all occurrences of status change. (SIG-SSS)
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3.3.177 Personnel.

3.3.177.1 Inspection Personnel. Individuals who conduct a visual examination of a sys-
tem or portion thereof to verify that it appears to be in operating condition, in proper lo-
cation, and is free of physical damage or conditions that impair operation. (SIG-TMS)

3.3.177.2 Service Personnel. Individuals who perform those procedures, adjustments,
replacement of components, system programming, and maintenance as described in the
manufacturer’s service instructions that can affect any aspect of the performance of the
system. (SIG-TMS)

3.3.177.3 Testing Personnel. Individuals who perform procedures used to determine
the status of a system as intended by conducting acceptance, reacceptance, or periodic
physical checks on systems. (SIG-TMS)

3.3.178 Photoelectric Light Obscuration Smoke Detection. See 3.3.252, Smoke Detec-
tion.

3.3.179 Photoelectric Light-Scattering Smoke Detection. See 3.3.252, Smoke Detection.

3.3.180 Plant. One or more buildings under the same ownership or control on a single prop-
erty. (SIG-SSS)

3.3.181 Pneumatic Rate-of-Rise Tubing Heat Detector. See 3.3.59, Detector.

3.3.182 Positive Alarm Sequence. An automatic sequence that results in an alarm signal,
even when manually delayed for investigation, unless the system is reset. (SIG-PRO)

3.3.183 Power Supply. A source of electrical operating power, including the circuits and
terminations connecting it to the dependent system components. (SIG-FUN)

The power supply can be either internal or external to the control unit. Power supplies also
include notification appliance circuit (NAC) power extenders.

3.3.184 Primary Battery (Dry Cell). A nonrechargeable battery requiring periodic re-
placement. (SIG-FUN)

3.3.185 Primary Trunk Facility. That part of a transmission channel connecting all leg fa-
cilities to a supervising or subsidiary station. (SIG-SSS)

3.3.186 Prime Contractor. The one company contractually responsible for providing cen-
tral station services to a subscriber as required by this Code. The prime contractor can be ei-
ther a listed central station or a listed alarm service—local company. (SIG-SSS)

The term prime contractor may refer to a person, firm, or corporation listed by an organiza-
tion acceptable to the authority having jurisdiction to install, maintain, test, and monitor a
central station service alarm system. See the definition of listed in 3.2.5 and Chapter 26 for
further requirements on central station service alarm systems.

3.3.187 Private Operating Mode. See 3.3.169, Operating Mode.

3.3.188 Private Radio Signaling. A radio system under control of the proprietary supervis-
ing station. (SIG-SSS)

3.3.189 Profound Hearing Loss. See 3.3.113, Hearing Loss.
3.3.190 Projected Beam-Type Detector. See 3.3.59, Detector.
3.3.191 Property.

3.3.191.1 Contiguous Property. A single-owner or single-user protected premises on a
continuous plot of ground, including any buildings thereon, that is not separated by a
public thoroughfare, transportation right-of-way, property owned or used by others, or
body of water not under the same ownership. (SIG-SSS)
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3.3.191.2 Noncontiguous Property. An owner- or user-protected premises where two
or more protected premises, controlled by the same owner or user, are separated by a pub-
lic thoroughfare, body of water, transportation right-of-way, or property owned or used
by others. (SIG-SSS)

3.3.192 Proprietary Supervising Station. See 3.3.266, Supervising Station.

3.3.193 Proprietary Supervising Station Alarm System. See 3.3.267, Supervising Station
Alarm System.

3.3.194 Proprietary Supervising Station Service. See 3.3.268, Supervising Station Ser-
vice.

3.3.195 Protected Premises. The physical location protected by a fire alarm system. (SIG-
PRO)

3.3.196 Protected Premises (Local) Control Unit. See 3.3.92, Fire Alarm Control Unit.
3.3.197 Protected Premises (Local) Fire Alarm System. See 3.3.95, Fire Alarm System.

3.3.198 Public Address System. An electronic amplification system with a mixer, ampli-
fier, and loudspeakers, used to reinforce a given sound and distributing the “sound” to the
general public around a building. [SIG-ECS]

The means for emergency voice communications to building occupants is normally through
the use of an in-building fire emergency voice/alarm communications systems or in-building
mass notification system. (These systems may also serve as public address systems.) In situ-
ations where a public address system is used for emergency voice communications, the re-
quirements of 24.4.2.27 or 24.4.2.28 apply.

3.3.199 Public Emergency Alarm Reporting System. A system of alarm-initiating de-
vices, transmitting and receiving equipment, and communication infrastructure (other than a
public telephone network) used to communicate with the communications center to provide
any combination of manual or auxiliary alarm service. (SIG-PRS)

The word fire has been removed from the term public fire alarm reporting system as well as
from other terms associated with these systems. This change has been made to reflect the
broader application now permitted for public emergency alarm reporting systems. See Sec-
tion 27.8.

3.3.199.1% Auxiliary Alarm System. A protected premises fire alarm system or other
emergency system at the protected premises and the system used to connect the protected
premises system to a public emergency alarm reporting system for transmitting an alarm
to the communications center. (SIG-PRS)

A.3.3.199.1 Auxiliary Alarm System. Alarms from an auxiliary alarm system are re-
ceived at the communications center on the same equipment and by the same methods as
alarms transmitted from public alarm boxes.

3.3.199.1.1 Local Energy Type Auxiliary Alarm System. An auxiliary system that em-
ploys a locally complete arrangement of parts, initiating devices, relays, power supply,
and associated components to automatically activate a master box or auxiliary box over
circuits that are electrically isolated from the public emergency alarm reporting system
circuits. (SIG-PRS)

3.3.199.1.2 Shunt-Type Auxiliary Alarm System. An auxiliary system electrically con-
nected to the public emergency alarm reporting system extending a public emergency
alarm reporting circuit to interconnect initiating devices within a protected premises,
which, when operated, opens the public emergency alarm reporting circuit shunted
around the trip coil of the master box or auxiliary box. The master box or auxiliary box
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is thereupon energized to start transmission without any assistance from a local source of
power. (SIG-PRS)

3.3.199.2 Type A Public Emergency Alarm Reporting System. A system in which an
alarm from an alarm box is received and is retransmitted to fire stations either manually
or automatically. (SIG-PRS)

3.3.199.3 Type B Public Emergency Alarm Reporting System. A system in which an
alarm from an alarm box is automatically transmitted to fire stations and, if used, is trans-
mitted to supplementary alerting devices. (SIG-PRS)

3.3.200 Public Operating Mode. See 3.3.169, Operating Mode.

3.3.201 Public Safety Agency. A fire, emergency medical services, or law enforcement
agency. (SIG-ECS)

3.3.202 Public Safety Radio Enhancement System. A system installed to assure the ef-
fective operation of radio communication systems used by fire, emergency medical services,
or law enforcement agencies. (SIG-ECS)

Public safety radio enhancement systems, addressed as two-way radio communication en-
hancement systems in 24.5.2, are systems used to ensure the performance of public safety
radio systems within buildings. Often problems occur in buildings due to radio signal attenu-
ation caused by the building structure itself. These enhancement systems are intended to en-
sure that radio coverage is adequately provided throughout the building for the first
responders. Extensive commissioning and testing requirements are provided in 14.4.12.

3.3.203 Public Safety Radio System. A radio communication system used by fire, emer-
gency medical services, or law enforcement agencies. (SIG-ECS)

3.3.204 Public Switched Telephone Network. See 3.3.273, Switched Telephone Network.
3.3.205 Publicly Accessible Fire Alarm Box. See 3.3.8, Fire Alarm Box.

3.3.206* Qualified. A competent and capable person or company that has met the require-
ments and training for a given field acceptable to the authority having jurisdiction. [96, 2008]
(SIG-TMS)

A.3.3.206 Qualified. Qualified might also mean that the person has knowledge of the in-
stallation, construction, or operation of apparatus and the hazards involved.

3.3.207 Radiant Energy—Sensing Fire Detector. See 3.3.59, Detector.

3.3.208 Radio Alarm Repeater Station Receiver (RARSR). A system component that re-
ceives radio signals and resides at a repeater station that is located at a remote receiving lo-
cation. (SIG-SSS)

3.3.209 Radio Alarm Supervising Station Receiver (RASSR). A system component that
receives data and annunciates that data at the supervising station. (SIG-SSS)

3.3.210 Radio Alarm System (RAS). A system in which signals are transmitted from a
radio alarm transmitter (RAT) located at a protected premises through a radio channel to two
or more radio alarm repeater station receivers (RARSR) and that are annunciated by a radio
alarm supervising station receiver (RASSR) located at the central station. (SIG-SSS)

Exhibit 3.33 illustrates a typical radio alarm system.

3.3.211 Radio Alarm Transmitter (RAT). A system component at the protected premises
to which initiating devices or groups of devices are connected that transmits signals indicat-
ing a status change of the initiating devices. (SIG-SSS)
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EXHIBIT 3.33 Radio Alarm
System. (Source: Keltron
Corp., Waltham, MA)

N
FACU /1/ Y
X Y
X N —
kk 4 W Supervising station
—z— —z=z =
Protected premises kk ﬁ//l;/ 4/4/4/4/ OR

Transceiver at Communications center

other protected
pre’?nises
(typical)

3.3.212 Radio Channel. See 3.3.40, Channel.
3.3.213 Rate Compensation Detector. See 3.3.59, Detector.
3.3.214 Rate-of-Rise Detector. See 3.3.59, Detector.

3.3.215 Record Drawings. Drawings (as-built) that document the location of all devices,
appliances, wiring sequences, wiring methods, and connections of the components of the fire
alarm system as installed. (SIG-FUN)

Record drawings (also called as-built drawings or record set drawings) provide information
that is essential to those who test and maintain the fire alarm system. These drawings must be
developed during the installation by the installer and consist of original fire alarm system
shop drawings that have been annotated during the installation of the system to show exactly
where the fire alarm system components (including remote power supplies or extenders and
control units or modules) have been installed, how the cable and conduit have been routed,
and the locations of all terminal and junction boxes.

Record drawings show details of how each conductor of each fire alarm system circuit
was installed, the color codes used, the actual location of each device and appliance, terminal
cabinets, terminal identifications, and dates of software and system revisions. They also doc-
ument all field changes that were made during the installation. Any changes made throughout
the life of the fire alarm system must be noted on the record drawings.

The system owner is responsible for retention of all record drawings. Record drawings,
based on the shop drawings, must reflect the actual system installation. The record drawings,
once completed by the contractor, should be transmitted to the designer for review and ac-
ceptance before being delivered to the owner or authority having jurisdiction. For require-
ments and information related to the original fire alarm system shop drawings, refer to
3.3.238, 10.18.1.2, and A.10.18.1.2.

3.3.216 Record of Completion. A document that acknowledges the features of installation,
operation (performance), service, and equipment with representation by the property owner,
system installer, system supplier, service organization, and the authority having jurisdiction.
(SIG-FUN)

Requirements for the record of completion are contained in 10.18.2.1.1. Refer to the com-
mentary following A.10.18.2.1.1. The record of completion is used to verify that the system
has been installed as per the specifications and drawings and that the system has been fully
tested before the authority having jurisdiction is called for the final inspection.
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3.3.217 Regional Operations Center (ROC). A network control center that covers multi-
ple geographically separated facilities and installations. (SIG-ECS)

3.3.218 Releasing Fire Alarm System. See 3.3.95, Fire Alarm System.
3.3.219 Releasing Service Fire Alarm Control Unit. See 3.3.92, Fire Alarm Control Unit.

3.3.220 Relocation. The movement of occupants from a fire zone to a safe area within the
same building. (SIG-PRO)

In hospitals, high-rise buildings, and large area facilities, where evacuation of all occupants
on every alarm signal is impractical and often undesirable, occupants in the fire zone may be
directed to move to a specific area where they will be safer. Also refer to the definition of
evacuation signaling zone in 3.3.300.1.

3.3.221 Remote Supervising Station. See 3.3.266, Supervising Station.

3.3.222 Remote Supervising Station Alarm System. See 3.3.267, Supervising Station
Alarm System.

3.3.223 Remote Supervising Station Service. See 3.3.268, Supervising Station Service.

3.3.224 Repeater Station. The location of the equipment needed to relay signals between
supervising stations, subsidiary stations, and protected premises. (SIG-SSS)

3.3.225 Reset. A control function that attempts to return a system or device to its normal,
nonalarm state. (SIG-FUN)

Reset should not be confused with alarm signal deactivation, which only deactivates the alarm
signal and does not return the fire alarm system to its normal standby quiescent condition.

3.3.226 Residential Board and Care Occupancy. A building or portion thereof that is used
for lodging and boarding of four or more residents, not related by blood or marriage to the
owners or operators, for the purpose of providing personal care services. [101, 2009] (SIG-
HOU)

The definitions for several occupancy terms are included in Chapter 3 to correlate with their
use in Chapter 29. NFPA 72, including Chapter 29, is not an occupancy-based code. However,
some of the installation and performance rules that are provided in Chapter 29 are specified
differently for the different types of occupancies. These terms have been extracted from
NFPA 101 as indicated by the reference in brackets at the end of the definition.

3.3.227 Residential Occupancy. An occupancy that provides sleeping accommodations for
purposes other than health care or detention and correctional. [101, 2009] (SIG-HOU)

3.3.228 Restorable Initiating Device. See 3.3.122, Initiating Device.

3.3.229 Risk Analysis. A process to characterize the likelihood, vulnerability, and magni-
tude of incidents associated with natural, technological, and manmade disasters and other
emergencies that address scenarios of concern, their probability, and their potential conse-
quences. [SIG-ECS]

Requirements for performing a risk analysis are contained in 24.4.2.2 and 24.7.7. Many of the
requirements in Chapter 24 are predicated on the performance of a risk analysis to form a
basis for the system design and signal priorities.

3.3.230 Runner. A person other than the required number of operators on duty at central,
supervising, or runner stations (or otherwise in contact with these stations) available for
prompt dispatching, when necessary, to the protected premises. (SIG-SSS)
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FAQ »
What are some of the duties
that a runner may be called to
perform?

The Code intends that the runner have the qualifications to perform the required duties at the
protected premises. These duties may include resetting equipment; investigating alarm, su-
pervisory, or trouble signals; and taking corrective action when necessary. Runners must re-
ceive training so that they have an in-depth knowledge of the fire alarm systems and
equipment within the protected premises; they may or may not have the knowledge or train-
ing to actually service or repair equipment. In some cases, upon receipt of a trouble signal
from equipment at the protected premises, a supervising station may first dispatch a runner to
attempt to determine whether the fire alarm system needs the attention of a qualified service
technician. See 10.4.3.1 for requirements pertaining to qualifications of service personnel.

3.3.231 Runner Service. The service provided by a runner at the protected premises, in-
cluding restoration, resetting, and silencing of all equipment transmitting fire alarm or super-
visory or trouble signals to an off-premises location. (SIG-SSS)

Runner service is generally provided as part of either central station service or a proprietary
supervising station alarm system. A runner is sent to the protected premises from which the
signal was received and takes appropriate action, as outlined in the commentary following the
definition of runner in 3.3.230.

3.3.232 Scanner. Equipment located at the telephone company wire center that monitors
each local leg and relays status changes to the alarm center. Processors and associated equip-
ment might also be included. (SIG-SSS)

3.3.233 Secondary Trunk Facility. That part of a transmission channel connecting two or
more, but fewer than all, leg facilities to a primary trunk facility. (SIG-SSS)

3.3.234 Selective Talk Mode. See 3.3.277, Talk Mode.

3.3.235 Separate Sleeping Area. The area of a dwelling unit where the bedrooms or sleep-
ing rooms are located. [720, 2009] (SIG-HOU)

3.3.236 Service Personnel. See 3.3.177, Personnel.

3.3.237 Shapes of Ceilings. The shapes of ceilings can be classified as sloping or smooth.
(SIG-IDS)

3.3.238 Shop Drawings. Documents that provide information pertaining to the system, such
as property location, scaled floor plans, equipment wiring details, typical equipment installa-
tion details, riser details, conduit/conductor size and routing information, and other informa-
tion necessary for the installer to complete the fire alarm installation. (SIG-FUN)

Shop drawings are a method of conveying information to the authority having jurisdiction and
others on the system that is to be installed at a location. See 10.18.1.2 for the requirements
pertaining to shop drawings and A.10.18.1.2 for information that should be included on shop
drawings. The term record drawings is used in other locations in the Code. Record drawings,
defined in 3.3.215, are the as-built version of the shop drawings. Refer to the commentary fol-
lowing 3.3.215.

3.3.239 Shunt-Type Auxiliary Alarm System. See 3.3.199, Public Emergency Alarm Re-
porting System.

3.3.240 Signal. A status indication communicated by electrical or other means. (SIG-FUN)

3.3.240.1 Alarm Signal. A signal indicating an emergency condition or an alert that re-
quires action. (SIG-FUN)

3.3.240.2 Delinquency Signal. A signal indicating the need for action in connection
with the supervision of guards or system attendants. (SIG-PRO)

A delinquency signal applies only to guard’s tour systems. Some fire alarm systems are
arranged as combination systems that contain specific guard patrol stations at which a tour-

2010 National Fire Alarm and Signaling Code Handbook



Section 3.3 ¢ General Definitions

61

ing guard inserts a key that registers a signal to show the date and time a location was visited.
If the guard fails to initiate a signal within a prescribed amount of time, the fire alarm system
initiates a supervisory signal. This feature was once common in fire alarm systems in large
industrial facilities but is rarely used today.

3.3.240.3 Evacuation Signal. A distinctive signal intended to be recognized by the oc-
cupants as requiring evacuation of the building. (SIG-PRO)

The Code requires fire alarm systems to use a three-pulse temporal pattern evacuation signal.
This signal is described in 18.4.2.1. The only exception is where the authority having juris-
diction approves the continued use of a previously established evacuation signal.

3.3.240.4 Fire Alarm Signal. A signal initiated by a fire alarm-initiating device such as
a manual fire alarm box, automatic fire detector, waterflow switch, or other device in
which activation is indicative of the presence of a fire or fire signature. (SIG-FUN)

Fire alarm signals are not permitted to indicate supervisory or trouble conditions. See Section
10.7 for requirements pertaining to distinctive signals. However, it should be noted that in
some cases a device alarm condition is permitted to be indicated by a supervisory signal. For
example, 21.7.4 allows smoke detectors installed in an air duct to initiate an alarm or super-
visory signal.

3.3.240.5 Guard’s Tour Supervisory Signal. A supervisory signal monitoring the per-
formance of guard patrols. (SIG-PRO)

3.3.240.6 Supervisory Signal. A signal indicating the need for action in connection
with the supervision of guard tours, the fire suppression systems or equipment, or the
maintenance features of related systems. (SIG-FUN)

3.3.240.7 Trouble Signal. A signal initiated by a system or device indicative of a fault
in a monitored circuit, system, or component. (SIG-FUN)

3.3.241 Signal Transmission Sequence. A DACT that obtains dial tone, dials the number(s)
of the DACR, obtains verification that the DACR is ready to receive signals, transmits the sig-
nals, and receives acknowledgment that the DACR has accepted that signal before discon-
necting (going on-hook). (SIG-SSS)

3.3.242 Signaling Line Circuit. A circuit path between any combination of addressable ap-
pliances or devices, circuit interfaces, control units, or transmitters over which multiple sys-
tem input signals or output signals or both are carried. (SIG-PRO)

3.3.243 Signaling Line Circuit Interface. See 3.3.127, Interface.
3.3.244 Single Dwelling Unit. See 3.3.74, Dwelling Unit.

3.3.245 Single Station Alarm. A detector comprising an assembly that incorporates a sen-
sor, control components, and an alarm notification appliance in one unit operated from a
power source either located in the unit or obtained at the point of installation. (SIG-HOU)

See the commentary following the definition of multiple-station alarm in 3.3.149.

3.3.246 Single Station Alarm Device. An assembly that incorporates the detector, the con-
trol equipment, and the alarm-sounding device in one unit operated from a power supply ei-
ther in the unit or obtained at the point of installation. (SIG-HOU)

3.3.247 Site-Specific Software. See 3.3.255, Software.
3.3.248 Sloping Ceiling. See 3.3.31, Ceiling.

3.3.249 Sloping Peaked-Type Ceiling. See 3.3.31, Ceiling.
3.3.250 Sloping Shed-Type Ceiling. See 3.3.31, Ceiling.
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FAQ »
What is cloud chamber smoke
detection?

EXHIBIT 3.34 Typical Single-
Station Smoke Alarm.
(Source: Gentex Corp.,
Zeeland, M)

3.3.251 Smoke Alarm. A single or multiple station alarm responsive to smoke. (SIG-HOU)
Exhibit 3.34 illustrates a typical single-station smoke alarm.
3.3.252 Smoke Detection.

3.3.252.1 Cloud Chamber Smoke Detection. The principle of using an air sample
drawn from the protected area into a high-humidity chamber combined with a lowering
of chamber pressure to create an environment in which the resultant moisture in the air
condenses on any smoke particles present, forming a cloud. The cloud density is meas-
ured by a photoelectric principle. The density signal is processed and used to convey an
alarm condition when it meets preset criteria. (SIG-IDS)

Cloud chamber smoke detection is a form of active air sampling—type smoke detection. Cloud
chamber smoke detectors are extremely sensitive to low levels of combustion products and
are frequently used to detect very small fires in vital equipment. Also see the definition of air
sampling—type detector in 3.3.59.1.

3.3.252.2% Ionization Smoke Detection. The principle of using a small amount of ra-
dioactive material to ionize the air between two differentially charged electrodes to sense
the presence of smoke particles. Smoke particles entering the ionization volume decrease
the conductance of the air by reducing ion mobility. The reduced conductance signal is
processed and used to convey an alarm condition when it meets preset criteria. (SIG-IDS)

A.3.3.252.2 Ionization Smoke Detection. lonization smoke detection is more respon-
sive to invisible particles (smaller than 1 micron in size) produced by most flaming fires.
It is somewhat less responsive to the larger particles typical of most smoldering fires.
Smoke detectors that use the ionization principle are usually of the spot type.

Although all listed smoke detectors must pass the same series of tests at listing agencies, sys-
tem designers typically use ionization-type smoke detectors in locations in which they expect
a greater risk of a flaming rather than a smoldering fire scenario. Generally, fire scientists con-
sider ionization detectors to be slightly more sensitive to the smaller particles of smoke pro-
duced by a flaming fire. In locations where smoldering fires are more likely to occur,
photoelectric-type smoke detectors, rather than ionization-type smoke detectors, may offer
better protection. Additionally, light-scattering, photoelectric-type smoke detectors respond
better to light-colored smoke than to black particles because black particles absorb light. Ex-
hibit 3.35 provides details of operation for ionization-type smoke detectors. Measured current
flow decreases as smoke particles enter the sensing chamber and attach themselves to ionized
air molecules.

EXHIBIT 3.35 Operation of
an lonization Smoke Small radioactive source
Detector. +

Voltage across plates

Smoke
particles

lonized air molecules
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3.3.252.3% Photoelectric Light Obscuration Smoke Detection. The principle of using a
light source and a photosensitive sensor onto which the principal portion of the source
emissions is focused. When smoke particles enter the light path, some of the light is scat-
tered and some is absorbed, thereby reducing the light reaching the receiving sensor. The
light reduction signal is processed and used to convey an alarm condition when it meets
preset criteria. (SIG-IDS)

A.3.3.252.3 Photoelectric Light Obscuration Smoke Detection. The response of pho-
toelectric light obscuration smoke detectors is usually not affected by the color of smoke.

Smoke detectors that use the light obscuration principle are usually of the line type. These de-
tectors are commonly referred to as “projected beam smoke detectors.”

Exhibit 3.36 illustrates the principle of operation of a photoelectric-type light obscuration
smoke detector.

EXHIBIT 3.36 Operation of a
Photoelectric Light Obscur-
ation Smoke Detector.

Beam
transmitter

Beam
receiver

3.3.252.4* Photoelectric Light-Scattering Smoke Detection. The principle of using a
light source and a photosensitive sensor arranged so that the rays from the light source
do not normally fall onto the photosensitive sensor. When smoke particles enter the light
path, some of the light is scattered by reflection and refraction onto the sensor. The light
signal is processed and used to convey an alarm condition when it meets preset criteria.
(SIG-IDS)

A.3.3.252.4 Photoelectric Light-Scattering Smoke Detection. Photoelectric light-
scattering smoke detection is more responsive to the visible particles (larger than 1 mi-
cron in size) produced by most smoldering fires. It is somewhat less responsive to the
smaller particles typical of most flaming fires. It is also less responsive to black smoke
than to lighter colored smoke. Smoke detectors that use the light-scattering principle are
usually of the spot type.

Although all listed smoke detectors must pass the same series of tests at listing agencies, sys-
tem designers typically use photoelectric-type smoke detectors where they expect a fire to
produce larger smoke particles, such as with a smoldering fire or an aged smoke scenario. A
photoelectric-type smoke detector is better at detecting the larger or lighter-colored particles
produced by smoldering fires or smoke particles that have agglomerated or “aged” as the par-
ticles move away from the thermal energy source at the fire. In locations where flaming fires
are more likely to occur, ionization-type smoke detectors, rather than photoelectric-type
smoke detectors, may offer better protection.

Exhibit 3.37 illustrates the principle of operation for a photoelectric light-scattering
smoke detector.

3.3.252.5% Video Image Smoke Detection (VISD). The principle of using automatic
analysis of real-time video images to detect the presence of smoke. (SIG-IDS)
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EXHIBIT 3.37 Operation of a

Photoelectric Light-Scattering Wiring ‘ermi”a'57\
Smoke Detector.
oo =] ‘
LED or f 1| —Light
laser light x sensitive
source ——| receiver
yE I [
HA i

Smoke particles scattering light l \—

Bug screen

A.3.3.252.5 Video Image Smoke Detection (VISD). Video image smoke detection
(VISD) is a software-based method of smoke detection that has become practical with
the advent of digital video systems. Listing agencies have begun testing VISD compo-
nents for several manufacturers. VISD systems can analyze images for changes in fea-
tures such as brightness, contrast, edge content, loss of detail, and motion. The detection
equipment can consist of cameras producing digital or analog (converted to digital) video
signals and processing unit(s) that maintain the software and interfaces to the fire alarm
control unit.

3.3.253 Smoke Detector. See 3.3.59, Detector.
3.3.254 Smooth Ceiling. See 3.3.33, Ceiling Surfaces.

3.3.255 Software. Programs, instruments, procedures, data, and the like that are executed by
a central processing unit of a product and that influences the functional performance of that
product. For the purpose of this Code, software is one of two types: executive software and
site-specific software. (SIG-TMS)

3.3.255.1 Executive Software. Control and supervisory program which manages the ex-
ecution of all other programs and directly or indirectly causes the required functions of
the product to be performed. Executive software is sometimes referred to as firmware,
BIOS, or executive program. (SIG-TMS)

Fire alarm control unit executive software is similar to the main operating system software
used in computers. This software is listed for use with the specific fire alarm system control
unit and is generally not accessible to the end user.

3.3.255.2 Site-Specific Software. Program that is separate from, but controlled by, the
executive software which allows inputs, outputs, and system configuration to be selec-
tively defined to meet the needs of a specific installation. Typically it defines the type and
quantity of hardware, customized labels and the specific operating features of a system.
(SIG-TMS)

Site-specific software is a program that runs at a level under the executive software and is spe-
cific to the particular fire alarm system installation. Testing in accordance with 14.4.1.2.1.4
must be performed after any changes to the site-specific software.

3.3.256 Solid Joist Construction. See 3.3.33, Ceiling Surfaces.

3.3.257 Spacing. A horizontally measured dimension related to the allowable coverage of
fire detectors. (SIG-IDS)

Spacing refers to the maximum linear horizontal distance permitted by the Code between au-
tomatic fire detection initiating devices. Spacing is based on the listing of the device for heat
detectors and on the manufacturer’s guidelines for smoke detectors in accordance with the
rules in Chapter 17.
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3.3.258* Spark. A moving particle of solid material that emits radiant energy due either to
its temperature or the process of combustion on its surface. [654, 2006] (SIG-IDS)

A.3.3.258 Spark. The overwhelming majority of applications involving the detection of
Class A and Class D combustibles with radiant energy—sensing detectors involve the transport
of particulate solid materials through pneumatic conveyor ducts or mechanical conveyors. It
is common in the industries that include such hazards to refer to a moving piece of burning
material as a spark and to systems for the detection of such fires as spark detection systems.

3.3.259 Spark/Ember Detector. See 3.3.59, Detector.

3.3.260 Spark/Ember Detector Sensitivity. The number of watts (or the fraction of a watt)
of radiant power from a point source radiator, applied as a unit step signal at the wavelength
of maximum detector sensitivity, necessary to produce an alarm signal from the detector
within the specified response time. (SIG-IDS)

3.3.261 Spot-Type Detector. See 3.3.59, Detector.

3.3.262 Stakeholder. Any individual, group, or organization that might affect, be affected
by, or perceive itself to be affected by the risk. (SIG-ECS)

3.3.263 Stratification. The phenomenon where the upward movement of smoke and gases
ceases due to the loss of buoyancy. (SIG-IDS)

The combustion of the fuel in a fire liberates heat. That heat causes the gaseous component
of the smoke to expand, making it less dense than the surrounding air. Thus, the smoke is
buoyant and flows upward in a plume. As the smoke gases flow upward, they lose heat
through two processes. The first process is expansion: As gases expand, they lose heat and
cool. The second is cool air entrainment: As the smoke plume rises, cool ambient air is en-
trained (drawn) into the flow, cooling the plume. Eventually, these processes cool the smoke
to the point where it is at the same temperature and density as the surrounding air. At that
point buoyancy is gone, and the smoke stops rising. The plume then spreads out horizontally,
regardless of whether or not it has reached the ceiling of the space. If the fire detection de-
vices such as smoke detectors are installed on the ceiling, the fire will not be detected. As the
fire continues to grow, the height of the smoke layer slowly rises. However, in rooms or com-
partments with high ceilings, it is conceivable that the smoke would not arrive at ceiling-
mounted detectors before the fire has exceeded the design objective. Care must be exercised
in the installation of detection devices in areas subject to this phenomenon, such as an atrium,
any other high ceiling space, or an area with unusually high upper level airflow. Also see
17.7.1.10, A.17.7.1.10, and related commentary for more details on this phenomenon and de-
tector placement.

Exhibit 3.38 illustrates stratification. The various levels of stratification shown depend on
the fire scenario(s) determined for the space under consideration.

3.3.264 Subscriber. The recipient of a contractual supervising station signal service(s). In
case of multiple, noncontiguous properties having single ownership, the term refers to each
protected premises or its local management. (SIG-SSS)

3.3.265 Subsidiary Station. A subsidiary station is a normally unattended location that is
remote from the supervising station and is linked by a communications channel(s) to the su-
pervising station. Interconnection of signals on one or more transmission channels from pro-
tected premises with a communications channel(s) to the supervising station is performed at
this location. (SIG-SSS)

3.3.266 Supervising Station. A facility that receives signals from protected premises fire
alarm systems and at which personnel are in attendance at all times to respond to these sig-
nals. (SIG-SSS)
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EXHIBIT 3.38 Stratification.

3.3.266.1 Central Supervising Station. A supervising station that is listed for central
station service and that also commonly provides less stringent supervising station serv-
ices such as remote supervising services. (SIG-SSS)

The listed central station serves as the constantly attended location that receives signals from
the central station service alarm system located at the protected premises. Central station op-
erators take action on signals, including initiating a retransmission of the signals, and provide
runner service. See Chapter 26 for requirements pertaining to central station systems and cen-
tral station service.

3.3.266.2 Proprietary Supervising Station. A supervising station under the same own-
ership as the protected premises fire alarm system(s) that it supervises (monitors) and to
which alarm, supervisory, or trouble signals are received and where personnel are in at-
tendance at all times to supervise operation and investigate signals. (SIG-SSS)

3.3.266.3 Remote Supervising Station. A supervising station to which alarm, supervi-
sory, or trouble signals or any combination of those signals emanating from protected
premises fire alarm systems are received and where personnel are in attendance at all
times to respond. (SIG-SSS)

3.3.267 Supervising Station Alarm Systems.

3.3.267.1 Central Station Service Alarm System. A system or group of systems in
which the operations of circuits and devices are transmitted automatically to, recorded in,
maintained by, and supervised from a listed central station that has competent and expe-
rienced servers and operators who, upon receipt of a signal, take such action as required
by this Code. Such service is to be controlled and operated by a person, firm, or corpo-
ration whose business is the furnishing, maintaining, or monitoring of supervised alarm
systems. (SIG-SSS)

A central station service alarm system is illustrated in Exhibit 3.39.

3.3.267.2 Proprietary Supervising Station Alarm System. An installation of an alarm
system that serves contiguous and noncontiguous properties, under one ownership, from
a proprietary supervising station located at the protected premises, or at one of multiple
non-contiguous protected premises, at which trained, competent personnel are in con-
stant attendance. This includes the protected premises fire alarm system(s): proprietary
supervising station; power supplies; signal-initiating devices; initiating device circuits;
signal notification appliances; equipment for the automatic, permanent visual recording
of signals; and equipment for initiating the operation of emergency building control serv-
ices. (SIG-SSS)
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EXHIBIT 3.39 Central
Station Service Alarm
System. (Source: Simplex-
Grinnell, Westminster, MA)

Many large industrial plants, college campuses, large hospital complexes, department store
chains, and detention and correctional facilities use a proprietary supervising station, as
shown in Exhibit 3.40, to monitor all portions of the contiguous or noncontiguous protected
premises.

EXHIBIT 3.40 Proprietary
Supervising Station. (Source:
SimplexGrinnell, Westminster,
MA)

3.3.267.3 Remote Supervising Station Alarm System. A protected premises fire alarm
system (exclusive of any connected to a public emergency reporting system) in which
alarm, supervisory, or trouble signals are transmitted automatically to, recorded in, and
supervised from a remote supervising station that has competent and experienced servers
and operators who, upon receipt of a signal, take such action as required by this Code.
(SIG-SSS)

A remote supervising station alarm system provides a supervising station connection for an <« FAQ

alarm system at the protected premises when the building owner does not want or is not re- When is a remote supervising
quired to provide a central station service alarm system or a proprietary supervising station ~Station alarm system used?
alarm system. Section 26.5 permits alarm, supervisory, and trouble signals to be transmitted

to three possible locations: the communications center, the fire station or other governmental

agency, or an alternative location. The permitted alternative locations can include a telephone
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answering service, an alarm monitoring center, a listed central station, or any other constantly
attended location acceptable to the authority having jurisdiction. See 26.5.3 for specific al-
lowances and conditions.

3.3.268 Supervising Station Service.

3.3.268.1 Central Station Service. The use of a system or a group of systems including
the protected premises fire alarm system(s) in which the operations of circuits and de-
vices are signaled to, recorded in, and supervised from a listed central station that has
competent and experienced operators who, upon receipt of a signal, take such action as
required by this Code. Related activities at the protected premises, such as equipment in-
stallation, inspection, testing, maintenance, and runner service, are the responsibility of
the central station or a listed alarm service local company. Central station service is con-
trolled and operated by a person, firm, or corporation whose business is the furnishing of
such contracted services or whose properties are the protected premises. (SIG-SSS)

Central station service, defined in 3.3.268.1, involves six elements identified by the Code: in-
stallation, testing and maintenance, and runner service at the protected premises; and moni-
toring, retransmission, and record keeping at the central station. Under contract, the prime
contractor must provide all six elements of this service to the subscriber. The prime contrac-
tor must provide this service either alone or in conjunction with subcontractors working with
the prime contractor. See Chapter 26 for requirements pertaining to central station service.

3.3.268.2 Proprietary Supervising Station Service. The use of a system or a group of
systems including the protected premises fire alarm system(s) in which the operations of
circuits and devices are signaled to, recorded in, and supervised from a supervising sta-
tion under the same ownership as the protected premises that has competent and experi-
enced operators who, upon receipt of a signal, take such action as required by this Code.
Related activities at the protected premises, such as equipment installation, inspection,
testing, maintenance, and runner service, are the responsibility of the owner. Proprietary
supervising station service is controlled and operated by the entity whose properties are
the protected premises. (SIG-SSS)

3.3.268.3 Remote Supervising Station Service. The use of a system including the pro-
tected premises fire alarm system(s) in which the operations of circuits and devices are
signaled to, recorded in, and supervised from a supervising station that has competent
and experienced operators who, upon receipt of a signal, take such action as required by
this Code. Related activities at the protected premises, such as equipment installation, in-
spection, testing, and maintenance, are the responsibility of the owner. (SIG-SSS)

3.3.269 Supervisory Service. The service required to monitor performance of guard tours
and the operative condition of fixed suppression systems or other systems for the protection
of life and property. (SIG-PRO)

3.3.270 Supervisory Signal. See 3.3.240, Signal.
3.3.271 Supervisory Signal-Initiating Device. See 3.3.122, Initiating Device.

3.3.272 Supplementary. As used in this Code, supplementary refers to equipment or oper-
ations not required by this Code and designated as such by the authority having jurisdiction.
(SIG-FUN)

For equipment to be designated as supplementary, it must meet two specific conditions. First,
the equipment must not be required by the Code. Second, the authority having jurisdiction
must specifically declare in writing that the equipment is supplementary. This two-fold test
helps limit the use of supplementary equipment. Use of supplementary equipment must be
limited because such equipment enjoys somewhat relaxed requirements regarding the moni-
toring of the integrity of system interconnections and power supplies.
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Supplementary equipment must not be confused with nonrequired components or sys-
tems, defined in 3.3.158. While supplementary equipment may be installed at the owner’s op-
tion, it is not generally considered essential in the intended mission or goals of the fire alarm
system. The same cannot be said for nonrequired components and systems. In the latter in-
stance, the components or systems are not required by a building or fire code, but they are
needed to fulfill the fire protection goals intended for the system.

3.3.273 Switched Telephone Network.

3.3.273.1 Loop Start Telephone Circuit. A loop start telephone circuit is an analog tele-
phone circuit that supports loop start signaling as specified in either Telcordia GR-506-
CORE, LATA Switching Systems Generic Requirements: Signaling for Analog Interface,
or Telcordia GR-909-CORE, Fiber in the Loop Systems Generic Requirements. (SIG-
SSS)

3.3.273.2 Public Switched Telephone Network. An assembly of communications
equipment and telephone service providers that utilize managed facilities-based voice
networks (MFVN) to provide the general public with the ability to establish communi-
cations channels via discrete dialing codes. (SIG-SSS)

Subsection 3.3.273 was revised by a tentative interim amendment (TIA).

The definition of public switched telephone network (PSTN) has been revised to include the
communications equipment and systems of telephone service providers that use a managed
facility-based voice network (MFVN), defined in 3.3.141. These definitions are integral to the
requirements for digital alarm communicator systems used to transmit signals from a pro-
tected premises to a supervising station in 26.6.3.2.1. These requirements also include use of
the term loop start telephone circuit, which is defined in 3.3.273.1 to provide a specific ref-
erence to the industry standards used to establish the performance for these circuits. Refer to
the definition of MFVN in 3.3.141 and the related annex material and commentary.

3.3.274 System Operator. An individual trained to operate and or initiate a mass notifica-
tion system. (SIG-ECS)

3.3.275 System Unit. The active subassemblies at the supervising station used for signal re-
ceiving, processing, display, or recording of status change signals; a failure of one of these
subassemblies causes the loss of a number of alarm signals by that unit. (SIG-SSS)

3.3.276 Tactile Notification Appliance. See 3.3.160, Notification Appliance.

3.3.277 Talk Mode. A means of communications within a building normally dedicated to
emergency functions. Commonly referred to as fire fighters’ phones, but can also be used for
communications with fire fighters and/or fire wardens, including occupants, during an emer-
gency, such as between a fire command center and a designated location, such as a stair, stair-
well, or location of emergency equipment. (SIG-ECS)

3.3.277.1 Common Talk Mode. The ability to conference multiple telephones in a sin-
gle conversation. This is similar to what was referred to as a party line. (SIG-ECS)

3.3.277.2 Selective Talk Mode. The ability for personnel at the fire command center to
receive indication of incoming calls and choose which call to answer. This includes the
ability to transfer between incoming calls and conference multiple phone locations. Se-
lective calling may include the ability to initiate calls to emergency phone locations.
(SIG-ECS)

3.3.278 Testing Personnel. See 3.3.177, Personnel.
3.3.279 Textual Audible Notification Appliance. See 3.3.160, Notification Appliance.
3.3.280 Textual Visible Notification Appliance. See 3.3.160, Notification Appliance.
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3.3.281 Transmission Channel. See 3.3.40, Channel.

3.3.282 Transmitter. A system component that provides an interface between signaling line
circuits, initiating device circuits, or control units and the transmission channel. (SIG-SSS)

3.3.283 Transponder. A multiplex alarm transmission system functional assembly located
at the protected premises. (SIG-SSS)

3.3.284 Trouble Signal. See 3.3.240, Signal.

3.3.285 Two-Way Emergency Communications System. See 3.3.79, Emergency Commu-
nications System.

3.3.286 Type A Public Emergency Alarm Reporting System. See 3.3.199, Public Emer-
gency Alarm Reporting System.

3.3.287 Type B Public Emergency Alarm Reporting System. See 3.3.199, Public Emer-
gency Alarm Reporting System.

3.3.288 Uplink. The radio signal from the portable public safety subscriber transmitter to
the base station receiver. (SIG-ECS)

3.3.289* Video Image Flame Detection (VIFD). The principle of using automatic analysis
of real-time video images to detect the presence of flame. (SIG-IDS)

A.3.3.289 Video Image Flame Detection (VIFD). Video image flame detection (VIFD) is
a software-based method of flame detection that can be implemented by a range of video
image analysis techniques. VIFD systems can analyze images for changes in features such as
brightness, contrast, edge content, loss of detail, and motion. The detection equipment can
consist of cameras producing digital or analog (converted to digital) video signals and pro-
cessing unit(s) that maintain the software and interfaces to the fire alarm control unit.

3.3.290 Video Image Smoke Detection (VISD). See 3.3.252, Smoke Detection.
3.3.291 Visible Notification Appliance. See 3.3.160, Notification Appliance.

3.3.292 Voice Message Priority. A scheme for prioritizing mass notification messages.
(SIG-ECS)

3.3.293 WATS (Wide Area Telephone Service). Telephone company service allowing re-
duced costs for certain telephone call arrangements. In-WATS or 800-number service calls
can be placed from anywhere in the continental United States to the called party at no cost to
the calling party. Out-WATS is a service whereby, for a flat-rate charge, dependent on the total
duration of all such calls, a subscriber can make an unlimited number of calls within a pre-
scribed area from a particular telephone terminal without the registration of individual call
charges. (SIG-SSS)

3.3.294* Wavelength. The distance between the peaks of a sinusoidal wave. All radiant en-
ergy can be described as a wave having a wavelength. Wavelength serves as the unit of meas-
ure for distinguishing between different parts of the spectrum. Wavelengths are measured in
microns (lLm), nanometers (nm), or angstroms (A). (SIG-IDS)

A.3.3.294 Wavelength. The concept of wavelength is extremely important in selecting the
proper detector for a particular application. There is a precise interrelation between the wave-
length of light being emitted from a flame and the combustion chemistry producing the flame.
Specific subatomic, atomic, and molecular events yield radiant energy of specific wave-
lengths. For example, ultraviolet photons are emitted as the result of the complete loss of elec-
trons or very large changes in electron energy levels. During combustion, molecules are
violently torn apart by the chemical reactivity of oxygen, and electrons are released in the
process, recombining at drastically lower energy levels, thus giving rise to ultraviolet radia-
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tion. Visible radiation is generally the result of smaller changes in electron energy levels
within the molecules of fuel, flame intermediates, and products of combustion. Infrared radi-
ation comes from the vibration of molecules or parts of molecules when they are in the su-
perheated state associated with combustion. Each chemical compound exhibits a group of
wavelengths at which it is resonant. These wavelengths constitute the chemical’s infrared
spectrum, which is usually unique to that chemical.

This interrelationship between wavelength and combustion chemistry affects the relative
performance of various types of detectors with respect to various fires.

3.3.295 Wide-Area Mass Notification System. See 3.3.79, Emergency Communications
System.

3.3.296 Wide Area Signaling. Signaling intended to provide alerting or information to ex-
terior open spaces, such as campuses, neighborhood streets, a city, a town, or a community.
(SIG-NAS)

3.3.297 Wireless Control Unit. See 3.3.53, Control Unit.

3.3.298 Wireless Protection System. A system or a part of a system that can transmit and
receive signals without the aid of interconnection wiring. It can consist of either a wireless
control unit or a wireless repeater. (SIG-PRO)

3.3.299 Wireless Repeater. A component used to relay signals among wireless devices, ap-
pliances, and control units. (SIG-PRO)

The terms wireless control unit (see 3.3.53.4), wireless protection system (see 3.3.298), and
wireless repeater apply to systems covered by Section 23.18.

3.3.300 Zone. A defined area within the protected premises. A zone can define an area from
which a signal can be received, an area to which a signal can be sent, or an area in which a
form of control can be executed. (SIG-FUN)

3.3.300.1*% Evacuation Signaling Zone. A discrete area of a building, bounded by
smoke or fire barriers, from which occupants are intended to relocate or evacuate. (SIG-
PRO)

A.3.3.300.1 Evacuation Signaling Zone. Evacuation signaling zones can be as small as
a single room, or as large as an entire building, but more commonly are an entire floor or
portions of floors divided by smoke or fire barriers.

The term evacuation signaling zone is used in the requirements for in-building fire emergency
voice/alarm communications systems in 23.10.2 and 24.4.1. See the commentary for notifi-
cation zone following 3.3.300.2.

3.3.300.2 Notification Zone. An area covered by notification appliances that are acti-
vated simultaneously. (SIG-PRO)

A notification zone is the smallest discrete area that is signaled by a system. For a general
evacuation system, the notification zone is the entire building. In that case, the evacuation sig-
naling zone and the notification zone are the same. Note that this definition is not defining a
zone based on the area served by a notification appliance circuit; rather, it is based on the area
that receives the signal simultaneously. In a high-rise building, as well as other occupancies,
the system may be designed for partial or selective evacuation or relocation. In that case, most
building codes, including NFPA 5000°, Building Construction and Safety Code®; NFPA 1,
Fire Code; and NFPA 101, would require each fire or smoke zone to be a notification zone —
typically each floor is a notification zone. If the automatic response to a fire is to signal the
fire floor as well as one floor above and one floor below of the need to evacuate or relocate,
the evacuation signaling zone comprises three notification zones. Note that each notification
zone is determined by the design of the system. Evacuation signaling zones may be dynamic.
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An evacuation signaling zone can have more than one notification zone but can never be
smaller than a single notification zone.

REFERENCES CITED IN COMMENTARY

Merriam-Webster’s Collegiate Dictionary, 11th edition, Merriam-Webster, Inc., Springfield,
MA, 2003.

NEMA SB 30-2005, Fire Service Annunciator and Interface, 2005 edition, National Electri-
cal Manufacturers Association, Rosslyn, VA.

NFPA 1, Fire Code, 2009 edition, National Fire Protection Association, Quincy, MA.

NFPA 70°, National Electrical Code®, 2008 edition, National Fire Protection Association,
Quincy, MA.

NFPA 101°, Life Safety Code®, 2009 edition, National Fire Protection Association, Quincy,
MA.

NFPA 1221, Standard for the Installation, Maintenance, and Use of Emergency Services
Communications Systems, 2007 edition, National Fire Protection Association, Quincy,
MA.

NFPA 5000°, Building Construction and Safety Code®, 2009 edition, National Fire Protection
Association, Quincy, MA.

2010 National Fire Alarm and Signaling Code Handbook



Reserved CHAPTER 4

In this 2010 edition of NFPA 72° National Fire Alarm and Signaling Code, Chapter 4 is
reserved for future use.

Reserved CHAPTER 5

In this 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, Chapter 5 is
reserved for future use.

Reserved CHAPTER 6

In this 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, Chapter 6 is
reserved for future use.
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Reserved CHAPTER 7

In this 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, Chapter 7 is
reserved for future use.

Reserved CHAPTER 8

In this 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, Chapter 8 is
reserved for future use.

Reserved CHAPTER 9

In this 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, Chapter 9 is
reserved for future use.
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CHAPTER 10

Chapter 10 (Chapter 4 in previous editions of the Code) includes requirements that are com-
mon to all fire alarm systems except household fire alarm systems. Many of the requirements
of this chapter also apply to the broader scope of fire/alarm/emergency signaling systems, as
reflected in the revised title of the chapter (which was Fundamentals of Fire Alarm Systems
in the 2007 edition). The requirements of Chapter 10 apply to protected premises (local) fire
alarm systems, supervising station alarm systems, public emergency alarm reporting systems,
and emergency communications systems. The scope of this chapter includes requirements for
equipment suitability and compatibility, personnel qualification, power supplies, signal dis-
tinction and priority, signal indication, fundamental equipment performance, protection of fire
alarm systems, annunciation and annunciation zoning, monitoring integrity of circuits/path-
ways and power supplies, documentation and approvals, and impairments.

In addition to the qualifications for the system designer and installer, the qualifications
for those who test, inspect, maintain, and monitor fire alarm and emergency communication
systems (ECSs) have been added to this chapter.

The following list is a summary of significant changes to the chapter on fundamentals in
the 2010 edition:

o Revisions throughout to reflect the broader application of fire/alarm/emergency systems

o New 10.4.3 relocating service personnel qualification requirements from the inspection,
testing, and maintenance chapter

o New 10.4.4 requiring qualification for supervising station operators

o New 10.5.4 allowing an uninterruptible power supply rather than two independent (pri-
mary and secondary) power supplies

o New 10.5.6.1.2 requiring protection against physical damage to secondary power circuits

o New 10.5.6.3.1(1) requiring a 20 percent safety factor for all battery calculations

o New Section 10.6 establishing signal priority for different signals and allowing ECS pri-
ority signals to have priority over a fire alarm signal

o Revised Section 10.7 (formerly 4.4.3.6) clarifying requirements for distinction of differ-
ent signals

o New Section 10.8 requiring ECS priority signals to be indicated within 10 seconds

e New 10.17.1.19 requiring that the conductors interconnecting two or more systems be
monitored for integrity.

o Revised Figure 10.18.2.1.1 (Record of Completion) providing an extensive update, in-
cluding mass notification systems

o New 10.18.2.1.2.7 requiring the alternative storage location of the record of completion
to be identified at the main fire alarm control unit

o New 10.18.2.1.2.8 requiring the alternative location of the record of completion to be la-
beled “FIRE ALARM DOCUMENTS”

10.1 Application

10.1.1 The basic functions of a complete fire alarm or signaling system shall comply with
the requirements of this chapter.
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FAQ »
What type of information does
the equipment listing contain?

As noted in the commentary following 1.1.1, the 2010 edition of the Code has been expanded
to address the broader scope of fire/alarm/emergency signaling systems, including emergency
communications systems, which are covered in Chapter 24. Since the Code now addresses
more than just fire alarm systems, the addition of the word “signaling” in 10.1.1 reflects the
broader scope of the Code.

10.1.2 The requirements of this chapter shall apply to systems, equipment, and components
addressed in Chapters 12, 14, 17, 18, 21, 23, 24, 26 and 27.

The basic requirements for all fire alarm systems, except household fire alarm systems, and
for emergency communications systems are contained in Chapter 10. The requirements for
household fire alarm systems are addressed in Chapter 29, and, unless noted otherwise, the
requirements of Chapter 10 do not apply.

The requirements of Chapter 1, the references in Chapter 2, and the definitions in Chap-
ter 3 apply throughout the Code, including Chapter 10.

NFPA 72°, National Fire Alarm and Signaling Code, does not address carbon monoxide
detection systems, which are covered by NFPA 720, Standard for the Installation of Carbon
Monoxide (CO) Detection and Warning Equipment. NFPA 72 also does not address electronic
intrusion detection systems, which are covered by NFPA 731, Standard for the Installation of
Electronic Premises Security Systems.

10.2 Purpose

The purpose of fire alarm and signaling systems shall be primarily to provide notification of
alarm, supervisory, and trouble conditions; to alert the occupants; to summon aid; and to con-
trol emergency control functions.

10.3 Equipment

10.3.1 Equipment constructed and installed in conformity with this Code shall be listed for
the purpose for which it is used.

In accordance with the requirements of 10.3.1, equipment must be listed for the purpose for
which it is used. The listing of equipment involves evaluation of the equipment to determine
its suitability for a specific purpose. The evaluation is usually accomplished through the use
of product testing standards developed to demonstrate that specific performance requirements
have been met. Many of these performance requirements are based on specific requirements
in the Code and go far beyond requirements used only to demonstrate electrical safety.

Equipment listings generally contain information pertaining to the permitted use, re-
quired ambient conditions in the installed location, mounting orientation, voltage tolerances,
compatibility, and so on. Equipment must be installed, tested, and maintained in conformance
with the listing and the manufacturer’s published instructions to meet the requirements of the
Code. Conformance with the listing and the manufacturer’s instructions has been a long-
standing requirement, originating in the rules of NFPA 70°, National Electrical Code®
(NEC®), and now reinforced in 10.3.1.

10.3.2 System components shall be installed, tested, and maintained in accordance with the
manufacturer’s published instructions and this Code.

10.3.3* All devices and appliances that receive their power from the initiating device circuit
or signaling line circuit of a control unit shall be listed for use with the control unit.

A.10.3.3 This requirement does not apply to notification appliance circuits.
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Subsection 10.3.3 has been revised to include appliances in the requirement for compatibil-
ity. It is the intent of the Code that devices and appliances that receive their power directly
from either an initiating device circuit (IDC) or a signaling line circuit (SLC) have those de-
vices or appliances listed for that particular control unit. This listing is not required for noti-
fication appliance circuits (NACs).

This requirement applies generically to all detection devices and notification appliances
that receive their power from initiating device or signaling line circuits. The most common
applications where this is a concern are two-wire and addressable (addressable/analog) smoke
detectors. A two-wire smoke detector obtains its power from the control unit initiating device
circuit. Analog addressable devices and appliances on signaling line circuits communicate
with the control unit using manufacturer-specific protocols. Therefore, 10.3.3 requires that
these devices and appliances be listed for use with the control unit and its associated initiat-
ing device or signaling line circuit. The listing organizations have developed specific re-
quirements for this listing process and should be consulted if necessary to confirm the
detector’s or appliance’s compatibility with a specific control unit.

10.4 Personnel Qualifications
10.4.1 System Designer.

10.4.1.1 Fire alarm system and emergency communications system plans and specifications
shall be developed in accordance with this Code by persons who are experienced in the proper
design, application, installation, and testing of the systems.

The Code requires that fire alarm and emergency communications system designers be qual-
ified to perform this type of work through training, education, and experience. Typically a
state-licensed professional engineer regularly engaged in the design of these systems meets
this requirement. Most state engineering license laws require that only licensed engineers be
allowed to perform design work and only in their field of expertise.

10.4.1.2 State or local licensure regulations shall be followed to determine qualified person-
nel. Depending on state or local licensure regulations, qualified personnel shall include, but
not be limited to, one or more of the following:

This paragraph was added to make it clear that state or local licensure requirements must be
followed. Depending on the state or local jurisdiction, the designer may be required to be a
registered professional engineer, or the designer may be allowed to be a contractor who is in-
stalling the system. In either case, the designer needs to be competent with either fire alarm
systems or emergency communications systems, depending on which system is being de-
signed.

(1) Personnel who are registered, licensed, or certified by a state or local authority

This category involves state or local programs that provide assurance of designer qualifica-
tion.

(2) Personnel who are certified by a nationally recognized certification organization accept-
able to the authority having jurisdiction

For this category, there are a number of independent organizations that provide third-party
certification for designers of these systems. The authority having jurisdiction is responsible
for independently assessing these programs and certifications to determine if the designer’s
certification provides the competency required for the system being submitted.
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(3) Personnel who are factory trained and certified for fire alarm system design and emer-
gency communications system design of the specific type and brand of system and who
are acceptable to the authority having jurisdiction

This category demonstrates that the designer has a basic understanding of the system to be in-
stalled in addition to the broader knowledge needed for a system designer. The authority hav-
ing jurisdiction is responsible for assessing the acceptability of designer’s qualifications.

10.4.1.3 The system designer shall provide evidence of their qualifications and/or certifica-
tions when requested by the authority having jurisdiction.

10.4.1.4 The system designer shall be identified on the system design documents.

Requiring that the system designer be identified on the system design documents encourages
the designer to feel a sense of ownership toward the design. This identification, in turn, pro-
vides an additional incentive for the designer to meet the requirements of the Code and pro-
vides the authority having jurisdiction with the name of the person responsible for the design
who can respond to questions or comments from the authority having jurisdiction.

10.4.2 System Installer.

10.4.2.1 Fire alarm systems and emergency communications systems installation personnel
shall be qualified or shall be supervised by persons who are qualified in the installation, in-
spection, and testing of the systems.

The qualifications required under 10.4.2 for installation personnel or the personnel supervis-
ing the installation of these systems correlate with similar requirements in 10.4.1, except the
requirements under 10.4.2 focus on installation, inspection, and testing qualifications.

10.4.2.2 State or local licensure regulations shall be followed to determine qualified person-
nel. Depending on state or local licensure regulations, qualified personnel shall include, but
not be limited to, one or more of the following:

(1) Personnel who are registered, licensed, or certified by a state or local authority

(2) Personnel who are certified by a nationally recognized certification organization accept-
able to the authority having jurisdiction

(3) Personnel who are factory trained and certified for fire alarm system installation and
emergency communications system installation of the specific type and brand of system
and who are acceptable to the authority having jurisdiction

10.4.2.3 The system installer shall provide evidence of their qualifications and/or certifica-
tions when requested by the authority having jurisdiction.

10.4.3 Inspection, Testing, and Maintenance Personnel. (SIG-TMS)

The Code recognizes four methods, in 10.4.3.1(1) through 10.4.3.1(4), to demonstrate that
service personnel are qualified. Refer to A.14.2.2.5 for a list of the basic skills that service
personnel should be able to perform.

10.4.3.1* Service personnel shall be qualified and experienced in the inspection, testing, and
maintenance of systems addressed within the scope of this Code. Qualified personnel shall in-
clude, but not be limited to, one or more of the following:

(1)* Personnel who are factory trained and certified for the specific type and brand of system
being serviced

(2)* Personnel who are certified by a nationally recognized certification organization accept-
able to the authority having jurisdiction

(3)* Personnel who are registered, licensed, or certified by a state or local authority to per-
form service on systems addressed within the scope of this Code
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(4) Personnel who are employed and qualified by an organization listed by a nationally rec-
ognized testing laboratory for the servicing of systems within the scope of this Code

A.10.4.3.1 It is not the intent to require personnel performing simple inspections or opera-
tional tests of initiating devices to require factory training or special certification provided
such personnel can demonstrate knowledge in these areas.

A.10.4.3.1(1) Factory training and certification is intended to allow an individual to service
equipment only for which he or she has specific brand and model training.

One of the methods permitted to demonstrate a technician’s qualifications is factory training.
Often, service personnel are factory trained to perform or assist in the performance of system
testing. This is especially true when system maintenance (servicing) is needed. Because each
manufacturer’s control equipment is different, the servicing of control equipment, including
things such as the replacement of circuit boards or system programming, should be done only
by technicians trained to service the specific equipment (manufacturer and model) that they
will be working on. Without proper training from a system manufacturer on critical system
components, properly maintaining a system will prove to be difficult.

A.10.4.3.1(2) Nationally recognized fire alarm certification programs might include those
programs offered by the International Municipal Signal Association (IMSA) and National In-
stitute for Certification in Engineering Technologies (NICET). NOTE: These organizations
and the products or services offered by them have not been independently verified by the
NFPA, nor have the products or services been endorsed or certified by the NFPA or any of its
technical committees.

The International Municipal Signal Association (IMSA) is the professional association of
those individuals who oversee public fire communications systems and traffic signaling sys-
tems. This organization offers educational programs for technicians and authorities having ju-
risdiction. IMSA also offers interior fire alarm certification programs for fire alarm
technicians and publishes cable requirements for public (fire) reporting systems. Interior Fire
Alarm Level IIB certification is the minimum level that should be considered to meet this re-
quirement. IMSA can be reached at P.O. Box 539, 165 East Union Street, Newark, NY 14513-
0539 or at www.imsasafety.org.

The National Institute for Certification in Engineering Technologies (NICET) offers a
program of certification for fire alarm technicians. NICET Level II certification is the mini-
mum level that should be considered to meet this qualification. NICET can be reached at 1420
King Street, Alexandria, VA 22314-2794 or at www.nicet.org.

A.10.4.3.1(3) Licenses and certifications offered at a state or local level are intended to rec-
ognize those individuals who have demonstrated a minimum level of technical competency in
the area of fire alarm servicing.

The category identified in 10.4.3.1(3) recognizes that the state or local authority having ju-
risdiction may have specific certification or licensing tests or other requirements that must be
met.

The category identified in 10.4.3.1(4) recognizes service personnel employed by a listed
central station or listed alarm service—local company may be used for servicing of fire alarm
systems in accordance with 26.3.3.

10.4.3.2 Evidence of qualifications shall be provided to the authority having jurisdiction
upon request.
10.4.4 Supervising Station Operators. (SIG-SSS)

Requirements for supervising station operators are new for the 2010 edition. While the meth-
ods of demonstrating qualification are somewhat similar to those of persons who design,
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install, and service fire alarm and emergency communications systems, the subject matter is
quite different. Supervising station operators play a vital role in the response to emergencies
and must be well versed in the procedures and equipment they use in performing their duties.

10.4.4.1 All operators in the supervising station shall demonstrate competence in all tasks re-
quired of them in Chapter 26 by one or more of the following:

(1) Certified by the manufacturer of the receiving system or equipment or the alarm-
monitoring automation system
(2)* Certified by an organization acceptable to the authority having jurisdiction

A.10.4.4.1(2) An example of an organization providing alarm monitoring operator training is
the Central Station Alarm Association (CSAA). Note that this reference is for information
purposes only, information concerning the product or service has been provided by the man-
ufacturer or other outside sources, and the information concerning the product or service has
not been independently verified nor has the product or service been endorsed or certified by
the NFPA or any of its technical committees.

(3) Licensed or certified by a state or local authority
(4) Other training or certification approved by the authority having jurisdiction

10.4.4.2 Evidence of qualifications and/or certification shall be provided when requested by
the authority having jurisdiction. A license or qualification listing shall be current in accor-
dance with the requirements of the issuing authority or organization.

10.4.4.3 Operator trainees shall be under the direct supervision of a qualified operator until
qualified as required by 10.4.4.1.

10.5 Power Supplies

10.5.1 Scope. The provisions of this section shall apply to power supplies used for pro-
tected premises fire alarm systems, supervising station alarm systems, public emergency
alarm reporting systems, and emergency communications systems and equipment.

The requirements of Section 10.5 generally apply to all systems addressed by the Code, ex-
cept household fire alarm systems addressed in Chapter 29. These requirements apply unless
they conflict with the requirements specified in other chapters. As an example, the chapter on
Protected Premises Fire Alarm Systems includes special provisions for low-power wireless
systems in 23.18.2.

10.5.2 Code Conformance. All power supplies shall be installed in conformity with the
requirements of NFPA 70, National Electrical Code, for such equipment and with the re-
quirements indicated in this subsection.

10.5.3 Power Supply Sources.

10.5.3.1 Power shall be supplied in compliance with either 10.5.3.2 or 10.5.4.

10.5.3.2 Unless configured in compliance with 10.5.4, at least two independent and reliable
power supplies shall be provided, one primary and one secondary.

Prior to the 1993 edition, NFPA 72 required three sources of power: primary, secondary
(standby), and trouble. The requirement for a trouble signal power supply had an exception
that permitted the secondary power supply to provide power to the trouble signal. Because the
majority of fire alarm system control unit designs applied this exception, subsequent editions
of the Code deleted the requirement for a separate trouble power source.
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Editions of the Code prior to 2002 included exceptions that permitted fire alarm systems
to be supplied by only a primary power source, eliminating the secondary source if the pri-
mary source was from a dedicated branch circuit of an emergency, legally required standby,
or optional standby power system. In the 2002 edition, these exceptions were eliminated, and
a primary power source and a secondary power source were always required.

Paragraph 10.5.3.1 was added in the 2010 edition to provide an option to use an uninter-
ruptible power supply in accordance with 10.5.4, instead of having both a primary and a sec-
ondary power supply.

10.5.3.3 Each power supply shall be of adequate capacity for the application.

10.5.3.4 Monitoring the integrity of power supplies shall be in accordance with 10.5.9.6.

10.5.4 Uninterruptible Power Supplies (UPS).

The requirements for an uninterruptible power supply (UPS) were added to provide details as
to the type of system required if the UPS option is used

The Type, Class, and Level designations specified in 10.5.4.1 refer to the classifica-
tions specified in Chapter 4 of NFPA 111, Standard on Stored Electrical Energy Emergency
and Standby Power Systems. The Type O designation requires that the UPS have no inter-
ruptions — it must be able to carry the load in 0 seconds. The Class 24 designation requires
the UPS to be able to operate at its rated load without being refueled or recharged for 24
hours. The Level 1 designation requires the system to be permanently installed and have
equipment performance requirements for the most stringent applications where failure of
the equipment to perform could result in loss of human life or serious injuries. The equip-
ment, design, inspection, and testing requirements for Level 1 systems go beyond those for
Level 2 systems.

The UPS must be supplied by a dedicated branch circuit from a source, as described in
10.5.5.1. Careful consideration must be given in determining the proper capacity for the UPS
to ensure that its rated load is adequate for the fire/alarm/emergency system that it serves.

10.5.4.1 The UPS device shall be configured in compliance with NFPA 111, Standard on
Stored Electrical Energy Emergency and Standby Power Systems, for a Type 0, Class 24,
Level 1 system.

10.5.4.2 The UPS device shall be supplied by a dedicated branch circuit as described in
10.5.5.1.

10.5.4.3 Failure of the UPS shall result in the initiation of a trouble signal in accordance with
Section 10.12.

10.5.5 Primary Power Supply.

10.5.5.1 Dedicated Branch Circuit. A dedicated branch circuit of one of the following
shall supply primary power:

(1) Commercial light and power

(2) An engine-driven generator or equivalent in accordance with 10.5.10.2, where a person
specifically trained in its operation is on duty at all times

(3) An engine-driven generator or equivalent arranged for cogeneration with commercial
light and power in accordance with 10.5.10.2, where a person specifically trained in its
operation is on duty at all times

The Code requires that the primary power for the system be supplied from a power distribu-
tion branch circuit dedicated to the fire/alarm/emergency system. The dedicated circuit may
be used to power other control units and power supplies that are part of the system, but this
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FAQ »

What is the purpose of mechan-
ical protection and identification
of the power supply circuit?

power circuit cannot be used to power other equipment, such as phone switches, music-on-
hold, fax machines, computer stations, and so forth. Also refer to the commentary following
10.5.5.4.

An engine-driven generator is permitted as a primary power supply because commercial
light and power service may not be available at all locations. Paragraph 10.5.5.1 also recog-
nizes the use of engine-driven generators arranged for cogeneration with commercial light
and power. Where an engine-driven generator is used as the primary power supply, it must
comply with 10.5.10.2 but is not required to be part of an emergency power system.

10.5.5.2 Circuit Identification and Accessibility.

10.5.5.2.1 The location of the dedicated branch circuit disconnecting means shall be perma-
nently identified at the control unit.

10.5.5.2.2 For fire alarm systems the circuit disconnecting means shall be identified as
“FIRE ALARM CIRCUIT”

10.5.5.2.3 For fire alarm systems the circuit disconnecting means shall have a red marking.
10.5.5.2.4 The circuit disconnecting means shall be accessible only to authorized personnel.

10.5.5.3 Mechanical Protection. The dedicated branch circuit(s) and connections shall be
protected against physical damage.

In the 2010 edition the requirements for circuit identification and accessibility have been
grouped separately from mechanical protection and are now addressed under 10.5.5.2. It
should be noted that the requirements in 10.5.5.2.1 and 10.5.5.2.4 apply to any system, while
the requirements in 10.5.5.2.2 and 10.5.5.2.3 apply only to fire alarm systems.

The requirements of 10.5.5.2 and 10.5.5.3 are intended to protect the power supply from
tampering, to aid in troubleshooting, and to help ensure the safety of those who service the
equipment. They are also intended to help ensure reliability. By limiting access, there is a de-
creased chance that the power to the fire alarm system is turned off. Because the circuit dis-
connecting means can include the use of a circuit breaker, the requirements of 10.5.5.2.4
limiting access to authorized personnel can usually be accomplished by using a circuit
breaker lock that is listed for use with the circuit breaker. Circuit breaker locks allow the
breaker to trip but inhibit tampering and inadvertent operations. The requirement of 10.5.5.3
for mechanical protection is to ensure that the circuit supplying primary power to the system
is protected against physical damage. This protection can usually be provided through the use
of an appropriate wiring method installed in accordance with the requirements of the NEC. A
similar requirement has been added in 10.5.6.1.2 for circuits that supply secondary power.

10.5.5.4 Overcurrent Protection. An overcurrent protective device of suitable current-car-
rying capacity that is capable of interrupting the maximum short-circuit current to which it
can be subject shall be provided in each ungrounded conductor.

All wiring and equipment, including the circuits that supply power to the fire/alarm/emer-
gency system, must be installed in accordance with NFPA 70. The NEC also includes re-
quirements for overcurrent protection. Primary power must be supplied through a dedicated
branch circuit in accordance with 10.5.5.1 of NFPA 72. The term branch circuit is specifically
defined in the NEC, and requirements are included in Article 210. A branch circuit includes
“the circuit conductors between the final overcurrent device protecting the circuit and the out-
let(s).” (In this case, the outlet would be the point where the connections are made to the
fire/alarm/emergency system equipment.) The branch circuit overcurrent protective device
should not be confused with service equipment that is used to connect the (power) service
conductors at their entrance to the building. A branch circuit overcurrent protective device is
always located after a service-disconnect and service overcurrent device.

In some cases, the branch circuit supplying the fire/alarm/emergency system is served by
a remote electrical subpanel. When this arrangement occurs, the information as to which
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feeder circuit or main electrical panel circuit is connected to the electrical subpanel should be
marked in the subpanel. Access to the main panel or circuit supplying the subpanel should be
restricted and marked in a similar manner as the subpanel.

10.5.6 Secondary Power Supply.

The requirements for secondary power supplies are organized into separate sections for fire
alarm systems located at the protected premises and emergency communications systems (see
10.5.6.1) and for the facilities of the supervising station (see 10.5.6.2).

10.5.6.1* Secondary Power Supply for Protected Premises Fire Alarm Systems and
Emergency Communications Systems.

A.10.5.6.1 The secondary power supply is not required to supply power to the fire alarm sys-

tem through parallel distribution paths. Automatic transfer switches are commonly used to

allow secondary power to be supplied over the same distribution system as the primary power.
The generator does not need to be dedicated to the fire alarm system.

10.5.6.1.1 The secondary power supply shall consist of one of the following:

(1) A storage battery dedicated to the system arranged in accordance with 10.5.9

(2) An automatic-starting, engine-driven generator serving the dedicated branch circuit spec-
ified in 10.5.5.1 and arranged in accordance with 10.5.10.3.1, and storage batteries ded-
icated to the system with 4 hours of capacity arranged in accordance with 10.5.9

Paragraph 10.5.6.1.1(2) recognizes that power from the automatic-starting, engine-driven
generator is typically supplied upstream of the dedicated circuit supplying primary power and
that a separate dedicated branch circuit is not required.

Where an automatic-starting, engine-driven generator is used as the secondary power
supply, it must comply with 10.5.10.3.1 and be part of an emergency power system in accor-
dance with Article 700 of the NEC. Four hours of battery capacity is required by 10.5.6.1.1(2)
to power the fire/emergency system in case the engine-driven generator fails to start, allow-
ing time for the generator to be serviced or repaired.

10.5.6.1.2 Secondary circuits that provide power to the control unit and are not integral to the
unit shall be protected against physical damage.

Paragraph 10.5.6.1.2 was added to the 2010 edition of the Code. The requirement for me-
chanical protection found in 10.5.5.3 for the dedicated branch circuit of the primary power
supply is now extended to external circuits that supply secondary power. All supply circuits
that are not part of the control unit must be protected against physical damage. Also refer to
the commentary following 10.5.5.3.

10.5.6.2 Secondary Power Supply for Supervising Station Facilities.
10.5.6.2.1 The secondary power supply shall consist of one of the following:

(1) Storage batteries dedicated to the supervising station equipment arranged in accordance
with 10.5.9

(2) A dedicated branch circuit of an automatic-starting, engine-driven generator arranged in
accordance with 10.5.10.3.2.1 and 10.5.10.3.2.2, and storage batteries dedicated to the
supervising station equipment with 4 hours of capacity arranged in accordance with
10.5.9

(3) A dedicated branch circuit of multiple engine-driven generators, at least one of which is
arranged for automatic starting in accordance with 10.5.10.3.2.1 and 10.5.10.3.2.2

The requirements for supervising station facilities in 10.5.6.2.1(1) and 10.5.6.2.1(2) are sim-
ilar to those for protected premises. By reference to 10.5.10.3.2 as compared to 10.5.10.3.1,
an automatic-starting, engine-driven generator used as the secondary power supply does not
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need to be part of an emergency power system, but it must be part of a legally required
standby power system in accordance with Article 701 of the NEC. In addition, the reference
to NFPA 110, Standard for Emergency and Standby Power Systems, and specification of Type
60 versus Type 10 require a 60-second start instead of a 10-second start.

The use of multiple engine-driven generators, where one generator is automatic starting
and the other(s) can be arranged for a manual start, has been maintained as an option for sec-
ondary power at supervising station facilities. This provision recognizes the continual nature
of these operations, 24 hours a day, 7 days a week. Additional requirements are imposed in
10.5.6.2.2, and compliance with NFPA 110 is required.

10.5.6.2.2 Where 10.5.6.2.1(3) is used, the following shall apply:

(1) Each generator shall be capable of supplying the energy required.

(2) Generators that are started manually shall be arranged in accordance with 10.5.10.3.2.3
and 10.5.10.3.2.4.

(3) When manual-start generators are employed, a person trained in the procedure of start-
ing the generator shall be on duty at all times.

10.5.6.3* Capacity.

Although the requirement for 60 hours of secondary supply for auxiliary (fire) alarm systems
and remote supervising station (fire) alarm systems was changed in the 2002 edition of the
Code to 24 hours to be consistent with the other systems, in some applications it might be pru-
dent to include a capacity sufficient for periods longer than 24 hours. Additional considera-
tion of this point is provided in A.10.5.6.3.

A.10.5.6.3 When a fire alarm system is used to alert occupants, the associated premises are
generally evacuated during prolonged power outages. When this is not the case, as in emer-
gency shelters or certain government facilities, additional secondary power should be re-
quired to address a more prolonged outage. These outages might be expected to result from
weather or earthquake in locations subject to these events. Reasonable judgment should be
employed when requiring additional secondary capacity.

When a fire alarm system is used to protect property, the associated premises might be
vacant for prolonged periods (weekend, long holiday) or in very remote locations. When this
is the case, and when the risk of loss is significant, additional secondary power should be re-
quired to address a more prolonged outage. These outages might be expected to result from
weather or earthquake in locations subject to these events. Reasonable judgment should be
employed when requiring additional secondary capacity.

10.5.6.3.1 The secondary power supply shall have sufficient capacity to operate the system
under quiescent load (system operating in a nonalarm condition) for a minimum of 24 hours
and, at the end of that period, shall be capable of operating all alarm notification appliances
used for evacuation or to direct aid to the location of an emergency for 5 minutes, unless oth-
erwise permitted or required by the following:

(1) Battery calculations shall include a 20 percent safety margin to the calculated amp-hour
rating.

(2) The secondary power supply for in-building fire emergency voice/alarm communications
service shall be capable of operating the system under quiescent load for a minimum of
24 hours and then shall be capable of operating the system during a fire or other emer-
gency condition for a period of 15 minutes at maximum connected load.

(3) The secondary power supply capacity for supervising station facilities and equipment
shall be capable of supporting operations for a minimum of 24 hours.

(4) The secondary power supply for high-power speaker arrays used for wide-area mass no-
tification systems shall be in accordance with 24.4.3.4.2.2.

(5) The secondary power supply for textual visible appliances shall be in accordance with
24.43.4.7.1.
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(6) The secondary power supply capacity for central control stations of a wide-area mass no-
tification systems shall be capable of supporting operations for a minimum of 24 hours.

(7) The secondary power supply for in-building mass notification systems shall be capable
of operating the system under quiescent load for a minimum of 24 hours and then shall
be capable of operating the system during emergency condition for a period of 15 min-
utes at maximum connected load.

10.5.6.3.2 The secondary power supply capacity required shall include all power supply
loads that are not automatically disconnected upon the transfer to secondary power supply.

The proper amount of battery standby capacity can be calculated. The calculation should in-
clude the normal standby supervisory quiescent load for a specified period of time (24 hours)
as well as the load during the specified period of alarm. In general, this rule applies to all sys-
tems except as noted otherwise in 10.5.6.3.1(1) through 10.5.6.3.1(7).

The Code now includes a requirement in 10.5.6.3.1(1) for a 20 percent safety factor to be
added to all battery calculations. This provision recognizes that battery output will decrease
over the life of the battery.

Paragraph 10.5.6.3.1(2) requires that in-building fire emergency voice/alarm communi-
cations system be capable of operating under fire or other emergency conditions for 15 min-
utes at maximum connected load. Although the Code specifies a minimum capacity of 15
minutes at maximum connected load, the system is still intended to remain operational for a
period of 2 hours in accordance with the survivability rules in Section 12.4 and 24.3.5. The
expected load during actual operation of the system would be distributed over the 2-hour pe-
riod.

Provisions were added in the 2010 edition of the Code for emergency communications
systems. Paragraphs 10.5.6.3.1(4) through 10.5.6.3.1(6) involve requirements for wide-area
mass notification systems. The secondary power supply for high-power speaker arrays must
have a minimum of 7-day standby capacity followed by 60 minutes of full load capacity. The
secondary power supply capacity for textual visible appliances must have the capacity to sup-
port a minimum of 2 hours of continuous display time. The secondary power supply for cen-
tral control stations must have a capacity to support operation for at least 24 hours. Paragraph
10.5.6.3.1(7) was added for in-building mass notification systems and requires a capacity
similar to that specified in 10.5.6.3.1(2) for in-building fire emergency voice alarm commu-
nications systems.

If combination systems are used, the secondary supply must be able to power the entire
system for the required 24-hour period. Other loads, such as security or building management
systems, must be figured into the secondary power calculations unless those loads are auto-
matically disconnected upon transfer to secondary power in accordance with 10.5.6.3.2.

A sample battery calculation is shown in Exhibit 10.1 for a modestly sized local fire
alarm system.

10.5.6.4 Secondary Power Operation.

10.5.6.4.1 Operation on secondary power shall not affect the required performance of a sys-
tem or supervising station facility, including alarm, supervisory, and trouble signals and indi-
cations.

10.5.6.4.2 Systems operating on secondary power shall comply with Section 10.17.

10.5.6.4.3 While operating on secondary power, audio amplifier monitoring shall comply
with 10.17.2.1.2.

Manufacturers have supplied systems in the past that, in order to save battery power, elimi-
nated annunciation of additional trouble conditions and eliminated some supplementary
functions when in the standby power mode. The Code in 10.5.6.4.1 and 10.5.6.4.2 prevents
this practice by requiring the system to operate with all the same features as when it is pow-
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EXHIBIT 10.1 Sample
Battery Calculation.

ITEM | DESCRIPTION | STANDBY QTty TOTAL TOTAL QTty TOTAL
CURRENT STANDBY | ALARM SYSTEM
PER UNIT CURRENT | CURRENT ALARM
(AMPS) PERUNIT | PER UNIT CURRENT
(AMPS) (AMPS) (AMPS)
A FACU 01200 _[X| 1 _|=1 01200 15000 | X| 1 |=| 15000
B Smoke Det 0.0005 [ X | 42 | = 0.0210 0.0010_| X | 42 | =] _0.0420
C Duct Det 0.0005 | X| 16 | =] 0.0080 | 0.0010 | x| 16 |=| o0.0160
D Horn/Strobe none X 14 = none 0.0950 X 14 = 1.33
E Strobe none X 6 = none 0.0720 X 6 = 0.4320
F Relay 0.0070 | X| 4 | =] 0.0280 hone [ x| 4 [=] _none
X = X =
X = X =
X = X =
X = X =
TOTAL SYSTEM TOTAL SYSTEM
STANDBY CURRENT (AMPS)| ©-1770 ALARM CURRENT (AMPS)|  3-32
REQUIRED OPERATING TIME OF SECONDARY POWER SOURCE FROM NFPA 72 10.5.6.3.
STANDBY: 24 HOURS ALARM: 5 MINUTES X Y60 __0-0833  HOURS
REQUIRED TOTAL SYSTEM REQUIRED REQUIRED TOTAL SYSTEM REQUIRED
STANDBY STANDBY STANDBY ALARM ALARM ALARM
TIME CURRENT CAPACITY TIME CURRENT CURRENT
(HOURS) (AMPS) (AMP-HOURS) (HOURS) (AMPS) (AMP-HOURS)
24 X 0.1770 = | 4.2480 0.0833 X 3.52 = 2766
REQUIRED STANDBY REQUIRED ALARM TOTAL REQUIRED FACTOROF| |REQUIRED BATTERY
CAPACITY CAPACITY CAPACITY SAFETY CAPACITY
(AMP-HOURS) (AMP-HOURS) (AMP-HOURS) (AMP-HOURS)
4.2480 + 2766 = 4.5246 X 12 5.43

ered by the primary power source. An allowance for audio amplifiers is provided in
10.5.6.4.3 by reference to 10.17.2.1.2. Paragraph 10.17.2.1.2 recognizes that systems are
typically arranged to disconnect power to amplifiers that are operating under secondary
power in order to conserve power. Paragraph 10.17.2.1 provides more specific requirements
for monitoring the integrity of audio amplifiers and when trouble signals are required to be
transmitted.

10.5.7* Continuity of Power Supplies.

A.10.5.7 Where a computer system of any kind is used to receive and process alarm or su-
pervisory signals, an uninterruptible power supply (UPS) with sufficient capacity to operate
the system until the secondary supply is capable of operating the fire alarm system might be
required in order to prevent signal loss or a greater than 10-second signal delay.

UPS equipment often contains an internal bypass arrangement to supply the load directly
from the line. These internal bypass arrangements are a potential source of failure. UPS
equipment also requires periodic maintenance. It is, therefore, necessary to provide a means
of promptly and safely bypassing and isolating the UPS equipment from all power sources
while maintaining continuity of power supply to the equipment normally supplied by the
UPS.

10.5.7.1 The secondary power supply shall automatically provide power to the protected
premises system within 10 seconds whenever the primary power supply fails to provide the
minimum voltage required for proper operation.

Paragraph 10.5.7.1 requires the secondary power supply to provide power to the protected
premises system within 10 seconds of the primary power supply failure. This requirement
correlates with the Type 10 requirement in 10.5.10.3.1.1. Editions of NFPA 72 prior to 2002
allowed 30 seconds.

10.5.7.2 The secondary power supply shall automatically provide power to the supervising
station facility and equipment within 60 seconds whenever the primary power supply fails to
provide the minimum voltage required for proper operation.
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Paragraph 10.5.7.2 requires the secondary power supply to provide power to the supervising
station facility and equipment within 60 seconds of the primary power supply failure. This re-
quirement correlates with the Type 60 requirement in 10.5.10.3.2.1. The Code recognizes the
potential increased complexity of transferring to secondary power at a supervising station fa-
cility.

10.5.7.3 Required signals shall not be lost, interrupted, or delayed by more than 10 seconds
as a result of the primary power failure.

10.5.7.3.1 Storage batteries dedicated to the system or UPS arranged in accordance with the
provisions of NFPA 111, Standard on Stored Electrical Energy Emergency and Standby
Power Systems, shall be permitted to supplement the secondary power supply to ensure re-
quired operation during the transfer period.

10.5.7.3.2 Where a UPS is employed in 10.5.7.3.1, a positive means for disconnecting the
input and output of the UPS system while maintaining continuity of power supply to the load
shall be provided.

Paragraph 10.5.7.3 of NFPA 72 was rewritten in the 2002 edition to provide more performance-
oriented requirements. Reference to computer systems was removed. However, the Code rec-
ognizes the potential need for an uninterruptible power supply (UPS), and, when one is used,
the requirements in this paragraph that are applicable to UPS systems must be met.

The requirement in 10.5.7.3.2 for disconnection of the UPS is to ensure that power is pro-
vided to the system during maintenance and testing of the UPS.

10.5.8 Power Supply for Remotely Located Control Equipment.

10.5.8.1 Additional power supplies, where provided for control units, circuit interfaces, or
other equipment essential to system operation, and located remotely from the main control
unit, shall be comprised of a primary and secondary power supply that shall meet the same
requirements as those of 10.5.1 through 10.5.7 and 10.17.3.

10.5.8.2 The location of any remotely located power supply shall be identified at the master
control unit.

10.5.8.3 The master control unit display shall be permitted to satisfy the requirement of
10.5.8.2.

10.5.8.4 The location of any remotely located power supply shall be identified on the record
drawings.

Paragraph 10.5.8.1 requires that the power supply for remotely located control units and other
essential equipment meet the same requirements as that of the main (master) control unit.
Paragraphs 10.5.8.2 and 10.5.8.4 require that the location of all remotely located power sup-
plies be identified at the master control unit and on the record drawings. In accordance with
10.5.8.3, identification at the master control unit can be accomplished on the master control
unit display itself.

10.5.9* Storage Batteries.

A.10.5.9 The following newer types of rechargeable batteries are normally used in protected
premises applications:

(1) Vented Lead-Acid, Gelled, or Starved Electrolyte Battery. This rechargeable-type battery
is generally used in place of primary batteries in applications that have a relatively high
current drain or that require the extended standby capability of much lower currents. The
nominal voltage of a single cell is 2 volts, and the battery is available in multiples of 2
volts (e.g., 2, 4, 6, 12). Batteries should be stored according to the manufacturer’s pub-
lished instructions.
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(2) Nickel-Cadmium Battery. The sealed-type nickel-cadmium battery generally used in ap-
plications where the battery current drain during a power outage is low to moderate (typ-
ically up to a few hundred milliamperes) and is fairly constant. Nickel-cadmium batteries
are also available in much larger capacities for other applications. The nominal voltage
per cell is 1.42 volts, with batteries available in multiples of 1.42 (e.g., 12.78, 25.56). Bat-
teries in storage can be stored in any state of charge for indefinite periods. However, a
battery in storage will lose capacity (will self-discharge), depending on storage time and
temperature. Typically, batteries stored for more than 1 month require an 8-hour to 14-
hour charge period to restore capacity. In service, the battery should receive a continu-
ous, constant-charging current that is sufficient to keep it fully charged. (Typically, the
charge rate equals '/,, to '/, of the ampere-hour rating of the battery.) Because batteries
are made up of individual cells connected in series, the possibility exists that, during deep
discharge, one or more cells that are low in capacity will reach complete discharge prior
to other cells. The cells with remaining life tend to charge the depleted cells, causing a
polarity reversal resulting in permanent battery damage. This condition can be deter-
mined by measuring the open cell voltage of a fully charged battery (voltage should be a
minimum of 1.28 volts per cell multiplied by the number of cells). Voltage depression ef-
fect is a minor change in discharge voltage level caused by constant current charging
below the system discharge rate. In some applications of nickel-cadmium batteries (e.g.,
battery-powered shavers), a memory characteristic also exists. Specifically, if the battery
is discharged daily for 1 minute, followed by a recharge, operation for 5 minutes will not
result in the rated ampere-hour output because the battery has developed a 1-minute dis-
charge memory.

(3) Sealed Lead-Acid Battery. In a sealed lead-acid battery, the electrolyte is totally absorbed
by the separators, and no venting normally occurs. Gas evolved during recharge is inter-
nally recombined, resulting in minimal loss of capacity life. A high-pressure vent, how-
ever, is provided to avoid damage under abnormal conditions.

10.5.9.1 Marking.

10.5.9.1.1 Batteries shall be marked with the month and year of manufacture using the
month/year format.

10.5.9.1.2 Where the battery is not marked with the month/year by the manufacturer, the in-
staller shall obtain the date-code and mark the battery with the month/year of battery manu-
facture.

Paragraph 10.5.9.1.1 requires that batteries be marked with the month and year of manufac-
ture, using the month/year format. Thus, a battery that is manufactured in February of 2010
must be marked 02/2010. This paragraph does not require that the maker of the battery mark
the battery in this format. The maker may choose to use a date code. If this is the case,
10.5.9.1.2 requires that the installer then translate the date code into the format required by
10.5.9.1.1 and mark the battery accordingly.

10.5.9.2 Location. Storage batteries shall be located so that the equipment, including over-
current devices, are not adversely affected by battery gases and shall conform to the require-
ments of NFPA 70, National Electrical Code, Article 480.

Battery gases can cause severe corrosion of terminals and contacts in equipment enclosures.
Sealed lead-acid batteries are generally permitted inside control units; however, vented lead-
acid batteries are not permitted inside control units. See Exhibit 10.2 for an example of a
sealed lead-acid battery. If large batteries are necessary, a separate battery cabinet, as shown
in Exhibit 10.3, may be required to adequately house the batteries. If batteries are located re-
motely from the control unit, the location must be identified at the control unit.
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10.5.9.2.1 Cells shall be suitably insulated against grounds.
10.5.9.2.2 Cells shall be suitably insulated against crosses.

10.5.9.2.3 Cells shall be mounted in such a manner so as to be protected from physical dam-
age.

10.5.9.2.4 Racks shall be suitably protected against deterioration.

10.5.9.2.5 If not located in or adjacent to the control unit, the batteries and their charger lo-
cation shall be permanently identified at the control unit.

The requirement in 10.5.9.2.5 for identification of the location of remotely located batteries
or chargers, or both, is intended to simplify system inspections and tests. Long runs of con-
ductors to remote batteries can create unacceptable voltage drops that can affect system per-
formance. Voltage-drop calculations must be conducted to ensure that the system has
adequate voltage under full load.

10.5.9.3 Battery Charging.

10.5.9.3.1 Adequate facilities shall be provided to automatically maintain the battery fully
charged under all conditions of normal operation.

10.5.9.3.2 Adequate facilities shall be provided to recharge batteries within 48 hours after
fully charged batteries have been subject to a single discharge cycle as specified in 10.5.6.3.

Unless the capacity of the battery charger has been carefully calculated, systems with large
batteries may have difficulty meeting the requirement in 10.5.9.3.2. The manufacturer’s data
sheets should provide maximum charging capabilities.

10.5.9.3.3 Upon attaining a fully charged condition, the charge rate shall not be so excessive
as to result in battery damage.

10.5.9.3.4* Batteries shall be either trickle- or float-charged.

A.10.5.9.3.4 Batteries are trickle-charged if they are off-line and waiting to be put under load
in the event of a loss of power.

Float-charged batteries are fully charged and connected across the output of the rectifiers
to smooth the output and to serve as a standby source of power in the event of a loss of line
power.

EXHIBIT 10.3 Separate
Battery Cabinet. (Source:
Space Age Electronics, Inc.,
Hudson, MA)
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Power-Sonic Corp., San
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10.5.9.3.5 Supervising stations shall maintain spare parts or units available, which shall be
used to restore failed charging capacity prior to the consumption of one-half of the capacity
of the batteries for the supervising station equipment.

This paragraph is intended for the batteries that are located at the supervising station.
10.5.9.4 Overcurrent Protection.

10.5.9.4.1 The batteries shall be protected against excessive load current by overcurrent de-
vices.

10.5.9.4.2 The batteries shall be protected from excessive charging current by overcurrent
devices or by automatic current-limiting design of the charging source.

10.5.9.5 Metering. The charging equipment shall provide either integral meters or readily
accessible terminal facilities for the connection of portable meters by which the battery volt-
age and charging current can be determined.

10.5.9.6 Monitoring Integrity of Battery Charger.

10.5.9.6.1 Means for monitoring integrity appropriate for the batteries and charger employed
shall be provided to detect a battery charger failure.

10.5.9.6.2 Failure of the battery charger shall result in the initiation of a trouble signal in ac-
cordance with Section 10.12.

The requirements in 10.5.9.6.1 and 10.5.9.6.2 were part of the metering requirement of the
1989 edition of NFPA 71, Standard for the Installation, Maintenance, and Use of Signaling
Systems for Central Station Service. The battery-charging circuits of all systems are now re-
quired to be monitored and to produce a trouble signal upon failure. Requirements for moni-
toring the integrity of power supplies are contained in 10.17.3.

10.5.10 Engine-Driven Generators.

Subsection 10.5.10 applies when the power for the system is supplied from an engine-driven
generator. The requirements for secondary power supplies in 10.5.10.3 relate back to the re-
quirements for secondary power supplies in 10.5.6 and are also organized into separate sec-
tions to reflect different provisions for the fire alarm systems at the protected premises and
emergency communications systems (see 10.5.6.1) and for supervising station facilities (see
10.5.6.2). NFPA 110 applies when engine-driven generators are used for the secondary power
supply. The requirements within NFPA 110 are specified in terms of specific system types,
classes, and levels. NFPA 72 specifies the appropriate classifications in 10.5.10.3 to correlate
with the designations in NFPA 110. These classifications are defined in Chapter 4 of NFPA
110. The requirements in NFPA 110 address the performance, installation, maintenance, op-
eration, and testing requirements for the emergency power supply system. The requirements
in NFPA 70 address the complete electrical installation, including these (and other) sources
of power, as well as the equipment used to distribute and control power from these systems
when the normal supply is interrupted.

10.5.10.1 Application and Installation. The application and installation of engine-driven
generators shall be as specified in 10.5.10.2 through 10.5.10.7.

10.5.10.2 Primary Power Supply.

10.5.10.2.1 Engine-driven generators arranged as the primary supply shall be designed in an
approved manner.

10.5.10.2.2 Engine-driven generators arranged as the primary supply shall be installed in an
approved manner.
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10.5.10.3 Secondary Power Supplies.
10.5.10.3.1 Protected Premises.

10.5.10.3.1.1 Engine-driven generators used to provide secondary power for a protected
premises fire alarm system or an emergency communications system shall comply with NFPA
110, Standard for Emergency and Standby Power Systems, Chapter 4, requirements for a Type
10, Class 24, Level 1 system.

10.5.10.3.1.2 Installation of engine-driven generators used to provide secondary power for a
protected premises fire alarm system or an emergency communications system shall be in ac-
cordance with NFPA 70, National Electrical Code, Article 700.

10.5.10.3.1.3 Where survivability of circuits is required by another section of the Code, equal
protection shall be provided for power supply circuits.

10.5.10.3.2 Supervising Station.

10.5.10.3.2.1 Automatic-starting, engine-driven generators used to provide secondary power
for a supervising station shall comply with NFPA 110, Standard for Emergency and Standby
Power Systems, Chapter 4, requirements for a Type 60, Class 24, Level 2 system.

10.5.10.3.2.2 Installation of automatic-starting, engine-driven generators used to provide
secondary power for a supervising station shall be in accordance with NFPA 70, National
Electrical Code, Article 701.

10.5.10.3.2.3 Manual-starting, engine-driven generators used to provide secondary power for
a supervising station shall comply with NFPA 110, Standard for Emergency and Standby
Power Systems, Chapter 10, requirements for a Type M, Class 24, Level 2 system.

10.5.10.3.2.4 Installation of manual-starting, engine-driven generators used to provide sec-
ondary power for a supervising station shall be in accordance with NFPA 70, National Elec-
trical Code, Article 702.

10.5.10.4 Performance, Operation, Testing, and Maintenance. The requirements for per-
formance, operation, testing, and maintenance of engine-driven generators shall conform to
the applicable provisions of NFPA 110, Standard for Emergency and Standby Power Systems.

NFPA 110 provides requirements for testing of engine-driven generators. The manufacturer’s
equipment data sheets should provide fuel consumption rates for the engine-driven generator.

10.5.10.5 Capacity. The unit shall be of a capacity that is sufficient to operate the system
under the maximum normal load conditions in addition to all other demands placed upon the
unit.

10.5.10.6 Fuel. Unless otherwise required or permitted in 10.5.10.6.1 through 10.5.10.6.3,
fuel shall be available in storage sufficient for 6 months of testing plus the capacity specified
in 10.5.6.

10.5.10.6.1 For public emergency alarm reporting systems, the requirements of Chapter 27
shall apply.

10.5.10.6.2 If a reliable source of supply is available at any time on a 2-hour notice, it shall
be permitted to have fuel in storage sufficient for 12 hours of operation at full load.

10.5.10.6.3 Fuel systems using natural or manufactured gas supplied through reliable utility
mains shall not be required to have fuel storage tanks unless located in seismic risk zone 3 or
greater as defined in ANSI A-58.1, Building Code Requirements for Minimum Design Loads
in Buildings and Other Structures.
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10.5.10.7 Battery and Charger. A separate storage battery and separate automatic charger
shall be provided for starting the engine-driven generator and shall not be used for any other

purpose.

10.6 Signal Priority
The priority of signals shall be in accordance with Section 10.6.

This new section on signal priority was added in the 2010 edition. Signal distinction is ad-
dressed separately in Section 10.7.

The term signal is defined in 3.3.240 as “a status indication communicated by electrical
or other means.” Definitions for the terms alarm signal, fire alarm signal, supervisory signal,
and trouble signal, among others, are included as subdefinitions. Each signal has a specific
purpose, each elicits a different response, and with few exceptions each type of signal must
be treated separately. This includes the maintenance of separate circuits for each type of sig-
nal, or the ability to process information transmitted over circuits so that signal priority and
distinction can be maintained in accordance with Sections 10.6 and 10.7.

New emergency communications systems signaling terms are being used in this edition
of the Code. These terms include ECS priority signals, emergency mass notification signals,
and priority alarms. These terms are not specifically defined in the Code. The meaning of
these terms must be taken from the context of their usage.

10.6.1 ECS priority signals when evaluated by stakeholders through a risk analysis in ac-
cordance with 14.4.2.2 shall be permitted to take precedence over all other signals.

10.6.2 Fire alarm signals shall take precedence over all other signals, except as permitted by
10.6.1 or 10.6.3.

10.6.3* Emergency mass notification signals and messages shall be permitted to have prior-
ity over fire alarm notification signals in accordance with the requirements of Chapter 24.

A.10.6.3 Mass notification signals might, at times, be more important to the building or area
occupants than the fire alarm signal. Stakeholders should perform a risk analysis in accor-
dance with 24.4.2.2 to determine which, if any, messages should receive priority.

10.6.4 Emergency mass notification signals and messages shall have priority over supervi-
sory and trouble signals in accordance with the requirements of Chapter 24.

10.6.5 Supervisory signals shall take precedence over trouble signals.

10.6.6 Hold-up alarms or other life-threatening signals shall be permitted to take precedence
over supervisory and trouble signals where acceptable to the authority having jurisdiction.

10.6.7* Where separate systems are installed, they shall be permitted to achieve the priority
of signals in accordance with Section 10.6.

Revisions were made in the Protected Premises Fire Alarm Systems chapter of the 2007 edi-
tion of the Code to allow mass notification input to take priority over fire alarm signals. With
the addition of emergency communications systems to the Code in the 2010 edition, signal
priority requirements needed to be further refined and added to the Fundamentals chapter.
Subsection 10.6.1 allows for an ECS priority signal to take priority over a fire alarm signal if
the stakeholders of the system have determined after a risk analysis, detailed in 24.4.2.2, that
the ECS priority signal for the protected premises must have priority over the fire alarm sig-
nal. The ECS priority signal may be for an emergency event that is determined to be more
critical than a fire alarm signal, such as an attack on the building and its occupants by terror-
ist shooters. It should be noted that not all ECS signals are necessarily ECS priority signals.
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This distinction should be addressed as a part of the risk assessment required in Chapter 24.
Subsections 10.6.2 through 10.6.5 further establish the relative priority of fire alarm signals,
emergency mass notification signals, supervisory signals, and trouble signals.

Subsection 10.6.6 allows for a hold-up alarm or other life-threatening signals with the ap-
proval of the authority having jurisdiction to have priority over supervisory and trouble sig-
nals.

Subsection 10.6.7 permits separate systems installed at the same premises to achieve the
same priority scheme as allowed by Section 10.6 for a single system.

Signal priority requirements are also addressed for combination fire alarm systems in
23.8.4.5 and for various types of emergency communications systems throughout Chapter 24.

A.10.6.7 In addition, the override of circuits should be indicated at the control panel of each
system to ensure signals are restored to normal.

10.7 Distinctive Signals

With the addition of emergency communications systems to the Code, revision of the re-
quirements for distinctive signals was needed. Priority alarms or ECS priority signals from
mass notification systems add to the list of different signals that can be present at a protected
premises in addition to the traditional signals from a fire alarm system.

10.7.1 Priority alarms, fire alarms, supervisory signals, and trouble signals shall be distinc-
tively and descriptively annunciated.

All alarm, supervisory, and trouble signals must be distinctively annunciated. The typical
means of accomplishing this is through the display at the control unit. It could also be ac-
complished through the use of a separate annunciator panel. It is important that signal de-
scriptions be sufficiently detailed to provide a clear indication of the condition being
annunciated. This feature is especially important when both mass notification systems signals
and fire alarm system signals are included in the system design. Refer to 10.7.3 and A.10.7.3
for additional requirements for and explanation of control unit signals.

10.7.2 Audible alarm notification appliances for a fire alarm system shall produce signals
that are distinctive from other similar appliances used for other purposes in the same area that
are not part of the fire alarm or emergency communications system.

Notification appliances used for the fire alarm system or emergency communications system
must produce signals that are distinctive from the signals produced by notification appliances
of other systems that might be in the same area.

10.7.3* Audible signals on a control unit, or on multiple control units that are interconnected
to form a system, or at a remote location, shall be permitted to have the same audible char-
acteristics for all alerting functions including, but not limited to, alarm, trouble, and supervi-
sory, provided that the distinction between signals shall be by other appropriate means, such
as visible annunciation.

A.10.7.3 Control unit signals can be audible, visible, or both for any particular function.
Some older systems used only audible indicators that had to be coded in order for users to
know what the signal meant. Where a control unit uses both audible and visible indicators,
the purpose of the audible signal is to get someone’s attention. In large system configurations,
there might be multiple control units with audible signals. Also, there might be several dif-
ferent functions requiring an audible alert as a part of the whole signal. Thus, there could be
several different audible signals. It is not the intent of the code to have separate and distinct
audible signals where there is clear visual distinction that provides the user with the needed
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information. Visible signals, whether a lamp with a text label, an LCD screen, or a computer
monitor, are a better form of human interface.

The requirements in 10.7.3 have been revised to make it clear that alarm, supervisory, and
trouble signals on a control unit or on multiple control units of the same system are permit-
ted to have the same audible characteristics as long as the different signals are distinctively
indicated by other appropriate means, such as an LED or LCD message.

10.7.4% Supervisory signals shall be distinctive in sound from other signals, and their sound
shall not be used for any other purpose except as permitted in 10.7.3.

A.10.7.4 A valve supervisory, a low-pressure switch, or another device intended to cause a
supervisory signal when actuated should not be connected in series with the end-of-line su-
pervisory device of initiating device circuits, unless a distinctive signal, different from a trou-
ble signal, is indicated.

10.7.5 Trouble signals required to indicate at the protected premises shall be indicated by
distinctive audible signals, which shall be distinctive from alarm signals except as permitted
in 10.7.3.

Distinctive audible signals are required for supervisory and trouble signals in accordance with
10.7.4 and 10.7.5, respectively. However, both subsections refer back to 10.7.3, which per-
mits a common audible signal as long as signal distinction is indicated by other appropriate
means, such as an LED or LCD message.

10.7.6 Fire alarm evacuation signals shall be distinctive in sound from other signals, shall com-
ply with the requirements of 18.4.2.1, and their sound shall not be used for any other purpose.

Fire alarm signals used to notify occupants of the need to evacuate must produce the distinc-
tive emergency evacuation signal required by 18.4.2.1.

10.8* ECS Priority Signals

Visible indication of priority signals shall be automatically indicated within 10 seconds at the
fire alarm control unit or other designated location. (SIG-ECS)

A.10.8 Other locations could include the following:

(1) Building fire command center for in-building fire emergency voice/alarm communica-
tions systems

(2) Fire alarm control unit for network fire alarm systems

(3) Supervising station locations for systems installed in compliance with Chapter 26

Section 10.8 was added to the 2010 edition of the Code. This section requires that priority sig-
nals from an emergency communications system be automatically indicated within 10 sec-
onds. This time period is required in various places in the Code to limit the signal processing
time.

10.9 Fire Alarm Signals

10.9.1 Fire alarm signals shall be distinctive in sound from other signals, shall comply with
the requirements of 18.4.2.1, and their sound shall not be used for any other purpose.

10.9.2 Actuation of alarm notification appliances or emergency voice communications,
emergency control functions, and annunciation at the protected premises shall occur within
10 seconds after the activation of an initiating device.
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10.9.3* A coded alarm signal shall consist of not less than three complete rounds of the
number transmitted.

A.10.9.3 The recommended coded signal designations for buildings that have four floors and
multiple basements are provided in Table A.10.9.3.

10.9.4 Each round of a coded alarm signal shall consist of not less than three impulses.

Subsection 10.9.3 refers to a coded signal. The term coded is defined in 3.3.43 as “an audi-
ble or visible signal that conveys discrete bits or units of information.” A coded signal is
meant to notify personnel of the nature or origin of the signal. Table A.10.9.3 provides rec-
ommended assignments for simple zone-coded signals. In addition to the examples described
in Table A.10.9.3, textual audible signals may use words that are familiar only to those con-
cerned with response to the signal. This practice avoids general alarm notification and dis-
ruption of the occupants. Hospitals often use this type of signal. For example, to hospital
occupants who do not know the code words, the message ‘“Paging Dr. Firestone, Dr. Fire-
stone, Building 4 West Wing” might sound like a normal paging announcement, but the coded
message is that there is a fire in the West Wing of Building 4.

Subsection 10.9.4 requires that upon activation, the code will sound at least three times,
alerting the users of the location of the alarm. A coded system should not be confused with
18.4.2.1 and the requirements of ANSI S3.41, American National Standard Audible Emer-
gency Evacuation Signal.

10.10* Fire Alarm Signal Deactivation

A.10.10 It is the intent that both visual and audible appliances are shut off when the signal
silence feature is activated on the fire alarm control unit.
Per the ADA, it is important not to provide conflicting signals for the hearing impaired.

10.10.1 A means for turning off activated alarm notification appliance(s) shall be permitted
only if it complies with 10.10.3 through 10.10.7.

10.10.2 When an alarm signal deactivation means is actuated, both audible and visible noti-
fication appliances shall be simultaneously deactivated.

10.10.3 The means shall be key-operated or located within a locked cabinet, or arranged to
provide equivalent protection against unauthorized use.

10.10.4 The means shall provide a visible zone alarm indication or the equivalent as speci-
fied in 10.16.1.

10.10.5 Subsequent actuation of initiating devices on other initiating device circuits or sub-
sequent actuation of addressable initiating devices on signaling line circuits shall cause the
notification appliances to reactivate.

Exception: Subsequent actuation of another addressable initiating device of the same type in
the same room or space shall not be required to cause the notification appliance(s) to reacti-
vate.

10.10.6 A means that is left in the “off” position when there is no alarm shall operate an au-
dible trouble signal until the means is restored to normal.

10.10.7* Resetting of alarm signals shall comply with the requirements of 23.8.2.2.
The requirements of Section 10.10 address the means to manually deactivate fire alarm sys-

tem notification appliances from the fire alarm system. It should be recognized that in some
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situations mass notification systems are permitted to override fire alarm signals and prevent
notification appliances from producing fire alarm signals or messages until released manually
by the mass notification system. Refer to 24.4.1.7 for in-building fire emergency voice/alarm
communications systems. Refer to 24.4.2.1.7 through 24.4.2.1.10, 24.4.2.16, and 24.4.2.25.1,
among others, for signal deactivation criteria for in-building mass notification systems.

Section 10.10 permits activated fire alarm notification appliances to be deactivated under
specified conditions. Both audible and visible notification appliances must be deactivated si-
multaneously. Protection must be provided to prevent unauthorized use of the deactivation
means. Visible alarm zone indication must be provided to indicate the location of an operated
initiating device. The notification appliances must reactivate upon subsequent actuation of
initiating devices (discussed in more detail in following paragraphs). An audible trouble in-
dication must operate if the means to deactivate is left in the “off” position when no alarm
signal is present.

Deactivation of the notification appliances can assist the fire service in responding to
alarm conditions and making assessments in the management of the fire scene. In using the
deactivation feature, the responding personnel must assess the conditions at the scene and
work in concert with the evacuation plan for the building. Prior to deactivation of notification
appliances, access to the facility needs to be secured so that unauthorized persons do not in-
advertently enter the building.

Simultaneous deactivation of both audible and visible appliances was introduced in the
2007 edition as a new condition required for alarm signal deactivation. The reason for this
change was concern over the mixed message that would be sent to the hearing impaired if the
visible appliances are left activated while the audible appliances are silenced.

Subsection 10.10.5 requires the reactivation of the alarm notification appliances when a
subsequent alarm signal from another initiating device circuit or a subsequent alarm signal
from an addressable initiating device on any signaling line circuit is received. The exception
allows the system to be arranged so that subsequent alarms from other addressable initiating
devices of the same type in the same area as the device that initiated the first alarm need not
reactivate the alarm notification appliances. Note that the exception was changed in the 2010
edition of the Code so that approval of the authority having jurisdiction is no longer required
as a condition of the exception.

Use of the deactivation feature during testing of the fire alarm system is not addressed by
the Code. However, the requirements of Section 10.19 for system impairment must be con-
sidered whenever the system is taken out of service.

A.10.10.7 Resetting of alarm signals should not require the simultaneous operation of mul-
tiple reset switches or the disconnection of any wiring or equipment to reset the alarm condi-
tion.

10.11 Supervisory Signals
10.11.1 Coded Supervisory Signal.

10.11.1.1 A coded supervisory signal shall be permitted to consist of two rounds of the num-
ber transmitted to indicate a supervisory off-normal condition.

10.11.1.2 A coded supervisory signal shall be permitted to consist of one round of the num-
ber transmitted to indicate the restoration of the supervisory condition to normal.

10.11.2 Combined Coded Alarm and Supervisory Signal Circuits. Where both
coded sprinkler supervisory signals and coded fire or waterflow alarm signals are transmitted
over the same signaling line circuit, provision shall be made to obtain either alarm signal
precedence or sufficient repetition of the alarm signal to prevent the loss of an alarm signal.
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10.11.3 Self-Restoring Supervisory Signal Indication. Visible and audible indica-
tion of self-restoring supervisory signals and visible indication of their restoration to normal
shall be automatically indicated within 90 seconds at the following locations:

(1) Fire alarm control unit for local fire alarm systems

(2) Building fire command center for in-building fire emergency voice/alarm communica-
tions systems

(3) Supervising station location for systems installed in compliance with Chapter 26

10.11.4 Latching Supervisory Signal Indication.

The requirements in 10.11.3 and 10.11.4 provide reporting requirements for self-restoring and
latching supervisory signals. The 90-second requirement is considered adequate because su-
pervisory signals do not represent immediate life-threatening conditions. Separate require-
ments for self-restoring and latching supervisory signals were developed in NFPA 72 to
recognize the use of both types in the Code. Refer to 23.8.5.8.2 and the associated commen-
tary for additional information on latching supervisory signals.

10.11.4.1 Visible and audible indication of latching supervisory signals shall be indicated
within 90 seconds at the locations specified in 10.11.3.

10.11.4.2 Restoration of latching supervisory signals shall be indicated within 90 seconds at
the locations specified in 10.11.3.

10.11.5 Supervisory Signal Silencing.

10.11.5.1 A means for silencing a supervisory signal notification appliance(s) shall be per-
mitted only if it complies with 10.11.5.2 through 10.11.5.5.

10.11.5.2 The means shall be key-operated or located within a locked cabinet, or arranged to
provide equivalent protection against unauthorized use.

10.11.5.3 The means shall transfer the supervisory indication to a lamp or other visible indi-
cator, and subsequent supervisory signals in other zones shall cause the supervisory notifica-
tion appliance(s) to re-sound.

10.11.5.4 A means that is left in the “silence” position where there is no supervisory off-
normal signal shall operate a visible signal silence indicator.

10.11.5.5 A means that is left in the “silence” position shall cause the trouble signal to sound
until the silencing means is restored to normal position.

The requirements in 10.11.5 for silencing of an audible supervisory signal are somewhat sim-
ilar to the provisions for alarm signal deactivation. Exhibit 10.4 illustrates the display and
controls for alarm, supervisory, and trouble signals on a fire alarm control unit.

10.12 Trouble Signals

10.12.1 Trouble signals and their restoration to normal shall be indicated within 200 seconds
at the locations identified in 10.12.6 or 10.12.7.

10.12.2 Indication of primary power failure trouble signals transmitted to a supervising sta-
tion shall be delayed in accordance with 10.17.3.3.

Subsection 10.12.2 correlates with 10.17.3.3 to reflect that the Code requires delaying the
transmission of primary power supply failure trouble signals to supervising stations unless the
delay is prohibited by the authority having jurisdiction. The requirement in 10.17.3.3 applies
to all methods used to transmit signals to the supervising station.
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10.12.3 If an intermittent signal is used, it shall sound at least once every 10 seconds, with
a minimum duration of '/, second.

10.12.4 A single audible trouble signal shall be permitted to annunciate multiple fault con-
ditions.

10.12.5 The trouble signal(s) shall be located in an area where it is likely to be heard.

Subsection 10.12.5 requires that the local trouble signal be located in an area within the pro-
tected premises that ensures that it will be heard. A sounding appliance installed separate
from the control unit may be required.

10.12.6 Visible and audible trouble signals and visible indication of their restoration to nor-
mal shall be indicated at the following locations:

(1) Fire alarm control unit for protected premises alarm systems

(2) Building fire command center for in-building fire emergency voice/alarm communica-
tions systems

(3) Central station or remote station location for systems installed in compliance with Chap-
ter 26

10.12.7 Trouble signals and their restoration to normal shall be visibly and audibly indicated
at the proprietary supervising station for systems installed in compliance with Chapter 26.

10.12.8 Audible Trouble Signal Silencing Means.

10.12.8.1 A means for silencing the trouble notification appliance(s) shall be permitted only
if it complies with the following:

(1) The means shall be key-operated or located within a locked cabinet, or arranged to pro-
vide equivalent protection against unauthorized use.

(2) The means shall transfer the trouble indication to a suitably identified lamp or other ac-
ceptable visible indicator.
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(3) The visible indication specified in 10.12.8.1(2) shall persist until the trouble condition
has been corrected.

(4) The audible trouble signal shall sound when the silencing means is in its silence position
and no trouble exists.

The word means in 10.12.8.1 recognizes that this function can be performed with alphanu-
meric keypads, switches, or touch screens.

10.12.8.2 If an audible trouble notification appliance is also used to indicate a supervisory
condition, as permitted by 10.7.3, a trouble signal silencing switch shall not prevent subse-
quent sounding of supervisory signals.

10.12.8.3* An audible trouble signal that has been silenced at the protected premises shall
comply with the following:

(1) The audible trouble signal shall automatically re-sound every 24 hours or less until fault
conditions are restored to normal.

(2) The audible trouble signal shall sound until it is manually silenced or acknowledged.

(3) The re-sounded trouble signal shall also be automatically retransmitted to any supervis-
ing station to which the original trouble signal was transmitted.

A.10.12.8.3 The purpose of automatic trouble re-sound is to remind owners, or those re-
sponsible for the system, that the system remains in a fault condition. A secondary benefit is
to possibly alert occupants of the building that the fire alarm system is in a fault condition.

Trouble signals indicate a fault that may impair system operation. Paragraph 10.12.8.3 re-
quires that a silenced trouble signal re-sound at least once every 24 hours until the source of
the trouble signal has been identified and corrected by the system operator. This requirement
helps ensure that trouble signals are not ignored. Additionally, if a supervising station alarm
system is provided, the re-sound of the trouble signal must also be transmitted daily to the su-
pervising station.

10.12.8.4* If permitted by the authority having jurisdiction, the requirement for a 24-hour re-
sound of an audible trouble signal shall be permitted to occur only at a supervising station that
meets the requirements of Chapter 26 and not at the protected premises.

A.10.12.8.4 In large, campus-style arrangements with proprietary supervising stations mon-
itoring protected premises systems, and in other situations where off-premises monitoring
achieves the desired result, the authority having jurisdiction is permitted to allow the re-sound
to occur only at the supervising station. Approval by the authority having jurisdiction is re-
quired so it can consider all fire safety issues and make a determination that there are proce-
dures in place to ensure that the intent is met; in other words, someone is available to take
action to correct the problem.

10.13 Emergency Control Function Status Indicators

Section 10.13, formerly Fire Safety Function Status Indicators, has been retitled Emergency
Control Function Status Indicators to reflect that the Code now addresses more than just fire
alarm systems.

10.13.1 All controls provided specifically for the purpose of manually overriding any auto-
matic emergency control function shall provide visible indication of the status of the associ-
ated control circuits.

The visible status indication required by 10.13.1 can be achieved by a labeled annunciator (or
equivalent means) or by the labeled position of a toggle or rotary switch.
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10.13.2*% Where status indicators are provided for emergency equipment or control func-
tions, they shall be arranged to reflect the actual status of the associated equipment or func-
tion.

A.10.13.2 The operability of controlled mechanical equipment (e.g., smoke and fire
dampers, elevator recall arrangements, and door holders) should be verified by periodic test-
ing. Failure to test and properly maintain controlled mechanical equipment can result in op-
erational failure during an emergency, with potential consequences up to and including loss
of life.

10.14 Performance and Limitations

10.14.1 Voltage, Temperature, and Humidity Variation. Equipment shall be de-
signed so that it is capable of performing its intended functions under the following conditions:

(1)*At 85 percent and at 110 percent of the nameplate primary (main) and secondary
(standby) input voltage(s)

(2) At ambient temperatures of 0°C (32°F) and 49°C (120°F)

(3) At arelative humidity of 85 percent and an ambient temperature of 30°C (86°F)

A.10.14.1(1) The requirement of 10.14.1(1) does not preclude transfer to secondary supply
at less than 85 percent of nominal primary voltage, provided the requirements of 10.5.6 are
met.

Equipment not listed for use outside the limits specified in 10.14.1(1) through 10.14.1(3)
must be relocated or the space must be conditioned to meet these parameters. If the space
must be artificially conditioned, standby power to operate that artificial conditioning should
be considered to ensure that the artificial conditioning continues during a power outage for at
least as long as the standby power required for the alarm system.

10.14.2 Installation and Design.

10.14.2.1*% All systems shall be installed in accordance with the specifications and standards
approved by the authority having jurisdiction.

A.10.14.2.1 Fire alarm specifications can include some or all of the following:

(1) Address of the protected premises
(2) Owner of the protected premises
(3) Authority having jurisdiction
(4) Applicable codes, standards, and other design criteria to which the system is required to
comply
(5) Type of building construction and occupancy
(6) Fire department response point(s) and annunciator location(s)
(7) Type of fire alarm system to be provided
(8) Calculations (e.g., secondary supply and voltage drop calculations)
(9) Type(s) of fire alarm—initiating devices, supervisory alarm—initiating devices, and evac-
uation notification appliances to be provided
(10) Intended area(s) of coverage
(11) Complete list of detection, evacuation signaling, and annunciator zones
(12) Complete list of emergency control functions
(13) Complete sequence of operations detailing all inputs and outputs

Prior to the installation of the system, the designer’s plans and specifications must first receive
the approval of the authority having jurisdiction. Annex paragraph A.10.14.2.1 identifies
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some of the information to be considered for inclusion in the specification package. Section
10.18 identifies documentation that must be submitted to the authority having jurisdiction if
requested. A prudent designer will contact the authority having jurisdiction prior to beginning
the detailed design to make sure the submittal requirements are clearly understood. Refer to
Section 10.18 and related commentary for additional documentation and approval require-
ments and recommendations.

10.14.2.2 Devices and appliances shall be located and mounted so that accidental operation
or failure is not caused by vibration or jarring.

10.14.2.3 All apparatus requiring rewinding or resetting to maintain normal operation shall
be restored to normal as promptly as possible after each alarm and kept in normal condition
for operation.

10.14.2.4 Equipment shall be installed in locations where conditions do not exceed the volt-
age, temperature, and humidity limits specified in the manufacturer’s published instructions.
10.14.3 Initiating Devices.

10.14.3.1 Initiating devices of the manual or automatic type shall be selected and installed so
as to minimize nuisance alarms.

10.14.3.2 Manual fire alarm boxes shall comply with Section 17.14 and 23.8.5.2.1.

10.15% Protection of Fire Alarm System

In areas that are not continuously occupied, automatic smoke detection shall be provided at
the location of each fire alarm control unit(s), notification appliance circuit power extenders,
and supervising station transmitting equipment to provide notification of fire at that location.

Exception: Where ambient conditions prohibit installation of automatic smoke detection, au-
tomatic heat detection shall be permitted.

The requirements of Section 10.15 indicate a clear need for protection of fire alarm system
equipment beyond what is normally thought of as a fire alarm control unit as specified in the
Code prior to the 2007 edition. The Code specifically includes notification appliance circuit
power extenders and supervising station transmitting equipment in the requirement for pro-
tection. Also refer to A.10.15, the definition of fire alarm control unit in 3.3.92, the related ex-
planatory material in A.3.3.92, and associated commentary for further explanation of what
constitutes a fire alarm control unit.

Smoke detection is required in the areas where this equipment is located anytime these
areas are not continuously occupied. The term continuously occupied means that a person is
always at the location (24 hours per day, 7 days per week, 365 days per year).

The exception allows the use of heat detectors where conditions are not suitable for
smoke detectors. However, areas that are not suitable for smoke detectors most often are not
suitable for control equipment. The listing of the control equipment should always be checked
to determine suitable locations. Additional cautionary material is provided in A.4.4.5.

In the 2007 edition, an additional exception was provided to exempt the need for protec-
tion in fully sprinklered buildings. This allowance has been removed from the 2010 edition of
the Code. The protection of the fire alarm system is now required in all buildings and does
not depend on the building being covered by an automatic sprinkler system.

A.10.15 The fire alarm control unit(s) that are to be protected are those that provide notifi-
cation of a fire to the occupants and responders. The term fire alarm control unit does not in-
clude equipment such as annunciators and addressable devices. Requiring smoke detection at
the transmitting equipment is intended to increase the probability that an alarm signal will be
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transmitted to a supervising station prior to that transmitting equipment being disabled due to
the fire condition.

CAUTION: The exception to 10.15 permits the use of a heat detector if ambient
conditions are not suitable for smoke detection. It is important to also evaluate
whether the area is suitable for the control unit.

Where the area or room containing the control unit is provided with total smoke-
detection coverage, additional smoke detection is not required to protect the control unit.
Where total smoke-detection coverage is not provided, the Code intends that only one smoke
detector is required at the control unit even when the area of the room would require more
than one detector if installed according to the spacing rules in Chapter 17. The intent of se-
lective coverage is to address the specific location of the equipment.

Location of the required detection should be in accordance with one of the following:

(1) Where the ceiling is 15 ft (4.6 m) in height or less, the smoke detector should be located
on the ceiling or the wall within 21 ft (6.4 m) of the centerline of the fire alarm control
unit being protected by the detector in accordance with 17.7.3.2.1.

(2) Where the ceiling exceeds 15 ft (4.6 m) in height, the automatic smoke detector should
be installed on the wall above and within 6 ft (1.8 m) from the top of the control unit.

Where selective coverage is needed, finding a suitable location for a smoke detector(s) for
protection of control equipment can prove to be a difficult challenge in some situations, such
as where control equipment is located in a high bay area. Guidance for smoke detector loca-
tion is provided in A.10.15. In addition a new provision has been included in 17.7.3.1.4 to ad-
dress the need to locate a detector in close proximity to the equipment it protects. Refer to
A.17.7.3.1.4 for further explanation of this provision.

10.16 Annunciation and Annunciation Zoning

Section 10.16 was rewritten in the 2007 edition to more clearly present the requirement, pro-
vide a more consistent use of terminology, and address annunciation of supervisory and trou-
ble signals.

10.16.1 Alarm Annunciation.

10.16.1.1 Where required by other governing laws, codes, or standards, the location of an op-
erated initiating device shall be annunciated by visible means.

10.16.1.1.1 Visible annunciation of the location of an operated initiating device shall be by
an indicator lamp, alphanumeric display, printout, or other approved means.

10.16.1.1.2 The visible annunciation of the location of operated initiating devices shall not
be canceled by the means used to deactivate alarm notification appliances.

Annunciation, not to be confused with building occupant notification, provides a display for
arriving emergency personnel to use so they can assess alarm and other conditions upon ar-
rival. The need for annunciation is established outside the requirements of NFPA 72 through
the framework of higher level mandates discussed in the commentary following 1.1.1. An-
nunciation can be accomplished through the use of a separately located annunciator (remote
display panel) or through the display associated with the master fire alarm control unit. Ex-
hibits 10.5 to 10.7 illustrate typical annunciators used to provide the zone information re-
quired by 10.16.6.

Subsection 10.16.1 makes it clear that the means used to deactivate alarm notification ap-
pliances, addressed in Section 10.10, must not cancel the visible annunciation of the alarm lo-
cations.
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EXHIBIT 10.6 Typical Back-Lit Labeled Annunciator.
(Source: Space Age Electronics, Inc., Hudson, MA)

EXHIBIT 10.5 Typical Graphic Fire Alarm Annunciator.
(Source: SimplexGrinnell, Westminster, MA)

EXHIBIT 10.7 Fire Alarm
Control Unit with Liquid Crys-
tal Display Screen. (Source:
Mircom Technologies Ltd.,
Cheektowaga, NY)
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10.16.2 Supervisory and Trouble Annunciation.

10.16.2.1 Where required by other governing laws, codes, or standards, supervisory and/or
trouble conditions shall be annunciated by visible means.

10.16.2.1.1 Visible annunciation shall be by an indicator lamp, an alphanumeric display, a
printout, or other means.

10.16.2.1.2 The visible annunciation of supervisory and/or trouble conditions shall not be
canceled by the means used to deactivate supervisory or trouble notification appliances.

Requirements for annunciation of supervisory and trouble conditions were added in the 2007
edition of the Code. The requirements in 10.16.2 parallel those in 10.16.1 for alarm annunci-
ation.

10.16.3* Annunciator Access and Location.

A.10.16.3 The primary purpose of fire alarm system annunciation is to enable responding
personnel to identify the location of a fire quickly and accurately and to indicate the status of
emergency equipment or fire safety functions that might affect the safety of occupants in a
fire situation.

The authority having jurisdiction determines the type and location of any required annuncia-
tion. Common locations for annunciation are lobbies, guard’s desks, and fire command cen-
ters. NFPA 72 does not prescribe requirements for the location of the fire alarm control unit.
However, if annunciation is required and the fire alarm control unit is being used as the means
for annunciation, it must be located in accordance with 10.16.3. Further, if NFPA 101°, Life
Safety Code®, 2009 edition, is being used, NFPA 101 requires controls to be located in ac-
cordance with the following excerpt:

9.6.6 Location of Controls. Operator controls, alarm indicators, and manual communications
capability shall be installed at a convenient location acceptable to the authority having juris-
diction. [101:9.6.6]

For applications involving an emergency communications system, the requirements of
Chapter 24 should be reviewed when locations for control equipment are being considered.
For example, Section 24.6, Information, Command, and Control, includes requirements for
central control stations of emergency communications systems and for emergency communi-
cations control units. Other locations in Chapter 24 that may impact decisions on the location
of controls include 24.4.1.5 for in-building fire emergency voice/alarm communications sys-
tems; 24.4.2.4, 24.4.2.14, and 24.4.2.15 for in-building mass notification systems; 24.5.1 and
24.5.2.6.2 for two-way in-building communications systems; and 24.5.3 for area of refuge
emergency communications systems.

10.16.3.1 All required annunciation means shall be readily accessible to responding person-
nel.

10.16.3.2 All required annunciation means shall be located as required by the authority hav-
ing jurisdiction to facilitate an efficient response to the fire situation.

10.16.4 Alarm Annunciation Display. Visible annunciators shall be capable of dis-
playing all zones in alarm.

10.16.4.1 If all zones in alarm are not displayed simultaneously, the zone of origin shall be
displayed.

10.16.4.2 If all zones in alarm are not displayed simultaneously, there shall be an indication
that other zones are in alarm.
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The requirement in 10.16.4 ensures that where systems require scrolling to view all the zones
in alarm, the system will display the zone of origin and provide an indication that more alarms
can be viewed than are currently displayed. The intent is to aid emergency responders in
quickly obtaining complete information from the system. The zone of origin must always be
displayed.

Although the arrangement of the display is not prescribed in 10.16.4, users of the Code
should be aware of the standard emergency service interface requirements of Section 18.11,
the guidance in related A.18.11, and the information contained in Annex E.

10.16.5 Fire Command Center. Annunciation at the fire command center shall be by
means of audible and visible indicators.

10.16.6* Annunciation Zoning.

A.10.16.6 Fire alarm system annunciation should, as a minimum, be sufficiently specific to
identify a fire alarm signal in accordance with the following:

(1) If a floor exceeds 22,500 ft* (2090 m?) in area, the floor should be subdivided into de-
tection zones of 22,500 ft* (2090 m?) or less, consistent with the existing smoke and fire
barriers on the floor.

(2) If a floor exceeds 22,500 ft* (2090 m?) in area and is undivided by smoke or fire barriers,
detection zoning should be determined on a case-by-case basis in consultation with the
authority having jurisdiction.

(3) Waterflow switches on sprinkler systems that serve multiple floors, areas exceeding
22,500 ft* (2090 m?), or areas inconsistent with the established detection system zoning
should be annunciated individually.

(4) In-duct smoke detectors on air-handling systems that serve multiple floors, areas ex-
ceeding 22,500 ft? (2090 m?), or areas inconsistent with the established detection system
zoning should be annunciated individually.

(5) If a floor area exceeds 22,500 ft* (2090 m?), additional zoning should be provided. The
length of any zone should not exceed 300 ft (91 m) in any direction. If the building is
provided with automatic sprinklers throughout, the area of the alarm zone should be per-
mitted to coincide with the allowable area of the sprinkler zone.

The provisions of 10.16.6 specify the minimum zoning required by NFPA 72. Fire alarm sys-
tem notification zones, which are addressed by these provisions, should correlate with build-
ing smoke and fire zones. This correlation is especially important if an in-building fire
emergency voice/alarm communications system is used to selectively or partially evacuate oc-
cupants or to relocate occupants to areas of refuge during a fire. Definitions for zone, evacu-
ation signaling zone, and notification zone can be found in 3.3.300. In addition, refer to the
requirements in 23.8.6.3 for notification zones and the requirements in 24.4.1.9 for evacua-
tion signaling zones.

Additional zoning requirements may exist in the governing building codes; NFPA 101;
NFPA 5000°, Building Construction and Safety Code®; and local ordinances. These higher
level documents often require each floor of a building to be zoned separately for smoke de-
tectors, waterflow switches, manual fire alarm boxes, and other initiating devices. The zoning
recommendations found in A.10.16.6 parallel the annunciation zoning requirements found in
NFPA 101 and the model building codes.

10.16.6.1 For the purpose of alarm annunciation, each floor of the building shall be consid-
ered as a separate zone.

10.16.6.2 For the purposes of alarm annunciation, if a floor of the building is subdivided into
multiple zones by fire or smoke barriers and the fire plan for the protected premises allows

National Fire Alarm and Signaling Code Handbook 2010



106 Chapter 10 « Fundamentals

FAQ »
Where is T-tapping allowed and
not allowed?

relocation of occupants from the zone of origin to another zone on the same floor, each zone
on the floor shall be annunciated separately.

10.16.6.3 Where the system serves more than one building, each building shall be annunci-
ated separately.

10.17 Monitoring Integrity

10.17.1* Monitoring Integrity of Installation Conductors and Other Signaling
Channels.

A.10.17.1 The provision of a double loop or other multiple path conductor or circuit to avoid
electrical monitoring is not acceptable.

Subsection 10.17.1 requires connections to devices and appliances to be made so that the
opening of any installer’s connection to the device or appliance causes a trouble signal. Many
installers loop the conductor around the terminal without cutting the conductor and making
the necessary two connections. If the wire is disconnected from the terminal, trouble may not
be indicated. This practice is in violation of the Code. If a listed device installed on an initi-
ating device circuit is furnished with pigtail connections, the installer must use separate in/out
wires for each circuit passing into or through the device in order to prevent T-tapping of the
device connections.

However, addressable devices on signaling line circuits typically use an interrogation/
response routine to monitor for integrity. Some types of signaling line circuits can be wired
without duplicate terminals; they are often T-tapped. The control unit interrogates each device
on a regular basis and “knows” when a device has become disconnected.

T-tapping is an acceptable practice for Class B signaling line circuits, when allowed by
the designer. T-tapping is never allowed on an initiating device circuit, a notification appli-
ance circuit, or a Class A signaling line circuit. Note that pathway class designations are now
addressed in Section 12.3.

Exhibit 10.8 shows a schematic example of how a device on an initiating device circuit
should and should not be connected. Exhibits 10.9 and Exhibit 10.10 illustrate typical field-
wired equipment with duplicate terminals. Exhibit 10.11 shows an example of where
T-tapping is permitted.

10.17.1.1 Unless otherwise permitted or required by 10.17.1.3 through 10.17.1.14, all means
of interconnecting equipment, devices, and appliances and wiring connections shall be mon-
itored for the integrity of the interconnecting conductors or equivalent path so that the occur-
rence of a single open or a single ground-fault condition in the installation conductors or other
signaling channels is automatically indicated within 200 seconds.

EXHIBIT 10.8 Acceptable
and Unacceptable Con- Unacceptable Acceptable

nection of a Device on an
Initiating Device Circuit.
q —
QO
O
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EXHIBIT 10.10 Notification Appliance Showing Duplicate
Leads. (Source: Gentex Corp., Zeeland, MI; photo courtesy
EXHIBIT 10.9 Initiating Device Base Showing Duplicate of R. P Schifiliti Associates Inc., Reading, MA)

Terminals. (Source: Bosch Security, Fairport, NY)

EXHIBIT 10.11 T-Tapping in

-T" tapping of Class A "T" tapping of Class B Class B Signaling Line
signaling line circuits signaling line circuits .o
is not permitted. is permitted. Circuits.
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10.17.1.2 Unless otherwise permitted or required by 10.17.1.3 through 10.17.1.14, all means
of interconnecting equipment, devices, and appliances and wiring connections shall be mon-
itored for the integrity of the interconnecting conductors or equivalent path so that the restora-
tion to normal of a single open or a single ground-fault condition in the installation
conductors or other signaling channels is automatically indicated within 200 seconds.

10.17.1.3 Shorts between conductors shall not be required to be monitored for integrity, un-
less required by 10.17.1.18, 10.17.1.19 and 10.17.2.2.

10.17.1.4 Monitoring for integrity shall not be required for a noninterfering shunt circuit,
provided that a fault circuit condition on the shunt circuit wiring results only in the loss of the
noninterfering feature of operation.

10.17.1.5 Monitoring for integrity shall not be required for connections to and between sup-
plementary system components, provided that single open, ground, or short-circuit conditions
of the supplementary equipment or interconnecting means, or both, do not affect the required
operation of the fire alarm system.
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See the commentary following the definition of supplementary (see 3.3.272) for further ex-
planation of the term.

10.17.1.6 Monitoring for integrity shall not be required for the circuit of an alarm notifica-
tion appliance installed in the same room with the central control equipment, provided that
the notification appliance circuit conductors are installed in conduit or are equivalently pro-
tected against mechanical injury.

10.17.1.7 Monitoring for integrity shall not be required for a trouble signal circuit.

10.17.1.8* Monitoring for integrity shall not be required for the interconnection between
listed equipment within a common enclosure.

A.10.17.1.8 This Code does not have jurisdiction over the monitoring integrity of conductors
within equipment, devices, or appliances.

The requirement for monitoring applies only to installation conductors. The wiring within
equipment, devices, or appliances is not required to be monitored for integrity.

10.17.1.9 Monitoring for integrity shall not be required for the interconnection between en-
closures containing control equipment located within 20 ft (6 m) of each other where the con-
ductors are installed in conduit or equivalently protected against mechanical injury.

10.17.1.10 Monitoring for integrity shall not be required for the conductors for ground de-
tection where a single ground does not prevent the required normal operation of the system.

10.17.1.11 Monitoring for integrity shall not be required for central station circuits serving
notification appliances within a central station.

10.17.1.12 Monitoring for integrity shall not be required for pneumatic rate-of-rise systems
of the continuous line type in which the wiring terminals of such devices are connected in
multiple across electrically supervised circuits.

10.17.1.13 Monitoring for integrity shall not be required for the interconnecting wiring of a
stationary computer and the computer’s keyboard, video monitor, mouse-type device, or
touch screen, as long as the interconnecting wiring does not exceed 8 ft (2.4 m) in length; is
a listed computer/data processing cable as permitted by NFPA 70, National Electrical Code;
and failure of cable does not cause the failure of the required system functions not initiated
from the keyboard, mouse, or touch screen.

Paragraph 10.17.1.13 recognizes that the interconnecting wiring of certain listed equipment
does not have to be monitored for integrity if a stated length of a particular type of cable is
used and if a cable failure does not prevent the fire alarm system from performing a required
system function.

10.17.1.14 Monitoring for integrity of the installation conductors for a ground-fault condi-
tion shall not be required for the communications and transmission channels extending from
a supervising station to a subsidiary station(s) or protected premises, or both, that comply
with the requirements of Chapter 26 and are electrically isolated from the fire alarm system
(or circuits) by a transmitter(s), provided that a single ground condition does not affect the re-
quired operation of the fire alarm system.

10.17.1.15 Interconnection means shall be arranged so that a single break or single ground
fault does not cause an alarm signal.

10.17.1.16 Unacknowledged alarm signals shall not be interrupted if a fault on an initiating
device circuit or a signaling line circuit occurs while there is an alarm condition on that cir-
cuit.
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Exception: Circuits used to interconnect fire alarm control units.

10.17.1.17 An open, ground, or short-circuit fault on the installation conductors of one alarm
notification appliance circuit shall not affect the operation of any other alarm notification cir-
cuit.

10.17.1.17.1* Notification alarm circuits that do not have notification appliances tied directly
to the circuit shall be considered control circuits.

A.10.17.1.17.1 Initially this requirement was meant to apply to notification appliance circuits
(NACs) emanating from a single fire alarm control unit and did not contemplate the use of
NAC extender panels. Acknowledging the control circuit concept allows NAC extender pan-
els and relays to be connected to a control circuit.

10.17.1.17.2 Control circuits shall not be required to comply with 10.17.1.17, provided that
the circuit is monitored for integrity in accordance with 10.17.1 and a fault in the installation
conductors shall result in a trouble signal in accordance with Section 10.12.

Paragraphs 10.17.1.17.1 and 10.17.1.17.2 were added in the 2010 edition to recognize that
some notification appliance circuits are not connected directly to notification appliances but
instead are connected to a notification appliance extender. In such cases, the circuit is con-
sidered to be a control circuit and is not required to comply with 10.17.1.17, provided the con-
ditions in 10.17.1.17.2 are met. Note that circuits from a power extender to notification
appliances are still notification appliance circuits and must comply with 10.17.1.17.

10.17.1.18 A wire-to-wire short-circuit fault on any alarm notification appliance circuit shall
result in a trouble signal in accordance with Section 10.12, except as permitted by 10.17.1.5,
10.17.1.6, or 10.17.1.11.

Paragraph 10.17.1.18 was revised in the 2007 edition of the Code to eliminate redundancy
and to clarify that trouble signals must follow the requirements of Section 10.12.

10.17.1.19 Where two or more systems are interconnected, the interconnecting circuit con-
ductors shall be monitored for integrity so that open, short, or ground-fault conditions that af-
fect the required normal operation of either system are indicated as a trouble condition.

Paragraph 10.17.1.19 was added to the 2010 edition of the Code. This paragraph requires that
when two or more systems are interconnected, the interconnecting circuit conductors must be
monitored for integrity. The systems may be interconnected fire alarm systems or a fire alarm
system and an emergency communications system that are being interconnected and inte-
grated.

10.17.2 Monitoring Integrity of In-Building Fire Emergency Voice/Alarm
Communications Systems.

10.17.2.1* Speaker Amplifier and Tone-Generating Equipment. If speakers are used to
produce audible fire alarm signals, the required trouble signal for 10.17.2.1.1 through
10.17.2.1.3 shall be in accordance with Section 10.12.

A.10.17.2.1 Amplifiers generally require significant power regardless of load. To reduce the
secondary power demand, there is no requirement to monitor the integrity of amplifiers dur-
ing non-alarm operation on secondary power. This allows the amplifiers to be shut down
while the system is operating on secondary power until an alarm occurs. When an alarm oc-
curs, monitoring of integrity must resume so that an operator is aware of current conditions
and so that any backup amplifiers can be engaged.
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Backup amplifying and evacuation signal-generating equipment is recommended with
automatic transfer upon primary equipment failure to ensure prompt restoration of service in
the event of equipment failure.

10.17.2.1.1 When primary power is available, failure of any audio amplifier shall result in a
trouble signal.

10.17.2.1.2 When an alarm is present and primary power is not available (i.e., system is op-
erating from the secondary power source), failure of any audio amplifier shall result in a trou-
ble signal.

10.17.2.1.3 Failure of any tone-generating equipment shall result in a trouble signal, unless
the tone-generating and amplifying equipment are enclosed as integral parts and serve only a
single, listed loudspeaker.

10.17.2.2 Two-Way Telephone Communications Circuits.

10.17.2.2.1 Two-way telephone communications circuit installation conductors shall be
monitored for open circuit fault conditions that would cause the telephone communications
circuit to become fully or partially inoperative.

10.17.2.2.2 Two-way telephone communications circuit installation conductors shall be
monitored for short circuit fault conditions that would cause the telephone communications
circuit to become fully or partially inoperative.

10.17.2.2.3 Two-way telephone communications circuit fault conditions shall result in a trou-
ble signal in accordance with Section 10.12.

The paragraphs under 10.17.2.2 require that the installation conductors of a two-way tele-
phone circuit be monitored for both open and short circuit fault conditions. These fault con-
ditions will result in a trouble signal in accordance with Section 10.12.

10.17.3 Monitoring Integrity of Power Supplies.

10.17.3.1 Unless otherwise permitted or required by 10.17.3.1.3 and 10.17.3.1.6, all primary
and secondary power supplies shall be monitored for the presence of voltage at the point of
connection to the system.

10.17.3.1.1 Failure of either supply shall result in a trouble signal in accordance with Section
10.12.

The requirement in 10.17.3.1.1 means that the failure of either the primary or the secondary
power supply initiates a trouble signal.

10.17.3.1.2 Where the digital alarm communicator transmitter (DACT) is powered from a
protected premises fire alarm system control unit, power failure indication shall be in accor-
dance with 10.17.3.1.

10.17.3.1.3 Monitoring shall not be required for a power supply for supplementary equip-
ment.

10.17.3.1.4 Monitoring shall not be required for the neutral of a three-, four-, or five-wire al-
ternating current (ac) or direct current (dc) supply source.

10.17.3.1.5 Monitoring shall not be required for the main power supply in a central station,
provided that the fault condition is otherwise indicated so as to be obvious to the operator on
duty.

10.17.3.1.6 Monitoring shall not be required for the output of an engine-driven generator that
is part of the secondary power supply, provided that the generator is tested weekly in accord-
ance with Chapter 14.
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When an engine-driven generator is not running, voltage will not be present on the output ter-
minals. Therefore, monitoring for integrity is impossible.

10.17.3.2* Power supply sources and electrical supervision for digital alarm communications
systems shall be in accordance with Sections 10.5 and 10.17.

A.10.17.3.2 Because digital alarm communicator systems establish communications chan-
nels between the protected premises and the central station via the public switched telephone
network, the requirement to supervise circuits between the protected premises and the central
station (see 10.17.1.1 and 10.17.1.2) is considered to be met if the communications channel
is periodically tested in accordance with 26.6.3.2.1.5.

10.17.3.3* Unless prohibited by the authority having jurisdiction, supervising station alarm
systems shall be arranged to delay transmission of primary power failure signals for a period
ranging from 60 minutes to 180 minutes.

A.10.17.3.3 This requirement is intended to prevent all of the supervising station alarm sys-
tems in a given geographic area from transmitting simultaneous trouble signals (and over-
whelming the associated supervising stations) in the event of a widespread power failure. A
trouble signal is not intended to be transmitted if primary power is restored within the time
delay.

All supervising station alarm systems are required to transmit primary power failure signals
no sooner than 60 minutes from initial power failure and no longer than 180 minutes from ini-
tial power failure. This rule previously applied only to digital alarm communicator transmit-
ters (DACTs) but now applies to any communications method. This requirement prevents
jamming of telephone lines or other transmission channels at the supervising station during
the first hour of a widespread power outage.

10.17.3.4 Power supervisory devices shall be arranged so as not to impair the receipt of fire
alarm or supervisory signals.

10.18 Documentation

10.18.1 Approval and Acceptance.

10.18.1.1 The authority having jurisdiction shall be notified prior to installation or alteration
of equipment or wiring.

10.18.1.2* At the authority having jurisdiction’s request, complete information regarding the
system or system alterations, including specifications, type of system or service, shop draw-
ings, input/output matrix, battery calculations, and notification appliance circuit voltage drop
calculations, shall be submitted for approval.

Many authorities having jurisdiction require a permit for the installation or modification of a
system. Paragraph 10.18.1.2 identifies the information that must be provided to the authority
having jurisdiction for approval when requested. Participation in the system design process as
early as possible by the authority having jurisdiction is strongly recommended. This practice
often saves a building owner a great deal of money and allows the authority having jurisdic-
tion to provide guidance throughout the design process rather than simply provide a list of ad-
ditional requirements after reviewing the plans.

System specifications, type of system or service, shop drawings, input/output matrix, bat-
tery calculations, and notification appliance circuit voltage-drop calculations are required to
be furnished if requested by the authority having jurisdiction. Refer to A.10.18.1.2 for infor-
mation on shop drawings, to Figure A.14.6.2.4(9) for typical input/output matrix, and to the
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commentary following 10.5.6.3.2 for information on battery calculations. Additional infor-
mation on voltage-drop calculations can be found in the commentary following 18.3.2.3.

A.10.18.1.2 Shop Drawings.

General. Shop drawings for fire alarm systems should provide basic information and
should provide the basis for the record drawings required elsewhere in this Code.

Content. Shop drawings should include, to an extent commensurate with the extent of the
work being performed, floor plan drawings, riser diagrams, control panel wiring diagrams,
point-to-point wiring diagrams, conduit, conductor routing, typical wiring diagrams, and
other information as described herein.

All shop drawings should be drawn on sheets of uniform size and should include the fol-
lowing information:

(1) Name of protected premises, owner, and occupant (where applicable)

(2) Name of installer or contractor

(3) Location of protected premises

(4) Device legend in accordance with NFPA 170, Standard for Fire Safety and Emergency
Symbols

(5) Date of issue and any revisions

Floor plan drawings should be drawn to an indicated scale and should include the fol-
lowing information:

(1) Floor identification
(2) Point of compass (indication of north)
(3) Graphic scale
(4) All walls and doors
(5) All partitions extending to within 10 percent of the ceiling height (where applicable)
(6) Room descriptions
(7) Fire alarm device/component locations
(8) Locations of fire alarm primary power connection(s)
(9) Locations of monitor/control interfaces to other systems
(10) Riser locations
(11) Type and number of fire alarm system components/devices on each circuit, on each floor
or level
(12) Type and quantity of conductors and conduit (if used) used for each circuit
(13) Location of all supply and return air diffusers (where automatic detection is used)

Fire alarm system riser diagrams should include the following information:

(1) General arrangement of the system in building cross-section

(2) Number of risers

(3) Type and number of circuits in each riser

(4) Type and number of fire alarm system components/devices on each circuit, on each floor
or level

(5) Type and quantity of conductors and conduit (if used) for each circuit

Control unit wiring diagrams should be provided for all control equipment (i.e., equip-
ment listed as either a control unit or control unit accessory), power supplies, battery charg-
ers, and annunciators and should include the following information:

(1) Identification of the control equipment depicted

(2) Location(s)

(3) All field wiring terminals and terminal identifications

(4) All circuits connected to field wiring terminals and circuit identifications
(5) All indicators and manual controls, including the full text of all labels
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(6) All field connections to supervising station signaling equipment, releasing equipment,
and fire safety control interfaces

Typical wiring diagrams should be provided for all initiating devices, notification appli-
ances, remote indicators, annunciators, remote test stations, and end-of-line and power su-
pervisory devices.

10.18.1.3 Before requesting final approval of the installation, if required by the authority
having jurisdiction, the installing contractor shall furnish a written statement stating that the
system has been installed in accordance with approved plans and tested in accordance with
the manufacturer’s published instructions and the appropriate NFPA requirements.

Prior to requesting final approval from the authority having jurisdiction, the installing con-
tractor may need to furnish a written statement that the system has been installed in accord-
ance with approved plans and tested in accordance with the manufacturer’s published
instructions as well as other appropriate NFPA requirements, including those in this Code. In
accordance with 10.18.1.4, the system record of completion form is permitted to be used as a
part of the written statement. A completed inspection and testing form would also be of value
as a part of this statement.

10.18.1.4* The record of completion form, Figure 10.18.2.1.1, shall be permitted to be a part
of the written statement required in 10.18.1.3. When more than one contractor has been re-
sponsible for the installation, each contractor shall complete the portions of the form for
which that contractor had responsibility.

A.10.18.1.4 Protected premises fire alarm systems are often installed under construction or
remodeling contracts and subsequently connected to a supervising station alarm system under
a separate contract. All contractors should complete the portions of the record of completion
form for the portions of the connected systems for which they are responsible. Several par-
tially completed forms might be accepted by the authority having jurisdiction provided that
all portions of the connected systems are covered in the set of forms.

10.18.1.5 The record of completion form, Figure 10.18.2.1.1, shall be permitted to be a part
of the documents that support the requirements of 10.18.2.4.

10.18.2 Completion Documents.
10.18.2.1 Preparation.

10.18.2.1.1* The preparation of a record of completion, Figure 10.18.2.1.1, shall be the re-
sponsibility of the qualified and experienced person described in 10.4.2.

A.10.18.2.1.1 The requirements of Chapter 14 should be used to perform the installation
wiring and operational acceptance tests required when completing the record of completion.
The record of completion form shall be permitted to be used to record decisions reached
prior to installation regarding intended system type(s), circuit designations, device types, no-
tification appliance type, power sources, and the means of transmission to the supervising sta-
tion.
An example of a completed record of completion form is shown in Figure A.10.18.2.1.1.

The record of completion form has been completely revised for this edition of the Code to
make it easier to fill out and to more clearly document the system installation. In addition, it
has been substantially expanded and now includes entries to document mass notification sys-
tems and two-way emergency communications systems. An example of a completed form has
been provided as a part of the related annex material. The information contained in the ex-
ample has been correlated with a similar example of a completed inspection and testing form
included in A.14.6.2.4. For an interactive version of the form, visit www.nfpa.org/72forms.
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FIRE ALARM AND EMERGENCY COMMUNICATION SYSTEM RECORD OF COMPLETION

To be completed by the system installation contractor at the time of system acceptance and approval.
It shall be permitted to modify this form as needed to provide a more complete and/or clear record.
Insert N/A in all unused lines.

Attach additional sheets, data, or calculations as necessary to provide a complete record.

1. PROPERTY INFORMATION
Name of property:
Address:

Description of property:

Occupancy type:

Name of property representative:

Address:

Phone: Fax: E-mail:

Authority having jurisdiction over this property:

Phone: Fax: E-mail:

2. INSTALLATION, SERVICE, AND TESTING CONTRACTOR INFORMATION
Installation contractor for this equipment:

Address:

License or certification number:

Phone: Fax: E-mail:

Service organization for this equipment:

Address:

License or certification number:

Phone: Fax: E-mail:

A contract for test and inspection in accordance with NFPA standards is in effect as of:

Contracted testing company:

Address:
Phone: Fax: E-mail:
Contract expires: Contract number: Frequency of routine inspections:

3. DESCRIPTION OF SYSTEM OR SERVICE
1 Fire alarm system (nonvoice)
1 Fire alarm with in-building fire emergency voice alarm communication system (EVACS)
1 Mass notification system (MNS)
1 Combination system, with the following components:
1 Fire alarm d EVACS ad MNS 1 Two-way, in-building, emergency communication system
3 Other (specify):

© 2009 National Fire Protection Association NFPA 72 (p. 1 of 12)

FIGURE 10.18.2.1.1 Record of Completion.
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3. DESCRIPTION OF SYSTEM OR SERVICE (continued)
NFPA 72 edition: Additional description of system(s):

3.1 Control Unit

Manufacturer: Model number:

3.2 Mass Notification System (1 This system does not incorporate an MNS.
3.2.1 System Type:

[ In-building MNS — combination

1 In-building MNS — stand-alone 1 Wide-area MNS 1 Distributed recipient MNS

1 Other (specify):

3.2.2 System Features:

1 Combination fire alarm/MNS (1 MNS autonomous control unit 1 Wide-area MNS to regional national alerting interface
1 Local operating console (LOC) O Distributed recipient MNS (DRMNS) 1 Wide-area MNS to DRMNS interface

(d Wide-area MNS to high-power speaker array (HPSA) interface (1 In-building MNS to wide-area MNS interface

1 Other (specify):

3.3 System Documentation

[J An owner’s manual, a copy of the manufacturer’s instructions, a written sequence of operation, and a copy of

the numbered record drawings are stored on site. Location:

3.4 System Software [ This system does not have alterable site-specific software.

Operating system (executive) software revision level:

Site-specific software revision date: Revision completed by:

[ A copy of the site-specific software is stored on site. Location:

3.5 Off-Premises Signal Transmission [d This system does not have off-premises transmission.

Name of organization receiving alarm signals with phone numbers:

Alarm: Phone:
Supervisory: Phone:
Trouble: Phone:
Entity to which alarms are retransmitted: Phone:

Method of retransmission:

If Chapter 26, specify the means of transmission from the protected premises to the supervising station:

If Chapter 27, specify the type of auxiliary alarm system: [ Local energy O Shunt O Wired O Wireless

© 2009 National Fire Protection Association NFPA 72 (p. 2 of 12)

(continues)
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4. CIRCUITS AND PATHWAYS
4.1 Signaling Line Pathways
4.1.1 Pathways Class Designations and Survivability

Pathways class: Survivability level: Quantity:
(See NFPA 72, Sections 12.3 and 12.4)

4.1.2 Pathways Utilizing Two or More Media
Quantity: Description:

4.1.3 Device Power Pathways
1 No separate power pathways from the signaling line pathway
1 Power pathways are separate but of the same pathway classification as the signaling line pathway

1 Power pathways are separate and different classification from the signaling line pathway

4.1.4 Isolation Modules
Quantity:

4.2 Alarm Initiating Device Pathways
4.2.1 Pathways Class Designations and Survivability

Pathways class: Survivability level: Quantity:
(See NFPA 72, Sections 12.3 and 12.4)

4.2.2 Pathways Utilizing Two or More Media
Quantity: Description:

4.2.3 Device Power Pathways
1 No separate power pathways from the initiating device pathway
1 Power pathways are separate but of the same pathway classification as the initiating device pathway

1 Power pathways are separate and different classification from the initiating device pathway

4.3 Non-Voice Audible System Pathways
4.3.1 Pathways Class Designations and Survivability

Pathways class: Survivability level: Quantity:
(See NFPA 72, Sections 12.3 and 12.4)

4.3.2 Pathways Utilizing Two or More Media
Quantity: Description:

4.3.3 Appliance Power Pathways
1 No separate power pathways from the notification appliance pathway
1 Power pathways are separate but of the same pathway classification as the notification appliance pathway

1 Power pathways are separate and different classification from the notification appliance pathway

© 2009 National Fire Protection Association NFPA 72 (p. 3 of 12)

FIGURE 10.18.2.1.1 Continued
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5. ALARM INITIATING DEVICES

5.1 Manual Initiating Devices

5.1.1 Manual Fire Alarm Boxes 1 This system does not have manual fire alarm boxes.
Type and number of devices: Addressable: Conventional: _ Coded:___  Transmitter:

Other (specify):

5.1.2 Other Alarm Boxes d This system does not have other alarm boxes.
Description:

Type and number of devices: Addressable: _ Conventional: _ Coded:___  Transmitter:

Other (specify):

5.2 Automatic Initiating Devices

5.2.1 Smoke Detectors [ This system does not have smoke detectors.
Type and number of devices: Addressable:__ Conventional:

Other (specify):

Type of coverage: 1 Complete area [ Partial area [ Nonrequired partial area

Other (specify):

Type of smoke detector sensing technology: 1 Ionization O Photoelectric [ Multicriteria [ Aspirating O Beam
Other (specify):

5.2.2 Duct Smoke Detectors 1 This system does not have alarm-causing duct smoke detectors.
Type and number of devices: Addressable:_ Conventional:

Other (specify):

Type of coverage:

Type of smoke detector sensing technology: O Ionization 1 Photoelectric [ Aspirating O Beam

5.2.3 Radiant Energy (Flame) Detectors 1 This system does not have radiant energy detectors.
Type and number of devices: Addressable: Conventional:
Other (specify):

Type of coverage:

5.2.4 Gas Detectors [ This system does not have gas detectors.
Type of detector(s):

Number of devices: Addressable: Conventional:

Type of coverage:

5.2.5 Heat Detectors 1 This system does not have heat detectors.
Type and number of devices: Addressable:  Conventional:

Type of coverage: [ Complete area [ Partial area [ Nonrequired partial area [ Linear O Spot

Type of heat detector sensing technology: [ Fixed temperature ([ Rate-of-rise (1 Rate compensated
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5. ALARM INITIATING DEVICES (continued)

5.2.6 Addressable Monitoring Modules

Number of devices:

5.2.7 Waterflow Alarm Devices

Type and number of devices: Addressable:

5.2.8 Alarm Verification

Number of devices subject to alarm verification:

5.2.9 Presignal

d This system does not have monitoring modules.

[d This system does not have waterflow alarm devices.

Conventional: Coded: Transmitter:

(J This system does not incorporate alarm verification.

Alarm verification set for seconds

1 This system does not incorporate pre-signal.

Number of devices subject to presignal:

Describe presignal functions:

5.2.10 Positive Alarm Sequence (PAS)
Describe PAS:

1 This system does not incorporate PAS.

5.2.11 Other Initiating Devices

Describe:

1 This system does have other initiating devices.

. SUPERVISORY SIGNAL-INITIATING DEVICES

6.1 Sprinkler System Supervisory Devices

Type and number of devices: Addressable:

[d This system does not have sprinkler supervisory devices.

Conventional: Coded: Transmitter:

Other (specify):

6.2 Fire Pump Description and Supervisory Devices

Type fire pump: O Electric 1 Engine
Type and number of devices: Addressable:

Other (specify):

[ This system does not have a fire pump.

Conventional: Coded: Transmitter:

6.2.1 Fire Pump Functions Supervised
d Power O Running O Phase reversal

Other (specify):

[ Selector switch not in auto

1 Engine or control panel trouble 1 Low fuel

6.3 Duct Smoke Detectors (DSDs)

Type and number of devices: Addressable:

(1 This system does not have DSDs causing supervisory signals.

Conventional:

Other (specify):

Type of coverage:

Type of smoke detector sensing technology:

6.4 Other Supervisory Devices

Describe:

A Ionization

d Photoelectric [d Aspirating [ Beam

(A This system does not have other supervisory devices.

© 2009 National Fire Protection Association
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7. MONITORED SYSTEMS

7.1 Engine-Driven Generator

7.1.1 Generator Functions Supervised
(d Engine or control panel trouble 1 Generator running

1 Other (specify):

[ This system does not have a generator.

(1 Selector switch not in auto [ Low fuel

7.2 Special Hazard Suppression Systems

Description of special hazard system(s):

[d This system does not monitor special hazard systems.

7.3 Other Monitoring Systems

Description of other system(s):

[d This system does not monitor other systems.

. ANNUNCIATORS

8.1 Location and Description of Annunciators

Location 1:

(1 This system does not have annunciators.

Location 2:

Location 3:

. ALARM NOTIFICATION APPLIANCES

9.1 In-Building Fire Emergency Voice Alarm Communication System

Number of single voice alarm channels:

Number of speakers:

Number of multiple voice alarm channels:

Number of speaker circuits:

[d This system does not have an EVACS.

Location of amplification and sound-processing equipment:

Location of paging microphone stations:

Location 1:

Location 2:

Location 3:

9.2 Nonvoice Notification Appliances

Horns: With visible:
Chimes: With visible:
Visible only: Other (describe):

1 This system does not have nonvoice notification appliances.

Bells: With visible:

9.3 Notification Appliance Power Extender Panels

Quantity:

Locations:

1 This system does not have power extender panels.

© 2009 National Fire Protection Association
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10.1 MNS Local Operating Consoles

Location 1:

10. MASS NOTIFICATION CONTROLS, APPLIANCES, AND CIRCUITS

(1 This system does not have an MNS.

Location 2:

Location 3:

10.2 High-Power Speaker Arrays

Number of HPSA speaker initiation zones:

Location 1:

Location 2:

Location 3:

10.3 Mass Notification Devices

Combination fire alarm/MNS visible appliances:
Other (describe):

MNS-only visible appliances:

Textual signs:

Supervision class:

10.3.1 Special Hazard Notification

predischarge notification.

11. TWO-WAY EMERGENCY COMMUNICATION SYSTEMS

11.1 Telephone System
Number of telephone jacks installed:

Number of telephone handsets stored on site:

1 This system does not have special suppression predischarge notification.

1 MNS systems DO NOT override notification appliances required to provide special suppression

[d This system does not have a two-way telephone system.

Number of warden stations installed:

Type of telephone system installed:

Amplification component locations:

1 Electrically powered 1 Sound powered

11.2 Two-Way Radio Communications Enhancement System
[ This system does not have a two-way radio communications enhancement system.

Percentage of area covered by two-way radio service: Critical areas:

% General building areas: %

Inbound signal strength: dBm

Donor antenna isolation is

Radio frequencies covered:

Outbound signal strength:

dB above the signal booster gain

dBm

Radio system monitor panel location:

© 2009 National Fire Protection Association
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11. TWO-WAY EMERGENCY COMMUNICATION SYSTEMS (continued)

11.3 Area of Refuge (Area of Rescue Assistance) Emergency Communications Systems
1 This system does not have an area of refuge (area of rescue assistance) emergency communications system.

Number of stations: Location of central control point:

Days and hours when central control point is attended:

Location of alternate control point:

Days and hours when alternate control point is attended:

11.4 Elevator Emergency Communications Systems
(1 This system does not have an elevator emergency communications system.

Number of elevators with stations: Location of central control point:

Days and hours when central control point is attended:

Location of alternate control point:

Days and hours when alternate control point is attended:

11.5 Other Two-Way Communication Systems

Describe:

12. CONTROL FUNCTIONS
This system activates the following control functions:
(d Hold-open door releasing devices 1 Smoke management [ HVAC shutdown [ F/S dampers
1 Door unlocking [ Elevator recall 1 Fuel source shutdown [ Extinguishing agent release

1 Elevator shunt trip [ Mass notification system override of fire alarm notification appliances

Other (specify):

12.1 Addressable Control Modules (4 This system does not have control modules.
Number of devices:

Other (specify):

13. SYSTEM POWER
13.1 Control Unit

13.1.1 Primary Power

Input voltage of control panel: Control panel amps:

Overcurrent protection: Type: Amps:

Location (of primary supply panel board):

Disconnecting means location:

13.1.2 Engine-Driven Generator [ This system does not have a generator.

Location of generator:

Location of fuel storage: Type of fuel:

© 2009 National Fire Protection Association NFPA 72 (p. 8 of 12)
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13. SYSTEM POWER (continued)

13.1.3 Uninterruptible Power System d This system does not have a UPS.
Equipment powered by a UPS system:

Location of UPS system:

Calculated capacity of UPS batteries to drive the system components connected to it:

In standby mode (hours): In alarm mode (minutes):

13.1.4 Batteries

Location: Type: Nominal voltage: Amp/hour rating:

Calculated capacity of batteries to drive the system:

In standby mode (hours): In alarm mode (minutes):

1 Batteries are marked with date of manufacture 1 Battery calculations are attached

13.2 In-Building Fire Emergency Voice Alarm Communication System or Mass Notification System
d This system does not have an EVACS or MNS system.

13.2.1 Primary Power
Input voltage of EVACS or MNS panel: EVACS or MNS panel amps:

Overcurrent protection: Type: Amps:

Location (of primary supply panel board):

Disconnecting means location:

13.2.2 Engine-Driven Generator 1 This system does not have a generator.

Location of generator:

Location of fuel storage: Type of fuel:

13.2.3 Uninterruptible Power System [ This system does not have a UPS.
Equipment powered by a UPS system:

Location of UPS system:

Calculated capacity of UPS batteries to drive the system components connected to it:

In standby mode (hours): In alarm mode (minutes):

13.2.4 Batteries

Location: Type: Nominal voltage: Amp/hour rating:

Calculated capacity of batteries to drive the system:

In standby mode (hours): In alarm mode (minutes):

(1 Batteries are marked with date of manufacture (1 Battery calculations are attached
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13. SYSTEM POWER (continued)

13.3 Notification Appliance Power Extender Panels (1 This system does not have power extender panels.

13.3.1 Primary Power

Input voltage of power extender panel(s): Power extender panel amps:

Overcurrent protection: Type: Amps:

Location (of primary supply panel board):

Disconnecting means location:

13.3.2 Engine-Driven Generator [ This system does not have a generator.

Location of generator:

Location of fuel storage: Type of fuel:

13.3.3 Uninterruptible Power System 1 This system does not have a UPS.
Equipment powered by a UPS system:

Location of UPS system:

Calculated capacity of UPS batteries to drive the system components connected to it:

In standby mode (hours): In alarm mode (minutes):

13.3.4 Batteries
Location: Type: Nominal voltage: Amp/hour rating:

Calculated capacity of batteries to drive the system:

In standby mode (hours): In alarm mode (minutes):

(1 Batteries are marked with date of manufacture (1 Battery calculations are attached

14. RECORD OF SYSTEM INSTALLATION

Fill out after all installation is complete and wiring has been checked for opens, shorts, ground faults, and improper
branching, but before conducting operational acceptance tests.

Thisis a: [ New system [ Modification to an existing system Permit number:

The system has been installed in accordance with the following requirements: (Note any or all that apply.)
1 NFPA 72, Edition:
A NFPA 70, National Electrical Code, Article 760, Edition:

d Manufacturer’s published instructions

Other (specify):

System deviations from referenced NFPA standards:

Signed: Printed name: Date:
Organization: Title: Phone:
© 2009 National Fire Protection Association NFPA 72 (p. 10 of 12)
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15. RECORD OF SYSTEM OPERATONAL ACCEPTANCE TEST
1 New system

All operational features and functions of this system were tested by, or in the presence of, the signer shown
below, on the date shown below, and were found to be operating properly in accordance with the requirements
for the following:

[ Modifications to an existing system

All newly modified operational features and functions of the system were tested by, or in the presence of, the
signer shown below, on the date shown below, and were found to be operating properly in accordance with the
requirements of the following:

1 NFPA 72, Edition:
[ NFPA 70, National Electrical Code, Article 760, Edition:

1 Manufacturer’s published instructions

Other (specify):

1 Individual device testing documentation [Inspection and Testing Form (Figure 14.6.2.4) is attached]

Signed: Printed name: Date:

Organization: Title: Phone:

16. CERTIFICATIONS AND APPROVALS

16.1 System Installation Contractor:

This system, as specified herein, has been installed and tested according to all NFPA standards cited herein.

Signed: Printed name: Date:

Organization: Title: Phone:

16.2 System Service Contractor:

The undersigned has a service contract for this system in effect as of the date shown below.

Signed: Printed name: Date:

Organization: Title: Phone:

16.3 Supervising Station:

This system, as specified herein, will be monitored according to all NFPA standards cited herein.

Signed: Printed name: Date:
Organization: Title: Phone:
© 2009 National Fire Protection Association NFPA 72 (p. 11 of 12)
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16. CERTIFICATIONS AND APPROVALS (continued)

16.4 Property or Owner Representative:

I accept this system as having been installed and tested to its specifications and all NFPA standards cited herein.

Signed: Printed name: Date:

Organization: Title: Phone:

16.5 Authority Having Jurisdiction:

I have witnessed a satisfactory acceptance test of this system and find it to be installed and operating properly
in accordance with its approved plans and specifications, with its approved sequence of operations, and with all
NFPA standards cited herein.

Signed: Printed name: Date:
Organization: Title: Phone:
© 2009 National Fire Protection Association NFPA 72 (p. 12 of 12)
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FIRE ALARM AND EMERGENCY COMMUNICATION SYSTEM RECORD OF COMPLETION

To be completed by the system installation contractor at the time of system acceptance and approval.
It shall be permitted to modify this form as needed to provide a more complete and/or clear record.
Insert N/A in all unused lines.

Attach additional sheets, data, or calculations as necessary to provide a complete record.

1. PROPERTY INFORMATION
Name of property: _Main Street Towers

Address: 12345 Main Street, Pleasantville, NY O1111

Description of property:_40-story high-rise building with an adjacent 1-story parking structure

Occupancy type: B

Name of property representative: __Mary Morris, Property Manager, Mary’s Management Company

Address: 12545 Main Street, Fleasantville, NY 01111
Phone: 222/222-2222 Fax: 223/233-2535 E-mail: mm@mrmc.com

Authority having jurisdiction over this property: __ [nspector Jack Jones, Pleasantville Fire Department
Phone: 444/444-4444 Fax: 5b5/555-5555 E-mail: _jackjones@pfd.org

2. INSTALLATION, SERVICE, AND TESTING CONTRACTOR INFORMATION
Installation contractor for this equipment: __Fred’s Fine Fire Alarm Systems

Address: 789 Broad Street, Fleasantville, NY 01113

License or certification number: __ NY=1634
Phone: 56561666-6665 Fax: 999/999-9999 E-mail: fredfriend[y@ﬁfas.com

Service organization for this equipment:___Fred’s Fine Fire Alarm Systems

Address: Same

License or certification number:

Phone: Fax: E-mail:

A contract for test and inspection in accordance with NFPA standards is in effect as of: __ June 11, 2010
Contracted testing company: _ Fred’s Fine Fire Alarm Systems

Address:  Same

Phone: Fax: E-mail:

Contract expires: June 11, 201 Contract number: 45678 Frequency of routine inspections: Quarterly

3. DESCRIPTION OF SYSTEM OR SERVICE
1 Fire alarm system (nonvoice)
1 Fire alarm with in-building fire emergency voice alarm communication system (EVACS)
d Mass notification system (MNS)
¥ Combination system, with the following components:
¥ Fire alarm ¥ EVACS o MNS o Two-way, in-building, emergency communication system
0O Other (specify): _ N/A

© 2009 National Fire Protection Association NFPA 72 (p. 1 of 12)
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3. DESCRIPTION OF SYSTEM OR SERVICE (continued)
NFPA 72 edition: 2010 Additional description of system(s): N/A

3.1 Control Unit
Manufacturer: ___Megasystems Model number: _AZ=1230

3.2 Mass Notification System 1 This system does not incorporate an MNS.
3.2.1 System Type:

¥ In-building MN'S — combination

A In-building MNS — stand-alone 1 Wide-area MNS 1 Distributed recipient MNS

([ Other (specify): N/A

3.2.2 System Features:

@ Combination fire alarm/MNS 1 MNS autonomous control unit 1 Wide-area MNS to regional national alerting interface
[ Local operating console (LOC) O Distributed recipient MNS (DRMNS) O Wide-area MNS to DRMNS interface

[ Wide-area MNS to high-power speaker array (HPSA) interface (1 In-building MNS to wide-area MNS interface

1 Other (specify): N/A

3.3 System Documentation

¥ An owner’s manual, a copy of the manufacturer’s instructions, a written sequence of operation, and a copy of

the numbered record drawings are stored on site. Location: Building management office, Suite 2222
3.4 System Software [ This system does not have alterable site-specific software.
Operating system (executive) software revision level: 4.567
Site-specific software revision date: __June 26, 2010 Revision completed by: __Fred Friendly

9 A copy of the site-specific software is stored on site. Location: Building management office, Suite 2222

3.5 Off-Premises Signal Transmission [d This system does not have off-premises transmission.

Name of organization receiving alarm signals with phone numbers:

Alarm: Manny’s Monitoring Phone: __777/777-7777

Supervisory: Manny’s Monitoring Phone: 777/777-7777

Trouble:  Manny’s Monitoring Phone: __777/777-7777
Entity to which alarms are retransmitted: _ Fleasantville Fire Department Phone: 444/444-4444

Method of retransmission: __ Central station operator calle 444/444-4444 after receiving a signal

If Chapter 26, specify the means of transmission from the protected premises to the supervising station:
DACT

If Chapter 27, specify the type of auxiliary alarm system: [ Local energy 1 Shunt O Wired O Wireless

© 2009 National Fire Protection Association NFPA 72 (p. 2 of 12)
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© 2009 National Fire Protection Association

4. CIRCUITS AND PATHWAYS

4.1 Signaling Line Pathways
4.1.1 Pathways Class Designations and Survivability
Pathways class: A Survivability level: 2 Quantity: 12

(See NFPA 72, Sections 12.3 and 12.4)

4.1.2 Pathways Utilizing Two or More Media
Quantity: o Description: N/A

4.1.3 Device Power Pathways
4 No separate power pathways from the signaling line pathway
1 Power pathways are separate but of the same pathway classification as the signaling line pathway

1 Power pathways are separate and different classification from the signaling line pathway

4.1.4 Isolation Modules
Quantity: 4

4.2 Alarm Initiating Device Pathways

4.2.1 Pathways Class Designations and Survivability
Pathways class: N/A Survivability level: N/A Quantity: o

(See NFPA 72, Sections 12.3 and 12.4)

4.2.2 Pathways Utilizing Two or More Media
Quantity: o Description: N/A

4.2.3 Device Power Pathways
1 No separate power pathways from the initiating device pathway
1 Power pathways are separate but of the same pathway classification as the initiating device pathway

1 Power pathways are separate and different classification from the initiating device pathway

4.3 Non-Voice Audible System Pathways
4.3.1 Pathways Class Designations and Survivability

Pathways class: B Survivability level: N/A Quantity: 24
(See NFPA 72, Sections 12.3 and 12.4)

4.3.2 Pathways Utilizing Two or More Media
Quantity: o Description: N/A

4.3.3 Appliance Power Pathways
 No separate power pathways from the notification appliance pathway
1 Power pathways are separate but of the same pathway classification as the notification appliance pathway

1 Power pathways are separate and different classification from the notification appliance pathway

FIGURE A.10.18.2.1.1 Continued
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5. ALARM INITIATING DEVICES
5.1 Manual Initiating Devices

5.1.1 Manual Fire Alarm Boxes 1 This system does not have manual fire alarm boxes.

Type and number of devices: Addressable: 74 Conventional: _ O Coded: _ O Transmitter: O

Other (specify): N/A
5.1.2 Other Alarm Boxes d This system does not have other alarm boxes.
Description:

Type and number of devices: Addressable: 10 Conventional: _ O Coded: _ O Transmitter: O
Other (specify): N/A

5.2 Automatic Initiating Devices
5.2.1 Smoke Detectors [ This system does not have smoke detectors.

Type and number of devices: Addressable: _ 96 Conventional: _ O

Other (specify): N/A

Type of coverage: [ Complete area & Partial area 1 Nonrequired partial area

Other (specify): Located in all electrical and equipment rooms, in elevator lobbies, and at fire doors

Type of smoke detector sensing technology: 1 Ionization o Photoelectric 1 Multicriteria 1 Aspirating 0 Beam

Other (specify): N/A

5.2.2 Duct Smoke Detectors 1 This system does not have alarm-causing duct smoke detectors.
Type and number of devices: Addressable:_ 93 Conventional:__ O

Other (specify): N/A

Type of coverage: Located at the supply and return of all air handling units

Type of smoke detector sensing technology: 0 Ionization o Photoelectric 0 Aspirating O Beam

5.2.3 Radiant Energy (Flame) Detectors W This system does not have radiant energy detectors.
Type and number of devices: Addressable: Conventional:

Other (specify): N/A

Type of coverage: N/A

5.2.4 Gas Detectors o This system does not have gas detectors.
Type of detector(s): N/A

Number of devices: Addressable: Conventional:

Type of coverage: N/A

5.2.5 Heat Detectors 1 This system does not have heat detectors.
Type and number of devices: Addressable:_ 12 Conventional: _ O

Type of coverage: 1 Complete area ¥ Partial area 1 Nonrequired partial area 0 Linear ¥ Spot

Type of heat detector sensing technology: ™ Fixed temperature ¥ Rate-of-rise 1 Rate compensated
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(continues)

National Fire Alarm and Signaling Code Handbook 2010



130 Chapter 10 « Fundamentals

5. ALARM INITIATING DEVICES (continued)

5.2.6 Addressable Monitoring Modules d This system does not have monitoring modules.
Number of devices: 67

5.2.7 Waterflow Alarm Devices o This system does not have waterflow alarm devices.
Type and number of devices: Addressable: 42 Conventional: O Coded: 0 Transmitter: __ O
5.2.8 Alarm Verification ¥ This system does not incorporate alarm verification.
Number of devices subject to alarm verification: Alarm verification set for seconds

5.2.9 Presignal d This system does not incorporate pre-signal.
Number of devices subject to presignal: N/A

Describe presignal functions: N/A

5.2.10 Positive Alarm Sequence (PAS) o This system does not incorporate PAS.
Describe PAS: N/A

5.2.11 Other Initiating Devices @ This system does have other initiating devices.
Describe: N/A

6. SUPERVISORY SIGNAL-INITIATING DEVICES

6.1 Sprinkler System Supervisory Devices [ This system does not have sprinkler supervisory devices.
Type and number of devices: Addressable: 49 Conventional: O Coded: 0 Transmitter: __ O
Other (specify): N/A

6.2 Fire Pump Description and Supervisory Devices [d This system does not have a fire pump.

Type fire pump: 4 Electric 1 Engine
Type and number of devices: Addressable: ) Conventional: o Coded: o Transmitter: O
Other (specify): N/A

6.2.1 Fire Pump Functions Supervised

@ Power M’Running @ Phase reversal [ Selector switch not in auto 0 Engine or control panel trouble 1 Low fuel

Other (specify): N/A

6.3 Duct Smoke Detectors (DSDs) @ This system does not have DSDs causing supervisory signals.
Type and number of devices: Addressable:_ Conventional:

Other (specify): N/A

Type of coverage: N/A

Type of smoke detector sensing technology: [ Ionization [ Photoelectric [ Aspirating [ Beam

6.4 Other Supervisory Devices ¥ This system does not have other supervisory devices.
Describe:
© 2009 National Fire Protection Association NFPA 72 (p. 5 of 12)
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7. MONITORED SYSTEMS
7.1 Engine-Driven Generator (A This system does not have a generator.

7.1.1 Generator Functions Supervised

 Engine or control panel trouble 4 Generator running o Selector switch not in auto ¥ Low fuel

1 Other (specify): N/A

7.2 Special Hazard Suppression Systems [d This system does not monitor special hazard systems.
Description of special hazard system(s): Sprinkler preaction system in 24th floor computer room

7.3 Other Monitoring Systems ¥ This system does not monitor other systems.

Description of other system(s):

8. ANNUNCIATORS (1 This system does not have annunciators.

8.1 Location and Description of Annunciators

Location 1: Fire command center

Location 2:  Front lobby at east entrance doors

Location 3:  Engineering office on P1 level

9. ALARM NOTIFICATION APPLIANCES

9.1 In-Building Fire Emergency Voice Alarm Communication System [0 This system does not have an EVACS.

Number of single voice alarm channels: 586 Number of multiple voice alarm channels: o
Number of speakers: 490 Number of speaker circuits: 58
Location of amplification and sound-processing equipment: Fire command center

Location of paging microphone stations:

Location 1:  Fire command center

Location 2: N/A
Location 3: N/A

9.2 Nonvoice Notification Appliances (A This system does not have nonvoice notification appliances.
Horns: 0 With visible: 0 Bells: o With visible: 0
Chimes: 0 With visible: 0
Visible only: 966 Other (describe): o
9.3 Notification Appliance Power Extender Panels [ This system does not have power extender panels.
Quantity: 42
Locations: 2 in the fire command center and 1in the electrical equipment room on each floor
© 2009 National Fire Protection Association NFPA 72 (p. 6 of 12)
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10.1 MNS Local Operating Consoles

Location 1: Fire command center

10. MASS NOTIFICATION CONTROLS, APPLIANCES, AND CIRCUITS [ This system does not have an MNS.

Location 2: N/A

Location 3: N/A

10.2 High-Power Speaker Arrays

Number of HPSA speaker initiation zones: None

Location 1:

Location 2:

Location 3:

10.3 Mass Notification Devices

Radio frequencies covered:

Combination fire alarm/MNS visible appliances: 0 MNS-only visible appliances: 216
Textual signs: o Other (describe): N/A
Supervision class: B
10.3.1 Special Hazard Notification
o This system does not have special suppression predischarge notification.
d MNS systems DO NOT override notification appliances required to provide special suppression
predischarge notification.
11. TWO-WAY EMERGENCY COMMUNICATION SYSTEMS
11.1 Telephone System [d This system does not have a two-way telephone system.
Number of telephone jacks installed: 156 Number of warden stations installed: o
Number of telephone handsets stored on site: &
Type of telephone system installed: EfElectrically powered [ Sound powered
11.2 Two-Way Radio Communications Enhancement System
o This system does not have a two-way radio communications enhancement system.
Percentage of area covered by two-way radio service: Critical areas: % General building areas: %
Amplification component locations: N/A
Inbound signal strength: dBm Outbound signal strength: dBm
Donor antenna isolation is dB above the signal booster gain

Radio system monitor panel location:
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11. TWO-WAY EMERGENCY COMMUNICATION SYSTEMS (continued)

11.3 Area of Refuge (Area of Rescue Assistance) Emergency Communications Systems

[ This system does not have an area of refuge (area of rescue assistance) emergency communications system.

Number of stations: 43 Location of central control point: Fire command center
Days and hours when central control point is attended: During incident

Location of alternate control point: Building management office

Days and hours when alternate control point is attended: & to 5 on weekdays

11.4 Elevator Emergency Communications Systems
[ This system does not have an elevator emergency communications system.

Number of elevators with stations: 12 Location of central control point: Fire command center

Days and hours when central control point is attended: During incident

Location of alternate control point: Building management office

Days and hours when alternate control point is attended: & to 5 on weekdays

11.5 Other Two-Way Communication Systems
Describe: N/A

12. CONTROL FUNCTIONS
This system activates the following control functions:
MHold—open door releasing devices ¥ Smoke management 1 HVAC shutdown & F/S dampers
o Door unlocking © Elevator recall ¥ Fuel source shutdown 1 Extinguishing agent release

¥ Elevator shunt trip @ Mass notification system override of fire alarm notification appliances

Other (specify): N/A

Number of devices: 122
Other (specify): N/A

12.1 Addressable Control Modules (d This system does not have control modules.

13. SYSTEM POWER
13.1 Control Unit

13.1.1 Primary Power

Input voltage of control panel: 120 VAC Control panel amps: 6.2
Overcurrent protection: Type: Circuit breaker Amps: 15
Location (of primary supply panel board): First floor electrical room
Disconnecting means location: First floor electrical room
13.1.2 Engine-Driven Generator 1 This system does not have a generator.
Location of generator: Lower level generator room
Location of fuel storage: Sub basement fuel storage room Type of fuel: Diesel
© 2009 National Fire Protection Association NFPA 72 (p. 8 of 12)
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13. SYSTEM POWER (continued)

© 2009 National Fire Protection Association NFPA 72 (p. 9 of 12)

13.1.3 Uninterruptible Power System o This system does not have a UPS.
Equipment powered by a UPS system:

Location of UPS system:

Calculated capacity of UPS batteries to drive the system components connected to it:

In standby mode (hours): In alarm mode (minutes):

13.1.4 Batteries
Location: _Fire command center Type: el cell Nominal voltage: 24 YPC  Amp/hour rating: 90

Calculated capacity of batteries to drive the system:

In standby mode (hours): 26 In alarm mode (minutes): 11

o Batteries are marked with date of manufacture c/f Battery calculations are attached

13.2 In-Building Fire Emergency Voice Alarm Communication System or Mass Notification System
d This system does not have an EVACS or MNS system.

13.2.1 Primary Power

Input voltage of EVACS or MNS panel: 120 VAC EVACS or MNS panel amps: .9

Overcurrent protection: Type: Circuit breaker Amps: 15

Location (of primary supply panel board): First floor electrical room

Disconnecting means location: First floor electrical room

13.2.2 Engine-Driven Generator 1 This system does not have a generator.
Location of generator: Lower level generator room

Location of fuel storage: Sub basement fuel storage room Type of fuel: Diesel

13.2.3 Uninterruptible Power System ¥ This system does not have a UPS.

Equipment powered by a UPS system:

Location of UPS system:

Calculated capacity of UPS batteries to drive the system components connected to it:

In standby mode (hours): In alarm mode (minutes):

13.2.4 Batteries
Location: _ Fire command center Type: _Gel cell Nominal voltage: 24 VDC Amp/hour rating: 120

Calculated capacity of batteries to drive the system:

In standby mode (hours): 30 In alarm mode (minutes): 24

¥ Batteries are marked with date of manufacture cf Battery calculations are attached

FIGURE A.10.18.2.1.1 Continued
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13. SYSTEM POWER (continued)

13.3 Notification Appliance Power Extender Panels (1 This system does not have power extender panels.

13.3.1 Primary Power

Input voltage of power extender panel(s): 120 YAC Power extender panel amps: 2

Overcurrent protection: Type: Circuit breaker Amps: 15

Location (of primary supply panel board): E Power panels located every three floors in the electrical rooms
Disconnecting means location: E Power panels

13.3.2 Engine-Driven Generator [ This system does not have a generator.
Location of generator: Lower level generator room

Location of fuel storage: Sub basement fuel storage room Type of fuel: Diesel

13.3.3 Uninterruptible Power System ¥ This system does not have a UPS.

Equipment powered by a UPS system:

Location of UPS system:

Calculated capacity of UPS batteries to drive the system components connected to it:

In standby mode (hours): In alarm mode (minutes):

13.3.4 Batteries
Location: Inside each panel Type: __ Cel cell Nominal voltage: 24 YDPC Amp/hour rating: 14

Calculated capacity of batteries to drive the system:

In standby mode (hours): In alarm mode (minutes): __S¢e attached calculations

¥ Batteries are marked with date of manufacture o Battery calculations are attached

14. RECORD OF SYSTEM INSTALLATION

Fill out after all installation is complete and wiring has been checked for opens, shorts, ground faults, and improper
branching, but before conducting operational acceptance tests.

Thisisa: o New system 1 Modification to an existing system Permit number: 4567

The system has been installed in accordance with the following requirements: (Note any or all that apply.)
¥ NFPA 72, Edition: 2010
“ NFPA 70, National Electrical Code, Article 760, Edition: 2008

@ Manufacturer’s published instructions

Other (specify): Pleasantville local codes, revised 2006

System deviations from referenced NFPA standards: None known

Signed: ﬁ_k//ima% Printed name: Fred Friendly Date:  8/21/2010

Organization: _Freds Fine Fire Alarm Syst. Title: President Phone: 444/444-4444
© 2009 National Fire Protection Association NFPA 72 (p. 10 of 12)
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15. RECORD OF SYSTEM OPERATONAL ACCEPTANCE TEST
4 New system

All operational features and functions of this system were tested by, or in the presence of, the signer shown
below, on the date shown below, and were found to be operating properly in accordance with the requirements
for the following:

1 Modifications to an existing system

All newly modified operational features and functions of the system were tested by, or in the presence of, the
signer shown below, on the date shown below, and were found to be operating properly in accordance with the
requirements of the following:

¥ NFPA 72, Edition: __ 2010
¥ NFPA 70, National Electrical Code, Article 760, Edition: _ 2008

¥ Manufacturer’s published instructions

Other (specify): Fleasantville local codes, revised 2006

o Individual device testing documentation [Inspection and Testing Form (Figure 14.6.2.4) is attached]

Signed:  /utd Feiendly Printed name:  Fred Friendly Date:  8/21/2010
4
Organization: Fred’s Fine Fire Alarm Syst. Title:  Fresident Phone: 444/444-4444

16. CERTIFICATIONS AND APPROVALS

16.1 System Installation Contractor:

This system, as specified herein, has been installed and tested according to all NFPA standards cited herein.

Signed:  /wedl Friendly Printed name: _Fred Friendly Date:  8/21/2010
[Z
Organization: Fred’s Fine Fire Alarm Syst. Title: _ Fresident Phone: ©666/888-88856

16.2 System Service Contractor:

The undersigned has a service contract for this system in effect as of the date shown below.

Signed: /e Fiendly Printed name: _Fred Friendly Date:  8/21/2010
[Z4
Organization: Freds Fine Fire Alarm Syst.  mijtle:  President Phone: ©656/8688-88856

16.3 Supervising Station:

This system, as specified herein, will be monitored according to all NFPA standards cited herein.

Signed: %/M/ng Honiton Printed name: __ Manny Mornitor Date:  &/30/2010
[Z4
Organization: __Manny's Monitoring Title: President Phone: 7/771777-7777
© 2009 National Fire Protection Association NFPA 72 (p. 11 of 12)
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16. CERTIFICATIONS AND APPROVALS (continued)

16.4 Property or Owner Representative:

I accept this system as having been installed and tested to its specifications and all NFPA standards cited herein.

Signed: %gﬂ,/ %'VI/KL Printed name: Mary Morris Date: _ 8/30/2010

Organization: __Mary's Management Title: Property Manager Phone: 222/222-2222

16.5 Authority Having Jurisdiction:

I have witnessed a satisfactory acceptance test of this system and find it to be installed and operating properly
in accordance with its approved plans and specifications, with its approved sequence of operations, and with all
NFPA standards cited herein.

Signed: WW Printed name: __Jack Jornes Date: 9/10/2010
Organization: Pleasantville Fire Dept. Title: _ Inspector Phone: 444/444-4444
© 2009 National Fire Protection Association NFPA 72 (p. 12 of 12)
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FAQ »
Who is responsible for
completing the record of com-
pletion form?

The system installer is responsible for the preparation of the record of completion form.
It documents the type of system; the names of installers; and the location of record drawings,
owners’ manuals, and test reports. The form also provides a confirming record of the accept-
ance test and gives details of the components and wiring of the system. A record of comple-
tion is required for all installed fire alarm and emergency communications systems.

10.18.2.1.2 The preparation of a record of completion, Figure 10.18.2.1.1 shall be in accord-
ance with 10.18.2.1.2.1 through 10.18.2.1.2.8.

10.18.2.1.2.1 Parts 1 through 14 of the record of completion shall be completed after the sys-
tem is installed and the installation wiring has been checked.

10.18.2.1.2.2 Parts 15 and 16 of the record of completion shall be completed after the oper-
ational acceptance tests have been completed.

10.18.2.1.2.3 A preliminary copy of the record of completion shall be given to the system
owner and, if requested, to other authorities having jurisdiction after completion of the in-
stallation wiring tests.

10.18.2.1.2.4 A final copy of the record of completion shall be provided after completion of
the operational acceptance tests.

10.18.2.1.2.5 One copy of the record of completion shall be stored at the fire alarm control
unit or other approved location.

10.18.2.1.2.6 This copy shall be updated to reflect all system additions or modifications and
maintained in a current condition at all times.

10.18.2.1.2.7 Where not stored at the main fire alarm control unit, the location of these doc-
uments shall be identified at the main fire alarm control unit.

10.18.2.1.2.8 If the documents are located in a separate enclosure or cabinet, the separate en-
closure or cabinet shall be prominently labeled FIRE ALARM DOCUMENTS.

Paragraphs 10.18.2.1.2.5 through 10.18.2.1.2.8 address the storage requirements for the
record of completion. These requirements are specific to fire alarm systems. Storage of the
record of completion for some emergency communications systems may need to be at a more
secure location.

An up-to-date copy of the record of completion form must be stored at the fire alarm con-
trol unit or other approved location to make sure persons servicing the system have the latest
information about the system. Also refer to the requirements for record keeping in Section
14.6. Exhibit 14.19 shows an example of an as-built drawing cabinet.

Paragraphs 10.18.2.1.2.7 and 10.18.2.1.2.8 were added to the 2010 edition of the Code.
If the record of completion is not located next to the main fire alarm control unit, its location
must be identified at the main fire alarm control unit to allow retrieval of the document.

If the record of completion is located away from the main fire alarm control unit, it must
be in a separate enclosure or cabinet that is prominently labeled “FIRE ALARM DOCU-
MENTS.” The Code does not specify a color for this enclosure or cabinet.

10.18.2.2 Revision. All fire alarm system modifications made after the initial installation
shall be recorded on a revised version of the original record of completion.

Documentation of revisions made to a system after the original installation has been com-
pleted is just as important as documentation of the original installation. Every change to the
system must be documented so that designers, service personnel, and others will know ex-
actly what is on the system and how the system is to function.

10.18.2.2.1 All changes from the original information shall be shown.

10.18.2.2.2 The revised record of completion shall include a revision date.
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10.18.2.3 Documentation Required. Every system shall include the following documenta-
tion, which shall be delivered to the owner or the owner’s representative upon final accept-
ance of the system:

()*An owner’s manual and manufacturer’s published instructions covering all system
equipment

(2) Record drawings

(3) For software-based systems, record copy of the site-specific software

The Code requires in 10.18.2.3(3) that a record copy of the site-specific software be delivered
to the owner or the owner’s representative upon final acceptance of the system. Having a
backup copy of the software will help facilitate reconfiguring the system in situations where
catastrophic failure has occurred due to lightning or other causes. Refer to the definition of
site-specific software in 3.3.255.2. The site-specific software is the programming of the sys-
tem for its specific application. It is not the executive software or the source code used to de-
velop the site-specific software.

(4) A written sequence of operation

The requirement for a copy of the written sequence of operation of the system was added to
the 2010 edition of the Code. By having copy of the sequence of operation on-site, anyone
who works on or provides further designs to the existing system will be able to have a full un-
derstanding of how the system is intended to work. As these systems become more complex
and have greater interactions with other building systems, this information is critical.

A.10.18.2.3(1) The owner’s manual should include the following:

(1) A detailed narrative description of the system inputs, evacuation signaling, ancillary
functions, annunciation, intended sequence of operations, expansion capability, applica-
tion considerations, and limitations

(2) Operator instructions for basic system operations, including alarm acknowledgment, sys-
tem reset, interpretation of system output (LEDs, CRT display, and printout), operation
of manual evacuation signaling and ancillary function controls, and change of printer
paper

(3) A detailed description of routine maintenance and testing as required and recommended
and as would be provided under a maintenance contract, including testing and mainte-
nance instructions for each type of device installed. This information should include the
following:

(a) Listing of the individual system components that require periodic testing and main-
tenance

(b) Step-by-step instructions detailing the requisite testing and maintenance procedures,
and the intervals at which these procedures shall be performed, for each type of de-
vice installed

(c) A schedule that correlates the testing and maintenance procedures that are recom-
mended by A.10.18.2.3(1)(3)(b) with the listing recommended by A.10.18.2.3(1)(3)(a)

(4) Detailed troubleshooting instructions for each trouble condition generated from the mon-
itored field wiring, including opens, grounds, and loop failures [These instructions
should include a list of all trouble signals annunciated by the system, a description of the
condition(s) that causes such trouble signals, and step-by-step instructions describing
how to isolate such problems and correct them (or how to call for service, as appropri-
ate).]

(5) A service directory, including a list of names and telephone numbers of those who pro-
vide service for the system

10.18.2.4* Verification of Compliant Installation. Where required, compliance of the
completed installation with the requirements of this Code, as implemented via the referring
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code(s), specifications, and/or other criteria applicable to the specific installation, shall be cer-
tified by a qualified and impartial third-party organization acceptable to the authority having
jurisdiction.

A.10.18.2.4 This section is intended to provide a basis for the authority having jurisdiction
to require third-party verification and certification that the authority having jurisdiction and
the system owner can rely on to reasonably assure that the fire alarm system installation com-
plies with the applicable requirements.

10.18.2.4.1 Verification shall ensure that the installed system includes all components and
functions, that those components and functions are installed and operate as required, that the
system has been 100 percent acceptance tested in accordance with Chapter 14, and that all re-
quired documentation has been provided to the system owner.

Exception: Where the installation is an extension, modification, or reconfiguration of an ex-
isting system, the verification shall be required for the new work only, and reacceptance test-
ing in accordance with Chapter 14 shall be acceptable.

10.18.2.4.2 For supervising station systems, the verification shall also ascertain proper
arrangement, transmission, and receipt of all signals required to be transmitted off-premises.

Exception: Where the installation is an extension, modification, or reconfiguration of an ex-
isting system, the verification shall be required for the new work only, and reacceptance test-
ing in accordance with Chapter 14 shall be acceptable.

10.18.2.4.3 Verification shall include written confirmation that any required corrective ac-
tions have been completed.

The requirement in 10.18.2.4 allows the authority having jurisdiction to mandate a third party
to review and certify an installation for compliance with NFPA 72. This requirement applies
to all systems and is not the same as the documentation required for central station alarm sys-
tems in 26.3.4.

10.18.3 Records.

10.18.3.1 A complete record of the tests and operations of each system shall be kept until the
next test and for 1 year thereafter.

10.18.3.2 The record shall be available for examination and, if required, reported to the au-
thority having jurisdiction. Archiving of records by any means shall be permitted if hard
copies of the records can be provided promptly when requested.

10.18.3.3 If off-premises monitoring is provided, records of all signals, tests, and operations
recorded at the supervising station shall be maintained for not less than 1 year.

Keeping good records on the system is very important. The records must include not only the
installation, programming, and sequence of operation, but the testing of the system as well.
The Code requires that records of any test be maintained for each system until the time of the
next test, and then for one year after that test. In addition, if the system transmits signals to
off-site monitoring as described in Chapter 26 of the Code, the records of all signals, tests,
and operations must be maintained there for not less than one year.

10.19* Impairments

A.10.19 The term impairments encompasses a broad range of circumstances wherein a fire
alarm system or portion thereof is taken out of service for a variety of reasons. Fire alarm sys-
tems are routinely impaired in order to perform hot work (e.g., open flame operations) in areas
with automatic detection, construction, painting, etc., as well as to conduct normal fire alarm
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system maintenance and testing. Impairments can be limited to specific initiating devices and/or
functions (e.g., disconnecting the supervising station connection during system testing), or they
can involve taking entire systems or portions of systems out of service. This section is intended
to help building owners control impairments of the fire alarm system(s) in their building(s) and
to ensure that systems are restored to full operation and/or returned to service afterward.
Additional requirements for impairments and out-of-service conditions exist in 14.2.1.2.

Requirements addressing impairments to fire alarm systems have been added in this chapter
to provide a program to manage these occurrences. Impairments can be caused by system de-
fects or by out-of-service events. System defects and malfunctions have been and still are ad-
dressed in the testing and maintenance chapter. Refer to 14.2.1.2 and related commentary.

10.19.1 The system owner or their designated representative shall be notified when a fire
alarm system or part thereof is impaired. Impairments to systems shall include out-of-service
events.

10.19.2 A record shall be maintained by the system owner or designated representative for
a period of 1 year from the date the impairment is corrected.

10.19.3* Where required, mitigating measures acceptable to the authority having jurisdic-
tion shall be implemented for the period that the system is impaired.

A.10.19.3 The need for mitigating measures is typically determined on a case-by-case basis.
This considers the building, occupancy type, nature and duration of impairment, building oc-
cupancy level during impairment period, active work being conducted on the fire alarm sys-
tem during the impairment, condition of other fire protection systems and features (i.e.,
sprinklers, structural compartmentation, etc.), and hazards and assets at risk.

Appropriate mitigating measures range from simple occupant notification to full-time fire
watch. Determining factors vary from testing-related impairments and maintenance activities
during normal business through extensive impairments to high-value, high-hazard situations.

10.19.4 The system owner or owner’s designated representative shall be notified when an
impairment period is completed or discontinued.
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Reserved CHAPTER 11

In this 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, Chapter 11 is
reserved for future use.
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Circuits and Pathways CHAPTER 12

Chapter 12, Circuits and Pathways, is a new chapter in the 2010 edition of the Code. The in-
formation that forms the basis for this new chapter was originally found in the chapter on the
fundamentals of fire alarm systems and in the chapter on protected premises fire alarm sys-
tems. In previous editions of the Code, the requirements for circuit performance were essen-
tially limited to initiating device circuits, signaling line circuits, and notification appliance
circuits. There were no specific performance requirements for other types of fire alarm cir-
cuits, such as those that control fire suppression systems or various emergency control func-
tions. Additionally, with the advent of mass notification systems, which are now addressed
under emergency communications systems in Chapter 24, a more precise means of identify-
ing circuit performance was needed. It would be confusing to have two sets of differing per-
formance criteria for fire alarm systems and for emergency communications systems. It could
also be confusing to have the requirements of emergency communications systems referenc-
ing fire alarm—specific requirements.

The solution was to create a new chapter to generally cover wiring requirements and cir-
cuit and pathway performance designations. The terms circuits and pathways are somewhat
redundant. However, in the transition to the new chapter, the term circuit was retained even
though the term pathway includes any type of circuit. By placing the wiring requirements and
the performance designations into a single chapter that is not designated for any specific type
of application, the requirements and designations can be referenced by any other chapter. In
some cases, additional requirements are included in chapters that cover specific applications.

In the 2010 edition, the means of designating the performance requirements of circuits
was changed significantly. Pathways are still designated by class, although the classes now in-
clude Classes A, B, C, D, E, and X, depending on their performance. Pathways are also des-
ignated by a level of survivability ranging from Level O to Level 3. The methods of
designating pathway performance and survivability were chosen with the idea that the desig-
nations can be used for any type of fire alarm circuit and still retain flexibility in the Code to
accommodate pathway designations and levels of survivability for other applications.

12.1 Application

12.1.1 Pathways (interconnections) shall be designated based on the performance character-
istics defined in this chapter.

The Code requires that pathways be designated by performance class and survivability level,
but Chapter 12 does not require any specific class or level for a particular application. Unless
another chapter designates specific performance requirements, it is up to the enabling code,
standard, or authority having jurisdiction to designate the required performance class and sur-
vivability level; otherwise, it is the responsibility of the system designer to conduct an analy-
sis to determine the class and level to be provided. See 23.4.3.2 for the items to be considered
as part of this analysis for fire alarm systems.

12.1.2 The requirements of Chapter 14 shall apply.
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Chapter 14 details the requirements for inspection, testing, and maintenance of all parts of a
system, including circuits and pathways.

12.2 General

12.2.1* Performance and survivability characteristics of signaling pathways (interconnec-
tions) shall comply with the defined designations of this chapter.

The designation of circuit class is dependent on the performance of the circuit under various
conditions. These conditions, as described in 12.3.1 through 12.3.6, include requirements for
operation under fault conditions, as well as whether the circuit contains a redundant pathway.
In addition to the pathway performance designations detailed in Chapter 12, other chapters
may specify additional requirements for pathways in specific types of systems. See 23.4.2.2
for specific requirements on the separation of conductors in a fire alarm system.

A.12.2.1 In the 2007 edition of NFPA 72, initiating device circuit, signaling line circuit, and
notification appliance circuit performance class/style tables were rooted in “copper” wiring
methods. Fire alarm control units use new communication technologies, such as Ethernet,
fiber optics, and wireless, which do not fit in the “copper” wiring methods.

12.2.2 A pathway (interconnection) class designation shall be dependent on the pathway (in-
terconnection) capability to continue to operate during abnormal conditions.

12.2.3 The designation of the pathways shall be permitted to also include the performance
of the pathway (interconnection) to survivability from attack by fire.

In addition to having a class designation, the pathway may also be assigned a survivability
level. While the means of providing survivability for a pathway can offer some level of me-
chanical protection that may be useful for situations other than a fire, currently the levels of
survivability described in the Code are for protection against fire damage to the pathway.

12.2.4* The installation of all pathway wiring, cable, and equipment shall be in accordance
with NFPA 70, National Electrical Code, and the applicable requirements of 12.2.4.1 through
12.2.4.5. (SIG-FUN)

The installation of wiring, circuits, and pathways is required to comply with the minimum re-
quirements of NFPA 70°, National Electrical Code® (NEC®). It is important to understand
that the primary concern of NFPA 70 is to ensure that the installation does not pose an elec-
trocution or fire hazard. In addition to the safety requirements of NFPA 70, the installation
must also comply with the installation requirements provided by the fire alarm equipment
manufacturer.

A.12.2.4 The installation of all system wiring should take into account the system manufac-
turer’s published installation instructions, the limitations of the applicable product listings or
approvals, and communications circuit protection as required by 12.2.4.2.

12.2.4.1 Optical fiber cables installed as part of the fire alarm system shall meet the require-
ments of NFPA 70, National Electrical Code, Article 770, and be protected against physical
damage in accordance with NFPA 70, National Electrical Code, Article 760. (SIG-FUN)

12.2.4.2*% Where fire alarm circuits enter or exit buildings, the circuits and equipment shall
be installed in accordance with the requirements of Article 760 of NFPA 70, National Elec-
trical Code. (SIG-FUN)

Subsection 12.2.4.2 was revised by a tentative interim amendment (TTA).

Where fire alarm circuits extend beyond one building and run outdoors, they must meet the
requirements of Section 760.32 of the NEC, which reads as follows:
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760.32 FIRE ALARM CIRCUITS EXTENDING

BEYOND ONE BUILDING.

Power-limited fire alarm circuits that extend beyond one building and run outdoors either shall
meet the installation requirements of Parts II, III, and IV of Article 800 or shall meet the in-
stallation requirements of Part I of Article 300. Non—power-limited fire alarm circuits that ex-

tend beyond one building and run outdoors shall meet the installation requirements of Part I
of Article 300 and the applicable sections of Part I of Article 225. [70:760.32]

These requirements include separate provisions for power-limited fire alarm circuits and for
non—power-limited circuits. Power-limited circuits must meet either Parts II, III, and I'V of Ar-
ticle 800 or Part I of Article 300. Non—power-limited circuits must meet both Part I of Arti-
cle 225 (as applicable) and Part I of Article 300.

Part IT of NEC Article 800 addresses communications wires and cables entering build-
ings and includes requirements for clearances of overhead wires and cables, and separation
from light or power conductors. Part III of NEC Article 800 addresses requirements for the
use of listed primary protector devices under certain conditions of exposure to light or power
conductors or lightning. (Listed primary protectors include both fuse and fuseless types. They
are intended to protect equipment, wiring, and personnel against the effects of excessive po-
tentials and currents caused by lightning. Refer to UL 497B, Standard for Protectors for Data
Communications and Fire Alarm Circuits.) FPN No. 2 of Section 800.90, extracted as part of
A.12.2.4.2, provides guidance as to when lightning exposure may exist. Part IV of NEC Ar-
ticle 800 addresses requirements for grounding of the primary protector and for grounding of
the metal sheath of cables.

Part I of NEC Article 300 includes a number of requirements that wiring installations
must meet, including requirements for underground installations.

Part I of NEC Article 225 includes a number of requirements addressing support and
clearance for overhead conductors.

A.12.2.4.2 Interbuilding circuits are considered to have a lightning exposure unless one or
more of the following conditions exist:

(1) Circuits in large metropolitan areas where buildings are close together and sufficiently
high to intercept lightning.

(2) Interbuilding cable runs of 140 ft (42 m) or less, directly buried or in underground con-
duit, where a continuous metallic cable shield or a continuous metallic conduit contain-
ing the cable is connected to each building grounding electrode system.

(3) Areas having an average of five or fewer thunderstorm days per year and earth resistiv-
ity of less than 100 ohm-meters. Such areas are found along the Pacific coast.
[70:800.90(A), FPN No. 2]

It is important to protect the fire alarm system from lightning. One of the key requirements
related to transient protection is NFPA 70, National Electrical Code, Section 760.32, which
covers installation requirements. Part of those installation requirements are the grounding and
bonding rules contained in Part IV of Article 800. Connections to the building grounding elec-
trode system should be made where the circuits enter and exit a building. To minimize po-
tential damage from induced transients, the circuits entering and exiting a building should
connect to the grounding electrode system and transient protection equipment nearest the
point of entry, before being intermingled with other circuits.

NEC Section 760.32 provides references for fire alarm circuits extending beyond one
building. The requirements for the installation of power-limited circuits and communica-
tions circuits are covered by Parts II, III, and IV of Article 800, Communications Circuits.
The methods and equipment used for providing transient protection of circuits addressed
by Article 800 are not necessarily suitable for voltages expected on all fire alarm circuits.

The requirements for the installation of non—power-limited underground outdoor cir-
cuits are found in Part I of Article 300 and the applicable sections in Part I of Article 225,
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Underground Branch Circuits and Feeders. It should be noted that Article 225 does not
specifically require transient protection of circuits, but consideration should be given to pro-
tecting underground circuits.

In both power-limited and non—power-limited circuits, surge protective devices may be
installed to protect against electrical surges. When installing surge protective devices, the re-
quirements of NEC Atrticle 285 should be followed.

Subsections A.12.2.4 and A.12.2.4.2 were revised by a tentative interim amendment (TIA).

In addition to compliance with the requirements of the NEC, designers and installers should
consult with the fire alarm or signaling system manufacturer and manufacturers of transient
voltage surge suppressors for proper selection and installation of primary protectors. The selec-
tion of protection for circuits should consider how the whole fire alarm or signaling system is
being used. For example, protectors are available that can be installed in series or in parallel.

A series protector might dissipate small transients to ground and allow the protected cir-
cuit to continue to operate. But when subjected to a large transient, a series protector will fail
open. The circuit will no longer be operational, but the equipment will have been protected
and will not be subjected to any secondary transients. Most fire alarm circuits that open will
result in a trouble condition. Some emergency control functions that are wired as Class D per
12.3.4 will cause the control function to operate when the circuit is opened. In the case of a
primary power supply circuit, the open circuit will result in a trouble condition and the sys-
tem will transfer to secondary power.

A parallel protector dissipates the energy of transients to ground but leaves the protected
circuit operational. In the event of a large transient, the protection device might protect the
circuit and be destroyed in the process. The circuit remains operational, but it no longer has
any protection against subsequent transients.

Most protection devices have a visual means to indicate failure. Others also have a set of
contacts that can be monitored to signal failure. The choice of a series or a parallel protection
device should consider the mission of the system, the use of the particular circuit, the impact
of circuit failure, the likelihood and the impact of secondary transients, and the response and
repair capabilities or the owner or service company.

12.2.4.3* Fire alarm system wiring and equipment, including all circuits controlled and pow-
ered by the fire alarm system, shall be installed in accordance with the requirements of this
Code and of NFPA 70, National Electrical Code, Article 760. (SIG-FUN)

All fire alarm system wiring installations must conform to the requirements of NFPA 70. The
NEC provides general wiring methods and requirements in Chapter 1 through Chapter 4. Ar-
ticle 760, Fire Alarm Systems, contained in Chapter 7, supplements and modifies the re-
quirements of Chapter 1 through Chapter 4 specifically for fire alarm systems. The wiring
methods permitted in Article 760 include the use of Chapter 3 wiring methods as well as the
use of specific types of non—power-limited and power-limited cables. The wiring method used
must be installed in accordance with the manufacturer’s instructions, any listing limitations,
and the requirements of Article 760.

One of the general requirements of NEC Article 760 that applies to all fire alarm system
wiring is the requirement in 760.30, which reads as follows:

760.30 FIRE ALARM CIRCUIT IDENTIFICATION

Fire alarm circuits shall be identified at terminal and junction locations in a manner that helps
to prevent unintentional signals on fire alarm system circuit(s) during testing and servicing of
other systems. [70:760.30]

One possible way to facilitate circuit identification is to use a terminal cabinet, such as the
one shown in Exhibit 12.1.

2010 National Fire Alarm and Signaling Code Handbook



Section 12.3 « Pathway Class Designations

149

EXHIBIT 12.1 Fire Alarm
Terminal Cabinet. (Source:
Space Age Electronics, Inc.,
Hudson, MA)

ALARM .
TERMINAL
CABINET

A.12.2.4.3 Fire alarm systems include fire detection and alarm notification, guard’s tour,
sprinkler waterflow, and sprinkler supervisory systems. Circuits controlled and powered by
the fire alarm system include circuits for the control of building systems safety functions, el-
evator capture, elevator shutdown, door release, smoke doors and damper control, fire doors
and damper control, and fan shutdown, but only where these circuits are powered by and con-
trolled by the fire alarm system. [70:760.1 FPN No.1] (SIG-FUN)

Class 1, 2, and 3 circuits are defined in Article 725 (of NFPA 70, National Electrical
Code). [70:760.1 FPN No. 2]

12.2.4.4 All fire alarm systems shall test free of grounds.

Exception: Parts of circuits or equipment that are intentionally and permanently grounded to
provide ground-fault detection, noise suppression, emergency ground signaling, and circuit
protection grounding shall be permitted. (SIG-FUN)

12.2.4.5*% Wiring methods permitted by other sections of this Code to resist attack by fire
shall be installed in accordance with manufacturer’s published instructions and the require-
ments of NFPA 70, Article 760. (SIG-FUN)

A.12.2.4.5 Tt is important for the intended functionality of circuit integrity cable or electrical
circuit protective systems to follow manufacturer’s installation instructions. An electrical cir-
cuit protective system has detailed installation requirements, and additional requirements can
be found in the manufacturer’s installation instructions, NFPA 70, National Electrical Code,
or the listing organizations’ guide information.

12.3* Pathway Class Designations

Pathways shall be designated as Class A, Class B, Class C, Class D, Class E, or Class X, de-
pending on their performance.

Although the pathway class designations are in alphabetical order, the Code simply describes
the performance requirements of each class. The Code does not imply a preference of one
class of circuit over another for a particular application. It is up to the enabling codes, stan-
dards, authority having jurisdiction, or system designer to determine the class of pathway that
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best meets the site-specific conditions and design objectives for a particular application. The
circuit designations were also set up with the intention of accommodating additional types of
circuits in the future.

A.12.3 The intent of the circuit designations is not to create a hierarchal ranking; rather it is
to provide guidance on the levels of performance.

The initiating device circuit, signal line circuit, and notification appliance circuit per-
formance class/style tables from previous editions of the Code have been included as Table
A.12.3(a), Table A.12.3(b), and Table A.12.3(c) but have been modified to include the en-
hanced class references. These tables reflect the classifications as applied to fire alarm sys-
tems. Some of the operations are a combination of the requirements of Chapter 12 in
conjunction with the requirements of Chapters 10 and 23. Singular ground-fault conditions
that do not affect operation of the pathway are not specifically covered in Chapter 12, but are
covered by the requirements of other chapters. Users of the Chapter 12 designations should
review whether there are other abnormal conditions not specified in Chapter 12 that the path-
ways need to annunciate and operate through for their application.

TABLE A.12.3(a) Performance of Initiating Device
Circuits (IDCs)

NFPA 72-2007 Class B A
NFPA 72-2010 Class B A
Alm | Trbl | ARC | Alm | Trbl | ARC

Abnormal Condition 1 2 3 4 5 6
Single open — | X — — X R
Single ground — | X R — X R

Alm: Alarm. Trbl: Trouble. ARC: Alarm receipt capability during ab-
normal condition. R: Required capability. X: Indication required at
protected premises and as required by Chapter 26.

TABLE A.12.3(b) Performance of Signal Line Circuits (SLCs)

NFPA 72-2007 Class B A A

Style 4 6 7

NFPA 72-2010 Class B A X

Alarm | Trouble | ARC | Alarm | Trouble | ARC | Alarm | Trouble | ARC

Abnormal Condition 1 2 3 4 5 6 7 8 9
Single open — X — — X R — X R
Single ground — X R — X R — X R
Wire-to-wire short — X — — X — — X R
Wire-to-wire short & open — X — — X — X —
Wire-to-wire short & ground — X — — X — — X —
Open and ground — X — — X R — X R
Loss of carrier (if used) / channel interface — X — — X — — X —

ARC: Alarm receipt capability during abnormal condition. R: Required capability. X: Indication required at
protected premises and as required by Chapter 26.
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TABLE A.12.3(c) Notification Appliance Circuits (NACs)

NFPA 72-2007 Class B A
NFPA 72-2010 Class B A
Trouble Alarm Trouble Alarm
Indications Capability Indications Capability
at During at During
Protective Abnormal Protective Abnormal
Premise Condition Premise Condition
Abnormal Condition 1 2 3 4
Single open X — X R
Single ground X R X R
Wire-to-wire short X — X —

X: Indication required at protected premises and as required by Chapter 26. R: Required capability.

12.3.1% Class A. A pathway shall be designated as Class A when it performs as follows:

(1) It includes a redundant path.
(2) Operational capability continues past a single open.
(3) Conditions that affect the intended operation of the path are annunciated.

A Class A pathway most closely resembles the performance requirements of a Class A circuit
as described in the 2007 edition of the Code.

A.12.3.1 The Class A references for initiating device circuit and notification appliance cir-
cuit performance have been changed to eliminate the need for alarm receipt capability during
a single ground or annunciation of a single ground fault. The signal line circuit performance
has changed to provide a clear separation between the Class A Style 6 and Class A Style 7
performance. The Class A Style 7 performance is now defined as Class X.

Fiber optic or wireless pathways are examples of Class A circuitry not impaired by earth
ground connection, and short-circuits, and therefore do not annunciate those conditions as a
fault. Users of the code are advised that fire alarm circuits still require alarm receipt capabil-
ity during a single ground. See Chapter 23.

12.3.2% Class B. A pathway shall be designated as Class B when it performs as follows:

(1) It does not include a redundant path.
(2) Operational capability stops at a single open.
(3) Conditions that affect the intended operation of the path are annunciated.

A Class B pathway most closely resembles the performance requirements of a Class B circuit
as described in the 2007 edition of the Code.

A.12.3.2 The Class B references for initiating device circuit, signal line circuit, and notifica-
tion appliance circuit performance have been changed to eliminate the need for alarm receipt
capability during a single ground or annunciation of a single ground fault. Users of the code
are advised that fire alarm circuits still require alarm receipt capability during a single ground.
(See Chapter 23.)

12.3.3*% Class C. A pathway shall be designated as Class C when it performs as follows:

(1) It includes one or more pathways where operational capability is verified via end-to-end
communication, but the integrity of individual paths is not monitored.
(2) A loss of end-to-end communication is annunciated.
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A.12.3.3 The Class C reference is new and is intended to describe technologies that super-
vise the communication pathway by polling or continuous communication “handshaking”
such as the following:

(1) Fire control unit or supervisory station connections to a wired LAN, WAN, or Internet

(2) Fire control unit or supervisory station connections to a wireless LAN, WAN, and Inter-
net

(3) Fire control unit or supervisory station connections to a wireless (proprietary communi-
cations)

(4) Fire control unit digital alarm communication transmitter or supervisory station digital
alarm communication receiver connections to the public switched telephone network

12.3.4% Class D. A pathway shall be designated as Class D when it has fail-safe operation,
where no fault is annunciated, but the intended operation is performed in the event of a path-
way failure.

A.12.3.4 The Class D reference is intended to describe pathways that are not supervised but
have a fail-safe operation that performs the intended function when the connection is lost. Ex-
amples of such pathways include the following:

(1) Power to door holders where interruption of the power results in the door closing
(2) Power to locking hardware that release upon an open circuit or fire alarm operation

12.3.5% Class E. A pathway shall be designated as Class E when it is not monitored for in-
tegrity.

A.12.3.5 The Class E reference is new and is intended to describe pathways, which do not
require supervision as described in 10.17.

12.3.6* Class X. A pathway shall be designated as Class X when it performs as follows:

(1) It includes a redundant path.
(2) Operational capability continues past a single open or short-circuit.
(3) Conditions that affect the intended operation of the path are annunciated.

A.12.3.6 The Class X reference is new and is intended to describe pathways as described as
Class A Style 7 of the signal line circuit performance of Table A.12.3(b). (Also see A.12.3.)

12.4 Pathway Survivability
All pathways shall comply with NFPA 70, National Electrical Code.

Chapter 12 does not require any specific level of survivability, but it provides various options
when other chapters, codes, standards, or authorities having jurisdiction require survivability.
While the Code lists the levels of survivability in ascending numerical order, it is not intended
to imply that one level of survivability is preferred over another for a specific application.

12.4.1 Pathway Survivability Level 0. Level 0 pathways shall not be required to have
any provisions for pathway survivability.

12.4.2 Pathway Survivability Level 1. Pathway survivability Level 1 shall consist of
pathways in buildings that are fully protected by an automatic sprinkler system in accordance
with NFPA 13, Standard for the Installation of Sprinkler Systems, with any interconnecting
conductors, cables, or other physical pathways installed in metal raceways.

12.4.3 Pathway Survivability Level 2. Pathway survivability Level 2 shall consist of
one or more of the following:
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(1) 2-hour fire-rated circuit integrity (CI) cable

(2) 2-hour fire-rated cable system [electrical circuit protective system(s)]

(3) 2-hour fire-rated enclosure or protected area

(4) 2-hour performance alternatives approved by the authority having jurisdiction

12.4.4 Pathway Survivability Level 3. Pathway survivability Level 3 shall consist of
pathways in buildings that are fully protected by an automatic sprinkler system in accordance
with NFPA 13, Standard for the Installation of Sprinkler Systems, and one or more of the fol-
lowing:

(1) 2-hour fire rated circuit integrity (CI) cable

(2) 2-hour fire rated cable system (electrical circuit protective system(s))

(3) 2-hour fire rated enclosure or protected area

(4) 2-hour performance alternatives approved by the authority having jurisdiction

Subsections 12.4.3 and 12.4.4 each includes a list of four methods used for ensuring pathway
survivability.

Fire alarm circuit integrity (CI) cables are addressed among the specific types of
non—power-limited and power-limited cables that are permitted in Article 760. A “CI” suffix
is added to the specific cable types to identify cables that meet the circuit integrity require-
ments. For example, Type NPLF-CI is a general purpose (excluding riser, ducts, plenums, and
other space used for environmental air) non—power-limited circuit integrity cable. Also refer
to the test methods used to evaluate the fire resistive performance of cables in UL 2196, Stan-
dard for Tests of Fire Resistive Cable.

An electrical circuit protective system is a system of cables and other materials designed
and evaluated to ensure electrical circuit integrity upon exposure to a fire. The installation of
these systems requires compliance with specific procedures using specific materials evaluated
as a part of the listing of these systems. Some of these systems include the use of mineral in-
sulated cable as a part of the system. The requirements in NEC Article 332, Mineral-Insulated,
Metal-Sheathed Cable: Type M1, also apply to the installation of mineral insulated cable. Also
refer to UL 1724, Outline of Investigation for Fire Tests for Electrical Circuit Protective Sys-
tems.

Exhibits 12.2 and 12.3 show examples of circuit integrity cable and mineral insulated
cable.

The UL Fire Resistance Directory, Volume 2, identifies many types of construction that
provide a 2-hour fire resistance rating. The enclosure can be constructed of masonry, con-
crete, or an assembly of classified products, such as metal studs and gypsum wallboard. To
attain the desired fire rating, the enclosure must be constructed exactly as required by the list-

Optional shield Conductor Threaded gland End seal
copper/polyester tape Solid annealed copper ’/ —|

Brass

gland Brass

nut compression
ring

=

Brass

NPT taper
thread

Insulating cap . .
Insulating sleeving

Anchoring bead  may be color coded.
securing sleeving

Brass screw-on pot
cuts its own thread

gf(;\d as it screws on to
Jacket Optional drain wire Silicone rubber Y the cable sheath.
low smoke, stranded copper insulation
zero halogen polyolefin EXHIBIT 12.3 Mineral Insulated (MI) Cable — Part of an
Electrical Circuit Protective System. (Source: Tyco Thermal

Thermal Controls, Menlo Park, CA)

National Fire Alarm and Signaling Code Handbook 2010



154

Chapter 12 o Circuits and Pathways

ing. Any penetrations in the enclosure must be sealed in a manner that provides a fire resist-
ance rating equivalent to the enclosure. Two-hour rated enclosures include 2-hour rated exit
stairwells, where building codes permit their use.

The authority having jurisdiction may approve other methods of providing protection.
This might be a combination of installation methods and protection by the building structure.
Technical justification must be provided by the designer to support the survivability design.

12.5 Nomenclature

To identify the properties of the system(s) interconnections and survivability requirements,
the following identification nomenclature shall be used:

(1) System(s) interconnections
(2) Survivability levels (not required if Level 0)

This section explains the nomenclature for describing the pathway class and survivability
level. The nomenclature “system(s) interconnections” in 12.5(1) is intended to refer to the
pathway class designation. A Class B pathway installed to provide survivability Level 3 by
using 2-hour rated circuit integrity cable in a building fully protected by automatic sprinklers
designed and installed in accordance with NFPA 13, Standard for the Installation of Sprin-
kler Systems, would be designated as B3. If no level of survivability is designated, it is taken
to be Level 0.

REFERENCES CITED IN COMMENTARY

NFPA 13, Standard for the Installation of Sprinkler Systems, 2010 edition, National Fire Pro-
tection Association, Quincy, MA.

NFPA 70°, National Electrical Code®, 2008 edition, National Fire Protection Association,
Quincy, MA.

UL 497B, Standard for Protectors for Data Communications and Fire Alarm Circuits, Un-
derwriters Laboratories Inc., Northbrook, IL, 2008.

UL 1724, Outline of Investigation for Fire Tests for Electrical Circuit Protective Systems, Un-
derwriters Laboratories Inc., Northbrook, IL, 2006.

UL 2196, Standard for Tests of Fire Resistive Cable, Underwriters Laboratories Inc., North-
brook, IL, 2006.

UL Fire Resistance Directory, Volume 2, Underwriters Laboratories Inc., Northbrook, IL,
2009.
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In this 2010 edition of NFPA 72°, National Fire Alarm and Signaling Code, Chapter 13 is
reserved for future use.
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Inspection, Testing, CHAPTER 14
and Maintenance

Chapter 14 (Chapter 10 in previous editions of the Code) covers minimum requirements for
inspection, testing, and maintenance of fire alarm systems; supervising station alarm systems;
public emergency alarm reporting systems; emergency communications systems (ECSs); sin-
gle- and multiple-station smoke and heat alarms; and household fire alarm systems. Chapter
14 includes requirements for visual inspection and inspection frequencies, testing and test
methods, testing frequencies, maintenance requirements, and record keeping.

An important note is that the provisions of Chapter 1 apply in addition to those of Chap-
ter 14. The use of equivalent test methods or test devices is permitted by the Code, provided
their use complies with the equivalency rules in Section 1.5. Equivalent methods or devices
must meet the intent of the requirements of Chapter 14, and evidence demonstrating equiva-
lence must be provided to the authority having jurisdiction.

The following list is a summary of significant changes to the chapter on inspection, test-
ing, and maintenance in the 2010 edition:

o Revised throughout to reflect the broader application of fire/alarm/emergency systems

o Revised Table 14.4.2.2, item 15(b), and 14.4.13 providing updated requirements for the
verification of intelligible voice communications

o Revised Tables 14.3.1, 14.4.2.2, and 14.4.5 adding new requirements for the inspection
and testing of mass notification systems (MNSs)

o New 14.2.4.1 and 14.2.4.2 requiring documentation of current revisions and compatibil-
ity of fire alarm software

o New 14.2.7 providing an allowance for automated testing

o New 14.2.8 providing an allowance for performance-based inspection and testing

o New 14.4.4 requiring the inspection, testing, and maintenance of gas detectors

o Revised 14.4.5.6 adding new requirements for circuit and pathway testing

o New 14.4.8.2 requiring replacement of combination smoke/carbon monoxide alarms after
10 years or when the end-of-life signal activates

o Revised Figure 14.6.2.4 (Inspection and Testing Form) providing an extensive update, in-
cluding MNSs

o New 14.4.12 providing extensive requirements for the system commissioning testing, ac-
ceptance test, and annual tests of in-building emergency radio communications systems

14.1 Application

14.1.1 The inspection, testing, and maintenance of systems, their initiating devices, and no-
tification appliances shall comply with the requirements of this chapter.

In 14.1.1 and other specific locations within Chapter 14, the term fire alarm system(s) was re-
placed with just system(s). This change allows the Code to address the inspection, testing, and
maintenance requirements of systems in addition to fire alarm systems when appropriate.
These systems include, but are not limited to, supervising station alarm systems, public emer-
gency alarm reporting systems, emergency communications systems (ECSs), and other sys-
tems discussed herein (see 1.3.1 and 1.3.2).
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FAQ »
Are the requirements of Chapter
14 retroactive?

Chapter 14 addresses inspection, testing, and maintenance requirements for systems and
the initiating devices and notification appliances connected to them. The installation of these
systems is covered by the requirements in other chapters of the Code. Listed smoke detection
devices not connected to a fire alarm system (often called stand-alone detectors) are some-
times found in HVAC systems, door-releasing applications, and special hazard releasing de-
vices. The requirements in Chapter 14, including sensitivity testing, apply to these types of
detectors. (Note: Smoke alarms are not tested or listed to operate door-releasing devices,
HVAC controls, or special hazard systems and are not considered in this context to be stand-
alone devices.)

14.1.2 The inspection, testing, and maintenance of single- and multiple-station smoke and
heat alarms and household fire alarm systems shall comply with the requirements of this
chapter.

As stated in 14.1.2, Chapter 14 also includes the testing and maintenance requirements for all
single- and multiple-station smoke alarms and heat alarms; household fire alarm systems,
including those in one- and two-family dwelling units; and in other residential occupancies,
such as apartments, hotel and motel rooms, and dormitory living units. The installation of this
fire-warning equipment is covered by the requirements in Chapter 29. Refer to the definition
of fire warning equipment in 3.3.100.

The requirements in Chapter 14, including sensitivity testing, apply to single- and multi-
ple-station smoke alarms in other than one- or two-family dwelling units. Sensitivity testing
is not required for smoke alarms in one- or two-family dwelling units. Smoke alarms installed
in one- and two-family dwelling units are not permitted to remain in service for longer than
10 years from the date of manufacture (see 14.4.8).

In the context of these requirements, it is important to understand that the terms smoke
alarm and smoke detector are not interchangeable. A smoke alarm is a device that includes
detection and notification components, whereas a smoke detector may contain detection and
control components and requires connection to additional equipment to perform notification
functions. Refer to the definitions of smoke alarm, single station alarm, detector, and smoke
detector in Chapter 3.

14.1.3 Procedures that are required by other parties and that exceed the requirements of this
chapter shall be permitted.

14.1.4 The requirements of this chapter shall apply to both new and existing systems.

Because the requirements of Chapter 14 apply to both new and existing systems, as stated in
14.1.4, they are retroactive. The committee intends that the most current edition of the Code
be used for inspection, testing, and maintenance of both new and existing fire alarm systems
and fire-warning equipment. The requirements of the other chapters are generally not retroac-
tive and apply only to new installations. Refer to Section 1.4 regarding retroactivity as applied
in general to the Code.

14.2 General
14.2.1 Performance.

14.2.1.1 Performance Verification. To ensure operational integrity, the system shall have
an inspection, testing, and maintenance program.

14.2.1.1.1 Inspection, testing, and maintenance programs shall satisfy the requirements of
this Code and conform to the equipment manufacturer’s published instructions.
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14.2.1.1.2 Inspection, testing, and maintenance programs shall verify correct operation of the
system.

Paragraph 14.2.1.1 reinforces the requirements of building and occupancy codes for testing
of systems. Paragraph 14.2.1.1.1 incorporates the “manufacturer’s published instructions”
into the requirements of the Code. System manufacturers are required to submit manufac-
turer’s published instructions to the organization conducting the product evaluations for the
listing of their system or component. Therefore, these instructions should be enforced as code
in accordance with 10.3.2 and 14.2.1.1.1. Verifying the correct operation of the system in-
cludes conformance with the Code and also with the owner’s fire protection or other goals and
the designer’s specifications. These goals and specifications should be included with the sys-
tem design documentation. Refer to 10.18.1.2, 14.2.4, Section 17.3, 17.6.1.1, 17.7.1.1,23.3.1,
23.3.2, and 24.4.2.2. The fire alarm system designer should be retained to ensure that the sys-
tem goals and the owner’s fire protection goals are met.

14.2.1.2 Impairments.
14.2.1.2.1 The requirements of Section 10.19 shall be applicable when a system is impaired.
14.2.1.2.2 System defects and malfunctions shall be corrected.

14.2.1.2.3 If a defect or malfunction is not corrected at the conclusion of system inspection,
testing, or maintenance, the system owner or the owner’s designated representative shall be
informed of the impairment in writing within 24 hours.

The purpose of the requirement in 14.2.1.2.3 to notify the owner or the owner’s designated
representative (usually the building manager) in writing is to ensure that they are aware of the
defects and malfunctions so that they can take steps to have the defects or malfunctions cor-
rected. Section 10.19 also covers administrative requirements for all impairments, including
out-of-service events.

14.2.2 Responsibilities.

14.2.2.1* The property or building or system owner or the owner’s designated representative
shall be responsible for inspection, testing, and maintenance of the system and for alterations
or additions to this system.

A.14.2.2.1 See definition of Ownership in 3.3.171.

Usually the property or building owner is responsible for the inspection, testing, and mainte-
nance of the system. The requirements of 14.2.2.1 have been revised to clarify that in some
cases the system owner is the responsible party. The owner can designate a representative to
assume this responsibility. The owner relationships are further explained in the context of sys-
tem inspection, testing, and maintenance in A.3.3.171.

14.2.2.2 The delegation of responsibility shall be in writing, with a copy of such delegation
provided to the authority having jurisdiction upon request.

In accordance with 14.2.2.1, the property, building, or system owner is responsible for test-
ing and maintaining the system. If the owner chooses to appoint a representative to assume
this responsibility, the delegation must be confirmed in writing. The delegated representative
is often the building manager.

This requirement does not necessarily mean that the owner or the designated representa-
tive can legally perform any of the testing or maintenance of the system, which depends on
the licensing laws of the applicable state or local jurisdiction. This requirement simply means
that the owner or designated representative is responsible for ensuring that the system is prop-
erly tested and maintained in accordance with the requirements of this chapter.
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FAQ »
What is the purpose of the
requirements in 14.2.2.5?

14.2.2.3 Inspection, testing, or maintenance shall be permitted to be done by the building or
system owner or a person or organization other than the building or system owner if con-
ducted under a written contract.

If the owner or designated representative does not choose to perform the inspection, testing,
and maintenance or is not allowed to due to licensing laws, 14.2.2.3 permits the owner to con-
tract with a qualified contractor to perform these services. This written delegation can take the
form of a testing and maintenance contract.

14.2.2.4 Testing and maintenance of central station service systems shall be performed under
the contractual arrangements specified in 26.3.3.

Paragraph 14.2.2.4 clarifies that a contractual agreement per 26.3.3 is required to provide the
services for testing of central station alarm systems. Only a listed central station or listed
alarm service—local company can be contracted to perform the testing and maintenance re-
quirements for central station alarm systems.

14.2.2.5% Service Personnel Qualifications and Experience. Service personnel shall be
qualified and experienced in accordance with the requirements of 10.4.3.

A.14.2.2.5 Service personnel should be able to do the following:

(1) Understand the requirements contained in NFPA 72, National Fire Alarm and Signaling
Code and the fire alarm requirements contained in NFPA 70, National Electrical Code

(2) Understand basic job site safety laws and requirements

(3) Apply troubleshooting techniques, and determine the cause of fire alarm system trouble
conditions

(4) Understand equipment specific requirements, such as programming, application, and
compatibility

(5) Read and interpret fire alarm system design documentation and manufacturer’s inspec-
tion, testing, and maintenance guidelines

(6) Properly use tools and test equipment required for testing and maintenance of fire alarm
systems and their components

(7) Properly apply the test methods required by NFPA 72, National Fire Alarm and Signal-
ing Code

The qualification requirements previously in 14.2.2.5 have been relocated to Chapter 10 so
that all personnel qualification requirements (except those for public emergency alarm re-
porting systems) are in a common Code location. The requirements in 10.4.3 are intended to
ensure that the persons testing and maintaining fire alarm systems have an appropriate level
of knowledge, skill, and understanding of the systems and equipment. As a minimum, the
Code recognizes four methods in 10.4.3.1(1) through 10.4.3.1(4) to demonstrate that service
personnel are qualified. Service personnel should be able to perform the basic skills identi-
fied in A.14.2.2.5.
Exhibit 14.1 is a photograph of a technician performing a test.

14.2.3* Notification.

A.14.2.3 Prior to any scheduled inspection or testing, the service company should consult
with the building or system owner or the owner’s designated representative. Issues of advance
notification in certain occupancies, including advance notification time, building posting, sys-
tems interruption and restoration, evacuation procedures, accommodation for evacuees, and
other related issues, should be agreed upon by all parties prior to any inspection or testing.

14.2.3.1 Before proceeding with any testing, all persons and facilities receiving alarm, su-
pervisory, or trouble signals and all building occupants shall be notified of the testing to pre-
vent unnecessary response.
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EXHIBIT 14.1 Technician
Testing Fire Alarm System.
(Source: SimplexGrinnell,
Westminster, MA)

Paragraph 14.2.3.1 requires notification of those affected that system testing is about to take
place. In many cases, the building owner or the owner’s designated representative (e.g., a
property management company) best knows the location of all the building occupants, the
building employees, or the tenant occupants and the best means of communication with such
occupants. Typically, the building owner or the owner’s designated representative has the re-
sources and authority to use broadcast email, to use the building’s public address system, and
to display signage. Notification of building occupants should be the responsibility of the
owner or the owner’s designated representative in addition to the system technician who will
be performing the system testing.

Everyone who might be affected by the testing of a fire alarm system installed at a pro-
tected premises must be notified that the testing will take place. In addition to building occu-
pants in general, those notified should include, but not be limited to, the building owner, the
building manager, switchboard operators, the building engineer, building or floor fire war-
dens, and building maintenance personnel. Methods of notification include bulletin board
postings, email, public address announcements, and lobby signs.

In addition, notification of personnel at the supervising station or communication center
prior to testing is also required. Paragraphs 26.3.7.5.5 and 26.3.7.5.6 require the prime contrac-
tor (or designated representative) to provide a unique identification code to the central station
before placing the central station alarm system into test status. The requirements of 26.3.7.5.6
and 14.2.3.1 are intended to prevent unauthorized tampering with the fire alarm system and un-
necessary response by the fire department and by others who may be affected by the test.

A fire emergency plan (or other appropriate emergency plan) should be established for
the protected premises that provides for notifying occupants, the communications center, and
the supervising station in case a fire (or other emergency) occurs during testing.

Note that fire alarm drills are not part of fire alarm system testing and are not addressed
by the Code. Requirements for fire alarm drills are usually specified as a part of building or
fire code requirements and may be occupancy dependent.

14.2.3.2 At the conclusion of testing, those previously notified (and others, as necessary)
shall be notified that testing has been concluded.

14.2.3.3 The owner or the owner’s designated representative and service personnel shall co-
ordinate system testing to prevent interruption of critical building systems or equipment.

As addressed in 14.2.3.3, if the system is interconnected with other building systems, such as
elevators and HVAC systems, the system testing must be managed so it does not disrupt those
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building systems or equipment that may be critical to the continuity of building operations.
Requirements for the testing of interfaced equipment and emergency control functions are
contained in 14.2.6 as well as Table 14.3.1, Table 14.4.2.2, and Table 14.4.5. The testing must
be coordinated with the specialists maintaining these interfaced systems.

14.2.4 System Documentation. Prior to system maintenance or testing, the record of
completion and any information required by Section 10.18 regarding the system and system
alterations, including specifications, wiring diagrams, and floor plans, shall be provided by
the owner or a designated representative to the service personnel upon request.

At the time of an acceptance test, the authority having jurisdiction and the system contractor
must ensure that all documentation for the system installation has been completed and is pre-
sented to the owner or the owner’s designated representative in a usable format. The required
documentation includes all documents outlined in both Chapter 10 (see Section 10.18) and
Chapter 14. Maintenance of a system directly impacts the mission effectiveness of the sys-
tem. Service personnel cannot effectively maintain or test a system without full access to all
of the required system documentation. Also refer to the commentary following 14.2.1.1.2.

Exhibit 14.2 is a suggested checklist of documents needed to test and maintain a system.
All items on this checklist should be provided prior to testing or maintaining the system.

EXHIBIT 14.2 Checklist for
Required System Testing Documentation Checklist:

Documentation. Fire Alarm System Record of Completion

Point-to-Point Wiring Diagrams

Individual Device Interconnection Drawings

As-Built (Record) Drawings

Copy of Original Equipment Submittals

Operational Manuals

Manufacturer's Proper Testing and Maintenance Requirements
Device Address List/Conventional Device Location List

poooodooo

14.2.4.1 The provided documentation shall include the current revisions of all fire alarm soft-
ware and the revisions of software of any systems with which the fire alarm software inter-
faces.

14.2.4.2 The revisions of fire alarm software, and the revisions of the software in the systems
with which the fire alarm software interfaces, shall be verified for compatibility in accordance
with the requirements of 23.2.2.1.1.

Paragraphs 14.2.4.1 and 14.2.4.2 were added in the 2010 edition to correlate with a new re-
quirement in 23.2.2.1.1 that fire alarm system software be compatible with the software used
in other systems that interface with the fire alarm systems. The system documentation re-
quired by 14.2.4 must include the current software revision of all systems involved, and soft-
ware compatibility must be verified. Paragraph A.23.2.2.1.1 includes a detailed discussion of
some of the compatibility issues involved. See 3.3.255 for the definition of software and
23.2.2 for additional requirements on software and firmware documentation.

14.2.5 Releasing Systems. Requirements pertinent to testing the fire alarm systems initi-
ating fire suppression system releasing functions shall be covered by 14.2.5.1 through
14.2.5.6.

Subsection 14.2.5 addresses the special requirements and precautions that apply to fire alarm
systems that are also used for suppression system actuation. Testing the suppression system
itself is covered by separate standards that address the specific suppression system or special
hazard system. Testing of special hazard fire protection systems that are equipped with their
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own fire alarm control unit should be conducted as a separate series of tests from those of the
building fire alarm system. Only the interface functions between the separate control unit and
the building fire alarm system should be tested as part of the building fire alarm system test-
ing. If the building fire alarm system is listed for releasing service and also controls the spe-
cial hazard fire protection system, the special hazard system operation (without the discharge
of suppression agent) must be tested as part of the building fire alarm system testing proce-
dures. Care must be taken to ensure that the special hazard system is not inadvertently actu-
ated. Also refer to the requirements of 23.3.3, 23.8.2, 23.8.5.10, and Section 23.13.

14.2.5.1 Testing personnel shall be qualified and experienced in the specific arrangement and
operation of a suppression system(s) and a releasing function(s) and shall be cognizant of the
hazards associated with inadvertent system discharge.

If the technician testing the fire alarm system is not qualified to test the special hazard sys-
tem, then additional technicians trained and qualified to work on the special hazard system
should be present to assist in conducting the tests. Having trained and qualified personnel
present during testing of special hazard systems is necessary to prevent unwanted discharge
of the fire suppression agent, which can cause significant property damage or cause acciden-
tal injury or death to the building occupants. Also refer to 14.2.2.5 and 10.4.3 for service per-
sonnel qualification requirements.

14.2.5.2 Occupant notification shall be required whenever a fire alarm system configured for
releasing service is being serviced or tested.

The notification required by 14.2.5.2 allows the occupants to either evacuate the area being
tested or prepare for the possible interruption of their work caused by the test. Also see 14.2.3.

14.2.5.3 Discharge testing of suppression systems shall not be required by this Code.

14.2.5.4 Suppression systems shall be secured from inadvertent actuation, including discon-
nection of releasing solenoids or electric actuators, closing of valves, other actions, or com-
binations thereof, for the specific system, for the duration of the fire alarm system testing.

It is recommended that fire alarm systems used for releasing service be identified as such. A
typical suppression release panel identification label could include information such as the
following:

“SUPPRESSION RELEASE PANEL.

CAUTION: This Control Unit has been arranged for releasing service. Disable all
releasing device circuits prior to servicing.”

One way to “secure” or “disable” a suppression system from inadvertent actuation dur-
ing fire alarm system testing is by actuating a keyed service disconnect switch, which physi-
cally disconnects the suppression releasing mechanism (i.e., solenoid or electronic actuator)
from the suppression releasing circuit. The Code does not permit the use of a software inter-
lock. See 23.13.5.2.

Disconnection of releasing solenoids or electronic actuators, closing of valves, or other
actions taken to secure or disable a suppression system from inadvertent actuation during fire
alarm system testing is required to initiate an “off-normal” or supervisory signal on the fire
alarm system control unit. The off-normal or supervisory signal is required to remain active
on the fire alarm system control unit until the device that has been secured or disabled is
placed back in service — that is, returned to its normal operating condition. See 23.13.5.1.

14.2.5.5 Testing shall include verification that the releasing circuits and components ener-
gized or actuated by the fire alarm system are electrically monitored for integrity and operate
as intended on alarm.
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FAQ »
What is the purpose of
subsection 14.2.6?

14.2.5.6 Suppression systems and releasing components shall be returned to their functional
operating condition upon completion of system testing.

14.2.6 Interface Equipment and Emergency Control Functions.

This subsection, along with the requirements in Table 14.4.2.2, items 22 and 23, and Table
14.4.5, item 18, is intended to emphasize that testing of interfaced equipment and emergency
safety functions should not be overlooked as a part of the system testing.

Proper testing of interfaced systems and emergency control functions may require the in-
volvement of additional personnel not typically associated with testing of fire alarm systems.
For example, testing the operation of elevator recall through actuation of the fire alarm sys-
tem will likely require the involvement of building management, qualified elevator service
personnel, and inspection authorities.

14.2.6.1% Testing personnel shall be qualified and experienced in the arrangement and oper-
ation of interface equipment and emergency control functions.

A.14.2.6.1 As an example, testing of the elevator fire service and shutdown functions will
usually require a coordinated multi-discipline effort with presence of qualified service per-
sonnel for the fire alarm system, the elevator system, and other building systems. The pres-
ence of inspection authorities might also be needed in some jurisdictions. The development
of a test plan should be considered to ensure that the testing of these features is accomplished
in a coordinated and timely manner. This plan should also ensure that all appropriate parties
and personnel are present when needed, and that the testing requirements for both the fire
alarm system and the elevator system are fulfilled. See Section 21.3 and Section 21.4 for spe-
cific elevator emergency control functions.

14.2.6.2 Testing shall be accomplished in accordance with Table 14.4.2.2.

14.2.7 Automated Testing.

Automated testing of sprinkler system components, such as waterflow switches, is becoming
more prevalent in buildings. The Code now permits the use of automated testing where the
arrangement provides a means “equivalent” to the method specified in Table 14.4.2.2 with the
frequency specified in Table 14.4.5. These system components should be controlled or mon-
itored by the fire alarm system, which should provide notification of any detected failures, as
required in 14.2.7.2.

14.2.7.1 Automated testing arrangements that provide equivalent means of testing devices to
those specified in Table 14.4.2.2 at a frequency at least equivalent to those specified in Table
14.4.5 shall be permitted to be used to comply with the requirements of this chapter.

14.2.7.2 Failure of a device on an automated test shall result in an audible and visual trouble
signal.

14.2.8*% Performance-Based Inspection and Testing. As an alternate means of com-
pliance, subject to the authority having jurisdiction, components and systems shall be per-
mitted to be inspected and tested under a performance-based program.

A.14.2.8 This section provides the option to adopt a performance-based inspection and test-
ing method as an alternate means of compliance for Sections 14.3 and 14.4. The prescriptive
test and requirements contained in this Code are essentially qualitative. Equivalent or supe-
rior levels of performance can be demonstrated through quantitative performance-based
analyses. This section provides a basis for implementing and monitoring a performance-based
program acceptable under this option (provided that approval is obtained by the authority hav-
ing jurisdiction). The concept of a performance-based inspection and testing program is to es-
tablish the requirements and frequencies at which inspection and testing must be performed
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to demonstrate an acceptable level of operational reliability. The goal is to balance the in-
spection and testing frequency with proven reliability of the system or component. The goal
of a performance-based inspection program is also to adjust inspection and testing frequen-
cies commensurate with historical documented equipment performance and desired reliabil-
ity. Frequencies of inspection and testing under a performance-based program may be
extended or reduced from the prescriptive inspection and testing requirements contained in
this Code when continued inspection and testing has been documented indicating a higher or
lower degree of reliability as compared to the authority having jurisdiction’s expectations of
performance. Additional program attributes should be considered when adjusting inspection
and testing.

A fundamental requirement of a performance-based program is the continual monitoring
of fire system/component failure rates and determining if they exceed the maximum allow-
able failure rates as agreed upon with the authority having jurisdiction. The process used to
complete this review should be documented and be repeatable. Coupled with this ongoing re-
view is a requirement for a formalized method of increasing or decreasing the frequency of
inspection and testing when systems exhibit either a higher than expected failure rate or an
increase in reliability as a result of a decrease in failures. A formal process for reviewing the
failure rates and increasing or decreasing the frequency of inspection and testing must be well
documented. Concurrence from the authority having jurisdiction on the process used to de-
termine test frequencies should be obtained in advance of any alterations to the inspection and
testing program. The frequency required for future inspections and tests may be reduced to
the next inspection frequency and maintained there for a period equaling the initial data re-
view or until the ongoing review indicates that the failure rate is no longer being exceeded —
for example, going from an annual to a semiannual testing when the failure rate exceeds the
authority having jurisdiction’s expectations, or from annual to every 18 months when the fail-
ure trend indicates an increase in reliability.

See also NFPA 551, Guide for the Evaluation of Fire Risk Assessments, for additional
guidance.

The provisions of 14.2.8 permit alternatives to the prescriptive methods and frequencies for
testing system components, if approved by the authority having jurisdiction. Under such a
program, adjustment of the inspection and testing frequencies may be possible using a qual-
itative performance-based analysis that demonstrates an acceptable level of reliability is pro-
vided. This program would require the continual monitoring of system/component failure
rates. The guidance in NFPA 551, Guide for the Evaluation of Fire Risk Assessments, may be
helpful in assessing the adequacy of these programs.

14.3 Inspection

14.3.1* Unless otherwise permitted by 14.3.2 visual inspections shall be performed in ac-
cordance with the schedules in Table 14.3.1 or more often if required by the authority having
jurisdiction.

Table 14.3.1 specifies the minimum frequencies required for visual inspections on various
components and subsystems of the system. Where the authority having jurisdiction suspects
building conditions are changing more rapidly than normal and that these changes are likely
to affect the performance of the system, the authority having jurisdiction may require more
frequent visual inspections.

A visual inspection should always be conducted prior to any testing. Copies of the as-
built shop drawings (record drawings) and system documentation provide quantities and lo-
cations of devices. Improperly located, damaged, or nonfunctional equipment should be
identified and corrected before tests begin.
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A.14.3.1 Equipment performance can be affected by building modifications, occupancy
changes, changes in environmental conditions, device location, physical obstructions, device
orientation, physical damage, improper installation, degree of cleanliness, or other obvious
problems that might not be indicated through electrical supervision.

The intent of 14.3.1 is to prevent an inspection being made at intervals exceeding those
allowed by Table 14.3.1. Annual inspections should be made every 12 months; monthly in-
spections should be made every 30 days, and so forth. For example, it is not acceptable to con-
duct an annual inspection in January of year one, and December of year two (23 month
frequency) just because Table 14.3.1 requires an inspection once each year.

14.3.2 Devices or equipment that is inaccessible for safety considerations (e.g., continuous
process operations, energized electrical equipment, radiation, and excessive height) shall be
permitted to be inspected during scheduled shutdowns if approved by the authority having ju-
risdiction.

The provision in 14.3.2 is an exception to the requirement for visual inspection frequencies
in 14.3.1. Subsection 14.3.2 clearly defines the intended safety considerations where special
conditions are encountered that would require or permit the visual inspection frequency to be
different from that identified in Table 14.3.1.

14.3.3 Extended intervals shall not exceed 18 months.

14.3.4 The visual inspection shall be made to ensure that there are no changes that affect
equipment performance.

TABLE 14.3.1 Visual Inspection Frequencies

Initial/
Component Reacceptance Monthly  Quarterly Semiannually Annually
1. Control equipment: fire alarm systems monitored for
alarm, supervisory, and trouble signals
(a) Fuses X — — — X
(b) Interfaced equipment X — — — X
(c) Lamps and LEDs X — — — X
(d) Primary (main) power supply X — — — X

The term monitored in the component description refers to systems connected to a supervis-
ing station that receives all three signals — alarm, trouble, and supervisory. In unmonitored
systems, signals are not transmitted to a supervising station for appropriate action to be taken.
Therefore, weekly inspection of fuses, lamps, LEDs, interfaced equipment, and power sup-
plies to ensure reliability is necessary. See Table 14.3.1, item 2, for weekly inspection for un-
monitored systems.

Fuses should be visually inspected for appearance and condition and to verify that they
are properly installed. In some instances, it will be apparent from visual inspection whether a
fuse is blown — that is, whether the internal element is still intact or the fuse has actual signs
of damage or scorch marks. If the fuse shows any signs of damage or it appears that it is not
installed properly, that should be documented and the fuse replaced. In addition, fuse sizes
should be noted and checked against the manufacturer’s documentation.

Equipment that is interfaced to the fire alarm system for monitoring or control purposes
should be visually inspected for status (i.e., if the equipment is in its “normal” operating sta-
tus or if it has been disabled due to maintenance reasons). The actual connection between the
equipment and the fire alarm system should be checked — for example: Are junction box cov-
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TABLE 14.3.1 Continued

Initial/
Component Reacceptance Monthly  Quarterly Semiannually Annually

ers open? Are wiring connections not completed (removed from terminal blocks, discon-
nected/removed from wire nuts, etc.)? Is wiring or raceway leading to such connections dam-
aged or broken?

Primary (main) power supplies should be visually inspected for physical condition. It
should be noted whether the power supply is producing an unusually loud noise, is giving off
an unusually high amount of heat, or has any appearance of physical damage, such as corro-
sion, scorch marks, or dents. Wiring terminals should be checked for corrosion and other
damage, and it should be noted whether circuits are properly installed at terminals. Addition-
ally, it should be noted whether the green LED on the control equipment is lit and operational.

2. Control equipment: fire alarm systems unmonitored for
alarm, supervisory, and trouble signals

(a) Fuses X (weekly) — — — —
(b) Interfaced equipment X (weekly) — — — —
(c) Lamps and LEDs X (weekly) — — — —
(d) Primary (main) power supply X (weekly) — — — —
3. Batteries
(a) Lead-acid X X — — —
(b) Nickel-cadmium X — — X —
(c) Primary (dry cell) X X — — —
(d) Sealed lead-acid X — — X —
4. Transient suppressors X — — X —
5. Fire alarm control unit trouble signals X (weekly) — — X —
6. Fiber-optic cable connections X — — — X
7. In-building fire emergency voice/alarm
communications equipment X — — X —
8. Remote annunciators X — — X —
A visual inspection of the remote annunciators ensures that obstructions such as plants, file
cabinets, or other large objects are not placed in front of the annunciators, thus interfering
with fire fighter operations during an emergency condition. If such conditions are found, cor-
rective action should be taken to remove the obstruction. See Exhibit 14.3 following Table
14.3.1 for an example of an obstructed remote annunciator.
9. Initiating devices
(a) Air sampling X — — X —
(b) Duct detectors X — — X —
Duct detectors, including their sampling tubes, should be inspected to ensure that smoke entry
into the detection chamber will not be inhibited by a buildup of dust and dirt.
(c) Electromechanical releasing devices X — — X —
(d) Fire extinguishing system(s) or suppression
system(s) switches X — — X —
(e) Manual fire alarm boxes X — — X —
(continues)
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TABLE 14.3.1 Continued

Initial/
Component Reacceptance Monthly  Quarterly Semiannually Annually

Often, after a system has been installed, an owner or occupant will place large plants, file cab-
inets, or other obstructions in front of manual fire alarm boxes. A visual inspection ensures
that these conditions are found and corrective measures can be taken. See Exhibit 14.4 fol-
lowing Table 14.3.1 for an example of a concealed manual fire alarm box.

(f) Heat detectors X — — X —

Heat detectors should be inspected to ensure that they do not have mechanical or water dam-
age, that they have not been painted, that they are properly located, and that building condi-
tions (such as the installation of a new wall) have not changed, possibly reducing the
effectiveness of the devices.

(g) Radiant energy fire detectors X — X — —

Radiant energy fire detectors should be inspected to ensure that no obstructions are between
the detector and the protected area, that the lenses are clear and free of contaminants, that they
do not have mechanical damage, and that the unit is directed toward the intended hazard.

(h) Smoke detectors (excluding one- and two-family
dwellings) X — — X —

Some smoke detectors may be monitored for contamination by the fire alarm control unit.
Such monitoring, however, will not detect obstructions (e.g., covered detectors). During con-
struction or special cleaning or renovation projects, smoke detectors are often covered to
avoid contamination or possible nuisance alarms. After the project is complete, the covers
may be forgotten and inadvertently left in place. A visual inspection will ensure that covers,
bags, and tape have been removed. See Exhibit 14.5 following Table 14.3.1 for an example
of a cover for smoke detectors. Refer to 17.7.1.11 for requirements related to the protection
of smoke detectors during construction.

(i) Supervisory signal devices X — X — —

Supervisory signal devices located outdoors should be visually inspected to ensure that the cov-
ers and watertight seals are in place and that control valves are not inhibited by branches or other
obstructions. See Exhibit 14.6 following Table 14.3.1 for an example of an obstructed sprinkler
water supply control valve and supervisory signal device.

(j) Waterflow devices X — X — —
10. Guard’s tour equipment X — — X —
11. Combination systems

(a) Fire extinguisher electronic monitoring device/ X — — X —

systems

(b) Carbon monoxide detectors/systems X — — X —

Combination systems are systems that include a fire alarm system, and the fire alarm system
is required to be inspected. Although in general the non—fire alarm components of the com-
bination system are not required to be visually inspected, such inspections are always recom-
mended. Refer to the definition of combination system in 3.3.95.1 and to the requirements in
23.8.4.

Specific requirements for the inspection, testing, and maintenance of carbon monoxide
detection systems and equipment are provided in NFPA 720, Standard for the Installation of
Carbon Monoxide (CO) Detection and Warning Equipment.
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TABLE 14.3.1 Continued

Initial/
Component Reacceptance Monthly  Quarterly Semiannually Annually
12. Interface equipment X — — X —
13. Alarm notification appliances — supervised X — — X —
Both audible and visual notification appliances should be inspected to ensure that no ob-
structions impair their effectiveness, that they do not have physical damage, and that chang-
ing building conditions have not rendered the appliance ineffective. Where walls have been
added to a space, or floor or wall coverings have changed, additional sound pressure level
measurements need to be performed for audible appliances, and the effectiveness of visual ap-
pliances should be assessed. The term supervised refers to “monitored for integrity,” as cov-
ered by Section 10.17.
14. Exit marking audible notification appliances X — — X —
15. Supervising station alarm systems — transmitters
(a) DACT X — — X —
(b) DART X — — X —
(c) McCulloh X — — X —
(d) RAT X — — X —
16. Special procedures X — — X —
A situation might occur in which a fire alarm system is involved with a special procedure that
is required to take place upon actuation of the system. For example, a written response pro-
cedure might require the security officer on duty at a college to report to the fire department
point of entry at the building that has the active alarm with a set of master keys that will pro-
vide access for the fire department. This type of special procedure should be reviewed for ac-
curacy and applicability at initial acceptance or reacceptance and then semiannually to ensure
that changes have not been made in personnel, procedures, building construction, or other fac-
tors that would require an alteration of the procedure.
Questions that should be asked as the procedure in the college example is reviewed in-
clude the following:
o Has the college decided to no longer employ a full-time security force?
o Has the college installed key-access boxes with a building master key at the entrance to
the building?
o Has significant construction occurred so that the main entrance is no longer the main en-
trance, or is the point of fire department access different from where it was when the pro-
cedure was written?
17. Supervising station alarm systems — receivers* X — — X —
18. Public emergency alarm reporting system transmission equipment
(a) Publicly accessible alarm box X — — X —
(b) Auxiliary box X — — — X
(c) Master box
(1) Manual operation X — — X —
(2) Auxiliary operation X — — — X
(continues)
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TABLE 14.3.1 Continued

Initial/
Component Reacceptance Monthly  Quarterly Semiannually Annually

19. Mass notification system, supervised
(a) Control equipment

The visual inspection frequencies identified in Table 14.3.1, item 19, for mass notification
systems (MNSs) are for stand-alone systems monitored by a supervising station. In case an
integrated fire alarm system and an MNS are installed in the building, or in case the fire alarm
system is also serving as the MNS for the building, the intent of the Code is to require the vi-
sual inspection frequencies identified for fire alarm systems — that is, the requirements of
Table 14.3.1(1), 14.3.1(2), 14.3.1(3), etc. — to be used in lieu of those frequencies identified
for MNSs.

(1) Fuses X — — — X
(2) Interfaces X — — — X
(3) Lamps/LED X — — — X
(4) Primary (main) power supply X — — — X
(b) Secondary power batteries
(1) Lead-acid X — — — X
(2) Nickel-cadmium X — — — X
(3) Primary (dry-cell) X — — — X
(4) Sealed lead-acid X — — — X
(c) Initiating devices X — — — X
(d) Notification appliances X — — — X

20. Mass notification system, non-supervised systems installed prior to adoption of this edition

Table 14.3.1, item 20, applies to stand-alone MNSs that are not monitored by a supervising
station and that were installed prior to adoption of the 2010 edition of the Code. Where an
MNS is integrated with a fire alarm system, visual inspections must comply with the re-
quirements for fire alarm systems as explained in the commentary for item 19 of the table.

(a) Control equipment
(1) Fuses
(2) Interfaces
(3) Lamps/LED
(4) Primary (main) power supply
(b) Secondary power batteries
(1) Lead-acid
(2) Nickel-cadmium
(3) Primary (dry cell)
(4) Sealed lead-acid
(c) Initiating devices
(d) Notification appliances

SR
|

SR
|

|
SRR
|

|
|
|
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21. Mass notification system Antenna

SRR
|

22. Mass notification system Transceivers

*Reports of automatic signal receipt shall be verified daily.
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EXHIBIT 14.4 Concealed Manual Fire Alarm Box. (Source:
Automatic Fire Alarm Association, Inc., Lake Mary, FL)

EXHIBIT 14.3 Obstructed Remote Annunciator. (Source:
Hughes Associates, Inc., Warwick, Rl)

EXHIBIT 14.6 Obstructed
Sprinkler Water Supply
Control Valve and
Supervisory Signal Device.
(Source: Automatic Fire
Alarm Association, Inc., Lake
Mary, FL)

EXHIBIT 14.5 Smoke

14.4 Testing Detector Coyer. (Source:
Mammoth Fire Alarms, Inc.,
14.4.1 System Testing. Lowell, MA)

14.4.1.1 Initial Acceptance Testing.

14.4.1.1.1 Initial acceptance testing shall be performed as required in 14.4.1.1.1.1 through
14.4.1.1.1.2.

14.4.1.1.1.1 All new systems shall be inspected and tested in accordance with the require-
ments of Chapter 14.

14.4.1.1.1.2 The authority having jurisdiction shall be notified prior to the initial acceptance
test.
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FAQ »

What testing is required
following modifications to
site-specific software?

14.4.1.2* Reacceptance Testing.

A.14.4.1.2 Reacceptance testing is performed to verify the proper operation of added or re-
placed devices, appliances, emergency control function devices, control equipment, and so
forth. It is not the intent of the committee to unduly burden the system owner with increased
costs for repeated testing of devices not directly affected by the replacement of devices with
like devices.

For example, if a 2 amp fuse is replaced with another 2 amp fuse in the fire alarm con-
trol unit, verification of the circuit(s) served by the fused supply is required, but it would not
be necessary to test 10 percent of initiating devices not directly affected by replacing the fuse.
Likewise, it is not necessary to test all these initiating devices whenever a smoke detector is
replaced with a like smoke detector.

When wiring changes are made to correct improperly supervised circuits, a test of the af-
fected device or appliance is required, but not a test of 10 percent of initiating devices not di-
rectly affected.

14.4.1.2.1 Reacceptance testing shall be performed as required in 14.4.1.2.1.1 through
14.4.1.2.14.

14.4.1.2.1.1 When an initiating device, notification appliance, or control relay is added, it
shall be functionally tested.

14.4.1.2.1.2 When an initiating device, notification appliance, or control relay is deleted, an-
other device, appliance, or control relay on the circuit shall be operated.

14.4.1.2.1.3 When modifications or repairs to control equipment hardware are made, the con-
trol equipment shall be tested in accordance with Table 14.4.2.2, items 1(a) and 1(d).

The requirements for reacceptance testing addressed in 14.4.1.2 were revised in the 2002 edi-
tion to specify more directed reacceptance testing following additions, modifications, or re-
pairs to system hardware. Complete retesting of the entire system is not required when only
a single device or circuit has been modified.

14.4.1.2.1.4 When changes are made to site-specific software, the following shall apply:

(1) All functions known to be affected by the change, or identified by a means that indicates
changes, shall be 100 percent tested.

(2) In addition, 10 percent of initiating devices that are not directly affected by the change,
up to a maximum of 50 devices, also shall be tested and correct system operation shall
be verified.

(3) A revised record of completion in accordance with 10.18.2.1 shall be prepared to reflect
these changes.

The requirements for reacceptance testing following changes to site-specific software remain
substantially as they were in the 1999 edition. Seemingly harmless changes in software have
caused tremendous changes in operation and have sometimes resulted in disastrous events.
Systems have been found to have large portions inoperable due to faulty reprogramming dur-
ing a repair or test. The requirements of 14.4.1.2.1.4 ensure that the affected portion of the sys-
tem will be completely tested. The paragraph also requires further testing to ensure that other
portions of the system have not been adversely affected by the modification. The 10 percent
sample should be randomly selected, and it should include at least one device per initiating de-
vice circuit or signaling line circuit to ensure correct operation. If all the devices are installed
on one signaling line circuit, multiple devices (a 10 percent sample) should be tested at differ-
ent sections of the circuit. Use of software comparison algorithms can also help determine
where changes may have occurred. See 3.3.255 for the definition of site-specific software.

14.4.1.2.2 Changes to all control units connected or controlled by the system executive soft-
ware shall require a 10 percent functional test of the system, including a test of at least one
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device on each input and output circuit to verify critical system functions such as notification
appliances, control functions, and off-premises reporting.

Changes to software are frequently made in the field using laptop computers and manufac-

turer’s software. See Exhibit 14.7 for a photograph of a technician programming a fire alarm
control unit.

EXHIBIT 14.7 Technician
Using a Laptop Computer to
Modify Software. (Source:
Mammoth Fire Alarms, Inc.,
Lowell, MA)

|
|
I
‘| |
|
(

14.4.2* Test Methods.

Prior to any testing, a visual inspection should be conducted. Refer to the commentary fol-
lowing 14.3.1.

A.14.4.2 Fire alarm system testing can be conducted using silent testing and the bypassing
of emergency control functions. All input signals should be verified according to the system
matrix of operation to ensure they create the appropriate outputs. Tests of audible notification
appliances and emergency control functions should be conducted at the conclusion of satis-
factory tests of all inputs.

The intent is to reduce the amount of time spent causing audible and visible occupant no-
tification during tests in an occupied building. This reduction will help reduce the negative
(cry wolf) impact on occupants caused by excessive operation of notification appliances. Sys-
tem printouts or history logs are an effective way of verifying the correct receipt of signals.
However, many outputs such as occupant notification and emergency control functions are
tested for correct operation, because logs do not necessarily verify operation of the system
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TABLE 14.4.2.2 Test Methods

output. Operation of audible and visible notification appliances could be accomplished in a
lump sum fashion after all inputs are proven correct by silent testing. All inputs tested in this
manner must be proved to cause the appropriate signal by verifying alarm receipt at the
controls as each device is actuated. Manufacturer-specific protocols such as “walk test” or
“alarm bypass” are an acceptable means of testing under this section. Other methods of mit-
igating the negative impact include off-hours tests when the building is not occupied.

The Code currently permits silent tests, but clarification was needed to avoid confusion.
Therefore the explanation in A.14.4.2 is intended to allow a minimization of the “cry wolf”
syndrome by allowing a reduction in the amount of time that occupant notification is oper-
ated. Also see the article “Cry Wolf,” NEMA Magazine, Fall 2003.

14.4.2.1% At the request of the authority having jurisdiction, the central station facility in-
stallation shall be inspected for complete information regarding the central station system, in-
cluding specifications, wiring diagrams, and floor plans that have been submitted for approval
prior to installation of equipment and wiring.

A.14.4.2.1 If the authority having jurisdiction strongly suspects significant deterioration or
otherwise improper operation by a central station, a surprise inspection to test the operation of
the central station should be made, but extreme caution should be exercised. This test is to be
conducted without advising the central station. However, the communications center must be
contacted when manual alarms, waterflow alarms, or automatic fire detection systems are
tested so that the fire department will not respond. In addition, persons normally receiving calls
for supervisory alarms should be notified when items such as gate valves and functions such
as pump power are tested. Confirmation of the authenticity of the test procedure should be ob-
tained and should be a matter for resolution between plant management and the central station.

14.4.2.2* Systems and associated equipment shall be tested according to Table 14.4.2.2.

A.14.4.2.2 Table 14.4.2.2, Item 3. Refer to Table 14.4.2.2, Item 18(a) for the testing of trans-
mission equipment.

Table 14.4.2.2, Item 18(a). Some transmission equipment (such as but not limited to
cable modems, fiber optic interface nodes, and VoIP interfaces) are typically powered by the
building electrical system using a standby power supply that does not meet the requirements
of this Code. This is intended to ensure that the testing authority verifies full standby power
as required by Chapter 10. Additionally, refer to Table 14.4.2.2, Items 3 through 6 for sec-
ondary power supply testing.

Table 14.4.2.2, Item 23. Initiating devices configured to operate an emergency control
function are required to be tested per the test methods listed in Table 14.4.2.2, Item 14 and
the test frequencies listed in Table 14.4.5, Item 15. Whenever an emergency control function
is observed to not operate properly during a test of an emergency control function initiating
device, the problem should be reported to the building owner or designated representative.
The failure of the emergency control function should be reported as a possible failure of the
fire safety feature and not necessarily of the fire alarm system.

Device

Method

1. Control equipment
(a) Functions

At a minimum, control equipment shall be tested to verify correct receipt of alarm,
supervisory, and trouble signals (inputs); operation of evacuation signals and auxil-
iary functions (outputs); circuit supervision, including detection of open circuits
and ground faults; and power supply supervision for detection of loss of ac power
and disconnection of secondary batteries.
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Device

Method

(b) Fuses

(c) Interfaced equipment

(d) Lamps and LEDs
(e) Primary (main) power supply

The input/output control equipment functions must be tested to ensure proper op-
eration. The checking of functions internal to the equipment, such as software al-
gorithms and communications protocols (sometimes called firmware), is not
intended. An example of a functional test is verifying that Class A circuits transmit
an alarm in either direction under a single-fault condition.

The rating and supervision shall be verified.

Verifying the rating and supervision of fuses is important because incorrect fuse
rating can lead to equipment damage or unnecessary loss of power. It is not always
possible to tell by visual inspection whether a fuse is open. The most reliable
method to check whether a fuse is still intact is to remove it from its receptacle and
connect both sides of the fuse to a continuity tester (e.g., an electrical multi-meter).
This test should not be performed while the fuse is plugged in, because it is possi-
ble to detect continuity through a path other than the fuse.

Integrity of single or multiple circuits providing interface between two or more con-
trol units shall be verified. Interfaced equipment connections shall be tested by op-
erating or simulating operation of the equipment being supervised. Signals required
to be transmitted shall be verified at the control unit.

The wiring connections must be tested by simulating a single open and a single
ground to verify proper indications for the monitoring of the interfaced equipment
wiring integrity. In addition, the interfaced equipment must be placed in a simu-
lated trouble condition to test for proper supervisory signal receipt and reaction at
the main control unit. See Exhibit 14.8 following Table 14.4.2.2 for a photograph
of one method of checking electrical supervision. Also see 14.4.5.6 for new re-
quirements for circuit and pathway testing during initial acceptance and reaccep-
tance testing.

Lamps and LEDs shall be illuminated.

All secondary (standby) power shall be disconnected and tested under maximum load,
including all alarm appliances requiring simultaneous operation. All secondary
(standby) power shall be reconnected at end of test. For redundant power supplies,
each shall be tested separately.

2. Engine-driven generator

If an engine-driven generator dedicated to the system is used as a required power
source, operation of the generator shall be verified in accordance with NFPA 110,
Standard for Emergency and Standby Power Systems, by the building owner.

3. Secondary (standby) power supply”

All primary (main) power supplies shall be disconnected, and the occurrence of
required trouble indication for loss of primary power shall be verified. The system’s
standby and alarm current demand shall be measured or verified, and, using
manufacturer’s data, the ability of batteries to meet standby and alarm requirements
shall be verified. General alarm systems shall be operated for a minimum of 5
minutes, and emergency voice communications systems for a minimum of 15
minutes. Primary (main) power supply shall be reconnected at end of test.

Determining the correct amount of battery capacity needed is usually accomplished
by calculating the standby and alarm loads on the system. Several revisions to ca-
pacity requirements have been made in 10.5.6.3.1 for the 2010 edition, including a
requirement to include a 20 percent safety margin in the calculated amp-hour rating

(continues)
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Device

Method

for the battery. This will help ensure correct operation as the batteries age or are
subjected to extreme ambient conditions.

4. Uninterrupted power supply (UPS)

If a UPS system dedicated to the system is used as a required power source, operation
of the UPS system shall be verified by the building owner in accordance with
NFPA 111, Standard on Stored Electrical Energy Emergency and Standby Power
Systems.

5. Batteries — general tests

(a) Visual inspection

(b) Battery replacement

(c) Charger test

(d) Discharge test

Prior to conducting any battery testing, the person conducting the test shall ensure
that all system software stored in volatile memory is protected from loss.

Batteries shall be inspected for corrosion or leakage. Tightness of connections shall be
checked and ensured. If necessary, battery terminals or connections shall be cleaned
and coated. Electrolyte level in lead-acid batteries shall be visually inspected.

Batteries are now required to be marked with the month and year of manufacture.
The batteries should be checked to verify that they are still within the acceptable
date range. See 10.5.9.1.

Batteries shall be replaced in accordance with the recommendations of the alarm
equipment manufacturer or when the recharged battery voltage or current falls below
the manufacturer’s recommendations.

Sealed lead-acid batteries are required to be replaced within 5 years of date of man-
ufacture. See Table 14.4.5, item 6(d)(1).

Operation of battery charger shall be checked in accordance with charger test for the
specific type of battery.

With the battery charger disconnected, the batteries shall be load tested following the
manufacturer’s recommendations. The voltage level shall not fall below the levels
specified.

Exception: An artificial load equal to the full fire alarm load connected to the battery
shall be permitted to be used in conducting this test.

Battery load simulation testers that meet the intent of this requirement are com-
monly available.

Completely draining a battery during the discharge test is not desirable be-
cause, in the event of a power failure shortly after the test, the system could be left
without a power supply. A typical test places the battery under load for a shorter
period (1 to 2 hours). However, the battery should be tested to ensure that it can de-
liver the required current at rated voltage under maximum expected load. Battery
calculations must be relied on to ensure capacity. See Table 14.4.2.2, item 3, and
10.5.6.

Batteries can be discharged over a longer period of time at lower current than
at higher current. As the load applied to a battery increases, the amount of dis-
charge time decreases due to internal battery energy losses. Battery manufacturers
have developed battery discharge curves expressing this concept of discharge time
as a function of cell voltage and applied current value leading toward an “end-of-
discharge cut-off” value (volts per cell).

Battery discharge curves demonstrate that the power available from a battery
is dependent on time as well as the amount of current drawn from it and that most
of those relationships are not linear.

In all cases, the battery manufacturer’s testing documentation should be used
when the battery discharge test is performed.
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Device Method

(e) Load voltage test With the battery charger disconnected, the terminal voltage shall be measured while
supplying the maximum load required by its application.

The voltage level shall not fall below the levels specified for the specific type of bat-
tery. If the voltage falls below the level specified, corrective action shall be taken
and the batteries shall be retested.

Exception: An artificial load equal to the full fire alarm load connected to the battery
shall be permitted to be used in conducting this test.

Load testing a battery is done to verify that the battery is able to deliver the speci-
fied power when such power is needed — that is, loss of ac power at the control
unit while an alarm signal is active in the system. The load on the battery that is
used is a load that would be representative of the conditions present when
switchover from ac power to battery could be present.

In all cases, the battery manufacturer’s testing documentation should be used
for the battery load test.

The battery charger is disconnected from the batteries, a voltmeter is con-
nected to the batteries across the terminals, and ac power is disconnected from the
control unit. Once the control unit has switched over to standby battery power, the
system is actuated by introduction of an alarm condition (e.g., actuating a manual
fire alarm box). All notification appliances and control functions must not be by-
passed at time of this test, because the intent of the test is to verify that the batter-
ies can handle the load applied to them during an active alarm sequence.

If the voltage level measured on the voltmeter drops below the level specified
by the battery manufacturer’s specification literature under full load, corrective ac-
tion must take place and the test redone. Replacing the batteries with new, fully
charged batteries is one method of corrective action that should be considered.

6. Battery tests (specific types)
(a) Primary battery load voltage test The maximum load for a No. 6 primary battery shall not be more than 2 amperes per
cell. An individual (1.5 volt) cell shall be replaced when a load of 1 ohm reduces
the voltage below 1 volt. A 6—volt assembly shall be replaced when a test load of 4
ohms reduces the voltage below 4 volts.
(b) Lead-acid type

(1) Charger test With the batteries fully charged and connected to the charger, the voltage across the
batteries shall be measured with a voltmeter. The voltage shall be 2.30 volts per
cell £0.02 volts at 77°F (25°C) or as specified by the equipment manufacturer.

(2) Load voltage test Under load, the battery shall not fall below 2.05 volts per cell.

(3) Specific gravity The specific gravity of the liquid in the pilot cell or all of the cells shall be measured
as required. The specific gravity shall be within the range specified by the manu-
facturer. Although the specified specific gravity varies from manufacturer to manu-
facturer, a range of 1.205-1.220 is typical for regular lead-acid batteries, while
1.240-1.260 is typical for high-performance batteries. A hydrometer that shows
only a pass or fail condition of the battery and does not indicate the specific gravity
shall not be used, because such a reading does not give a true indication of the bat-
tery condition.

CAUTION: Adding acid to a lead-acid type battery cell may destroy the plates, af-
fecting battery capacity.

(continues)
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Device

Method

6. Battery tests (specific types)
(continued)

(c) Nickel-cadmium type
(1) Charger test”

(2) Load voltage test

(d) Sealed lead-acid type
(1) Charger test

(2) Load voltage test

With the batteries fully charged and connected to the charger, an ampere meter shall
be placed in series with the battery under charge. The charging current shall be in
accordance with the manufacturer’s recommendations for the type of battery used.
In the absence of specific information, 'y, to Y5 of the battery rating shall be used.

Under load, the float voltage for the entire battery shall be 1.42 volts per cell, nomi-
nal. If possible, cells shall be measured individually.

With the batteries fully charged and connected to the charger, the voltage across the
batteries shall be measured with a voltmeter. The voltage shall be 2.30 volts per
cell +0.02 volts at 77°C (25°C) or as specified by the equipment manufacturer.

Under load, the battery shall perform in accordance with the battery manufacturer’s
specifications.

7. Public emergency alarm reporting

system power supply
(a) Lead-acid type
(b) Nickel-cadmium type
(c) Sealed lead-acid type
(d) Wired system

Perform the battery tests in accordance with item 6(b)

Perform the battery tests in accordance with item 6(c)

Perform the battery tests in accordance with item 6(d)

Manual tests of the power supply for public reporting circuits shall be made and
recorded at least once during each 24-hour period. Such tests shall include the fol-
lowing:

(1) Current strength of each circuit. Changes in current of any circuit exceeding 10

percent shall be investigated immediately.

(2) Voltage across terminals of each circuit inside of terminals of protective devices.
Changes in voltage of any circuit exceeding 10 percent shall be investigated im-
mediately.

(3)¢ Voltage between ground and circuits. If this test shows a reading in excess of 50
percent of that shown in the test specified in (2), the trouble shall be immediately
located and cleared. Readings in excess of 25 percent shall be given early atten-
tion. These readings shall be taken with a calibrated voltmeter of not more than
100 ohms resistance per volt. Systems in which each circuit is supplied by an in-
dependent current source (Forms 3 and 4) require tests between ground and each
side of each circuit. Common current source systems (Form 2) require voltage
tests between ground and each terminal of each battery and other current source.

(4) Ground current reading shall be permitted in lieu of (3). If this method of testing
is used, all grounds showing a current reading in excess of 5 percent of the sup-
plied line current shall be given immediate attention.

(5) Voltage across terminals of common battery, on switchboard side of fuses.

(6) Voltage between common battery terminals and ground. Abnormal ground read-
ings shall be investigated immediately.

Tests specified in (5) and (6) shall apply only to those systems using a common bat-

tery. If more than one common battery is used, each common battery shall be
tested.

8. Public emergency alarm reporting

system transmission equipment

(a) Publicly accessible alarm box

Publicly accessible initiating device(s) shall be actuated. Receipt of not less than
three complete rounds of signal impulses shall be verified. This test shall be per-
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Device Method
formed under normal circuit conditions. If the device is equipped for open circuit
operation (ground return), it shall be tested in this condition as one of the semian-
nual tests.
(b) Auxiliary box Each initiating circuit of the auxiliary box shall be tested by actuation of a protected

(c) Master box
(1) Manual operation
(2) Auxiliary operation

premises initiating device connected to that circuit. Receipt of not less than three
complete rounds of signal impulses shall be verified.

Perform the tests prescribed for 8(a).
Perform the tests prescribed for 8(b).

9. Transient suppressors

Lightning protection equipment shall be inspected and maintained per the
manufacturer’s published instructions.

Additional inspections shall be required after any lightning strikes.

Equipment located in moderate to severe areas outlined in NFPA 780, Standard for
the Installation of Lightning Protection Systems, Annex L, shall be inspected semi-
annually and after any lightning strikes.

In areas prone to lightning storms, the owner should be advised to notify the fire
alarm service company when a storm has occurred so that all installed lightning
protection can be checked.

10. Fire alarm control unit trouble signals
(a) Audible and visual

(b) Disconnect switches

(c) Ground-fault monitoring circuit

(d) Transmission of signals to off-
premises location

Operation of control unit trouble signals shall be verified, as well as ring-back feature
for systems using a trouble-silencing switch that requires resetting.

If control unit has disconnect or isolating switches, performance of intended function
of each switch shall be verified and receipt of trouble signal when a supervised
function is disconnected shall also be verified.

If the system has a ground detection feature, the occurrence of ground-fault indication
shall be verified whenever any installation conductor is grounded.

It is important to test for a ground fault by using a jumper from a wired terminal
(not a power terminal) on the control unit to ground and to verify that the ground-
fault light illuminates. The results of these tests should be recorded on the accept-
ance test report for future troubleshooting information. Note that the control
equipment may take up to 200 seconds to indicate a trouble/ground condition. See
10.17.1. Testing for ground-fault trouble signals at each installed device is not nec-
essary.

An initiating device shall be actuated and receipt of alarm signal at the off-premises
location shall be verified.

A trouble condition shall be created and receipt of a trouble signal at the off-premises
location shall be verified.

A supervisory device shall be actuated and receipt of a supervisory signal at the oft-
premises location shall be verified. If a transmission carrier is capable of operation
under a single- or multiple-fault condition, an initiating device shall be activated
during such fault condition and receipt of a trouble signal at the off-premises loca-
tion shall be verified, in addition to the alarm signal.

11. Remote annunciators

The correct operation and identification of annunciators shall be verified. If provided,
the correct operation of annunciator under a fault condition shall be verified.

Remote annunciation is very important to the fire department personnel respond-
ing to the alarm. The intent of remote annunciation is to reduce the time spent find-

(continues)
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Device

Method

11. Remote annunciators
(continued)

ing the source of the alarm by providing clear and accurate information to the re-
sponding fire service. For that reason, remote annunciation information should be
given to the fire department that is assigned to respond to the protected premises
for review and input. Too much detail is as harmful as too little information, so a
balance must be found to help locate the fire as quickly as possible. The respond-
ing fire department should be asked to review the information provided by the re-
mote annunciator to ensure it will be helpful to the first responders.

Legends and/or room labels (room description and room number) identified on
graphic maps mounted adjacent to the control equipment or as-built (record) draw-
ings must be accurate and represent the current use of the space. It is imperative
that the descriptors identified on the maps or record drawings match the descrip-
tion of the device location identified on the annunciator(s). Upon arrival on scene,
the fire department personnel should be able see the information displayed on the
annunciator screen and be able to cross-reference that location with the map or
record drawings in order to know where to dispatch fire fighters and what is in the
area or what the area is used for prior to proceeding with fire-fighting operations.

12. Conductors — metallic
(a) Stray voltage

(b) Ground faults

(c) Short-circuit faults

(d) Loop resistance

(e) Supervision

All installation conductors shall be tested with a volt/ohmmeter to verify that there
are no stray (unwanted) voltages between installation conductors or between instal-
lation conductors and ground. Unless a different threshold is specified in the pub-
lished manufacturer’s instructions for the installed equipment, the maximum
allowable stray voltage shall not exceed 1 volt ac/dc.

All installation conductors, other than those intentionally and permanently grounded,
shall be tested for isolation from ground per the installed equipment manufacturer’s
published instructions.

All installation conductors, other than those intentionally connected together, shall be
tested for conductor-to-conductor isolation per the published manufacturer’s in-
structions for the installed equipment. These same circuits also shall be tested con-
ductor-to-ground.

With each initiating and indicating circuit installation conductor pair short-circuited at
the far end, the resistance of each circuit shall be measured and recorded. It shall
be verified that the loop resistance does not exceed the limits specified in the pub-
lished manufacturer’s instructions for the installed equipment.

If the loop resistance exceeds the installed equipment manufacturer’s specified lim-
its, the wiring must be changed. In such an instance, the fire alarm control equip-
ment manufacturer, rather than the cable manufacturer, would be consulted
because the equipment manufacturer generally has more stringent operational re-
quirements. Loop resistance can also play an important role in the performance of
notification appliance circuits due to voltage drop concerns. Refer to the commen-
tary following 18.3.2.3.

Introduction of a fault in any circuit monitored for integrity shall result in a trouble
indication at the fire alarm control unit. One connection shall be opened at not less
than 10 percent of the initiating devices, notification appliances and controlled de-
vices on every initiating device circuit, notification appliance circuit, and signaling
line circuit.

The term supervision as used in Table 14.4.2.2, item 12(e), means the monitoring
of the circuit conductor integrity. Verifying the monitoring for integrity require-
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ments for fire alarm circuits is required at the time of acceptance, and although not
required by the Code, annual verification of a sample percentage is prudent to ver-
ify that the wiring has not been tampered with by unqualified individuals.

13. Conductors — nonmetallic
(a) Circuit integrity

(b) Fiber optics

(c) Supervision

Each initiating device, notification appliance, and signaling line circuit shall be tested
to confirm that the installation conductors are monitored for integrity in accordance
with the requirements of Chapters 10 and 23.

The fiber-optic transmission line shall be tested in accordance with the manufacturer’s
published instructions by the use of an optical power meter or by an optical time do-
main reflectometer used to measure the relative power loss of the line. This relative
figure for each fiber-optic line shall be recorded in the fire alarm control unit. If the
power level drops 2 percent or more from the value recorded during the initial ac-
ceptance test, the transmission line, section thereof, or connectors shall be repaired
or replaced by a qualified technician to bring the line back into compliance with the
accepted transmission level per the manufacturer’s published instructions.

Introduction of a fault in any supervised circuit shall result in a trouble indication at
the control unit. One connection shall be opened at not less than 10 percent of the
initiating device, notification appliance, and signaling line circuit.

Each initiating device, notification appliance, and signaling line circuit shall be tested
for correct indication at the control unit. All circuits shall perform as indicated in
23.5.2,23.5.3, 23.6.2 through 23.6.5, 23.7.2 and 23.7.3.

The term supervision as used in Table 14.4.2.2, item 13(c), means the monitoring
of the circuit conductor integrity.

14. Initiating devices
(a) Electromechanical releasing
device
(1) Nonrestorable-type link

(2) Restorable-type link®

(b) Fire extinguishing system(s) or
suppression system(s) alarm switch
(c) Fire—gas and other detectors

(d) Heat detectors
(1) Fixed-temperature, rate-of-
rise, rate of compensation,
restorable line, spot type
(excluding pneumatic tube type)

Correct operation shall be verified by removal of the fusible link and operation of the
associated device. Any moving parts shall be lubricated as necessary.

Correct operation shall be verified by removal of the fusible link and operation of the
associated device. Any moving parts shall be lubricated as necessary.

The switch shall be mechanically or electrically operated and receipt of signal by the
fire alarm control unit shall be verified.

Fire—gas detectors and other fire detectors shall be tested as prescribed by the manu-
facturer and as necessary for the application.

Heat test shall be performed with a heat source per the manufacturer’s published
instructions. A test method shall be used that is specified in the manufacturer’s
published instructions for the installed equipment, or other method shall be used
that will not damage the nonrestorable fixed-temperature element of a combination
rate-of-rise/fixed-temperature element detector.

In previous editions of the Code, the heat source was required to be applied for “re-
sponse within 1 minute.” It is assumed that the 1-minute time requirement was in-
troduced as an added level of protection to ensure that the test did not damage the
thermal element or the detector housing. The requirement for response within 1
minute was removed from the 2010 edition, because it was found that in some in-
stances the 1-minute time frame was being incorrectly interpreted as a sensitivity
test of the heat detectors.

(continues)
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TABLE 14.4.2.2 Continued

Device

Method

14. Initiating devices (continued)
(d) Heat detectors (continued)

(2) Fixed-temperature,
nonrestorable line type

(3) Fixed-temperature,
nonrestorable spot type

(4) Nonrestorable (general)

(5) Restorable line type,
pneumatic tube only
(6) Single- and multiple-station
heat alarms

(e) Manual fire alarm boxes

The ability of a heat detector to respond within 1 minute clearly depends on a
variety of factors, including, but not limited to, the amount of heat applied to the
detector, the distance of the heat source from the detector, and the rate at which the
heat causes a rise in temperature. There is no standardized, repeatable test method
or test apparatus for all brands and all types of heat detectors.

It is important that the heat source and the test method specified in the manu-
facturer’s published instructions be used and that caution be exercised to avoid
damaging the detector or its components.

Extreme caution must be used in hazardous locations (those containing explo-
sive vapors or dusts) during heat testing of these types of detectors. Heat detectors
must not be tested with live flame — a bucket of hot water or hot towels are rec-
ommended.

Heat test shall not be performed. Functionality shall be tested mechanically and
electrically. Loop resistance shall be measured and recorded. Changes from accept-
ance test shall be investigated.

The test should be performed by shorting across the conductors at the end of the

line to simulate actuation of the circuit or by using some other approved method

identified in the manufacturer’s published instructions for the device. Do not heat
test.

After 15 years from initial installation, all devices shall be replaced or 2 detectors per
100 shall be laboratory tested. The 2 detectors shall be replaced with new devices.
If a failure occurs on any of the detectors removed, additional detectors shall be re-
moved and tested to determine either a general problem involving faulty detectors
or a localized problem involving 1 or 2 defective detectors.

If detectors are tested instead of replaced, tests shall be repeated at intervals of 5 years.

The laboratory test referred to in item 14(d)(3) is conducted by an independent test-
ing laboratory engaged in the listing or approval of heat detectors.

Heat tests shall not be performed. Functionality shall be tested mechanically and elec-
trically.

Contacts can be operated by hand or electrically shorted, or some other approved
method identified in the manufacturer’s published instructions can be used to en-
sure alarm response.

Heat tests shall be performed (where test chambers are in circuit), or a test with
pressure pump shall be conducted.

Functional tests shall be conducted according to manufacturer’s published instruc-
tions. Nonrestorable heat detectors shall not be tested with heat.

Manual fire alarm boxes shall be operated per the manufacturer’s published instruc-
tions. Key-operated presignal and general alarm manual fire alarm boxes shall both
be tested.

Functionally testing the manual fire alarm box should include physically actuating
the station, as it is intended to be operated in a real emergency situation. If the sta-
tion is a double-action station with a push-in and pull-down feature, the intent is
that personnel physically push in on the device and pull down on the lever to actu-
ate the station. The intent of this test is to not use the manufacturer’s key to open
the box and actuate the station in order to cause the alarm. The key should be used
only to reset the station after it has been physically operated.
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Device Method

(f) Radiant energy fire detectors Flame detectors and spark/ember detectors shall be tested in accordance with the
manufacturer’s published instructions to determine that each detector is operative.
Flame detector and spark/ember detector sensitivity shall be determined using any of
the following:
(1) Calibrated test method
(2) Manufacturer’s calibrated sensitivity test instrument
(3) Listed control unit arranged for the purpose
(4) Other approved calibrated sensitivity test method that is directly proportional to
the input signal from a fire, consistent with the detector listing or approval
If designed to be field adjustable, detectors found to be outside of the approved range
of sensitivity shall be replaced or adjusted to bring them into the approved range.
Flame detector and spark/ember detector sensitivity shall not be determined using a
light source that administers an unmeasured quantity of radiation at an undefined
distance from the detector.
(g) Smoke detectors

(1) In other than one- and two- “Smoke detectors/smoke alarms shall be tested in place to ensure smoke entry into the
family dwellings, system sensing chamber and an alarm response. Testing with smoke or listed aerosol, ac-

detectors and single- or multiple- ceptable to the manufacturer of the aerosol or the manufacturer of the smoke detec-
station smoke alarms tor/smoke alarm and identified in their published instructions, shall be permitted as

acceptable test methods. Other methods listed in the manufacturer’s published in-
structions that ensure smoke entry from the protected area, through the vents, into
the sensing chamber shall be permitted.

Any of the following tests shall be performed to ensure that each smoke detector is
within its listed and marked sensitivity range:

(1) Calibrated test method

(2) Manufacturer’s calibrated sensitivity test instrument

(3) Listed control equipment arranged for the purpose

(4) Smoke detector/control unit arrangement whereby the detector causes a signal at
the control unit when its sensitivity is outside its listed sensitivity range

(5) Other calibrated sensitivity test method approved by the authority having jurisdic-
tion

The test method described in the first paragraph of Table 14.4.2.2, item 14(g)(1),
is a “go, no-go” functional test to ensure smoke entry into the chamber and alarm
response. The test does not test the detector’s sensitivity. See Exhibit 14.9 and Ex-
hibit 14.10 following the table for examples of equipment used in a functional test
of smoke detectors and smoke alarms. Because verification of smoke entry must be
part of the test, use of a test button or a magnet does not meet the functional test
requirement of item 14(g)(1). Be sure to use only a smoke source acceptable to the
manufacturer of the aerosol or the manufacturer of the smoke detector/smoke
alarm and identified in the published instructions.

The test methods outlined in item 14(g)(1), including sensitivity testing as well
as functional testing, apply to all smoke detectors and smoke alarms except those
used in one- and two-family dwelling units. Single-station smoke alarms are often
found in other residential occupancies, such as apartments, hotel and motel rooms,
and dormitory living units. See 14.4.5.3 for related requirements. Also refer to the
commentary following 14.1.2.

Other listed smoke detection devices not connected to a fire alarm system
(often called stand-alone detectors) are sometimes found in HVAC systems, door-
releasing applications, and special hazards releasing devices. The requirements in

(continues)
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Device

Method

14. Initiating devices (continued)
(g) Smoke detectors (continued)

(2) Smoke/carbon monoxide
alarms in other than one- and
two-family dwellings.

(3) Single-and multiple-station
smoke alarms connected to
protected premises systems

(4) Single- and multiple-station
smoke alarms and system smoke
detectors used in one- and two-
family dwellings

(5) Air sampling

(6) Duct type

Chapter 14, including sensitivity testing, apply to these types of detectors. Note
that in the context of item 14(g)(1), the term system detector applies generally to
smoke detection devices other than smoke alarms.

The smoke alarms shall be tested in place to ensure smoke entry into the sensing
chamber and an alarm response. Testing with real smoke or listed simulated
aerosol or listed smoke particulate approved by the manufacturer shall be permitted
as acceptable test methods. Other methods listed in the manufacturer’s published
instructions that ensure smoke entry from the protected area, through the vents, into
the sensing chamber shall be permitted. Any of the following tests shall be per-
formed to ensure that each smoke alarm is within its listed and marked sensitivity
range:

(1) Calibrated test method

(2) Manufacturer’s calibrated sensitivity test instrument

(3) Other calibrated sensitivity test method approved by the authority having jurisdic-
tion

The carbon monoxide alarm shall be tested in accordance with NFPA 720.

The test methods specified for combination smoke and carbon monoxide alarms
are similar to those specified in Table 14.4.2.2, item (14)(g)(1), for the smoke de-
tection portion. Testing for the carbon monoxide detection portion must conform
to that required by NFPA 720.

A functional test shall be performed on all single-and-multiple station smoke alarms
connected to a protected premises fire alarm system by putting the smoke alarm
into an alarm condition and verifying that the protected premises system receives a
supervisory signal and does not cause a fire alarm signal.

Paragraph 23.8.3.2 permits the connection of dwelling unit smoke alarms to a pro-
tected premises fire alarm system. Paragraph 23.8.3.5 prohibits the operation of
any test switch or an automatic alarm condition from causing an alarm condition
on the protected premises fire alarm system. Where these smoke alarms are con-
nected to the protected premises system, and a specific provision is made that the
signal be monitored and annunciate as a supervisory signal, a functional test must
be performed to demonstrate that the correct signal is received.

Functional tests shall be conducted according to manufacturer’s published instruc-
tions.

Smoke alarms and smoke detectors used in one- and two-family dwellings are
required to be functionally tested per the manufacturer’s instructions but are not
required by the Code to include a smoke entry test or to be sensitivity tested,
unless required by the manufacturer.

Per test methods documented in the manufacturer’s published instructions, detector
alarm response shall be verified through the end sampling port on each pipe run;
airflow through all other ports shall be verified as well.

In addition to the testing required in Table 14.4.2.2(g)(1), duct smoke detectors utiliz-
ing sampling tubes shall be tested by verifying the correct pressure differential
(within the manufacturer’s published ranges) between the inlet and exhaust tubes
using a method acceptable to the manufacturer to ensure that the device will prop-
erly sample the airstream. These tests shall be made in accordance with the manu-
facturer’s published instructions for the device installed.
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Device

Method

(7) Projected beam type

(8) Smoke detector with built-in
thermal element

(9) Smoke detectors with control
output functions

(h) Carbon monoxide detectors/
carbon monoxide alarms for the
purposes of fire detection

As noted previously, visual inspection should always be performed before or with
testing. Visual inspection of duct detectors should include an inspection to ensure
that the inlet sampling tube is installed properly (i.e., the holes are not installed
backwards), that there are no obstructions to the sampling tube, and that the end cap
is not missing on the tube. Often, duct-type smoke detectors are installed by a me-
chanical contractor and connected to the fire alarm system by the alarm system con-
tractor. The final responsibility for ensuring that the sampling tubes and the smoke
detector have been installed correctly rests with the alarm system contractor.

Previous editions of the Code stated that duct detectors were required to be
“tested or inspected to ensure that the device will sample the airstream” but pro-
vided no further guidance regarding what that meant. Language has been added
specifying that the detector is required to be tested for smoke entry and sensitivity
in accordance with Table 14.4.2.2, item 14(g)(1) and is also required to be tested
for airflow by verification of the required pressure differential between the sam-
pling tubes. This verification needs to be done in a manner acceptable to the man-
ufacturer in accordance with manufacturer’s published instructions. One method
that might be acceptable is to use a manometer, which is shown in Exhibit 14.11
following the table.

The detector shall be tested by introducing smoke, other aerosol, or an optical filter
into the beam path.

Both portions of the detector shall be operated independently as described for the
respective devices.

Table 14.4.2.2, item 14(g)(8), requires a test of both portions of a combination unit
if possible. The Code does not explicitly address the issue of the failure of one fea-
ture. However, it is assumed that if one feature of a combination smoke/heat de-
tector fails a test, the entire unit should be removed and replaced. Also refer to
Table 14.4.2.2, item 14(k), for additional testing methods required for multi-sen-
sor, multi-criteria, and combination detectors.

It shall be verified that the control capability shall remain operable even if all of the
initiating devices connected to the same initiating device circuit or signaling line
circuit are in an alarm state.

The test method in Table 14.4.2.2, item 14(g)(9), verifies that when smoke detec-
tors are installed on an initiating device circuit and are used for controlling opera-
tions (e.g., fan shutdown or elevator recall) with other devices installed on the same
circuit, the control function must perform correctly, even with all other devices on
the circuit in an alarm condition. If, for instance, a two-wire smoke detector tries
to actuate after a manual fire alarm box has been actuated, the smoke detector may
not actuate. Smoke detectors should be powered separately in these situations. See
21.3.4 and related commentary for more detailed information.

The devices shall be tested in place to ensure CO entry to the sensing chamber by
introduction of CO gas from the protected area, through the vents, to the sensing
chamber.

Carbon monoxide detectors/alarms described in Table 14.4.2.2, item 14(h), are de-
tectors/alarms that provide fire detection using the principle of detecting carbon

(continues)
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Device

Method

14. Initiating devices (continued)
(h) Carbon monoxide detectors/
carbon monoxide alarms for the
purposes of fire detection
(continued)

(1) Initiating devices, supervisory
(1) Control valve switch

(2) High- or low-air pressure
switch
(3) Room temperature switch

(4) Water level switch

(5) Water temperature switch

(j) Mechanical, electrosonic, or
pressure-type waterflow device

(k) Multi-sensor fire detector or
multi-criteria fire detector or
combination fire detector

monoxide emissions. Such detectors are required to be functionally tested for
carbon monoxide entry into the device. These are not the same alarms described in
item 14(g)(2), which are used to detect carbon monoxide for toxicity/life safety;
those alarms are required to be tested in accordance with NFPA 720.

Valve shall be operated and signal receipt shall be verified to be within the first two
revolutions of the handwheel or within one-fifth of the travel distance, or per the
manufacturer’s published instructions.

Switch shall be operated. Receipt of signal obtained where the required pressure is
increased or decreased a maximum 10 psi (70 kPa) from the required pressure level
shall be verified.

Switch shall be operated. Receipt of signal to indicate the decrease in room tempera-
ture to 40°F (4.4°C) and its restoration to above 40°F (4.4°C) shall be verified.

Switch shall be operated. Receipt of signal indicating the water level raised or low-
ered a maximum 3 in. (70 mm) from the required level within a pressure tank, or a
maximum 12 in. (300 mm) from the required level of a nonpressure tank, shall be
verified, as shall its restoral to required level.

Switch shall be operated. Receipt of signal to indicate the decrease in water tempera-
ture to 40°F (4.4°C) and its restoration to above 40°F (4.4°C) shall be verified.

Water shall be flowed through an inspector’s test connection indicating the flow of
water equal to that from a single sprinkler of the smallest orifice size installed in
the system for wet-pipe systems, or an alarm test bypass connection for dry-pipe,
pre-action, or deluge systems in accordance with NFPA 25, Standard for the In-
spection, Testing, and Maintenance of Water-Based Fire Protection Systems.

It is unacceptable to electrically or mechanically (without waterflow) operate the
waterflow switch. The flow test ensures that when the automatic sprinkler system
is operated, an alarm signal is generated on the fire alarm system. One of the lead-
ing causes of failure to alarm by existing waterflow paddle switches installed on
horizontal sprinkler piping is the paddle getting stuck in the sludge at the bottom
of the piping.

(1) Each of the detection principles present within the detector (e.g. smoke/heat/CO,
etc.) shall be tested independently for the specific detection principle, regardless of
the configuration status at the time of testing. Each detector shall also be tested in
accordance with the published manufacturer’s instructions.

(2) Individual sensors shall be tested together if the technology allows individual sen-
sor responses to be verified.

(3) Tests shall be performed as described for the respective devices by introduction of
the physical phenomena to the sensing chamber of element, and an electronic
check (magnets, analogue values, etc.) is not sufficient to comply with this require-
ment.

(4) The result of each sensor test shall be confirmed. This shall be through indication
at the detector or control unit.

(5) Where individual sensors cannot be tested individually, the primary sensor shall
be tested’

(6) All tests and results shall be recorded.

The methods in Table 14.4.2.2, item 14(k) expand on those contained in item
14(g)(8). Refer to the definitions for combination, multi-criteria, and multi-sensor
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Device Method

detectors in 3.3.59.4, 3.3.59.11, 3.3.59.12. These test methods apply to all three

types of detectors. The intent of these requirements is to independently verify the

performance of each sensor employed in the detector by introducing the physical

phenomena for detection by each sensor into the sensing chamber.

15. Alarm notification appliances
(a) Audible (1) Initial and reacceptance testing shall comply with the following: Sound pressure

levels for signals shall be measured with a sound level meter meeting ANSI S1.4a,
Specifications for Sound Level Meters, Type 2 requirements. Sound pressure levels
throughout the protected area shall be measured to confirm that they are in compli-
ance with Chapter 18. The sound level meter shall be set in accordance with ANSI
S3.41, American National Standard Audible Evacuation Signal, using the time-
weighted characteristic F (FAST).

(2) Periodic testing shall comply with the following: Sound pressure levels for signals
shall be measured with a sound level meter meeting ANSI S1.4a, Specifications for
Sound Level Meters, Type 2 requirements. Sound pressure levels shall be measured
for conformity to Chapter 18 where building, system, or occupancy changes have
occurred. The sound level meter shall be set in accordance with ANSI S3.41, Amer-
ican National Standard Audible Evacuation Signal, using the time-weighted char-
acteristic F (FAST).

During initial and reacceptance testing, sound pressure level measurements are re-
quired throughout the protected area. However, with careful planning, the number
of test locations can be minimized by selection of “worst-case” locations. With the
approval of the authority having jurisdiction, areas that are physically remote from
the audible notification appliances are selected as worst-case locations to measure
and record sound pressure levels. If these areas comply with Code requirements,
then the authority having jurisdiction may deem further measurements unneces-
sary. However, areas that fail to meet the requirements of Section 18.4 will require
additional appliances.

When a sound level meter is used, it should be set to the “FAST” response time
on the “A” weighted scale (i.e., dbA). Audible notification appliances used for
evacuation employ the ANSI Emergency Evacuation Signal (three-pulse temporal
pattern). Testing on the “SLOW” response would give readings that are too low, be-
cause the “SLOW?” response reads the average signal, not the peak signal.

Q FAQ » For periodic testing, sound pressure level measurements are required only for
Are measurements of sound  areas that have been affected by building, system, or occupancy changes. These
pressure level required through- ¢ should become evident during the visual inspection required throughout the

out the building for periodic [ . . . . . .
building. As specified in 14.3.4, the visual inspections are intended to ensure that

ing?
festing? no changes have been made that will adversely affect equipment performance.
Building modifications that include areas that have been significantly remodeled
can impact sound pressure levels. Where significant changes have been made,
retesting is required.
(b) Audible textual notification (1) Initial and reacceptance testing shall comply with the following: Sound pressure
appliances (speakers and other levels for signals shall be measured with a sound level meter meeting ANSI S1.4a,
appliances to convey voice Specifications for Sound Level Meters, Type 2 requirements. Sound pressure levels
messages) throughout the protected area shall be measured to confirm that they are in compli-

ance with Chapter 18. The sound level meter shall be s