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Inventor, n. A person who makes an ingenious arrangement of
wheels, levers and springs, and believes it civilization.

—Ambrose Bierce
The Devil’s Dictionary

If the human race wants to go to hell in a basket,
technology can help it get there by jet. It won’t change the desire or
the direction, but it can greatly speed the passage.
—Charles M. Allen
“Unity in a University,”
speech at Wake Forest
University, 25 April 1967
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Foreword

A BIT OF HISTORY

As long as one man has and another wants, there
will be always be crime. The second story of the
Bible is that of people breaking established rules. It
is followed by an account of the first murder. And
not much has changed since then. Murder, robbery,
theft, and rape are part of mankind’s history.

To maintain order, most societies establish laws,
rules of behavior that people are expected to obey.
Those who do not are punished as an example and
a warning to the rest. Laws that go unenforced soon
cease to be effective. So when a crime is committed, it
is vital to society to quickly identify the lawbreaker.
Only by the swift detection, capture, and punish-
ment of the criminal can order be maintained.

That is society’s interest. Those who would break
the law have another, mainly to cover up their crimes
and elude detection for as long as possible, prefer-
ably forever.

For a long time, the advantage was with the crimi-
nal. If he could commit his crime and leave the scene
undetected, he stood a good chance of escaping jus-
tice. Those charged with law enforcement had to rely
on luck, witnesses, and any obvious clues that the
criminal may have left behind. Luck was often with
the careful criminal, who made sure not to leave
behind any incriminating personal effects.

A larger danger in these times was that the wrong
man could be arrested and convicted for a crime.
Victim and witness identification is not 100 per-
cent reliable. Suspects developed by police through
witnesses, analysis of past behavior of known fel-
ons, and the interpretation of whatever evidence was
found on scenes had little chance of proving their

innocence once accused of a crime. The real criminal
was not likely to confess, nor was law enforcement
likely to admit the possibility of mistakes. Justice
was swift, punishment brutal, and mistakes were
doubtless made.

It was not until the latter part of the 19th century
that matters began to improve. Advances in science
aided both law enforcement officials and those who
stood falsely accused of crimes.

One concern of the justice system was the iden-
tification of repeat offenders. Until the late 1800s,
police relied upon their memories to identify those
who had been previously arrested. Then, in 1878 the
development of the dry-plate photographic process
made it possible to record images of people taken
into custody. Police, however, were slow to make use
of this new technology.

In 1879, while working for the French prefect
of police, Alphonse Bertillon proposed that a series
of 14 different measurements taken of a prisoner
would positively identify him. In November 1882,
his system was adopted on a trial basis and in Feb-
ruary 1883, a prisoner calling himself Dupont was
identified as one who had been previously arrested
under the name “Martin.” By the end of 1884, Ber-
tillon’s method had led to the identification of more
than 300 repeat offenders. By then, Bertillon had
embraced the new technology of photography, estab-
lishing a rogues’ gallery of felons, their images pre-
served in what is now the traditional full face and
profile “mugshots.”

The Bertillonage system was universally accepted
until the turn of the last century when two cases,
one in England and the other in the United States,
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pointed out its deficiencies. In England in 1901, one
of a pair of identical twins, Albert and Ebenezer Fox,
stood accused of theft. But which one? Their Bertil-
lon measurements identical, they could be identified
only through fingerprints. Once their identities were
established, Ebenezer went to jail and Albert was set
free.

Two years later, a prisoner named Will West
arrived in Fort Leavenworth Prison. However, based
on his Bertillon measurements, “Will West” was
already incarcerated there. As it turned out, there
were two men, one William West, the other Will—
with the same features and the same Bertillon mea-
surements. Only through fingerprints could the men
be separately identified.

At the same time, the use of fingerprints to solve
crime was growing. The earliest known case was in
Tokyo in 1879 where Scottish doctor and mission-
ary Henry Faulds used a sooty handprint left on
the scene of a theft to exonerate the man police had
arrested for the crime. A second man arrested a few
days later confessed, his handprint matching that
found on the scene.

In 1892, Juan Vucetich of the Argentine police
solved the double murder of two children, using a
bloody print found on a door post to show that their
mother had committed the deed. Scotland Yard had
its first arrest and conviction using fingerprints in
1902. This was for a burglary. Its first murder con-
viction from prints came in 190S5.

Other methods of identification were also being
developed. In 1902 came the first attempts to employ
ABO blood typing to solve crimes. In 1916, Dr.
Leone Lattes of the University of Turin’s Institute of
Forensic Medicine used ABO grouping to exonerate
a suspect in an assault.

Some vyears later, the growing science of forensic
ballistics was beginning to allow investigators to
match bullets and expended cartridge cases to the
weapons that had fired them. In 1915, a man named
Charlie Stielow was arrested for a murder committed
in Orleans County, New York, the murder weapon
a .22 pistol. Stielow was tried, convicted, and sen-
tenced to be executed in Sing Sing. Those convinced
of his innocence persevered. Finally, his life was
spared and he was set free when it was demonstrated
that the pistol recovered from him could not have
fired the fatal shot. Further developments in the
1920s and ’30s by such experts as Calvin Goddard
of the U.S. Army’s Ordnance Reserve and Sir Sydney

Smith, medicolegal adviser for the British govern-
ment in Egypt, led to the methods of firearms identi-
fication that are being used to the present day.

Of course, just as law enforcement used technol-
ogy to combat crime, the criminal class was not slow
to employ it for their own ends.

To cite one example, fingerprints have long been
a bane to the criminal, especially those who do not
wear gloves on crime scenes. Efforts to disguise or
alter prints have been made throughout the years.
Most were unsuccessful. The only known case of a
man succeeding in fully and permanently eliminating
his prints was that of Robert Phillips, aka Roscoe
Pitts. In 1941, Dr. Leopold Brandenburg grafted skin
from Phillips’s abdomen onto his fingertips, success-
fully obscuring his fingerprints. Unfortunately for
Phillips, when he was next arrested, police used his
palmprints to identify him.

THESE DAYS

In 1977, 1 began my career with the Baltimore Police
Department’s crime laboratory. As a crime laboratory
technician and later as a supervisor, my job was (and
still is) to document crime scenes and the evidence
found on them. My job was also to search for and
find that evidence with the goal of identifying those
involved in the crime. In doing so, I found myself
using much the same techniques described above.
Fingerprinting on the scene was still being done with
brushes and powders. Once a latent print was found,
it could only be identified if there was a suspect, or
else after a long and tedious search through arrest
records and open case files. Likewise, while spent
cartridge cases and fired bullets could be matched to
recovered weapons, linking them to other crimes in
which the weapon had been used again required the
long process of manually sifting through evidence
from past cases.

Blood found on the scene was matched to sus-
pects and victims through ABO grouping and simi-
lar genetic markers. Semen and other bodily fluids
were useless unless the person from whom they came
secreted these markers. And all too often, more than
one of the people involved in the crime had identi-
cal marker profiles, making a positive identification
impossible.

Gradually, though, the technology we employed
caught up with our needs. By the early 1980s, the
BPD Crime Lab began using cyanoacrylate (Super
Glue) fumes to develop prints on surfaces that were



previously considered unsuitable for processing.
Lasers gave us another tool with which to find still
more latent prints. And then our evidence gather-
ing capability again increased with the use deoxyri-
bonucleic acid (DNA) analysis. Not only could we
better compare blood and semen from victims and
scenes to those suspected of committing the crimes,
but such items as the mouths of soda bottles, the
handles of weapons, and the triggers of handguns
now bore invisible traces that, if properly recovered,
could positively identify a suspect.

If T were asked to pick the one recent scientific
advance that changed law enforcement most radi-
cally, I would have to choose the computer. Its effect
on crime and crime fighting, and the satisfaction one
gets from doing the job, has been amazing. Comput-
ers are used in the analysis of crime patterns: reports,
crime scene diagrams, and facial composites by wit-
nesses of suspects—back in 1977 all of these were
prepared by hand, and not always done as accurately
or presented as neatly as we would have liked. Com-
puters now allow us to do these jobs more thor-
oughly and professionally.

This, however, is office work, administrative
matters that, while important, are secondary to the
main goal: putting the criminals in jail. And it is
in this area where the computer best serves law
enforcement.

Police departments on the local, state, and fed-
eral levels have established massive databases—data-
bases that hold digital records of inked prints of
those arrested, latent prints recovered from crime
scenes, lands and grooves from fired bullets, fir-
ing pin impressions from spent cartridge cases, and
DNA patterns from body fluids recovered on crime
scenes and taken from sex offenders.

The use of these computer databases gives law
enforcement a powerful weapon. No longer do
police need to develop a suspect to have a recovered
print matched to one. Entering the print into an AFIS
(Automated Fingerprint Identification System), a fin-
gerprint examiner can sometimes make a match in a
case without witnesses or suspects within 24 hours
of the crime’s being committed. Similar databases
exist to match recovered bullets and cartridge cases
from one scene to those on another and to the gun
that fired them. Still another does the same for the
DNA patterns from recovered evidence and known
offenders. Thanks to these tools, law enforcement
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no longer need rely on luck, witnesses, and obvious
clues to identify participants in crimes.

These databases also turn back time. Investiga-
tions of crimes that occurred five, 10, even 20 years
ago are given new life as more and more information
is gathered and criminals who walked free for far too
long are being identified and arrested for their past
misdeeds.

More important, with the ability to make faster
and more accurate identifications comes the oppor-
tunity to free those falsely accused of or unjustly
imprisoned for crimes they did not commit. Just as
the beginnings of fingerprint, firearms, and ABO
comparisons lead to the exoneration of innocent
men, so too is DNA comparison freeing or clearing
those wrongly suspected or convicted.

BEYOND THE CRIME SCENE

In addition to the mainstays of forensic investiga-
tion—the fingerprints, bullets, blood, and similar
evidence recovered from crime scenes—other areas
of science are having their effect on the war against
crime. Medical technology used to diagnose illnesses
is employed in airport security. Disciplines such as
anthropometry and entomology are helping in iden-
tifying human remains and times of death. Foren-
sic engineers investigate the causes of structural
collapses while forensic accountants trace stolen
money back to its source. There is hardly an estab-
lished field of science that does not have a forensic
application.

Just how much modern science and technol-
ogy affects the world of crime and crime fighting
is explored in the following work. Just as he did in
his previous volumes on kidnappings and serial kill-
ers, Michael Newton ably uses the encyclopedia for-
mat to discuss the history and advances of forensic
investigation, giving the reader a look at the science
involved, the techniques used and the people who
developed and promoted the science, and made it
work.

The reader should be warned. Mr. Newton’s work
may challenge some dearly held ideas and concepts.
Who can read about the number of people exoner-
ated by DNA and other evidence and not question
the validity of past convictions and executions? Who
can feel absolutely certain that what has long been
regarded as historical fact will stand up to scientific
scrutiny? Who can continue to enjoy certain cop
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shows knowing how things are done in the real
world?

On the other hand, knowledge that this technol-
ogy exists also may provide its own sense of security.
No longer will the stranger in the dark preying on
women be anonymous. The means are there to track
him by the traces he leaves behind. And the public
confidence in our legal system may grow as unjust
convictions become fewer and fewer as the means to
identify the true criminal improve.

In this regard, Michael Newton’s Encyclopedia of
Crime Scene Investigation serves us well, discussing
how pioneering investigators found the way to make
science work for the law and how technology today
continues to improve on their work.

John L. French,
Crime Scene Supervisor,
Baltimore Police Crime Laboratory
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_Introduction

“May you live in interesting times.”

Robert E Kennedy, visiting South Africa in July
1966, invoked that phrase in a globally publicized
speech, describing it as an ancient Chinese curse.
Linguists and historians in the past four decades
have found nothing to support Kennedy’s claim,
which appears to be pure invention, but his instincts
were true. Interesting times are those marked by
conflict and courage, peril and progress, fear and
fascination.

For good or ill, we live in interesting times.

Children of the post—World War I “baby boom,”
now middle-aged, were ill prepared for the 21st cen-
tury. Their generation was raised on novels, films,
and Saturday morning cartoons that predicted an era
of intergalactic travel and adventure, hover cars and
ray guns, global peace and harmony. Reality is rather
different, with nonstop wars and terrorism, the AIDS
pandemic, deforestation and global warming, and
fossil fuel crises. Space exploration has languished,
for the most part, with manned flight halted at the
Moon and our neighbor Mars inviolate outside of
sci-fi fantasies. At the same time, however, even as
humanity gave up on colonizing outer space, tech-
nicians labored to invent a new dimension: cyber-
space.

It is the new frontier, a virtual realm where reality
itself is fluid, and rules—if they exist at all—seem
made to be broken. And like every other frontier in
the long parade of human history, the new domain
has outlaws.

It seems to be a law of nature that criminals
always outpace law enforcement in adopting and
adapting new technology. From six-guns to auto-
matic weapons, Model-T Fords to Lear jets, adding

XV

machines to the Internet, lawbreakers always get
there first, while law-abiding servants of the people
lag behind.

The reasons for this law-and-order gap are two-
fold. First, law enforcement and the related private
security industry are by nature both reactive and
conservative. Both respond to threats of criminal
activity as they arise. “Pro-active” law enforcement
is, in fact, no more than an aggressive drive against
crimes recognized from past experience. Investiga-
tors and technicians in the field do not anticipate
new problems on a daily basis, much less when the
crimes defy pedestrian imagination.

Second, the police are forced to work within a
framework of established laws, which always lag
behind criminal trends, mending fences after the
fact. Offenses must be legally defined, parameters
and penalties debated, guidelines for investigation
clarified, budgets approved. The process may take
months or years, and even when it is accelerated—as
in the congressional response to terrorist attacks of
September 11, 2001—implementation of new legis-
lation still takes time.

The “9/117 crisis, in fact, provides a perfect case in
point for how criminals run circles around sedentary
law enforcement agencies. Slipping through loop-
holes in the extant security and immigration statutes,
terrorist leader Osama bin Laden used American
flight schools to train his suicide pilots for airline
hijackings that would level the World Trade Center
and gravely damage the Pentagon. Rather than risk
his men by sending them aboard those planes with
firearms, he armed them with simple knives permit-
ted under short-sighted airline security regulations.
In the wake of September 11, new regulations were
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enacted pertaining to screening of luggage—which
played no part whatever in the 9/11 attacks—and
even when those statutes were passed in record time,
airline and airport spokesmen reported that instal-
lation of the newly mandated security devices might
take three years or more to complete.

Criminals, for their part, are bound by none of the
restrictions that hamper law enforcement. The most
notorious of them are innovators, always thinking
of new ways to victimize the public. As the Reno
gang “invented” train robbery in 1866, and Jesse
James pioneered daylight bank robbery a few years
later, so modern felons labor nonstop to take full
advantage of new technology, seeking more efficient
ways to beat the system and avoid detection in the
process. “High-tech” crimes are defined by their era.
When bank robber Henry Starr abandoned horses
and made his first getaway by automobile, in 1914,
he was on the cutting edge of outlaw technology, and
it served him well for the next seven years. Today
a computerized thief in Moscow can steal millions
from a New York bank without leaving his apart-
ment—and he stands a better chance than Starr ever
did of escaping with the loot, unrecognized.

A thread of inevitability runs throughout recorded
human history. The discovery of electricity paved
the way, albeit unpredictably, for the invention of
modern computers. Before the invention of tran-
sistors, glass vacuum tubes regulated the flow of
electricity inside computers—the largest and most
powerful of its day being the Electronic Numeri-
cal Integrator and Computer (ENIAC) built at the
University of Pennsylvania in 1946. ENIAC weighed
almost 60,000 pounds, filled a 30-by-50-foot room,
and cost more than $3.2 million to build. Transis-
tors were invented in 1958, and the first case of
American computer crime was recorded the same
year. By 1976, U.S. authorities had logged 374 cases
of “computer abuse”—including four cases of frus-
trated owners who shot their own computers in fits
of rage.

The rest is history.

XVi

Some high-tech crimes are simply variations on
familiar themes, their ancient motives—greed, desire,
revenge, religious and political fanaticism—coupled
with new technology to become at once more profit-
able and more threatening to organized society. Such
crimes as theft, fraud, stalking and harassment, espi-
onage, sabotage, and terrorism are as old as Homo
sapiens, but new advances in communications, data
storage and retrieval elevate common felons to new
levels of achievement.

At the same time, certain modern crimes are truly
that: without computers and associated hard- or
software they would not exist. “Phreaking”—the
art of defrauding long-distance telephone carriers
with computers or other devices—has existed only
since the final quarter of the 20th century. Com-
puter “hacking,” likewise, is a product of the 1960s,
turned to crime (for sport or profit) even as aging
pioneers in the field volubly defend an illusory
“hacker ethic.” Child pornography may be as old
as the first camera, but its present global prolifera-
tion—complete with “morphing” of victims’ bodies
and faces to confound investigators—is a product of
our interesting times. Drug dealers and addicts have
existed throughout history, but only in the past three
decades have synthetic “designer drugs” been manu-
factured with an eye toward societal demographics.
Embezzlers have always plagued financial institu-
tions, but before the cyberage they were unable to
grow rich by “data diddling” and “salami slicing.”
(See the CYBERCRIME entry for definitions.)

Progress always has a price. No advance in tech-
nology comes without corresponding changes in
society, both good and bad. It is the challenge of a
free society to use modern technology for the great-
est benefit, while restraining those who would cor-
rupt new inventions and use them for personal gain,
to the detriment of their neighbors and in violation
of the law. It remains for future historians to judge
how well that task has been achieved, or whether
cyberspace shall prove to be an ungovernable Wild
Frontier.
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ABRAHAMSEN, David (1903-2002)

A native of Trondheim, Norway, born in 1903,
Abrahamsen earned his doctorate from the Royal
Frederick University in 1929, practicing neurology
and psychiatry in Oslo until 1940. He left Norway
shortly before the Nazi invasion, working for a time
in London before he immigrated to the United States.
From 1948 to 1952, he served as director of sci-
entific research at New York’s Sing Sing Prison. In
1966, he was appointed to serve as medical and psy-
chiatric director of the Foundation for the Preven-
tion of Addictive Diseases. Abrahamsen also taught
at several New York universities while publishing
15 books and founding the Forum for the Study
and Prevention of Crime at Columbia University. In
1977, his interviews with serial killer David “Son of
Sam” Berkowitz influenced a New York court to find
Berkowitz sane and fit for trial. Abrahamsen’s pub-
lications in the field of forensic psychiatry include
Crime and the Human Mind (1945), Who Are the
Guilty? (1952), The Psychology of Crime (1960),
Our Violent Society (1970), The Murdering Mind
(1973), Nixon vs. Nixon (1977), The Mind of the
Accused (1983), and Confessions of Son of Sam
(1985). His last book, Murder and Madness: The
Secret Life of Jack the Ripper (1992), raised a storm
of controversy when critics highlighted numerous
factual errors and Scotland Yard spokesmen denied
Abrahamsen’s claim that it was based on previously

unpublished data from their files. Abrahamsen died
in 2002.

ACCIDENT Reconstruction

Accident reconstruction is a relatively new field of
forensic science, pioneered in the 1940 New York
City case of People vs. Herman. That case concerned
an automobile crash allegedly caused by excessive
speed. The driver, defendant Herman, denied exceed-
ing the posted speed limits, but professors of CHEM-
ISTRY and physics from a local university appeared as
expert witnesses for the prosecution, demonstrating
from measurement of skid marks that Herman must
have been speeding before he applied his brakes.
Today, experts in accident reconstruction investigate
thousands of cases each year, involving cars and
trucks, bicycles and motorcycles, buses, boats, trains,
and all kinds of aircraft. Many police academies
offer courses in accident reconstruction, while vari-
ous private consulting firms offer expert services for
a fee. The NATIONAL TRANSPORTATION SAFETY BOARD
devotes itself full time to investigation and recon-
struction of mass-transit accidents and certain seri-
ous automobile crashes.

In 1985, the U.S. National Highway Traffic Safety
Administration provided a grant to develop national
guidelines for standardized training in auto accident
reconstruction. A task force composed of experts in
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the field produced a report titled Minimum Training
Criteria for Police Traffic Accident Reconstruction-
ists, which addressed the issue of accreditation for
accident reconstructionists, recommending formation
of a national certification board. Action on that rec-
ommendation was still pending in 1990 when repre-
sentatives of 12 international accident reconstruction
agencies met to form the Accreditation Commis-
sion for Traffic Accident Reconstruction (ACTAR).
ACTAR’s board of directors included one spokes-
man from each of the 12 founding agencies, includ-
ing police officers, forensic engineers, educators and
private consultants active in the field throughout the
United States and Canada. Incorporated in 1992,
ACTAR has worked since that time to promote rec-
ognition of minimum standards in accident recon-
struction and to compile a list of accredited experts.
Those accredited must continue their education in
the field, earning a minimum number of educational
units during successive five-year periods in order to
retain their ACTAR certification.

Much of the actual work in accident reconstruc-
tion is today performed by various computer software
programs such as those produced by Eos Systems
under the PhotoModeler trade name. Such programs
generate three-dimensional images of various auto-
mobiles or other vehicles, then proceed to map skid
marks and calculate crush measurements for differ-
ent speeds on impact. Meanwhile, laboratory exami-
nation of damaged vehicles or their remains provides
further evidence toward the determination of an acci-
dent’s cause, be it mechanical failure, metal fatigue,
sabotage, other external forces (weather, etc.), or
some human error. Such calculations are vital to
establishing responsibility, with an eye toward both
potential civil litigation and/or criminal prosecution.

ACCOUNTING, Forensic

Forensic accounting is the application of account-
ing (or bookkeeping) to matters considered by civil
or criminal courts. Forensic accountants use their
auditing and investigative skills to investigate cases
of suspected financial malfeasance and in support of
litigation (where they calculate and quantify prospec-
tive damages). The field includes but is not limited to
investigations of embezzlement, FRAUD, MONEY LAUN-
DERING, WHITE-COLLAR CRIME, and various aspects of
organized (or syndicated) crime. Forensic accountants
perform both internal and external audits. Internal

audits are conducted on behalf of the accountant’s
employer to determine whether various laws and
prescribed operational guidelines have been observed
by other employees. External audits are performed at
the behest of law enforcement or regulatory agencies,
court-appointed referees, and others, to determine
whether individuals or organizations under scrutiny
have conducted business in a lawful and ethical man-
ner. When an investigation is completed, forensic
accountants also assist prosecutors or civil attorneys
with preparation of exhibits for presentation at trial.

ADAMS, Kenneth See “Forp HEIGHTS FOUR.”

ADMISSIBILITY of Evidence

Regardless of its relevance to guilt or innocence, before
any piece of forensic evidence may be revealed and
explained to a jury, it must first be ruled admissible in
court. Specific guidelines must be observed in regard to
search warrants (required by law in many but not all
circumstances) and in documenting the chain of cus-
tody from original collection of the evidence through
any testing and storage to its final presentation in
court. Any failure to abide by relevant statutes and
guidelines may result in vital evidence being thrown
out of court, with potentially catastrophic results
for the prosecution. Even when evidence is admit-
ted, defense attorneys may raise questions concerning
its treatment and handling that raise doubts in the
minds of jurors and result in unexpected acquittals.
The ORENTHAL JAMES (O. J.) SIMPSON murder trial is
a case in point, where attorney BARRY C. SCHECK and
others cast doubt on the handling of BLOODSTAIN and
DNA EVIDENCE by members of the Los Angeles Police
Department and their expert witnesses. Despite appar-
ently conclusive evidence of guilt, jurors acquitted
Simpson on all charges and later voiced suspicions
that he was the victim of a police FRAME-UP. (A second
jury subsequently disagreed, holding Simpson liable
for the wrongful deaths of his ex-wife and her male
companion in a civil suit.)

AIRPORT Security

In the wake of airborne terrorist attacks that claimed
some 3,000 American lives on September 11, 2001,
airport and airline security is a matter of paramount
importance both to government officials and to the



millions of travelers who fly each day around the
world. It remains to be seen whether new security
devices and techniques, coupled with stricter legisla-
tion passed since 9/11, will in fact make air travel
safer, or simply cause increased delays and aggrava-
tion for commercial passengers.

The world’s first airline hijackings (or “skyjack-
ings”) occurred in Peru, with two planes comman-
deered by political dissidents on February 21 and 23,
1931. Sporadic incidents were recorded over the next
30 years, mostly involving defectors from communist
nations, but the United States did not experience its
first skyjacking until May 1, 1961, when a Korean
War veteran of Puerto Rican extraction diverted a
National Airlines flight to Havana. Skyjackings pro-
liferated through the 1960s and became a standard
terrorist tactic in the early 1970s, compelling air-
ports worldwide to install metal detectors (for pas-
sengers) and X-ray devices (for carry-on luggage).
The United States, Israel, and a few other nations
also stationed armed “sky marshals” on selected
flights, particularly those scheduled for high-risk
areas. Although sky marshals frustrated a handful of
skyjackings and killed or wounded several terrorists,
their numbers were never sufficient to end the threat.
Rather, skyjacking seemed to run its course and taper
off as U.S. relations with Cuba, and Middle East
peace initiatives, sapped support from major radical
groups. Still, occasional skyjackings and bombings of
commercial aircraft continued into the 21st century,
capped by the tragic events of September 2001.

Modern guidelines for U.S. airport security are
established by Civil Aviations Security (CAS), a divi-
sion of the Federal Aviation Administration (FAA).
FAA/CAS agents are found in every American air-
port, prepared for immediate threat response, and
most major U.S. airports have their own police forces
(or officers assigned from the local metropolitan
police department). Since September 11, uniformed
troops of the National Guard are also found in air-
ports nationwide, generally stationed near security
checkpoints barring access from the airport con-
course to departure and arrival gates. CAS guidelines
have three main goals in terms of security: (1) to
prevent attacks on airports or aircraft; (2) to prevent
accidents or injuries due to transport of dangerous
materials; and (3) to ensure the safety of passengers.

Step one in the airport security chain is identity con-
firmation on both passengers and airport employees.
Upon check-in, all passengers are required to present
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a photo ID (and a passport, if traveling internation-
ally). The ID must be presented a second time, with
the passenger’s ticket and boarding pass, before he or
she boards an aircraft at the departure gate. Travelers
are also briefly questioned on check-in, specifically
asked whether they personally packed their luggage,
if the bags have been in their possession at all times,
and whether any third party has asked them to carry
objects aboard the plane. Those questions are designed
to prevent terrorists from slipping explosive devices
onto a flight without risk to themselves (as happened
in at least one incident during the 1980s, when a
young woman unwittingly carried a disguised bomb
in her luggage as a favor for a new “boyfriend”).

Airport and airline employees, from janitors to
pilots and flight attendants, are also required to carry
photo ID clearly stating the subject’s name, position,
and access privileges. Ten-year background checks
were supposedly required for airport/airline per-
sonnel even before September 2001, but the system
remains deeply flawed. On December 14, 2001—
three months after the worst terrorist attacks in U.S.
history—officials at San Francisco International Air-
port revealed that 29 employees with full access to
aircraft and runways were convicted felons (includ-
ing sex offenders, kidnappers, and individuals con-
victed of firearms violations). The ex-convicts were
discovered after airport officials belatedly screened
fingerprints for 3,000 of their 13,000 employees.
(The other 10,000 background checks were still in
progress.) Apparently relieved that “only” 1 percent
of their employees thus far had turned out to be fel-
ons, airport officials declared that those ex-convicts
discovered on staff had “lost their access to secure
areas”—but they would not be fired.

Access to airport departure and arrival gates has
been restricted since September 2001 to passengers
with valid tickets. Prior to reaching the terminal
gates, all passengers are required to pass through
metal detectors, while their carry-on baggage is x-
rayed. Federal legislation passed since 9/11 mandates
installation of new equipment to x-ray check-through
baggage as well, but airports around the country have
predicted that they will miss the mandatory installa-
tion deadline by several years, due to shortages of
equipment and funding. In addition to weapons—
now including knives of any size, formerly those with
blades of four inches and longer—airline passengers
and personnel are forbidden from transporting the
following items without specific authorization:
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Explosives including fireworks, ammunition, spar-
klers, matches, gunpowder, or signal flares

Pressurized containers including hair spray, oxy-
gen tanks, propane tanks, spray paint, or aero-
sol insect repellent

Poisons including arsenic, cyanide, or any pesti-
cides and insecticides

Corrosives including acids, lye, drain cleaner, mer-
cury, and automobile batteries

Household items including any solvents, bleach,
pool chemicals, flammable liquids, or flamma-
ble perfume in bottles of 16 ounces or larger

Liquids, gels, and aerosols must be in three-ounce
or smaller containers with the exception of
baby formula and medication, which must be
presented at the security gate

Failure to declare weapons or any of the items
listed above when boarding an aircraft may result in
criminal prosecution, with penalties including prison
time and stiff fines. It is furthermore illegal even to
joke about weapons, explosives, hijacking, or other
such threats in an airport or on board an airplane,
pranksters being liable to arrest and criminal pros-
ecution even when they are unarmed and have no
criminal intent.

The majority of airport metal detectors operate
on the pulse induction (PI) principle. PI systems typi-
cally employ a coil of wire on one side of an arch as
a transmitter and receiver. Short, powerful pulses of
electric current pass through that coil, each generat-
ing a momentary magnetic field. As each pulse ends,
the magnetic field reverses polarity and collapses,

An X-ray of a briefcase. X-ray technology plays a key role in airport security. (Lester Lefkowitz/CORBIS)



thereby sending another burst of current (called the
“reflected pulse”) through the coiled wire. Common
PI metal detectors send out anywhere from 25 to
1,000 pulses per second, depending on the model,
with each reflected pulse lasting some 30 microsec-
onds (millionths of a second). When a metal object
passes through the arch, the electric pulse creates an
opposite magnetic field around the object, thereby
triggering a longer-than-normal reflected pulse,
detected by a built-in “sampling circuit,” which notes
discrepancies in the length of any reflected pulse and
sounds an audible alarm. Many newer metal detec-
tors are “multi-zone” models, equipped with mul-
tiple transmit-receive coils at different heights, to
increase their sensitivity.

Prior to September 2001, passengers who trig-
gered alarms from airport metal detectors after
emptying their pockets (and sometimes removing
jewelry and other items) might be double-checked
with hand-held metal detectors, frisked for hidden
weapons, or asked to disrobe in private examina-
tion rooms. Since 9/11, random frisks and double-
scans of passengers have become routine, including
requests that some travelers remove their shoes for
inspection prior to boarding. One security firm,
Adams Electronics, offers special “HF-1 Detec-
tor Gloves” with built-in, battery-powered metal
detectors, thereby leaving both of an inspector’s
hands free in the event hand-to-hand self-defense
is required. The HF-1 gloves are made from Kevlar
and Nomex, protecting the wearer’s hands from
being cut, punctured, or burned (in the event that
an incendiary device is uncovered).

While passengers are individually screened, their
carry-on luggage passes through an X-ray system
that typically divides objects scanned into three cat-
egories: organic, inorganic, and metal. Most airport
units operate on a dual-energy X-ray system, gen-
erating X-rays in the range of 140 to 160 kilovolt
peaks (KVP)—a reference to the X-ray’s penetrating
power. (Higher KVP means greater penetration.) In
dual-energy systems, X-rays pass through the object
being examined, then strike a detector that passes
the X-rays to a filter, which in turn blocks out lower-
energy rays. The remaining high-energy X-rays
then strike a second detector, whereupon computer
technology compares the images from both detectors
to present the clearest possible picture. Items are
usually displayed in color on the viewing monitor,
with organic materials always depicted in orange,
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while the colors for inorganic material and metal
varies depending on the unit’s manufacturer. Most
explosives are organic, and would thus be among
the objects highlighted in orange. Airport secu-
rity personnel are (theoretically) trained to iden-
tify weapons, ranging from obvious handguns and
knives to improvised explosive devices (IEDs), but
once again, human negligence and faulty equipment
make the system far from perfect. One example: on
December 30, 2001 (11 weeks after 9/11, with strict
new procedures in place), passenger Barry Brunstein
was arrested in Memphis, Tennessee, for attempting
to carry a loaded pistol on board an airliner. Prior
to arrival in Memphis that day, he had carried the
gun aboard two other flights, departing Tampa and
Atlanta, without being stopped.

X-ray scanning systems are admittedly imperfect,
even with the best technicians in charge. Electronic
devices, such as laptop computers, contain so many
intricate components that an intelligent bomber could
easily hide explosive devices within. Requiring trav-
elers to remove their computers from cases and turn
the computers on still fails to guarantee that a small
explosive charge is not concealed inside. To that end,
chemical “sniffers” are employed—essentially “an
automated chemistry lab in a box.” Security per-
sonnel rub a cloth over the suspect device or article
of baggage, then “read” the cloth with the sniffer,
detecting any trace residue of chemicals commonly
used to build bombs.

Examination of checked luggage, in airports where
it presently occurs at all, is carried out by one of
three different methods. Medium X-ray systems are
fixed devices that scan whole pallets of cargo or lug-
gage for contraband items. Mobile X-ray units are
contained within large trucks, capable of scanning
loaded luggage carts or vans as they drive slowly
past a stationary target. Fixed-site X-ray systems
are whole buildings constructed as massive scanners,
examining tractor-trailers of luggage parked inside.
Legislation passed since September 2001 mandates
X-ray screening of all checked luggage in every
American airport, but purchase and installation of
large units at ticket check-in counters remains prob-
lematic. (When all else fails, bomb-sniffing dogs are
sometimes used to check luggage before it is loaded
aboard an aircraft.)

An alternative method to standard X-ray inspec-
tion is found in computer tomography (CT) scan-
ner systems. The CT scanner is a hollow tube that
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surrounds luggage, slowly revolving while bombard-
ing it with X-rays, recording the data and creating a
highly detailed “slice” (tomogram) of the bag. From
there, the CT scanner calculates mass and density of
objects inside the bag, reporting on any items that
fall within the normal range of dangerous materi-
als. Most European airports run all checked baggage
through CT scanners, and while many American
airports possess the technology, it has not been used
consistently because its slow rate of operation plays
havoc with tight airline schedules. Before 9/11 only
overtly suspect bags were subjected to CT scans.
Even today, the devices are not universally available
or consistently employed in the United States.

How effective are the latest airport security regu-
lations in America? On September 28, 2001, Presi-
dent George W. Bush called for installation of two
reinforced cockpit doors on commercial airliners,
each door with a separate key. He further suggested
increasing the number of armed sky marshals to
cover “most” domestic flights and increased fed-
eral control of airport security measures, though he
stopped short of requiring that screeners be made
federal employees. Bush announced his plan to work
with Congress and pass new security regulations “in
an expeditious way,” but some accused the president
of paying mere lip service to heightened security. On
December 30, 2001, Bush’s Department of Transpor-
tation discarded new rules that would have required
airport screeners to be high school graduates—a reg-
ulation that would have dismissed one-fourth of the
nation’s 28,000 airport security agents.

Bush’s strange reversal brought heated criticism
from experts in the field of airline security. James
Hall, former chairman of the National Transpor-
tation Safety Board, told reporters, “We’re deal-
ing with very sophisticated and trained individuals
who are trying to blow up our commercial air-
craft. These screeners are going to be an important
line of defense, and it seems to me we should have
higher educational standards for them.” Meanwhile,
a federal investigator sneaked three knives past air-
port screeners in Miami, while similar experiments
defeated X-ray devices in Fort Lauderdale and Phila-
delphia. Billie Vincent, former FAA security director,
angrily dismissed Bush’s improvements as “more of
the half-assed measures that got us into the Septem-
ber 11 hijackings and will produce the same half-
assed results.”

“AIRSNORT”” wireless password decryption program
Introduced in August 2001, AirSnort is a wireless
local area network (WLAN) surveillance tool that
passively monitors transmissions, computing encryp-
tion keys upon collection of sufficient data. After col-
lecting 100MB to 1GB of data, AirSnort is reportedly
able to produce a target password in less than one
second.

Local area networks are theoretically protected
by a built-in security, the Wired Equivalent Privacy
(WEP) system—also labeled the “802.11b stan-
dard”—which automatically encrypts data as it is
transmitted. But system analysts agree that WEP
leaves much to be desired in terms of real security.
In fact, AirSnort designers Blake Hegerle and Jeremy
Bruestle insist they went public with their creation in
hopes of spurring WLAN technicians to install better
security systems. As Bruestle told Wired News, “We
felt that the only proper thing to do was to release
the project. It is not obvious to the layman or the
average administrator how vulnerable 802.11b is to

attack. It’s too easy to trust WEP. . . . It’s easy to be
complacent. AirSnort is all about opening people’s
eyes.”

Or opening their networks to pernicious hackers,
as the case may be. The AirSnort Web site main-
tained by Hegerle and Bruestle includes detailed
instructions on downloading their program and the
hardware required to use it effectively. Mark Denon,
a freelance technology writer, found it “very easy”
to access networks using AirSnort. “I’ve been able
to connect to networks when standing outside of
businesses, hospitals, or Internet cafés that offer the
service,” he told Wired News. “You can jump in and
use the network to send e-mail or surf the Net, and
often it’s quite possible to access whatever informa-
tion is moving across the network.”

One benefit for hackers using AirSnort is the pro-
gram’s virtual untraceability. As inventor Hegerle
explains, AirSnort does not communicate in any way
with other computers on the target network. As a
passive eavesdropper, it simply listens to the net-
work’s flow of traffic, capturing sufficient data to
decode a busy network’s password in three or four
hours. Low-traffic networks take longer to crack,
but Bruestle notes that data collection need not be
continuous. AirSnort can revisit a network over sev-
eral days of intermittent snooping, until sufficient
data is collected to decrypt the password.



ALEJANDRO, Gilbert exonerated by DNA evidence

On the night of April 27, 1990, a woman in Uvalde
County, Texas, was attacked in her home by a
stranger who forced a pillowcase over her head, then
raped her. Unable to describe her assailant’s face, the
victim recalled his general build and his clothing,
including a cap, gray T-shirt, and dark shorts. Police
canvassed the neighborhood and questioned three
men, one of whom wore clothes matching the rapist’s
description. None were detained for a lineup, but the
victim later identified suspect Gilbert Alejandro via
mug shots from a previous arrest.

At trial, Alejandro’s only defense was an alibi
provided by his mother, testifying under oath that
he was at home when the rape occurred. Against
that testimony, prosecutors offered the victim’s
shaky identification, buttressed by testimony from
FRED ZAIN, chief medical examiner of nearby Bexar
County. Zain told the court that a DNA test of semen
found on the victim’s clothing matched Alejandro’s
DNA “and could only have originated from him.”
Jurors convicted Alejandro, and he was sentenced to
a 30-year prison term.

On appeal it was discovered that Fred Zain had
grossly misrepresented results of the Bexar County
DNA tests in Alejandro’s case. The first test per-
formed, in July 1990, had produced inconclusive
results, while a second test performed three months
later actually excluded the defendant as a source of
the semen on file. Alejandro’s lawyers filed a writ of
habeas corpus and he was released to his parents’ cus-
tody, his movements tracked by an electronic moni-
tor. A Uvalde County judge reviewed Alejandro’s
case on July 26, 1994, receiving testimony that the
1990 DNA test had excluded Alejandro as a suspect.
Two members of the original trial jury also testified
that their guilty verdicts were based solely on Fred
Zain’s false testimony. As a result of that hearing,
Alejandro’s conviction was overturned, and Uvalde
County prosecutors dismissed all charges on Septem-
ber 21, 1994. Alejandro later sued Uvalde County
for false imprisonment and was awarded $250,000
in damages for his four-year incarceration.

Fred Zain, meanwhile, was fired by Bexar County
in 1993, and later charged with aggravated perjury,
evidence tampering, and fabrication for his part in
Alejandro’s wrongful conviction. Jurors acquitted
him at trial, in 1998, but 100 more convictions based
upon his testimony are under review across Texas.

AMERICAN Academy of Forensic Sciences

Despite his cash award, Gilbert Alejandro remains
understandably bitter toward Zain. “He should be
put away for a long time,” Alejandro told reporters,
“like I was put away in prison doing hard labor.”

ALEXANDER, Richard exonerated by DNA evidence

In 1996, a sexual predator known only as the River
Park Rapist terrorized female residents of South
Bend, Indiana. Police arrested 30-year-old Richard
Alexander that August, charging him with four of
the attacks on the basis of eyewitness statements
from victims. DNA testing excluded him as a suspect
in one of those rapes, and some investigators were
skeptical of the other three cases, Detective Sergeant
Cindy Eastman telling reporters, “We had a gut feel-
ing that Alexander was not the guy.” Supporting that
belief, at least three more similar rapes were reported
after Alexander’s arrest. Still, task force officers and
prosecutors forged ahead with their case. Alexander’s
first trial ended with a hung jury in June 1997. At his
second trial, in March 1998, jurors acquitted him of
one rape but convicted him of two others. Alexander
received a 70-year prison term for those crimes.

He caught a break five years later, when alleged
burglar and child-molester Michael Murphy con-
fessed to one of the rapes for which Alexander stood
convicted. New DNA tests were ordered, and their
findings conclusively exonerated Alexander of an
attack committed on August 7, 1996. Four days
later, on December 12, 2001, he was released from
custody by order of the St. Joseph County Superior
Court. Authorities now say two rapists are suspected
in the River Park attacks, and that five of those
crimes remain under active investigation.

AMERICAN Academy of Forensic Sciences

Established in 1949, the AAFS is a professional soci-
ety “dedicated to the application of science to the law
[and] committed to the promotion of education and
the elevation of accuracy, precision, and specificity in
the forensic sciences.” At press time for this volume
it had more than 5,600 members including attorneys,
criminalists, dentists, document examiners, educa-
tors, engineers, physical anthropologists, physicians,
psychiatrists, toxicologists and other professionals
in the field of forensic science. With headquarters in
Colorado Springs, Colorado, the AAFS has members
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in all 50 states, plus Canada and some 50 other
nations around the globe. Each February, the AAFS
holds an annual scientific conference, where more
than 500 papers are presented for consideration. Its
Journal of Forensic Sciences is published by the affili-
ated American Society for Testing and Materials.

AMERICAN Board of Criminalistics

Founded in 1989, to develop a national certifica-
tion program for criminalists, the American Board
of Criminalistics consists of various regional and
national organizations representing forensic scien-
tists. Each affiliated group contributes one member
to the ABC Board of Directors and one member
on the ABC Examination Committee. The ABC’s
three stated goals include: (1) establishment of pro-
fessional levels of knowledge, skills, and abilities; (2)
recognition of those who have the requisite levels;
and (3) promotion of growth within the profession.
Certification, as defined by the ABC, is “a volun-
tary process of peer review by which a practitio-
ner is recognized as having attained the professional
qualifications necessary to practice in one or more
disciplines of criminalistics.” To that end, the orga-
nization administers a periodic General Knowledge
Examination and various specialty tests in the fields
of forensic biology, drug chemistry, fire debris analy-
sis, and trace evidence.

AMERICAN Board of Forensic Anthropology

Created in 1977, the ABFA was formed with five
goals in mind. As stated on the group’s Web site, those
aims were: (1) to encourage the study of, improve the
practice of, establish and enhance standards for, and
advance the science of forensic anthropology; (2) to
encourage and promote adherence to high standards
of ethics, conduct, and professional practice in foren-
sic anthropology; (3) to grant and issue certificates,
and/or other recognition, in cognizance of special
qualification in forensic anthropology to voluntary
applicants who conform to the standards established
by the board and who have established their fitness
and competence thereof; (4) to inform the appropri-
ate branches of federal and state governments and
private agencies of the existence and nature of the
ABFA and the professional quality of its diplomates
for the practice of forensic anthropology; and (5) to
maintain and furnish lists of individuals who have

been granted certificates by the board. Three decades
later, fewer than 70 forensic anthropologists had
achieved ABFA certification.

AMERICAN Society of Crime Laboratory
Directors

In autumn 1973, FBI director Clarence Kelley—act-
ing at the behest of FBI LABORATORY director Briggs
White—sponsored a meeting of 30 American crime
laboratory directors at the FBI Academy in Quan-
tico, Virginia. At that gathering, a steering committee
was created to organize the ASCLD, accomplished in
Kansas City during spring 1974. The new organiza-
tion held its first formal meeting in autumn 1974,
again at Quantico (with Briggs White as chairman).
The ASCLD is a nonprofit organization dedicated,
in its own words, “to providing excellence in foren-
sic science through leadership and innovation.” The
group pursues those goals primarily by means of a
yearly symposium on leadership and management
techniques, together with an Internet Web site pro-
viding weekly updates on current news from the
world of forensic science. Membership is presently
restricted to past or present crime lab director/man-
agers and educators in the field of forensic science.

ANDERSON, Marvin Lamont wrongly convicted; cleared
by DNA

A Virginia resident, convicted of rape in 1982 on
the basis of a victim’s eyewitness testimony, Mar-
vin Anderson received a 210-year prison sentence at
his trial. He was paroled in 1997, after serving 15
years, but the stigma of his rape conviction followed
Anderson as he attempted to rebuild his life. New
legislation signed by Governor Jim Gilmore in May
2001 allowed Anderson’s lawyers to petition for DNA
testing of semen recovered from the original crime
scene. “I knew once they did the testing it would
exonerate me,” Anderson told reporters. “I knew
because I didn’t do this.”

His longstanding assertion of innocence was vindi-
cated in December 2001, when results of DNA testing
excluded Anderson as a possible suspect in the rape.
The test results partially matched DNA from two
convicted sex offenders in Virginia’s data bank, but
the evidence samples were too degraded for a posi-
tive match to be made on either suspect. Anderson,
for his part, was the 99th convicted felon cleared by



ANTHROPOLOGICAL Research Facility

Marvin Anderson clutches his absolute pardon from Virginia governor Mark Warner as he and his sister walk out of the
capitol in Richmond on Wednesday, August 21, 2002. Anderson was pardoned after being exonerated of rape charges by
DNA evidence. (AP)

DNA testing in the United States since the procedure
was discovered. “I’m not bitter,” he told interviewers.
“There’s no anger. What happened to me was a mis-
take by many people, not just any one individual.”

Prior requests for DNA testing in Anderson’s case
had been stalled when authorities reported semen
evidence missing from their files. The crucial evi-
dence was rediscovered in 2001, in time for Virgin-
ia’s new statute to waive the existing deadline on
submission of exculpatory scientific evidence. Ander-
son announced his intent to seek a pardon from the
governor. In 2002 Anderson was pardoned by the
governor and received $1.2 million as compensation,
while another suspect in the crime was charged and
convicted.

ANTHROPOLOGICAL Research Facility

Commonly known as the “body farm,” the ARF
was established by Dr. William Bass in 1972, at the
University of Tennessee in Knoxville. It serves as an
outdoor field laboratory for study of human decom-
position and the various factors that are critical to
estimates of time elapsed since death. Donated cadav-
ers provide the raw material for exposure to insects
and the elements in varied conditions. As an adjunct
to the body farm, the William Bass Skeletal Collec-
tion includes more than 400 sets of human skeletal
remains collected since 1981, ranging in age from
unborn fetuses to 101 years. A forensic data bank
launched by Dr. Richard Jantz also serves the facility,
providing forensic anthropologists nationwide with



ANTHROPOLOGY, Forensic

current data from some 2,000 individuals to assist in
estimations of stature, gender, and ancestry.

ANTHROPOLOGY, Forensic identifying skeletal remains
Anthropology—Tliterally the study of human beings—
is broadly divided into three subfields: cultural
anthropology (the study of cultures, societies, life-
styles, beliefs, etc.); archaeology (the study of past
cultures, via dwellings and relics left behind); and
physical (or biological) anthropology (involving all
physical and/or biological aspects of the primate
order from prehistoric times to the present). A broad
field in its own right, physical anthropology is fur-
ther subdivided into various specialties, including
osteology (study of bones). Within the field of osteol-
ogy we find another subspecialty: forensic anthro-
pology—the study of skeletal remains as they are
relevant to legal cases.

In essence, forensic anthropologists examine skele-
tal remains (a) to identify the subject, where feasible;
and (b) to determine cause of death, where evidence
exists. Incomplete or badly damaged remains make
the task more difficult—sometimes impossible—but

some facts are discernible even from incomplete skel-
etons. A skull may reveal the subject’s race (though
interracial marriages confuse the issue) and sex (with
a 25 percent margin of error when the skull alone is
found). In adult subjects the pelvis identifies gender
(with a 10 percent margin of error), but no differ-
ence is seen in prepubescent males or females. Long
bones of the arms and legs give a fair indication of
height and may help suggest age. Bones may also be
dated with fair accuracy, to determine if a skeleton
is “new” (and thus of concern to police) or a relic
from earlier times (as when aboriginal graves are dis-
turbed). Old injuries or abnormalities become defini-
tive in cases where detailed X-rays of missing persons
are available. While evidence of soft-tissue injury is
wiped out by decomposition, skeletal remains may
still reveal cause of death if they display unhealed
fractures, knife or bullet wounds, a broken hyoid
bone (from strangulation), and so forth.

The most dramatic task performed by forensic
anthropologists is facial reconstruction from skulls
or their fragments. Work in this field dates from the
early 1940s. Pioneers included FBI technician Wilton
Krogman and I. A. Gerasimov, in Russia. Once sex

The skull of a soldier in the War of 1812 is cleaned and ready for the anthropologist to make a facial approximation. The
skull is covered in Latex and gauze to make a mold. (Kathleen O. Arries)
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Strips of clay are placed on the mold and smocthed to the desired tissue depths. Applying the nose, lips, and ears takes
an artist’s touch. The finished approximation of the scldier is as he might have looked after his death. (Kathleen 0. Arries)

n
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A police officer kneels at the edge of a shallow grave
where the dirt has been removed to reveal the image of
a woman. Her polyester clothes are still intact after nine
years in the ground. (Kathleen Q. Arries)

and race are determined, science yields to art as mod-
eling clay is applied to the skull, reconstructing the
subject’s face in part from careful measurements and
partly from the sculptor’s imagination. Race helps
determine the shape of eyes, nose, and lips, but much
of the rest remains guesswork. Without photographs
or eyewitness descriptions, forensic anthropologists
cannot determine whether a subject was fat or thin
in real life, scarred or tattooed, bearded or balding.
Hair styles, created with wigs, generally spring from
pure speculation. Still, in some cases the models may
jog memories, leading authorities to witnesses who
may have known the anonymous subject in life.

The same technique may be used to “age” images
of missing persons, whether they be runaways, kid-
nap victims, or fugitives from justice. Modern com-
puter technology makes aging of photographs simple,
and such photos are often seen on posters of missing
children or fugitive felons, including members of
the FBI’s “Ten Most Wanted” list. While photos
dominate the “aging” field, clay models are also
sometimes used. One such model, sculpted in Phila-
delphia by Frank Bender, led directly to the arrest of

12

longtime fugitive John Emil List. In New Jersey, List
had shot and killed five members of his family on
November 9, 1971, then disappeared, starting a new
life as “Robert Peter Clark.” He was still at large on
May 21, 1989, when Bender’s “aged” bust of List
appeared on the TV show America’s Most Wanted.
Recognition by neighbors led the FBI to List’s Vir-
ginia workplace 10 days later; he was convicted on
five murder counts in April 1990 and sentenced to
life imprisonment.

Various professional organizations exist to pro-
mote understanding and proper application of
forensic anthropology. The Canadian Association of
Physical Anthropology was founded at Banff in 1972,
so that practitioners from Canada “should not have
to travel to Kansas in order to meet each other pro-
fessionally.” Five years later, the AMERICAN BOARD OF
FORENSIC ANTHROPOLOGY was created “to provide,
in the interest of the public and the advancement
of the science, a program of certification in forensic
anthropology.” The board’s Web site lists numerous
certified members who are available for consulta-
tion with law enforcement agencies, attorneys, and
the like. The 300-member Midwest Bioarchaeology
and Forensic Anthropology Association was created
in 1994, “in an effort to support communication on
both formal and informal levels.” Members of these
organizations (and others abroad) regularly share
information on major cases, including investigation
of mass graves discovered around the world, from
Central America to Bosnia-Herzegovina and the Far
East.

ANTHROPOMETRY

Anthropometry uses detailed body measurements
to identify specific individuals. Before the general
acceptance of FINGERPRINTS and DNA profiling as a
standard means of identification, anthropometry was
widely used under a system pioneered by ALPHONSE
BERTILLON (“Bertillonage”), combining 11 specific
bodily measurements with photographs and writ-
ten descriptions to identify known criminals. While
anthropometry is no longer used to identify living
subjects, it occasionally still proves useful in forensic
ANTHROPOLOGY, for examination of skeletal remains
where DNA and fingerprints are unavailable. In
those cases, bodily measurements determine the size
of unknown decedents, while other skeletal factors
reveal race and gender. No precise identification



is possible from measurements alone, but forensic
anthropologists can determine whether the skeleton
belonged to a Caucasian female, Negroid child, and
so on.

ARCHAEOLOGY, Forensic

Archaeology is the scientific study of historical or
prehistoric peoples and their cultures by analysis of
their artifacts, inscriptions, and monuments. While
archaeologists also sometimes uncover human physi-
cal remains, study of those remains (to determine
cause of death, etc.) belongs more properly to the
fields of ANTHROPOLOGY and/or PATHOLOGY. The
disciplines overlap in cases where archaeologists
and anthropologists mutually study burial customs,
weapons, and warfare, archaic medical technology,
rituals involving cannibalism or human sacrifice, and
so on. Forensic archaeology focuses primarily on the
location and delicate excavation of human remains,
rather than medical analysis of injuries and wounds.

ARMORED Vehicles

Armored or “bulletproof” vehicles have long been
a staple of crime and crime-fighting, as well as mili-
tary action. Prohibition-era gangsters like Chicago’s
Al Capone protected themselves from bootleg rivals
with armored limousines, and the 1930s Barker-Kar-
pis gang used similar vehicles (some equipped with
smokescreen generators) to escape from police after
their daylight bank holdups. Private security firms,
in turn, initiated use of armored vehicles for ship-
ping cash and other valuable merchandise, a practice
that continues to the present day. Increasingly, as the
threat of TERRORISM or ransom kidnapping spreads
throughout the world at large, high-ranking govern-
ment and business figures seek advanced security
in transit for themselves, their families, and their
associates.

Civilian armored vehicles typically rely on steel
plating, shatter-resistant glass, and special “run-
flat” bulletproof tires to protect their drivers and
passengers. Weapons and gun ports are also fre-
quently included, to give the targets of attack a fight-
ing chance at self-defense. Drawbacks of heavily
armored vehicles include reduced speed and increased
fuel consumption, all of which comes with a greatly
inflated price tag. Manufacturers are typically close-
mouthed about specifics of their armor plating, but
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multiple layers of tempered steel and occasional
lighter materials such as Kevlar are standard for
civilian vehicles. Military and police vehicles often
employ more expensive, bulkier armor, including the
following types:

Composite armor, true to its name, incorporates
layers of different substances, each with differ-
ent protective properties against specific kinds
of attack. One system employs steel armor
inlaid and reinforced with a network of tita-
nium rods; another sandwiches heat-absorbing
chemical layers between steel plates; yet another
provides layers of rubber between armor plates
to absorb the shock waves of explosive rounds
on impact.

Explosive reactive armor (ERA) actually employs
a layer of explosive material between thick steel
plates, attached like shingles to the existing
armor of a military vehicle, but spaced some-
what away from it. On impact of an armor-
piercing round, the explosive layer detonates,
flinging the steel plates apart and absorbing
most of the incoming round’s destructive force
before it reaches the primary target.

It is presently illegal for American civilians to pur-
chase or possess armor-piercing ammunition, either
in the form of small arms “cop-killer” rounds or
larger military ordnance, but black-market sources
make most forms of weaponry available to terrorists,
revolutionaries, and well-financed criminal gangs.
Three common antiarmor rounds designed specifi-
cally for military use are:

I. Armor-piercing, fin-stabilized, discarding sabot
(APESDS) rounds. The projectile in one of these
shells is a long, small-diameter dart with tail fins,
made of some extremely hard and dense material
such as tungsten carbide or depleted uranium.
Because it is much smaller than the bore of the
weapon that fires it, the dart is encased in a light
alloy sleeve (the “sabot”), which disintegrates
and falls away upon firing. The dart—or “pen-
etrator”—itself is designed to pierce armor and
shatter inside the vehicle, spraying any occupants
with white-hot shrapnel and fragments of the
vehicle’s own ruptured plating.

2. High-explosive antitank (HEAT)
tion. These shells penetrate armor by using the

ammuni-
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“Monroe effect” of detonating explosives at a
critical distance from the target. HEAT projec-
tiles are cylindrical full-bore shells containing
several pounds of high explosives. The front of
each round is a hollow cone lined with copper
or some other dense material, its extended nose
bearing a piezoelectric crystal at the tip. The crys-
tal is crushed on impact, generating an electric
pulse that passes to a detonator at the base of
the round’s explosive payload. When the charge
explodes, a detonation wave passes around the
cone and collapses it in a “focusing” action, con-
verting it to a fast-moving (16,000 mph) jet of
molten material and high-explosive gas. Heat and
velocity combine to penetrate the armor, inciner-
ating the vehicle’s occupants on contact and deto-
nating any live ammunition in the round’s path.

High-explosive squash-head (HESH) ammuni-
tion. These rounds premiered in World War IT and
have been constantly refined over the past half-
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Brinks armored truck in front of City National Bank in Miami Beach, Florida. (Jeff Greenberg/The Image Works)

century. Each HESH round is a blunt-nosed pro-
jectile filed with plastic explosive that “squashes”
against its target on impact, then detonates from
a fuse in the base of the charge. Rather than
piercing the armor, the HESH round’s massive
shock wave dislodges a large steel “scab” from
the vehicle’s interior plating, which then rico-
chets around inside the vehicle with killing force.

Use of such destructive ammunition would be
excessive and counterproductive for bandits intent
on robbing an armored truck of cash—and it would
hardly be necessary. When neo-Nazi members of The
Order robbed a Brink’s truck at Ukiah, California,
of $3.8 million on July 19, 1984, three shots from a
.308-caliber semiautomatic rifle pierced the armored
truck’s windows and persuaded the guards to sur-
render. The bandits scarcely needed the harmless
cardboard tube, which they had painted to resemble
a bazooka rocket-launcher.



ARMSTRONG, Ralph exonerated by DNA

In 1980, 19-year-old Charise Kamps was raped and
murdered at her apartment in Madison, Wisconsin.
Suspicion quickly focused on a friend of the victim,
27-year-old Ralph Armstrong, who was then on parole
from rape and sodomy convictions in New Mexico.
Armstrong admitted visiting Kamps’s flat on the
night she died, but claimed that he left several hours
before she was murdered. At trial, expert witnesses
testified that two hairs found on Kamps’s bathrobe
were consistent with Armstrong’s, while his blood type
matched that of semen from the crime scene. Jurors
convicted Armstrong of the slaying, and he received
a lifelong prison term. A quarter-century later, DNA
testing—unknown at the time of Armstrong’s original
trial—proved beyond doubt that the hair and semen
were not his. Wisconsin’s Supreme Court dismissed
Armstrong’s murder conviction on July 13, 2005, and
ordered a new trial. Dane County district attorney
Brian Blanchard announced plans to retry the case, but
no trial date had been set at press time for this volume.

ARSON Investigation

According to the U.S. Fire Administration, part of
the Federal Emergency Management Administra-
tion (FEMA), there were 31,500 intentionally set
fires in 2005, which resulted in 315 deaths and
$664,000,000 in property loss. The FBI’s Crime
Classification Manual (1992) lists seven motives for
deliberate fire-setting. They include:

VANDALISM

Subcategories of this motive include willful and mali-
cious mischief (wherein motive may be determined
by choice of targets) and peer-group pressure (most
commonly seen in juvenile offenders).

EXCITEMENT

Variants of this motive include fire-setting by thrill-
seekers, by arsonists craving attention, by those
seeking recognition as “heroes” (firefighters some-
times fall into this category), or sexual deviants who
achieve satisfaction from the act of setting fires.

REVENGE

A more “rational” form of fire-setting, this form may
target individuals, specific groups or institutions, or
society in general. It may also include acts of intimi-
dation, as in the case of fires set to discourage par-
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ticular activities (e.g., the testimony of a witness,
purchase of specific property, etc.).

CRIME CONCEALMENT

Fire destroys evidence, and various arsonists have
used it to conceal acts of murder, suicide, burglary,
theft, or embezzlement, and to destroy crucial records
pertaining to disputed property or activities.

PROFIT

These fires are normally set to obtain an insurance
payoff, to liquidate property, to dissolve a failing
business, to eliminate unwanted inventory, or to
eradicate competition.

EXTREMISM

Fires in this category include acts of TERRORISM and
discrimination (if indeed there is any discernible dif-
ference between the two acts), and arson incidents
committed during riots. Religious fanaticism may be
a factor, in addition to political or racial concerns. (In
1999 a self-styled Satanist confessed to burning more
than 30 Christian churches across the Midwest.)

SERIAL ARSON

Defined as compulsive, repetitive fire-setting. Indeed,
repetition alone seems to distinguish this category
from the “excitement” motive listed above. FBI tax-
onomists confuse the issue by creating a subcategory
for spree arsonists (who set multiple fires without an
emotional “cooling-off” period between incidents),
and by adding a mass arson category for offenders
who set multiple simultaneous fires at one location.
(The latter, clearly, has nothing to do with “serial”
arson, which by definition involves successive and
separate incidents.)

Arson investigators begin their task by studying
the complex chemical process that is fire. Each fire
consists of three basic elements: fuel, oxygen, and
heat. The physical state and shape of the fuel, avail-
able oxygen, and the transmission of heat all play
critical roles in development of a specific fire. Inves-
tigators must also understand the basics of building
construction, including materials used and the nature
of any fire-protection systems in place, which deter-
mine the course of a fire’s development and progress.

The first step in any fire investigation is determin-
ing a blaze’s point of origin. Only when the point of ori-
gin has been determined can authorities discover how
andwhyablaze began. This “backwards” investigation
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must be fully documented via field notes, diagrams
and sketches, photographs, and collection of fire
scene evidence. If investigators can eliminate acci-
dental causes—faulty equipment, careless smoking,
flammable liquids, lightning, electrical failures, and
spontaneous combustion—they are ready to proceed
in search of a deliberate incendiary cause for the
fire. That evidence may include traces of accelerants
(gasoline, kerosene, etc.) or the remnants of an incen-
diary/explosive device recovered from the fire scene.
Various mechanical sensors and specially trained
dogs assist investigators in the discovery of acceler-
ants and other clues at a fire scene. That evidence,
in turn, may prove vital in tracing the arsonist (or, in
the alternative, for use in attempts at PSYCHOLOGICAL
PROFILING of an unknown fire-setter).

Collection of evidence at any crime scene must
conform to rigorous forensic standards if that evi-
dence is to withstand legal challenges in court. Pho-
tographs and fire-scene sketches document the points

where evidentiary items were initially discovered,
and each fire department or law enforcement agency
follows established procedures to document the
chain of custody between discovery and trial. Mod-
ern computer software, such as the FireFiles system,
provides arson investigators with case-management
tools to organize various details of the case, track
evidence from collection through analysis, and to
help in preparation of technical reports.

ART, Forensic

Forensic art is the application of artistic skills—
drawing, painting, or sculpting—to the needs of law
enforcement, commonly employed to help identify
unknown persons, apprehend fugitives from jus-
tice, or assist in reconstruction of events. The field
encompasses subdisciplines including age progres-
sion, composite art, demonstrative evidence, image
modification, and postmortem reconstruction.

Trooper Sarah Foster, a Michigan State Police forensic artist, measures a three-dimensional Facial reconstruction from
an unidentified human skull. (Paul Sancya/AP)



ASCHAFFENBURG, Gustav (1866—1944)

A pioneer of forensic PSYCHIATRY, Gustav Aschaffen-
burg was born in Germany on May 23, 1866. After
completing psychiatric studies in his homeland and
in Austria, Aschaffenburg entered private practice
and secured many high-profile European patients. At
various times, he also taught neurology and psychia-
try at universities in Cologne, Halle, and Heidelberg.
Four days after his 40th birthday, Aschaffenburg
delivered a stinging attack on Sigmund Freud to the
Congress of Neurologists and Alienists from South-
Western Germany, in Baden-Baden, in a speech titled
“The Relations between Sexual Life and the Occur-
rence of Nervous and Mental Diseases.”

Meanwhile, he pursued his true passion in the field
of criminology, publishing his masterwork Crime
and Its Repression in 1903. As editor of the Monthly
for Criminal Psychology and Reform of Criminal
Law between 1904 and 1935, Aschaffenburg also
used that journal to expound his views on crimi-
nal psychology. While linking alcoholism to criminal
behavior and asserting that environment played a
more significant role than heredity in creating felons,
Aschaffenburg expounded a theory of “multiple cau-
sation” that listed seven classes of offenders. They
were: criminals by affection, by chance, by consider-
ation, by occasion, habitual criminals, professional
criminals, and recidivist criminals. In broad terms,
Aschaffenburg believed that criminal behavior is not
a mental pathology but, rather, a form of socially
adaptive behavior.

Aschaffenburg immigrated to the United States
two years after Adolph Hitler’s rise to power in Ger-
many, but he never recovered from the move emo-
tionally or professionally. Largely forgotten at his
death in 1944, Aschaffenburg enjoyed a posthumous
renaissance in 1968, with the translation and reprint-
ing of Crime and Its Repression in America.

ASSOCIATION of Firearm and Tool Mark
Examiners

In 1969, a group of 35 specialists in firearms and
toolmark analysis gathered at the Chicago Police
Department Crime Laboratory to organize a profes-
sional association. Founding members included both
civilian and police technicians from various parts of
the United States and Canada. As stated in the min-
utes of that first conference, “this meeting is being
held to determine the advisability of forming an
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organization of Firearms and Tool Mark Examiners.
It is hoped that the organization will consider future
meetings that could be devoted to the presentation of
scientific and technical papers, descriptions of new
techniques and procedures, review of instrumenta-
tion and the solution of common problems encoun-
tered in these scientific fields.” Since 1970 the AFTE
has hosted annual training seminars at various loca-
tions throughout North America. In 1979, 149 del-
egates from seven nations attended the group’s 10th
convention. A year later, the organization published
a 291-page AFTE Glossary, produced by a five-mem-
ber standardization committee. An official AFTE
training manual followed in 1992, with new editions
of the glossary published in that year and in 1994. At
press time for this work, AFTE membership included
850 specialists from 40 countries worldwide.

ASTM International

Founded in 1898 as the American Society for Test-
ing and Materials and subsequently renamed, ASTM
International ranks among the world’s largest orga-
nizations devoted to development of voluntary stan-
dards for materials, products, systems, and services.
Its founders were engineers and scientists concerned
by frequent breaks in 19th-century railroad lines,
whose work vastly improved the safety of rail travel
in the United States and abroad. With passage of time
and expansion of industry, new technology demanded
improved standardization requirements making prod-
ucts better, safer, and more cost-effective. A subsidiary
Committee on Forensic Sciences, organized in 1970,
includes subcommittees concerned with behavioral
science, biology, criminalistics, engineering, jurispru-
dence, odontology, pathology, psychiatry, questioned
documents, toxicology and interdisciplinary forensic
science standards. At press time for this work, ASTM
International boasted more than 30,000 members in
more than 100 nations worldwide.

ATKINS, Herman exonerated by DNA evidence

On April 8, 1986, a female shoe-store clerk was
confronted by an unmasked gunman who stole $130
from the store’s cash register, then raped her twice
and forced her to fellate him, all the while threat-
ening to “blow [her] brains out.” While giving her
statement at the Riverside County, California, sher-
iff’s office, the victim saw a wanted poster on fugitive
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Herman Atkins, sought for assaulting two Los Ange-
les policemen, and she identified him as her attacker.
Atkins was arrested in Phoenix seven months later,
held over for trial on charges of rape and armed rob-
bery. At trial in 1988, his wife testified that Atkins
was at home (in Los Angeles) with no car on the
day of the rape. Jurors convicted him on all counts,
and he received a 45-year prison term; a second trial
in Los Angeles County added two years and eight
months for the assault on the patrolmen.

In 1993, encouraged by reports of other inmates
freed from custody when DNA testing exonerated
them of rape and other crimes, Atkins contacted
the New York-based CARDOZO INNOCENCE PROJECT.
California authorities resisted petitions for a new
DNA test in Atkins’s case, but an appellate court
ordered the test in August 2000. A report filed on
January 15, 2001, excluded Atkins as a suspect in
the rape, and he was freed in February 2001, the
64th inmate cleared by DNA evidence since Ameri-
can courts first admitted its use for appeals in 1993.
Greeting reporters with a smile, Atkins proclaimed,
“Now God, me and the people of California and the
United States know I am an innocent man.”

AUSTRALIAN Society of Forensic Dentistry

As its name suggests, the Australian Society of Foren-
sic Dentistry (ASFD) is a professional organization
devoted to the promotion of forensic ODONTOLOGY
in the nation of Australia, to facilitate identification
of murder, accident, and disaster victims. The ASFD’s
48 identified members in 2001 reportedly included
all practicing dentists in Australia, but membership is
open (at a price of $45 per year) to “any professional
who has an interest in the application of dental tech-
niques for forensic purposes.” The sole member listed
from outside Australia for 2001 was Dr. Hirofumi
Aboshi, a professor of dentistry at Nikon University
in Tokyo. The ASFD’s Web site includes links to
similar organizations around the world and provides
contact information for members available to consult
on a contract or emergency basis.

AUTOMATED Fingerprint Identification

System (AFIS)

AFIS is a computerized system designed to match
and identify FINGERPRINTS by searching various con-
nected databases. The name was initially applied
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only to criminal justice automated fingerprint iden-
tification systems (CJAFIS), but it is currently used
more broadly to include civil identification as well
as law enforcement applications. AFIS uses digital
imaging technology to obtain, store, and analyze
fingerprint data. It was pioneered by the FBI to iden-
tify criminal suspects, but today finds a much wider
application in the fields of general identification and
fraud prevention. Civil applications include screen-
ing of job applicants and participants in various pub-
lic benefits programs (welfare, Aid to Families with
Dependent Children, Social Security, etc.). Recent
AFIS advances include plain-impression live scanning
of fingerprints (versus use of digitized prints on file),
and the FBI LABORATORY’s Integrated AFIS (IAFIS)
system, allowing access to fingerprints of some 35
million people from various federal, state, regional,
and local databases. As this work went to press, an
increasing number of private sector administrators
were involved in “transactional” AFIS programs,
applied in such fields as health care and personnel
management.

AVERY, Steven exonerated by DNA

On the afternoon of July 29, 1985, a 36-year-old
woman was brutally attacked, sexually assaulted, and
nearly killed on the shore of Lake Michigan, in Man-
itowoc County, Wisconsin. Statements from a lone
eyewitness led police to Steven Avery, a Green Bay
resident who claimed that he had spent the day and
evening shopping with his family. Avery presented 16
alibi witnesses, including his wife, five children, and
various store clerks, but police nonetheless pressed
rape charges. At trial, a forensic expert testified that
a single hair found on Avery at the time of his arrest
was “consistent” with the victim’s. Jurors convicted
Avery on December 14, 1985, and he received a 32-
year prison term in March 1986.

In 1995, Avery requested DNA tests of fingernail
scrapings retrieved from the victim on the day she
was attacked. Those tests revealed genetic markers
consistent both with Avery and the victim, plus DNA
from an unknown subject. Despite that evidence,
Wisconsin’s courts rejected Avery’s appeal on grounds
that the DNA evidence was insufficient to warrant a
retrial. In April 2002, the WISCONSIN INNOCENCE
PROJECT obtained a court order for retesting with
new technology. The state crime lab then examined a
foreign pubic hair retrieved from the victim after she



was raped, excluding Avery as a suspect and naming
the actual assailant as one Gregory Allen (currently
serving 60 years in prison for rapes committed after
the Manitowoc attack). Avery’s prosecutor stipulated
his innocence on September 10, 2003, and Avery
was freed the following day, after serving 18 years
for a crime he did not commit. On October 12,
2004, Avery filed a federal lawsuit against Manito-
woc County for wrongful conviction.

The story might have ended there, but Avery’s
troubles with the law were not all behind him. Even
before he filed his lawsuit, Avery was arrested for
disorderly conduct in Manitowoc County, pleading
no contest on March 2, 2005. Seven months later,
on October 31, 25-year-old Theresa Halbach van-
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ished from her home in Hilbert, Wisconsin. Police
soon learned that Halbach—a professional pho-
tographer—had visited Avery’s home on the day
she vanished, to take pictures of a car that he had
advertised for sale. Officers found Halbach’s car
abandoned at a nearby junkyard on November 6
and searched Avery’s home the next day, recover-
ing a pistol. On November 9, they charged Avery
with illegal possession of a firearm by a convicted
felon. November 10 brought the announcement
that human bone fragments were found on Avery’s
property, and he was subsequently charged with
Halmbach’s murder. Trials in that case and Avery’s
federal lawsuit were pending when this volume went
to press.






BALTHAZARD, Victor (1872—1950)

A native of Paris, born in 1872, Victor Balthazard
was a child prodigy in MATHEMATICS who stunned his
family by abandoning his studies to join the French
army in 1893. While serving as an artillery officer, he
also found time to pursue medical training, special-
izing in the new field of RADIOLOGY. On leaving the
army in 1904, Balthazard changed careers yet again
and applied himself with equal zeal to forensic sci-
ence, soon winning appointment as the chief MEDICAL
EXAMINER for Paris, doubling as a professor of foren-
sic medicine at the Sorbonne.

In 1909, reviewing evidence in a local murder
case, Balthazard determined that hair found beneath
the fingernails of victim Germaine Bichon belonged
to a woman. He subsequently matched those samples
to suspect Rosella Rousseau and thereby secured
her conviction, afterward teaming with Dr. Marcelle
Lambert to publish the first comprehensive study of
human hair, Le poil de ’bomme et des animaux (The
hair of man and animals), in 1910. Two years later,
Balthazard used photographs to demonstrate that
each gun barrel leaves unique markings on bullets
fired through it. His groundbreaking article on indi-
vidualized bullet markings was published in 1913,
including observations on the unique IMPRESSION EVI-
DENCE left on ejected cartridge casings by automatic
and semiautomatic FIREARMS. In 1939, Balthazard
presented his first lecture on the value of bloodstain
patterns as forensic evidence. At his death in 1950,
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Dr. Balthazard was recognized as an extraordinary
pioneer in multiple areas of forensic science.

BAYLE, Gaston Edmond (1879-1929)
French criminologist Gaston Bayle was born in 1879
and pursued a university education in CHEMISTRY.
First employed at the Pasteur Institute in Paris, he sub-
sequently served in the French government’s railroad
service, then joined the Parisian police as a forensic
chemist and physicist in January 1915. Another nine
years elapsed before a murder case allowed Bayle
to reveal his true skill. Examination of the crime
scene left authorities with no apparent useful evi-
dence, but Bayle found two particles of an unknown
red substance that demonstrated fluorescence under
ultraviolet light. Further examination by means of
SPECTROSCOPY identified the substance as rhodamine,
which police also found in the prime suspect’s base-
ment, thus earning him a date with the guillotine.
One of Bayle’s most puzzling cases, ultimately
unresolved, was the notorious “Glozel affair.” On
March 1, 1924, 17-year-old Emile Fradin was plow-
ing a field at Glozel when one of his cows stepped
into a hole, revealing an underground chamber lined
with clay bricks and tiles, containing a skull and other
human bones with various crude ceramic vases and
fragments. Further excavation revealed a small stone
axe, three bricks bearing handprints, stones engraved
with cryptic symbols, and a needle made from bone.



BEHAVIORAL Science

Various scholars and amateur archaeologists reviewed
the artifacts over the next three years, before members
of a self-styled “international commission” under-
took further excavation, exposing two bone awls, a
pebble engraved with a reindeer head and six Gloze-
lian letters, a “bisexual idol,” two bone pendants,
a schist ring, a clasp made from a deer’s antler, and
an engraved tablet. Soon, accusations of FRAUD and
FORGERY hit the headlines, and police became involved
after yet another dig revealed more artifacts (includ-
ing another tablet) in April 1928. Bayle produced a
500-page report on the Glozel artifacts in May 1929,
demonstrating that far from being ancient relics, they
were in fact no more than 15 years old.

While the Glozel fraud first brought Bayle inter-
national acclaim, another swindle ended his career
only four months later. In mid-September 1929, Bayle
examined a document used by traveling salesman
Joseph Emile Philipponet to procure money from
his landlord. Bayle quickly proved the paper fraudu-
lent, and Philipponet took the news badly. Days later,
he invaded Bayle’s laboratory and shot Bayle three
times, inflicting fatal wounds. In custody, Philipponet
told jailers, “Monsieur Bayle committed an act of bad
faith! My document was genuine! What I have done
was worth the death of a father of five children!”

BEHAVIORAL Science

Behavioral science is the study of human behavior,
including all aspects of PSYCHIATRY and psychology
with various other medical and sociological disci-
plines. Forensic applications include the controver-
sial fields of DECEPTION ANALYSIS (“lie detecting”)
and PSYCHOLOGICAL PROFILING, in which behavioral
clues from crime scenes are used in an effort to iden-
tify unknown offenders. As discussed elsewhere in
this volume, profiling rarely (if ever) solves crimes,
though certain profiles of subjects at large have
proved uncannily accurate after the offenders were
caught via traditional police procedures. In broader
terms, behavioral studies may suggest an offender’s
motive, while recognition of “signature” behavior
sometimes permits investigators to link serial crimes
before the offender is identified. Unlike the MoDUS
OPERANDI, which commonly evolves and improves as
criminals gain experience and become more skilled,
signature elements—use of a favorite weapon, selec-
tion of particular victim types, infliction of spe-
cific ritualized trauma, etc.—rarely changes over
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time. That knowledge may provide insight into an
unknown subject’s psyche, but it rarely leads police
to the offender’s door.

BELL, Corethian exonerated by DNA evidence

A resident of Cook County, Illinois, 23-year-old Cor-
ethian Bell telephoned police one night in July 2000,
reporting that he had found his mother shot to death
in her Calumet City apartment. In fact, she had been
stabbed and sexually assaulted, the struggle leav-
ing BLOODSTAINS from a second party on the walls,
while semen traces were recovered from the victim’s
clothing. Authorities suspected Bell, and he obliged
them with a videotaped confession to the crime, thus
ensuring his indictment on capital murder charges.
A second woman was raped and stabbed in Decem-
ber 2000, five blocks from the first crime scene, but
police were confident they had their man in custody
and drew no link between the attacks.

A suspect was later booked for the second crime,
while Bell sat in jail awaiting trial, and DNA tests were
ordered to confirm the new suspect’s guilt in that
case when he refused to confess. Police were startled
when the second suspect’s DNA also matched blood
and semen samples lifted from the apartment where
Bell’s mother was slain in July 2000. Bell’s case was
one of several profiled by the Chicago Tribune in
2001, detailing incidents of negligence and worse on
the part of Cook County authorities, including mul-
tiple wrongful convictions and several apparent cases
of deliberate “FRAME-UPS” over the past decade. From
his cell, Bell confirmed that he had confessed only
after 50 hours of near-constant interrogation, alleg-
edly including physical abuse by relays of detectives.
On January 4, 2002, Bell was released from custody,
all charges dismissed by the state at a hearing before
Circuit Court Judge Daniel Darcy. Even with conclu-
sive evidence of another suspect’s guilt, some local
police remained stubbornly fixated on Bell. “He gave
us a statement,” Sergeant Stan Salura told reporters.
“I believe that is factual.” As for Bell, he dismissed
the incident as a “crazy thing” and sought to get on
with his life. “I feel so good,” he told the press upon
release. “Let’s go. I’'m hungry.”

BERTILLON, Alphonse (1853—1914)
French criminologist Alphonse Bertillon was born in
Paris on April 23, 1853, the son and younger brother



of renowned 19th-century statisticians. Beginning his
law enforcement career as a records clerk for the
Parisian police force, Bertillon soon grew dissatisfied
with the haphazard methods of criminal identifica-
tion and in 1882 invented the science of ANTHROPOM-
ETRY, wherein individuals are identified by precise
head and body measurements, coupled with records
of scars, tattoos, and other unique features. In 1884
alone, Bertillon used his method—also called Bertil-
lonage—to identify 241 multiple offenders. In Febru-
ary 1888, Bertillon was promoted to serve as chief
of the Paris police department’s Service of Judicial
Identity. A year later, he published an article on use
of contact PHOTOGRAPHY to reveal erasures in QUES-
TIONED DOCUMENTS.

British and American police soon adopted anthro-
pometry, singing its praises until 1903, when two
inmates with identical measurements were located at
Leavenworth Prison in Kansas. Defendant Will West
had been wrongfully imprisoned based on Bertillon’s
system, FINGERPRINTS belatedly proving him innocent.
Bertillon’s loss of prestige was also accelerated by the
Dreyfuss case, wherein he testified as a handwriting
expert despite total lack of experience in that field.
Bertillon’s “expert” opinion, naming Capt. Alfred
Dreyfuss as the author of a document revealing
French military secrets to Germany, helped convict
Dreyfuss of treason and sent him to Devil’s Island,
but the case was later exposed as a FRAME-UP by anti-
Semitic officers who resented serving with a Jew. By
the time crusading author Emile Zola exposed the
document in question as a FORGERY, anthropometry
had largely been supplanted by fingerprinting as a
means of criminal identification. Bertillon spent his
declining years in Switzerland and died at Miunster-
lingen on February 13, 1914.

BIOLOGY, Forensic

Biology is the scientific study of living things, whether
plants or animals. Its forensic applications include
any examination or analysis of biological evidence
whatsoever, including but not limited to the sub-dis-
ciplines of biochemistry, BIOMECHANICS, BOTANY, DNA
profiling, ENTOMOLOGY, immunology, LIMNOLOGY,
ODONTOLOGY, PATHOLOGY, PHARMACOLOGY, serology
(BLOODSTAINS and other body fluids), and TOXICOL-
0GY. While not commonly ranked among the foren-
sic sciences, zoology (the study of animal life) also
proves relevant in many cases—e.g., animal attacks
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or scavenging on human remains, venomous bites or
stings, smuggling or slaughter of endangered species,
and instances where trace evidence includes animal
remnants or remains.

BIOMECHANICS, Forensic

Biomechanics is the study of movement in biologi-
cal organisms ranging from amoebas to whales and
elephants. It focuses primarily but not exclusively on
muscle-driven movements such as walking, running,
and lifting. Forensic biometrics applies that science
to legal matters, either criminal or civil. Its range
includes such diverse elements as calculation of a
suspect’s stride, documentation of injuries and deter-
mination of their causes, inspection of crime scenes
or accident sites, and evaluation of safety equipment,
among other functions. Courtroom applications may
include demonstrations that particular injuries were
inflicted by a right- or left-handed assailant, re-cre-
ation of injuries caused by falls or vehicular colli-
sions, extrapolation of a subject’s size from stride or
footprints, and determinations as to whether a sus-
pect of specific size and weight is physically capable
of certain actions.

BIOMETRICS high-tech security techniques

Biometrics is, broadly, the use of automated technol-
ogy to identify individual persons via specific physi-
ological or behavioral characteristics. Physiological
biometrics employs various devices to define identity
from data gathered by direct measurement of the
human body. Examples include fingerprint scanning,
hand geometry, iris or retina scanning, and facial
geometry. Behavioral biometrics tracks a subject’s
specific actions—speech patterns, handwriting, or
even something as seemingly neutral as typing on a
computer keyboard.

In addition to those broad categories, biometrics
is further defined as passive or active techniques.
Passive biometrics, including voice and facial scans,
may be employed without the subject’s knowledge
or cooperation. (In the case of vocal scans, record-
ings obviate even the need for a subject’s physical
presence.) Active biometrics, by contrast, demands
personal cooperation for scanning of hands, eyes, or
signatures with various computerized devices. Manu-
facturers of those devices describe their respective
systems as “fail-safe,” while Hollywood depicts a
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Linked to surveillance cameras, facial recognition technology can match faces with images from a database. (identix Inc)

steady stream of super-villains defeating biometric
scanners with false eyes, counterfeit FINGERPRINTS—
even amputated body parts removed from legitimate
users. A more likely approach to defeating biometric
scanners would involve computer hackers or physical
interference with the hardware.

Biometrics has a number of diverse applications
for modern law enforcement, government, and pri-
vate security. The most obvious, personal identifica-
tion, employs a “one-to-many” search to discover an
individual’s identity. As a case in point, security cam-
eras at an airport or other facilities may photograph
suspect individuals and use a biometric system to
compare the suspect’s likeness with a large database
of known lawbreakers, foreign agents, and so forth.
The related process of identity verification executes
a “one-to-one” search, comparing the claimant of a
particular identity with recorded characteristics of
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the known individual. Thus, a thief using a stolen
credit card to withdraw funds from an automatic
teller machine (ATM) might be photographed, exam-
ined, and denied the cash—or stalled with automated
delaying tactics while police are summoned to the
scene.

Physiological biometric verification devices,
particularly those employing fingerprint scans or
hand geometry, may be employed for many pur-
poses, incorporated in a wide variety of everyday
objects. Some companies use biometrics to monitor
employee time and attendance, thereby eliminating
time cards and improving payroll accuracy by eradi-
cation of “buddy-punching” scams. Access control
in secure areas is critical to many governmental, law
enforcement, correctional, and corporate operations.
Devices currently designed with built-in biometric
scanners include vaults and safes, custom vehicles,



home security systems, personal computers, and vari-
ous weapons—including “SMART” GUNS designed to
fire only if held in particular registered hands.

Interest in biometric security devices increased dra-
matically after the terrorist attacks of September 11,
2001. Manufacturers were naturally pleased with the
rash of new orders, but they noted certain problems
with the existing technology. Among them:

I. The performance of biometric devices in daily
real-world situations does not match test results
obtained in vendor-controlled laboratories.
Advertising claims aside, no system provides
100 percent security and some can be defeated
more easily than others. Even the best scan-
ners sometimes reject authorized users or fail to
catch imposters, and a small percentage of the
population (for reasons unexplained) cannot
be reliably registered in current biometric sys-
tems. In short, while installation of biometrics
at airports and other “hot spots” would clearly
improve security standards, breaches would still
be recorded.

2. Employee-facing systems are significantly
cheaper and easier to operate than passenger-fac-
ing systems designed to scan large numbers of
unknown subjects around the clock. Employees

BIOMETRICS

may be subject to background checks and puni-
tive action (including dismissal and/or prosecu-
tion) for attempting to defeat security systems.
The general public—airline customers, for exam-
ple—may scheme to frustrate the scanners in a
variety of ways, ranging from simple disguises to
plastic surgery. Passengers who travel rarely may
undergo natural changes with time, from aging,
injury, or disease. Finally, the sheer number of
subjects—millions of travelers, versus hundreds
or thousands of employees—vastly increases the
scope and expense of security systems.

Biometric systems are limited by the integrity of
the initial enrollment process. Individuals who
create a false identity before enrolling in a bio-
metric system—as by presenting a counterfeit
passport or driver’s license—will normally be
deemed legitimate unless they duplicate another
name enrolled in the system. Biometrics cannot
prevent individuals from assuming false identi-
ties, only from impersonating subjects previously
catalogued.

Biometric identification and verification address
separate issues, with the latter generally much
simpler and less expensive. Subjects seeking
verification, as noted above, are compared to a
known exemplar and accepted or rejected on that

The BioTouch PC Card features an optical fingerprint reader, allowing secure access for laptop users. (identix Inc.)
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basis. In broader identification scans, the subject
may claim no particular identity at all, requiring
comparison of his or her facial scan with known
subjects numbering in the tens of thousands. The
further a search extends, including external data-
bases like the FBI’s, the more expensive and time-
consuming it becomes.

5. Biometric scanners use templates, rather than raw
images, to perform their comparisons. Each tem-
plate is a small computer file based on distinctive
individual characteristics—and like any other
computer file, it is vulnerable to damage or tam-
pering. Even without interference, each personal
interaction with the scanner varies slightly—even
microscopically. No two fingerprints are applied
in precisely the same manner, for instance, thus
insuring that air-tight 100-percent accuracy is
unattainable by any mechanical system.

As of early 2002, biometric scanning devices
employed at most major American airports—includ-
ing Chicago’s O’Hare Airport, San Francisco Inter-
national, Charlotte/Douglas (in North Carolina)
and Reagan National (in Washington, D.C.)—were
restricted to access screening of employees. Eight
U.S. and Canadian airports have experimented with
use of biometric scanners to let citizens circumvent
immigration lines, but enrollment of the population
at large is a daunting prospect, if not impossible.
Iceland’s Keflavik International Airport uses facial
scans to check passengers against a surveillance
“hot list,” facilitated by the airport’s relatively low
volume of traffic. While 9/11 increased demands
for facial-scan technology as a cure-all for future
terrorist attacks, various problems remain. They
include:

I.  Variance between enrollment and surveillance
devices. Enrollment in facial-scan systems nor-
mally involves use of a clear photograph, includ-
ing passport photos, drivers’ licenses, or mug
shots. Surveillance is maintained by video cam-
eras, with significantly lower resolution than the
original images, making it possible for subjects to
slip through the net unrecognized.

2.  Environmental changes at the surveillance point.
Anything from altered lighting to a change in
angle of the surveillance camera’s wall mount
may result in poor resolution and the failure of a
system to identify enrolled subjects.
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Fingerprint scanners provide physical access to secure
areas. (Identix Inc.)

3. Changes in a subject’s appearance. Alterations
sufficient to confuse surveillance systems may
include a gain or loss of weight, a change of hair-
style, aging, application of cosmetics or prosthet-
ics, even the wearing or removal of eyeglasses.

Despite its present limitations, biometric scanning
will clearly expand in the future, finding new applica-
tions in both law enforcement and private industry.
Hand and fingerprint scans have traditionally been
used for access control to secure areas, but iris and
retinal scans offer a new level of security, while mak-
ing deception more difficult. Airline passengers may
in future be required to provide some biometric data
prior to traveling, in the interest of greater secu-
rity. Similar enrollment may be required upon issu-
ance of passports for international travel. Integration
of existing FBI and other criminal databases would
potentially apprehend hundreds of fugitives each year.
Finally, surveillance systems will certainly expand,
presumably becoming more effective and reliable.

At the same time, wide-scale implementation of
biometric surveillance raises legal and ethical ques-



tions yet unanswered. Is it physically and/or eco-
nomically feasible to make biometric enrollment
mandatory for all travelers (much less all residents)
of America or any other nation? What safeguards
can be imposed to guarantee that biometric systems
do not violate individual rights to privacy? How
will human agencies respond to the inevitable errors
every technological system produces from time to
time? Will use of biometrics alone create a dangerous
sense of false security? Until those questions are sat-
isfactorily answered, full-scale biometric surveillance
remains poised on the line between established fact
and science fiction.

BLOODSTAIN Evidence

Every bloodstain tells a story. Aside from DNA test-
ing, which may identify the donor of a particular
stain—and thus distinguish between offenders and
victims—the shape, number, and placement of blood-
stains may chart the course of a crime for experts
trained to interpret such evidence. The very presence
of blood (or its lack) at a crime scene tells investi-
gators whether a murder victim was killed on the
spot, or perhaps slain elsewhere and transported to a
separate dump site. If the latter, authorities may later
seek warrants for the search of prospective murder
scenes, in hopes of discovering where the crime actu-
ally occurred.

A murder scene with body and bloodstains intact
is more useful to detectives and technicians in their
search for answers to an unsolved crime. Scientific
analysis of bloodstain patterns is a relatively new
phenomenon, dating approximately from the 1950s.
In 1955, during trial of Ohio’s controversial Sam
Sheppard case, Dr. Paul Kirk testified that blood-
spatter evidence enabled him “to establish the rela-
tive position of the attacker and victim at the time
of the ... beating. He was able to determine that
the attacker administered blows with a left hand,
which was significant in that Dr. Sheppard was right-
handed.” (Sheppard was initially convicted, none-
theless.) By 1983 an International Association of
Bloodstain Pattern Analysts was organized, its stud-
ies documenting the fact that bloodstain evidence at
crime scenes may reveal:

e The source of particular stains
e The relative position of persons and objects at
the time of impact

BLOODSTAIN Evidence

e The number of separate impacts

e Whether impact was inflicted with a blunt or
sharp object

e The distance blood traveled, and its velocity

e The elapsed time between impact and examina-
tion by authorities

e The movement of persons and objects after
impact (including blood smears, drag marks,
footprints, etc.)

A blood-spatter pattern is determined by mul-
tiple factors, including the distance a drop of blood
falls, the force with which it falls (arterial spray
versus dripping from a vein, oozing from wounds
or flung from an upraised bludgeon, etc.), whether
it falls vertically or diagonally, and the type of sur-
face it strikes. In addition to charting the course
of an attack, bloodstains may also preserve con-
tact marks from other objects: footprints, finger-
prints, tool marks, fabric patterns, tire marks, and
so forth. In the case of the army doctor JEFFREY
MACDONALD—a case as controversial in its time
as that of Dr. Sheppard 30 years earlier—crime lab
technicians used blood-spatter evidence to demon-
strate that the defendant bludgeoned his wife and
young daughters to death, then stabbed himself
in the chest to simulate an assault by third par-
ties. (As in the Sheppard case before it, substantial
evidence today suggests that MacDonald may, in
fact, be innocent.) Similar evidence may be gleaned
from shootings, stabbings, explosions, or hit-and-
run accidents.

Some bloodstains are invisible to authorities by
the time they begin to process a crime scene. Perpe-
trators may exert great energy to clean up a scene,
but blood evidence is very difficult to eradicate. Even
when stains are expunged beyond visibility to the
naked eye, traces may be found by using luminol,
a chemical spray that causes covert bloodstains to
fluoresce. In such instances, blood evidence may be
found beneath carpets and floorboards, concealed
in the pattern of fabric or wallpaper, or hidden in
sink traps and plumbing. Wherever it lies, blood-
stain evidence may prove guilt by placing an absent
victim at the scene (through DNA), thus challenging
a suspect’s alibi. In these days when science allows
identification of one individual to the exclusion of
all others on earth (except an identical twin), blood
evidence is more important than ever to prosecutors
and police.
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BLOODSWORTH, Kirk exonerated by DNA evidence

On July 25, 1984, a nine-year-old girl was found dead
in a wooded area of Baltimore County, Maryland. She
had been raped, strangled, and beaten with a rock
found at the murder scene. Five witnesses claimed to
have seen the child walking with a man on the day
she was killed, and they collaborated with police to
produce a sketch of the unknown suspect. Soon, an
anonymous telephone call directed authorities to Bal-
timore resident Kirk Bloodsworth. The five alleged
eyewitnesses identified him as the man last seen with
the victim, while a neighbor of Bloodsworth’s recalled
his confession of doing “a terrible thing” on the day
of the crime. On March 8, 1985, Bloodsworth was
convicted of rape, sexual assault, and first-degree pre-
meditated murder, drawing a sentence of death.

Bloodsworth’s attorney appealed the conviction,
contending that police illegally withheld evidence
pointing to another suspect and that the “terrible
thing” Bloodsworth confessed to his neighbor was a
failure to buy his wife a taco salad as promised. The
Maryland Court of Appeals overturned his convic-
tion in July 1986 and remanded the case for a new
trial. Convicted a second time, Bloodsworth was
spared but received two consecutive life sentences.
An appeal of the second conviction was denied,
but Bloodsworth had been busy in the meantime,
studying the British case of serial killer COLIN PITCH-
FORK, convicted on the basis of DNA evidence. Blood-
sworth’s attorney petitioned for release of the state’s
evidence for more sophisticated testing and the pros-
ecution finally agreed, delivering the victim’s cloth-
ing in April 1992. Semen from the underpants was
compared with Bloodsworth’s DNA, excluding him
as a possible suspect in June 1993. The FBI Crime
Laboratory repeated the test on June 25, 1993, with
identical results.

Although Maryland statutes forbid presentation
of new evidence more than one year after a defen-
dant’s final appeal, Baltimore County prosecutors
joined Bloodsworth’s attorney in petitioning for a
pardon. Bloodsworth was released from prison on
June 28, 1993, and the governor granted his pardon
six months later. No other suspects have yet been
charged in the case.

“BLUE Box” device used in telephone fraud
Invented sometime in the late 1960s, the “blue box”
is a tone-generating device that signals telephone
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company equipment that a call has been terminated,
while in fact the conversation continues without
being billed for additional time. Refinements on the
original device include a “black box” that emits an
electronic signal that a call did not go through (when
in fact it did), and a “red box” that simulates the
sound of coins being loaded into a pay telephone.
Such devices are employed by hackers—commonly
dubbed “phreakers”—to cheat phone companies
throughout the world, with yearly losses estimated
in the millions of dollars. Employment of any device
to suppress billing information is a federal crime in
the United States, placing the “phreaker” at risk of
prosecution for interstate wire fraud.

BODY Armor

Written history does not record the first use of pro-
tective body armor by fighting men (or women), but
shields, helmets, and injury-resistant clothing cer-
tainly date from the earliest days of armed human
conflict. Leather and wood were used extensively
before technology allowed the manipulation of vari-
ous metals, and steel remained the epitome of armor
for generations thereafter. Bandits and G-men fought
their epic battles of the 1930s wearing crude steel
plates in fabric vests that slipped over their heads like
sandwich signs, and such cumbersome gear remained
the norm until bullet-resistant fabrics like DuPont’s
Kevlar, Honeywell’s GoldFlex and Zylon, or the
European firm Akzo’s Twaron were developed in the
1960s and 1970s.

The NATIONAL INSTITUTE OF JUSTICE (NIJ) rates
body armor on a scale of ballistic protection levels.
The armor is tested not only for resistance to actual
penetration, but also for minimization of blunt force
trauma (either from projectile impact or direct blows
from a hand-to-hand assailant). Blunt trauma is mea-
sured by the dent inflicted on a soft clay pad behind
the armor, with a maximum depth of 1.7 inches per-
mitted for physical safety. The NIJ’s armor rankings
are:

I—Blocks .38 Special round-nose lead projectiles
traveling at 850 feet per second (fps) and .22-
caliber Long Rifle ammunition at 1,050 fps.
This armor, also protects the wearer against
birdshot charges from a shotgun but is not rec-
ommended for use against any higher-velocity
ammunition.



This body armor is specially designed for tactical
operations where total protection is necessary. (Courtesy of
Point Blank Body Armor, Inc.)

ITA—Consisting of 16 to 18 layers of Kevlar, this
armor is designed to cope with most threats
encountered in urban shooting situations. It
will stop various rounds including 9-mm full
metal jacket (FM]) projectiles traveling at 1,090
fps and .357 Magnum jacketed, hollow-point
(JHP) projectiles traveling at 1,250 fps.

I—With 22 to 24 layers of Kevlar, this thick-
ness should stop bullets including 9-mm FM]
rounds traveling at 1,175 fps and .357 Mag-
num jacketed, soft-point (JSP) projectiles travel-
ing at 1,395 fps. Most shotgun pellets are also
deflected.

IITA—Offering 30 to 32 layers of Kevlar, IIIA level
armor stops numerous rounds including 9-mm
FM] projectiles traveling at 1,400 fps (the usual
muzzle velocity for most 9-mm submachine
guns) and .44 Magnum rounds at the same
velocity. Its blunt-trauma protection rating is
the highest offered by soft armor, thus allowing
for more effective return fire in a gunfight.

[II—To repel most rifle bullets, this armor aban-
dons soft fabrics to employ 1/4-inch specially
treated steel, 1/2-inch ceramic armor plates, or
1-inch polyethylene plates. Blunt trauma should
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be minimized, but the armor is heavier and is
not concealable.

IV—Finally, to protect against armor-piercing
rifle bullets, this armor is crafted from 3/4-inch
ceramic plates.

Special circumstances require special armor,
beyond those listed above. Bomb-disposal personnel
require full-body coverage in the event of an explo-
sion, typically combining both ballistic-resistant and
fire-retardant fabrics, some of which protect the
wearer from projectiles traveling up to 2,250 fps. A
typical bomb-disposal suit would include an armored
coat (sleeves included), removable collar and groin
protector, armored trousers (often open at the rear
for comfort, providing front-coverage only), a helmet
with fragment-resistant face shield, an armored chest
plate, with special boots and gloves (available for
cases where an explosive device must be disarmed,
rather than simply transported). “Bomb blankets”
are also available to screen personnel or to shroud
small devices and contain shrapnel in the event of a
blast.

Manufacturers are quick to stress that no body
armor is ever 100 percent bulletproof. Likewise, spe-
cial stab-resistant fabrics or fabric combinations may
be needed to deflect blades, in the event of an assault
with knife or sword. Armor-piercing ammunition
has been banned from civilian sales in the United
States for many years, but sufficient quantities of
“cop-killer” bullets are still available to render many
forms of concealable armor superfluous. Factors to
consider in selecting body armor include:

Threat assessment The type of protection required
obviously varies from person to person. A
motorcycle racer needs less (or different) protec-
tive clothing than a bomb-disposal technician.
If an assailant’s weapons are known, armor
may be adjusted accordingly.

Comfort Uncomfortable armor is more likely to be
removed and abandoned, thus making it use-
less when a crisis finally arrives. A compromise
between comfort and coverage must be attained
in order for the gear to be effective.

Concealability 1f an assailant knows his target is
wearing a protective vest, he may fire at the head
or lower body and inflict fatal wounds without
regard to the armor. Various situations, such
as diplomatic functions or corporate gatherings,
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may also require discretion on the part of those
wearing protective gear.

Cost The better the armor, the higher its price.
Urban patrolmen forced to purchase their own
Kevlar vests have more limited options (and
consequent greater exposure) than wealthy
corporate CEOs or military personnel whose
equipment is funded by taxpayers.

Coverage Some vests offer only front-and-back
protection, while others wrap around the wear-
er’s torso to include side coverage. Various
other garments, including entire business suits,
may be crafted from thin layers of bullet-resis-
tant fabric, albeit with some sacrifice of fashion
points. Tactical vests, worn outside the clothing
by officers on SWAT teams and other assault
units, offer 50 percent more protection on aver-
age than vests designed to be worn under shirts
or jackets.

Mobility Armor becomes a handicap if it retards
the wearer’s movement, making him or her a
proverbial “sitting duck.” Whether fleeing an
attack or fighting back, a certain amount of
mobility is required for survival.

Temperature A primary concern for wearers of
protective clothing, heat buildup may prove
uncomfortable in some situations, or debilitat-
ing (even lethal) in others. Whenever possible,
armor intended for long-term use should be
tailored to the environment where it will be
worn. Some modern (more expensive) vests
include built-in cooling systems for extra com-
fort.

Weight Heavy armor induces fatigue with pro-
longed wear, and it also reduces mobility. In
most cases, this issue arises most often with
Class III or IV armor, and in bomb-disposal
suits. Ceramic and polyethylene plates weigh
less than steel and may be preferred if they pro-
vide equivalent protection from rifle bullets.

In addition to “bulletproof” clothing, various tac-
tical shields are also available. Special canine “vests”
are sold for police dogs in firefight situations, and
projectile-resistant fabric may be crafted into a vari-
ety of other shapes. Some of the more common
forms include use as upholstery (for office furniture
or car seats), and in backpacks or briefcases (which
may be used to shield an otherwise unprotected
person).

“BOSTON Strangler” renewed scientific investigation

Ten years before the term serial killer entered popular
usage, Boston was terrorized by an elusive predator
who raped and strangled women in their homes, slay-
ing 11 between June 1962 and July 1964. According
to conventional wisdom, the case broke in Novem-
ber 1964, when 33-year-old Albert DeSalvo was
jailed on rape charges, subsequently confessing to the
“Boston Strangler” crimes and adding two more vic-
tims police had failed to count on their official list. A
plea bargain engineered by lawyer F. Lee Bailey sent
DeSalvo to prison for life on unrelated charges. He
was murdered there in November 1973, and while
DeSalvo never stood trial for the Boston murders, the
case was officially “solved.”

Or was it?

The case against DeSalvo has been widely criti-
cized for more than 30 years. Deviations in MODUS
OPERANDI led some critics to suggest multiple stran-
glers at large in Boston, while Mafia hit man Vincent
Barbosa confided to a journalist that DeSalvo had
been paid to “take a fall” for the actual (still uniden-
tified) killer. An alternative suspect, convicted two-

Recent DNA tests have cast doubt on the guilt of
confessed serial murderer Albert DeSalvo. (Authors
collection)



time killer George Nassar, was accused in one theory
of feeding DeSalvo vital details on the murders while
they shared a ward at Bridgewater State Hospital.

Finally, more than a quarter-century after DeSalvo
was murdered in prison, forensic scientists revisited
the Boston Strangler case in an effort to determine
whether or not DeSalvo committed the murders to
which he confessed. His body was exhumed in Octo-
ber 2001, for extraction of DNA material unknown to
pathologists at the time of the original murders. The
material was slated for comparison with evidence
collected in the case of 19-year-old Mary Sullivan,
the strangler’s last victim, found dead on January 4,
1964.

Announcements of “new evidence” in the Boston
case were made on December 6, 2001, with James
Starrs—a professor of law and forensic science at
George Washington University—promising “block-
buster results.” Another GWU spokesman, Paul
Fucito, said of the DNA findings: “Whether they
announce one way or another whether [DeSalvo]
did it or not, I think that will be a fairly conclu-
sive announcement.” He added that the DNA report
would “be revealing enough that it will give the Bos-
ton authorities the incentive to look at their evidence
and their findings and maybe compare notes and
maybe bring the investigation forward.”

In fact, by December 2001, neither DeSalvo’s fam-
ily nor Mary Sullivan’s believed DeSalvo was the
Boston Strangler. That opinion was apparently sup-
ported on December 6 by reports that Prof. Starrs’s
“All-Star Forensic Science Team” had discovered
foreign DNA from #wo individuals on Sullivan’s
body and clothing, neither of the samples linked
to DeSalvo. As Professor Starrs told the press, “It’s
indicative, strongly indicative, of the fact that Albert
DeSalvo was not the rape-murderer of Mary Sul-
livan. If I was a juror, I would acquit him with no
questions asked.” Sullivan’s nephew, Casey Sherman,
had an even more emphatic statement for the press.
“If he didn’t kill Mary Sullivan, yet he confessed to it
in glaring detail, he didn’t kill any of these women.”

Retired Massachusetts prosecutor Julian Sosh-
nick disagreed, retorting, “It doesn’t prove anything
except that they found another person’s DNA on a
part of Miss Sullivan’s body.” Seeming to ignore that
neither donor was DeSalvo, Soshnick stood firm:
“I believe that Albert was the Boston Strangler.”
Another retired investigator, former Boston homicide
detective Jack Barry, cited DeSalvo’s detailed confes-
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sions. “He just knew so much,” Barry said, “things
that were never in the paper. He could describe the
wallpaper in their rooms.” Dr. Ames Robey, Bridge-
water’s supervisor in the 1960s and the chief psychia-
trist who evaluated DeSalvo, found the confessions
less persuasive. “He was a boaster,” Dr. Robey told
reporters. “I never believed it for a minute.”

In any case, the DNA discovery still stopped short
of solving Boston’s most famous murder case. Profes-
sor Starrs believes at least one of the DNA samples
recovered from Sullivan’s body belongs to her killer,
but as he admitted in December 2001, “We cannot
tell you the $64,000 question as to whose it is.”

BOTANY, Forensic

Botany is the scientific study of plants. Its broad
forensic applications are manifold, including study
of (a) drug-producing plants such as coca, hashish,
marijuana, opium poppies, and others; (b) plants
that produce various poisons; (c) analysis of vegeta-
ble matter from a decedent’s stomach to determine
approximate time of death; (d) botanical evidence
found during criminal investigations, which may link
persons and objects to a particular physical scene;
and (e) examination of plant life in the wild as a
means of discovering clandestine graves. Examina-
tion of algae may determine whether a corpse or
other object was submerged in a particular body
of water. Discovery of diatoms (microscopic organ-
isms) in various internal organs (or lack thereof) may
determine if a supposed drowning victim was alive or
dead when he/she entered the water. Palynology—a
botanical subdiscipline involving the study of pollen
and spores—is also useful in linking suspects and
victims to particular crime scenes and/or determining
the season when a body was placed in its final resting
place.

BRAVO, Mark Diaz exonerated by DNA evidence

On February 20, 1990, a female patient of a Los
Angeles psychiatric hospital complained to staff
members that she had been sexually assaulted. Dur-
ing successive police interviews, she named several
different assailants, one of them Mark Bravo, a hos-
pital orderly. Bravo was ultimately charged with rape
after the victim told police she was “sure” of his
guilt. Semen recovered from a blanket at the alleged
crime scene matched Bravo’s blood type, found in



BRIL, Jacques L.

only 3 percent of the American population. Jurors
later convicted Bravo of rape, and he was sentenced
to an eight-year prison term.

Bravo’s appeal of the conviction was denied in
1992. A year later, he filed a post-conviction motion
for DNA testing on the blanket, a semen-stained sheet,
and the victim’s underpants. The motion was granted,
and a subsequent report, dated December 24, 1993,
revealed that none of the semen stains matched Bra-
vo’s DNA. His lawyer filed a writ of habeas corpus
on January 4, 1994, and Bravo was released from
prison three days later. By that time, the victim had
also recanted her testimony accusing Bravo of rape.

BRIL, Jacques L. (1906—1981)

A native of New York City, born on September 17,
1906, Jacques Bril earned his B.A. from the Univer-
sity of Michigan and his Ph.D. from Washington and
Lee University, in Lexington, Virginia. Long fasci-
nated by primitive techniques of DECEPTION ANALY-
s1s, in 1931 Bril organized his own Jacques L. Bril
Criminology Consultants and Investigators, special-
izing in “lie detection” for New York prosecutors
and police. His first device, invented in collaboration
with Rev. Walter Summers, was the pathometer, a
forerunner of the modern-day polygraph. By the time
New York’s courts declared the pathometer unreli-
able, in 1954, Bril had produced a new device—the
eponymous Brilograph—to measure changes in skin
resistance allegedly produced by lying. Despite Bril’s
best efforts, the field of deception analysis remains
fraught with peril, and no American state allowed
admission of “lie detector” evidence at the time of
Bril’s death, in 1981.

BRISON, Dale exonerated by DNA evidence

On the night of July 14, 1990, while walking home
from a neighborhood convenience store, a female res-
ident of Chester County, Pennsylvania, was grabbed
from behind by a man who seized her throat and
pressed a knife into her back, commanding that she
walk in front of him. Stabbed moments later, she lost
consciousness briefly, waking as the attacker dragged
her into some bushes near an apartment complex.
There, she was raped repeatedly before the man fled.
The victim subsequently identified Dale Brison as
her attacker, and he was arrested. At trial, the pros-
ecution introduced a hair “consistent” with Brison’s,

32

found by police at the crime scene. Brison requested
a DNA test, but the court denied his motion. Bri-
son’s mother corroborated his alibi—that he had
been sleeping at home when the rape occurred—but
jurors disbelieved the testimony, convicting him of
rape, kidnapping, aggravated assault, carrying a pro-
hibited offensive weapon, and three counts of invol-
untary deviate sexual intercourse. He received an
aggregate sentence of 18 to 42 years in state prison
on the various charges.

On appeal, in 1992, the Pennsylvania Superior
Court ordered DNA testing performed on the semen
stains from the victim’s clothing, and Brison was
excluded absolutely as a suspect in the case. County
prosecutors next insisted on performing their own
tests and produced identical results. Dale Brison
was released from custody in January 1994, after
serving three and a half years of his undeserved
sentence.

BROCA, Paul (Pierre-Paul Broca) (1824—1880)

Born at Sainte-Foy-la-Grande, France, on June 28,
1824, Paul Broca was a child prodigy who held
bachelor’s degrees in literature, MATHEMATICS, and
physics by the time he entered medical school at
age 17. Completing his studies in three years, Broca
soon became a professor of surgical PATHOLOGY at
the University of Paris, where he was renowned
for his research in various fields. His diverse fields
of study included aneurysms, cancer, the histology
of bone and cartilage, infant mortality, and neuro-
anatomy. Best known in medicine for his study of
human speech, Broca located a speech-production
center in the brain’s frontal lobes, known today as
“Broca’s area.” Forensic science also owes a debt to
Broca for his pioneering work in physical ANTHRO-
POLOGY, leading successively to his foundation of
the Anthropological Society (in 1859), the Revue
d’Anthropologie (1872), and the School of Anthro-
pology in Paris (1876). Broca advanced the science
of cranial ANTHROPOMETRY by inventing new measur-
ing instruments (craniometers) and some 26 other
devices, while publishing 223 works on physical
anthropology. Despite his many contributions to sci-
ence, some prominent Europeans denounced Broca’s
support of Charles Darwin’s evolutionary theory as
“subversive.” Late in life, Broca won election as a
lifetime member of the French senate. He died in
Paris during 1880.



BROUARDEL, Paul Camille Hippolyte (1837-1906)
A French scientist, born in 1837, Paul Brouardel
was recognized during the latter 19th century as a
pioneer in forensic PATHOLOGY whose extensive work
with corpses helped examiners distinguish strangula-
tion HOMICIDES from suicides by hanging. With Jean
Charcot, mentor of Sigmund Freud, Brouardel also
published Les attentets aux moeurs, a detailed study
of rapes committed against children by adults. In fact,
Freud himself wrote of Brouardel’s influence on his
own research: “I abandoned my occasional attempts
at attending other lectures after I have become con-
vinced that all they had to offer were for the most
part well constructed rhetorical performances. The
only exceptions were Professor Brouardel’s foren-
sic autopsies and lectures at the morgue, which I
rarely missed.” Another aspect of Brouardel’s work,
conducted in collaboration with Bergeret d’Arbois,
broadened the scope of forensic ENTOMOLOGY by
using insects to determine time and place of death.
Brouardel died in 1906, at age 69.

BROWN, Albert exonerated by DNA evidence

At age 19, in 1981, Oklahoma resident Albert Brown
was convicted of murdering a retired Tulsa firefighter,
Earl Taylor, found gagged and drowned in Lake Fort
Gibson. Conviction hinged on testimony regarding
human hairs—specifically, that hairs found on the
gag in Taylor’s mouth matched Brown’s, and that
hairs from Taylor’s head were found in the trunk of
Brown’s car. Brown was sentenced to life and served
20 years before DNA testing revealed that hairs lifted
from the gag were not, in fact, his.

A hearing on Brown’s case was held in Tulsa on
October 2, 2001, whereupon the court scheduled his
release for October 16. Prosecutors initially agreed,
saying a retrial was “possible but not likely.” When
Brown’s release date arrived, however, authorities
“discovered” his history of 44 prison disciplinary
infractions, including allegations that Brown had
conspired with others in the stabbing of a fellow
prisoner. Prosecutor Dianne Barker Harold found,
not surprisingly, that after being falsely imprisoned
for two decades Brown had “some anger issues and
authoritative issues.” She also reversed the prior deci-
sion of her office, requesting six months to decide if
enough evidence existed for a retrial on the Tay-
lor homicide. Freedom remains elusive for Albert
Brown, as the state seeks ways to keep him impris-
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BROWN, Dennis

oned despite the scientific evidence that apparently
exonerates him.

BROWN, Danny exonerated by DNA

In 1981, 28-year-old Bobbie Russell was raped and
strangled at her apartment in Toledo, Ohio, left
with an electrical extension cord wrapped around
her neck. Two of Russell’s three children, a two-
year-old daughter and six-year-old son, were present
when she died but were not physically assaulted.
Russell’s son told police that two men, one known
as “Danny,” visited his mother at different times on
the night she died. Detectives suspected 25-year-old
Danny Brown, who had dated Russell for several
months, and her son picked Brown from a lineup,
claiming that he had engaged in a heated argument
with Russell. Frightened, the child had gone to bed
and fell asleep, waking to find his mother dead the
next morning. Brown passed a polygraph test and
presented numerous alibi witnesses, but prosecutors
pressed charges of murder and robbery. Jurors con-
victed him in 1982, whereupon Brown received a
life sentence. Nearly two decades later, DNA test-
ing on semen found at the crime scene exonerated
Brown and implicated suspect Sherman Preston, con-
victed in 1983 for the similar rape-slaying of victim
Denise Howell. Brown was released from prison in
April 2001, despite claims from Toledo prosecutors
that he may have accompanied Preston to the crime
scene. (That allegation contradicted statements from
Russell’s son, that his mother’s killer was alone.) In
May 2001 District Attorney Julia Bates announced
that her office would retry Brown if further inves-
tigation linked him to the crime, but no additional
charges were filed. Sherman Preston, likewise, has
not been charged with Russell’s murder. Today the
case remains officially unsolved.

BROWN, Dennis exonerated by DNA

In September 1984, a masked intruder invaded a
home in Covington, Louisiana, and raped its female
occupant at knifepoint. The victim described her
attacker as a black man, assisting in preparation
of a police sketch despite her admission that she
only saw the rapist’s eyes. Seventeen-year-old Den-
nis Brown was not suspected in that case when he
volunteered to stand as “filler” in a police lineup.
He was astounded when the victim picked him out,



BRUSSEL, James Arnold

and while he later confessed to the rape, Brown
recanted at trial, insisting that policemen threatened
him with knives to extract his confession. Semen
recovered from the crime scene identified the rapist
as a type O secretor—a trait shared by Brown and
40 percent of America’s black population. At trial in
1985, jurors discounted Brown’s claim of coercion
and accepted the victim’s revised claim that she saw
her rapist “clearly” for a period of 20 minutes. Con-
victed of aggravated rape, aggravated burglary, and
aggravated crimes against nature, Brown received a
sentence of life imprisonment. Louisiana state law
denied Brown the right to a lawyer during his subse-
quent appeals, forcing the barely literate teenager to
represent himself as best he could.

In 2003, members of the INNOCENCE PROJECT NEW
ORLEANS agreed to review Brown’s case. Since DNA
testing was unknown at the time of his original trial,
IPNO attorneys petitioned for tests on the semen
collected in 1984. Those tests excluded Brown as a
donor of the semen, thus exonerating him of rape.
He was released with all charges dropped in Septem-
ber 2004, after serving 19 years in prison for a crime
he did not commit. At press time for this volume,
Brown had received no compensation for his wrong-
ful conviction and incarceration. The rape remains
officially unsolved today.

BRUSSEL, James Arnold (1905-1982)

Born in New York City on April 22, 1905, James
Brussel received his bachelor’s degree from the Uni-
versity of Pennsylvania in 1926 and earned his M.D.
from the same institution three years later. After
completing his internship and residency in PSYCHIA-
TRY, Dr. Brussel found employment with New York’s
Department of Mental Hygiene. That work height-
ened his interest in criminal psychology and helped
Brussel develop his theory of PSYCHOLOGICAL PRO-
FILING for unknown offenders. The first test of his
method came in 1956, when Brussel volunteered to
help catch New York City’s “Mad Bomber.”

The unknown serial terrorist planted his first pipe
bomb—which failed to explode—at a Consolidated
Edison office in November 1940, with a note reading
“CON EDISON CROOKS—THIS IS FOR YOU.”
One year later, another dud surfaced in Manhat-
tan with a note signed “EP.” (later explained as an
abbreviation for “fair play”), which promised police
a hiatus in bombings for the duration of World War
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II. The bomber’s third device was found in Grand
Central Terminal on March 29, 1950, and defused
before it could explode. His fourth bomb—and the
first to detonate—demolished a telephone booth at
the New York Public Library several weeks later.
Sporadic threats and bombings continued over the
next three years, wounding the bomber’s first casu-
alty in 1953. Dr. Brussel entered the case on Decem-
ber 2, 1956, after a blast injured six victims in a
Brooklyn movie theater.

Brussel’s profile described the Mad Bomber as a
middle-aged European immigrant, unmarried, and
a Catholic, living with a female relative in Con-
necticut. At his arrest, Brussel predicted, the bomber
would be dressed in a double-breasted suit with the
jacket buttoned. Unlike most modern profilers, Brus-
sel also suggested a means of catching the bomber,
inviting correspondence to a local newspaper, the
Journal-American. While that plea resulted in scores
of false confessions, it also brought one anonymous
letter railing against Con Edison executives for some
unspecified injustice. A search of company files soon
led police to 53-year-old George Metesky, an immi-
grant living in Connecticut with his two unmar-
ried sisters. Employed by Con Ed during 1929-31,
Metesky had been injured on the job and later com-
plained of headaches without apparent medical
cause. Con Ed had fired Metesky and denied his bid
for a disability pension in 1932, prompting an unsuc-
cessful lawsuit and a series of threatening letters.
At his arrest in January 1957 while wearing a dou-
ble-breasted suit with the jacket buttoned, Metesky
admitted his guilt in the bombings. A judge deemed
him insane and committed Metesky to a state hospi-
tal, where he remained until 1973.

Brussel’s performance in the Mad Bomber case won
him accolades as “a psychic seer” and “the Sherlock
Holmes of the couch.” Thereafter, he profiled many
unknown subjects for police—including the “BosTon
STRANGLER”—Dbut never again scored a hit to com-
pare with his triumph in the Metesky case. Brussel’s
experiments with what he called “Blitz Electric Shock
Therapy,” inflicting 40 to 50 electro-convulsive shock
treatments on various female patients within two-
day time spans, were followed by experiments using
methamphetamine hydrochloride on patients suffer-
ing from depression. Some critics questioned the value
and safety of such treatments, but Dr. Brussel’s repu-
tation suffered most from his involvement as a pros-
ecution witness in the JEFFREY MACDONALD murder



case. In that instance, where defendant MacDonald
claimed his wife and daughters had been murdered by
a gang of “hippie” home invaders, Brussel branded
the story a lie. His reasoning: Since MacDonald said
the perpetrators had mentioned “acid” (LSD), Brussel
presumed all involved would be drugged and thus too
“lethargic” to commit homicide. Furthermore, such
killers would not use weapons found in the home,
Brussel said, but would carry “daggers or similar cer-
emonial type weapons.” Finally, in Brussel’s opinion,
hippies would not have “entered the house by walk-
ing only on the sidewalk. They would ‘stroll’ and not
care where they walked.” Brussel delivered that ver-
dict in 1971, eight years before meeting MacDonald
for a brief psychiatric interview. He was not called as
a witness at MacDonald’s trial, and died in October
1982.

BULLOCK, Ronnie exonerated by DNA evidence

On March 18, 1983, in Chicago, a nine-year-old
girl on her way to school was accosted by a man
wearing a police uniform, who forced her into his
car and drove to a nearby alley, where he raped her.
A second case was reported on April 18, 1983, the
rapist flashing a badge at a 12-year-old before he
abducted and raped her. The victims described their
attacker to police, and a sketch was prepared, later
used to identify suspect Ronnie Bullock. Both victims
selected Bullock from a lineup and later identified
him in court. Convicted at trial in May 1984, Bull-
ock received a 60-year sentence for deviate sexual
assault and a concurrent 15-year sentence for aggra-
vated kidnapping.

An appellate court upheld Bullock’s conviction
in March 1987, but his motion to have the rape
evidence impounded for future study was granted.
Prosecutors agreed to his motion for DNA testing in
June 1993, presumably confident that the results
would confirm Bullock’s verdict. Following a delay,
in which the victim’s underpants “disappeared” and
were then rediscovered, testing proceeded in Octo-
ber 1994. The lab’s report excluded Bullock as a
suspect in the case, and he was released from prison
on October 14, 1994, confined to his parents’ home
while prosecution experts duplicated the DNA tests.
The secondary tests again excluded Bullock, and the
charges were dismissed, liberating Bullock after he
had served 10 and one-half years of his sentence. The
actual rapist has not been apprehended.
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BURGLARY

BURGLARY

British common law defined burglary as unlawfully
entering a dwelling place at night. Modern statutes
generally do not specify an hour of the day or night
and most do not specify a residential setting. The
general offense thus involves gaining entry to some
dwelling or commercial building where the offender
has no legal right to be. (Incursion on private grounds
outside the building in question constitutes the lesser
offense of trespass.) Some laws and jurisdictions clas-
sify “breaking and entering” as a separate offense,
while reserving burglary for cases where theft occurs
or the occupants of a building are assaulted. Any
violence or use of weapons during a break-in is gen-
erally considered an aggravating factor and increases
the convicted offender’s penalty.

While burglary is most often a profit-motivated
crime involving theft of money or other valuables,
intruders commit break-ins for a variety of reasons.
Illegal entry may precede a variety of other crimes,
including vandalism, ARSON, SEX CRIMES, or HOMI-
CIDE. Law enforcement officers may also be guilty of
burglary, when they enter homes or other buildings
to install surveillance devices without the necessary
warrants. In FBI parlance, such illegal entries are
called “black-bag jobs,” based on the fiction that
agents performed the break-ins on their own ini-
tiative—in a “black bag” of secrecy—without their
superiors’ knowledge or consent.

Depending on their choice of targets, modern bur-
glars may require special knowledge and training to
defeat various locks, alarms, and other security sys-
tems. Most professionals perform advance surveillance
on a target, sketching floor plans or obtaining original
blueprints, schematic designs and other details of the
facility. Except in cases of an “inside job,” where
codes and combinations are provided, safecrackers
commonly require special tools and EXPLOSIVES to pen-
etrate vaults, safe-deposit boxes, and the like. Forensic
processing of a burglary scene involves collection of
FINGERPRINTS, IMPRESSION EVIDENCE, and any TRACE
EVIDENCE that the intruder(s) may have left behind.
In those cases where burglars stop at the scene to eat,
drink, masturbate, or relieve themselves—a common
occurrence in cases of sexually motivated fetish bur-
glary—DNA evidence may be collected from various
bodily fluids. Impressions found at a crime scene may
be matched to a suspect’s tools, footwear, or automo-
bile tires, while many stolen objects may be traced and
identified by their serial numbers.



BUTLER, Sabrina

BUTLER, Sabrina exonerated by medical evidence
Mississippi resident Sabrina Butler, an 18-year-old
unwed mother, was charged with murder in 1990 after
her nine-month-old son was pronounced dead at a
community hospital. Butler told physicians and police
that she had found the boy unconscious in his crib,
attempting to revive him with CPR techniques before
rushing to the hospital. Police noted contradictions in
her statement, discounting grief and Butler’s diagnosis
as borderline mentally retarded when they filed the
murder charge. At trial, prosecutors sought the death
penalty on grounds that Walter Butler had been killed
during commission of another felony—specifically,
child abuse. Butler’s defense attorneys presented the
CPR story but offered no supporting evidence. (One
of the lawyers was later described by a local newspa-
per as an “incompetent drunk.”) Butler was convicted
of first-degree murder and sentenced to die.

Mississippi’s Supreme Court overturned the convic-
tion in 1992, on grounds that Butler’s prosecutor had
improperly urged jurors to infer guilt from the fact
that Butler did not testify in her own defense. Retried
in 1995, Butler had the advantage of a skilled defense
attorney and belated testimony from a neighbor who
confirmed her original account of attempted CPR.
New medical evidence also revealed that Walter Butler
suffered from cystic kidney disease and may have died
from Sudden Infant Death Syndrome. His abdominal
injuries were diagnosed as posthumous results of a
failed attempt to revive him. Butler was acquitted after
brief deliberation and released from custody.
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BYRD, Kevin exonerated by DNA evidence

In 1985, a Houston woman was attacked and raped
in her home by an unknown intruder. In statements
to police, she repeatedly described her rapist as a
white man, adding that “he had an unusual color of
skin . . . a honey-brown color, but he was not black.”
Four months later, while shopping in a neighborhood
grocery store, she glimpsed Kevin Byrd—a dark-
skinned African American—and reported him to the
authorities as her attacker. At trial, prosecutors con-
vinced a jury that the victim’s repeated descriptions
of her assailant as “white” were in fact a “mistake”
by one of the detectives assigned to her case. Byrd
was convicted in August 1985 and sentenced to life
in prison.

Twelve years later, in early 1997, DNA testing of
semen collected in the case proved beyond doubt
that Byrd was innocent. The Texas Board of Pardons
and Paroles recommended to Governor George W.
Bush that Byrd be pardoned immediately on grounds
of actual innocence, but Bush refused until October
1997, finally compelled by adverse publicity to grant
the belated pardon. Critics accused Bush of racism,
noting that Byrd was the first black recipient of
clemency among 15 inmates pardoned by Bush, but
the reaction of Harris County authorities was even
more troubling. In the wake of Byrd’s pardon, the
county clerk ordered “rape kit” evidence destroyed
in 50 other cases, thereby making DNA tests impos-
sible—and presumably sparing county prosecutors
from further embarrassment.



CALDWELL, Charles (1771—1853)

A son of Irish immigrants, Charles Caldwell was
born in Newark, Delaware, on May 14, 1771. His
family soon moved to North Carolina, there deter-
mining that Charles should be a minister, but he
ignored their expectations and enrolled at the Uni-
versity of Pennsylvania’s medical school at age 21.
Upon obtaining his M.D., Caldwell briefly joined
the fledgling U.S. Army as a medical officer, then
migrated to Lexington, Kentucky, where a new medi-
cal school was under construction. Over the next
two decades, Caldwell spent most of his time and
much of his money in pursuit of excellence for that
institution, then moved on to found a new medical
school in Kentucky (which subsequently became the
University of Louisville).

By the time of his last move, Caldwell’s atten-
tion had strayed into the pseudoscience of phre-
nology, wherein the shape of a subject’s skull is
thought to determine intelligence and moral char-
acter. Those studies led to publication of his mag-
num opus, Elements of Phrenology, in 1824. That
work in turn established Caldwell as a preeminent
criminologist of the early 19th century, although
phrenology and all its tenets have long since been
discredited. Caldwell died in 1853, before the repu-
tation of his “science” suffered greatly, and his
autobiography was posthumously published in
1855.
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CALIFORNIA Association of Criminalists

The CAC was founded in 1954 by 16 members from
various California law enforcement agencies, meet-
ing to exchange case histories, ideas, and new test-
ing procedures. While maintaining its original title,
the group has since expanded to include members
throughout the United States and Europe. Present-
day members of the CAC include chemists, crimi-
nalists, document examiners, educators in forensic
science, firearm and tool mark examiners, molecu-
lar biologists, serologists, and toxicologists. CAC
members also participate in many other professional
organizations.

CALLACE, Leonard exonerated by DNA evidence

In January 1985, a teenage resident of White Plains,
New York, was accosted by two strangers as she
approached her car in a mall parking lot. The men
brandished knives and forced her into the backseat
of a nearby sedan, where one sexually assaulted her
while his companion watched. Police arrested Leon-
ard Callace on the basis of a suspect sketch; the
victim later picked his likeness from a photo lineup
and identified him in court as her rapist. (The second
man was never found.) Adamant in his protestation
of innocence, Callace rejected a plea bargain offered
by the state, which would have freed him after four
months in jail. At trial, prosecutors demonstrated



CANTER, David Victor

that Callace’s blood type matched semen collected
from the victim, and his alibi was uncorroborated.
Jurors deliberated less than an hour before convict-
ing Callace on four counts of sodomy, three counts of
sexual abuse, one count of wrongful imprisonment,
and criminal possession of a weapon. On March
24, 1987, Callace received a prison term of 25 to 50
years.

The verdict was affirmed on appeal, and Callace
was denied leave to pursue further action before the
state court of appeals. While serving his time, Callace
learned the basic details of DNA testing from the case
of another New York defendant, CHARLES DABBS.
On June 27, 1991, a Suffolk County judge approved
DNA testing of semen stains from the victim’s cloth-
ing, which eliminated Leonard Callace as a source.
He was released from prison on October 5, 1992,
after serving nearly six years of his sentence. Prosecu-
tors dismissed all charges and declined to pursue a
new trial based on the victim’s testimony alone.

CANTER, David Victor (1944— )

A native of Liverpool, England, born in 1944, David
Canter received his B.A. (1964) and Ph.D. (1969)
in psychology from the University of Liverpool. He
subsequently taught psychology at his alma mater
and at Strathclyde University, then joined the Uni-
versity of Surrey’s faculty, chairing that institution’s
psychology department in 1987 and founding its
master’s course in investigative psychology five years
later. As the author of 20 books and some 150 schol-
arly articles, Canter is a recognized expert in the
field of forensic psychology. At last report, he had
participated in more than 150 police investigations
and is credited with helping British authorities cap-
ture serial rape-slayer John Duffy in 1986 (although
Duffy’s accomplice, David Mulcahy, remained at
large until 2000). Dr. Canter is a fellow of the Brit-
ish Psychological Society and the American Psycho-
logical Association.

CARDOZO Innocence Project defenders of the falsely
accused

Operating from the Benjamin N. Cardozo School of
Law in New York City, the Innocence Project was
founded in 1992 by lawyers BARRY SCHECK (best
known for his role in the defense of ORENTHAL JAMES
(O. J.) SimpsoN) and Peter Neufeld. A clinical law
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program for students, supervised by law professors
and university administrators, the project offers pro
bono (free) legal assistance to prison inmates chal-
lenging their convictions on the basis of DNA evi-
dence. (The inmates are required, however, to obtain
private funding for the actual tests, which may cost
as much as $10,000.) Limited funding and person-
nel currently force the Innocence Project to decline
any cases where DNA is not the primary issue. In
addition to legal defense for imprisoned clients, the
project also lobbies state legislatures for passage of
laws authorizing compensation of wrongly convicted
and incarcerated persons. To date, those efforts
have enjoyed limited success (only Illinois and New
York have passed such laws to date), but defense
of wrongly convicted prisoners has achieved more
dramatic results. As of April 2007, 200 American
inmates had been exonerated and freed on the basis
of DNA testing, 38 of those thanks to members
of the Innocence Project. Those represented directly
by the Cardozo Innocence Project include HERMAN
ATKINS, TERRY CHALMERS, EDWARD HONAKER, and
CALVIN JOHNSON JR.

CASPER, Johann Ludwig (1789—1864)

Johann Casper was born on March 11, 1789, but
published accounts differ on the location, some
naming him as a native of Berlin, while others claim
he was born at Breslau, in the Prussian province of
Silesia (later part of Poland). He studied medicine in
Berlin and earned his M.D. in 1819, becoming a full
professor at the local university six years later. Over
the next 35 years he dedicated himself to forensic
PATHOLOGY, publishing A Handbook of the Practice
of Forensic Medicine in 1861. He was also outspo-
ken on the subject of SEX CRIMES, warning in one
publication against the “outright lies” of women
who filed rape charges. Modern gay activists also
hail Casper as the first medical authority to assert
(in 1850 or 1852, reports differ) that homosexual-
ity might be an inborn trait. Today, Casper is best
known for his insistence on meticulous documenta-
tion of autopsies. He died in Berlin on February 24,
1864.

CELL Phone Cloning wireless fraud technique
Every cell phone is designed to have a unique fac-
tory-set electronic serial number (ESN) and mobile



identification number (MIN). “Cloned” cell phones
are those reprogrammed to transmit the ESN and
MIN of another (legitimate) telephone when calls are
made. Swindlers obtain those numbers by monitor-
ing radio wave transmissions and intercepting calls
in progress. After “cloning,” the legitimate phone
shares its ESN/MIN combination with one or more
additional phones—but all charges are billed to
the registered owner. In a variation of the theme,
called “tumbling,” some bootleg cell phones are pro-
grammed to use a different stolen ESN/MIN combi-
nation for each call, running through a list of multiple
numbers. This technique prevents a single legitimate
user from noting a sudden rash of bogus calls on his
or her monthly bill and thus delays exposure of the
fraud in progress.

Profits from a cloning operation are limited only
by the swindler’s nerve and imagination. Small-tim-
ers simply use the phones themselves or share with
friends until the fraud is discovered and the ESN/
MIN combination is deactivated. Others sell cloned
telephones, individually or in bulk lots. Finally,
in larger cities, it is not unusual to find “custom-
ers” lined up on sidewalks or in shopping malls,
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“Cloned” cell phones are used to run up millions of dollars
in fraudulent calls each year.
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CELL Phone Cloning

waiting their turns to make long-distance calls on
a “vendor’s” cloned telephone for a fraction of
the normal cost. Nationwide, by 2000, cell phone
cloning cost the industry an estimated $650 mil-
lion. Cloned cell phones are also extremely popular
with drug dealers and other felons who have a
vested interest in keeping their telephone records
untraced.

Experiments with new forms of cell phone secu-
rity are constantly ongoing, but wily thieves seem to
crack each new system within months of its develop-
ment. Meanwhile, the U.S. government took action
in April 1998, with the Cellular Telephone Protec-
tion Act, making it a federal crime to possess, use,
or traffic in any hardware or software configured to
alter or modify a cell phone without proper authori-
zation. Enforcement of the act fell to the U.S. Secret
Service, which reports a doubling in the number of
arrests for wireless telecommunications fraud each
year since 1991.

While the industry strives to outwit high-tech
swindlers on the drawing board, legitimate cell
phone users can still take certain basic steps to pro-
tect themselves from fraud. Experts recommend the
following precautions:

I. Whenever possible, disable any “roaming” func-
tions built into a cell phone. Roaming permits
use of a telephone via analog systems when the
caller is outside a server’s normal digital range,
but it also frequently defeats the purpose of
secure personal identification numbers (PINs).
Cloners love roaming phones for that reason
and often target areas surrounding airports or
interstate highways, to capture signals (and ESN/
MIN combinations) from callers in transit.

2. Turn off telephones when they are not in use.
Cell phones left on poll the cellular base sta-
tion with the strongest signal every few seconds,
thus allowing the system to route calls through
the appropriate base station. At the same time,
however, polling leaves a phone vulnerable to
interception and cloning, even when a call is not
in progress.

3. Review all bills in detail and report any fraudu-
lent calls to the service provider. A cursory glance
may not reveal the occasional bogus call gener-
ated by “tumbling,” but many cloning victims
are billed for dozens—or thousands—of illegiti-
mate calls in a single month.
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CENTRAL Identification Laboratory

During the Vietnam War, two U.S. Army mortuar-
ies operated at Danang and at Tan Soo Nhut Air
Force Base outside Saigon. Both closed in 1972, with
the end of overt American involvement in Vietnam,
with their equipment and personnel consolidated at
a single facility in Thailand. That operation, chris-
tened the U.S. Army Central Identification Labora-
tory in January 1973, was designed to seek, recover,
and identify remains of American servicemen lost
between 1965 and 1972. In 1976, as a result of U.S.
troop reductions in Thailand, the lab was relocated to
Hickam Air Force Base in Hawaii. Since August 12,
19835, its orders include location and recovery of U.S.
service personnel lost in World War II, the Korean
War, the Vietnam War, “and other conflicts and con-
tingencies.” No comprehensive statistics are presently
available, but the CIL has been favored with various
decorations, including a meritorious unit commenda-
tion (February 1976) and two superior unit awards
(December 1988 and September 1995). Methods
employed by the CIL staff to identify remains include
DNA typing and forensic ANTHROPOLOGY.

CENTRAL Park Rape Case DNA exonerations
On the night of April 19, 1989, a 28-year-old female
jogger was attacked, beaten, and raped in New York
City’s Central Park. Passersby found her near death,
with 75 percent of the blood drained from her body
and her temperature at 84 degrees. Upon recovery,
the victim had no memory of the assault, but police
swiftly focused their attention on a group of black
and Hispanic youths arrested for other attacks com-
mitted in Central Park the same night. Prolonged
interrogation produced contradictory confessions
from five suspects—Anton McCray, Kevin Richard-
son, Yusef Salaam, Raymond Santana, and Kharey
Wise—who ranged in age from 11 to 14 years. Pros-
ecutors sought to resolve their divergent claims as to
when and where the rape took place by presenting
forensic evidence. In 1990, at two separate trials,
jurors heard that a hair found on one defendant
“matched and resembled” the victim’s; that a hair
found on the victim “matched” one defendant’s; and
that blood and hair found on a rock at the crime
scene belonged to the victim. All five defendants
were convicted and sentenced to prison.

In early 2002, convicted murderer and rapist
Matias Reyes confessed that he alone was respon-
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sible for the attack in Central Park. At the time
of his confession, Reyes was already serving life in
prison for similar attacks, committed near the same
location in 1989. Although police had his name and
MODUS OPERANDI on file, they failed to link him with
the second attack and initially refused to accept his
belated confession. Evidence collected from the crime
scene was later subjected to DNA testing, whereupon
authorities admitted that the hair found on one con-
victed defendant did not match the Central Park vic-
tim, but hairs found on the victim did match Reyes.
On December 19, 2002, Manhattan’s district attor-
ney recommended that the convictions of McCray,
Richardson, Salaam, Santana, and Wise should be
overturned. By the time they were finally released
from prison, McCray had served six years, Richard-
son and Salaam had served six and a half years each,
Santana had served eight years, and Wise had served
11.5 years.

CENTURION Ministries defenders of the wrongfully
accused

America’s first Innocence Project, Centurion Min-
istries was organized in 1983 by James McCloskey,
a corporate executive-turned-minister who earned
his master of divinity degree from Princeton Uni-
versity. Operating from Princeton since its foun-
dation, Centurion Ministries describes its singular
mission as a campaign “to liberate from prison and
vindicate individuals who are completely innocent
of crimes for which they have been convicted and
imprisoned.” More than a dozen inmates have been
freed to date through the efforts of McCloskey and
his staff, including EDWARD HONAKER and CLARENCE
MOORE, cleared on the basis of DNA evidence.

In a 1989 article, “Convicting the Innocent,”
McCloskey maintained that wrongful convictions
occur primarily from one or more of seven causes:
(1) a widespread “presumption of guilt” against
those charged with crimes; (2) perjury by police offi-
cers; (3) false testimony by prosecution witnesses; (4)
illegal manipulation or suppression of evidence by
prosecutors; (5) shoddy police work (as opposed to
deliberate FRAME-UPS); (6) incompetent defense coun-
sel; and (7) misconceptions by jurors concerning evi-
dence and testimony.

Because of its small staff and meager resources,
Centurion Ministries holds potential clients to a
stringent standard. As described on the group’s Web
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Jim McCloskey poses near a board listing cases being worked on by his organization, Centurion Ministries. (AP)

site, cases are accepted only if the inmate has been
sentenced to death or life imprisonment, with no
parole for at least 15 years; the inmate is “100%
innocent,” with no involvement in the crime (thereby
excluding cases of accidental death or self-defense);
the inmate must be indigent and have exhausted all
standard legal appeals; and the case does not involve
child molestation, since such cases “require a special
expertise that CM does not possess.” Inmates who
meet those strict criteria are invited to contact Centu-
rion Ministries for a review of their cases.

CHALMERS, Terry Leon exonerated by DNA evidence

Defendant Terry Chalmers was arrested following
the rape and robbery of a young woman in White
Plains, New York, on August 18, 1986. The victim
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first identified his photo from an array of police mug
shots, then twice selected him as her attacker from
police lineups. At trial, Chalmers’s alibi remained
uncorroborated, and the victim identified him again.
On June 9, 1987, he was convicted of rape, sodomy,
robbery, and two counts of grand larceny, drawing a
prison term of 12 to 24 years.

Chalmers first appealed his conviction on grounds
that the police lineups were improperly conducted.
On July 18, 1990, the New York Supreme Court’s
appellate division rejected that argument, finding
that police conduct was proper in the case, and that
the victim’s courtroom identification of Chalmers
made the lineups superfluous. Chalmers next applied
to the CARDOZO INNOCENCE PROJECT for aid, and its
lawyers obtained physical evidence from the case for
DNA testing. On July 26, 1994, those tests eliminated
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Chalmers as a possible donor for the semen traces
recovered by authorities in August 1986. Chalmers’s
conviction was vacated, with the rape and sodomy
charges dismissed on January 31, 1995. Authorities
stalled for three months before dropping the larceny
charges. Terry Chalmers was released after serving
eight years of his undeserved sentence.

CHANAL, Pierre serial murder suspect indicted by DNA
Between 1980 and 1987, eight young men either
vanished or were found brutally murdered in the
Marne region of France, northeast of Paris. Several
of the victims were soldiers, based at one or another
of three army camps located in what soon became
known as the “Triangle of Death.” Pierre Chanal,
himself a senior warrant sergeant with the crack 4th
Dragoons commando regiment, fell under suspicion
in 1988, after he kidnapped and raped a Hungar-
ian hitchhiker in the same region. Convicted and
sentenced for that crime, Chanal was free again by
August 2001, when French authorities announced
their intent to charge him with multiple murders.

DNA testing, unavailable to French authorities in
1988, had recently been applied to several human
hairs discovered in Chanal’s van—the same vehicle
in which he was earlier caught red-handed, his male
victim trussed up in a parachute harness, while Cha-
nal videotaped his rape and torture. Results of those
DNA tests indicated a “very strong probability”
that Chanal murdered three of the previous victims,
including 19-year-old Trevor O’Keefe, an Irish tour-
ist found strangled and buried in a shallow grave
during August 1987. Five counts of murder were
dismissed on August 14, 2001, since the victims have
never been found, but Chanal was ordered to stand
trial for the deaths of O’Keefe and two others. At this
writing, no trial date has been set. Unlike America’s
legal system, the French Napoleonic Code presumes
a suspect’s guilt until innocence is proved in court.

CHEILOSCOPY, Forensic

In forensic science, cheiloscopy is the study of pat-
terns formed by wrinkles, scars, and other features
of the human lips that may leave impressions on
objects such as drinking glasses. French criminologist
EDMOND LOCARD first recommended use of lip prints
as a means of identification in 1932, subsequently
supported by author LeMoyne Snyder in his book
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Homicide Investigation (1950). Snyder specifically
cited the case of a woman struck by a hit-and-run
driver, who initially denied the event but confessed
after the victim’s lip print was lifted from the left-
front fender of his car. That result notwithstanding,
no American court presently recognizes cheiloscopy
as a positive means of identification. Still, the science
has its vocal supporters, including Dr. Anil Aggrawal.
In various Internet articles, Dr. Aggrawal cites the
work of one “Santos,” who reportedly classified
eight groups of lip prints in 1967; a “Dr. Suzuki,”
who in 1970 divided the lip prints of 107 Japanese
females aged 20-36 into five classifications; and one
“Tsuchihashi,” who surveyed the lips of 1,364 sub-
jects in 1974, emerging “convinced of their value in
identification.” Students of cheiloscopy suggest that
hereditary factors influence lip-print patterns, while
the aforementioned Dr. Suzuki reportedly found
“striking similarities” between lips in 18 pairs of
identical twins.

CHEMICAL & Biological Weapons ((BW)

Between September 18 and October 9, 2001, an
unknown person or persons mailed several letters
from New Jersey, addressed to the U.S. Senate office
building in Washington, D.C., and to media outlets
in New York and Florida. The envelopes contained
anthrax spores, which infected some two dozen vic-
tims, six fatally. White House spokesmen linked the
mailings to the TERRORISM attacks of September 11,
2001, but no proof of that charge was forthcoming.
FBI agents mounted a massive coast-to-coast search
for the killer(s), but at this writing (in mid-October
2002) the G-men have not taken legal action against
any or released any trial-worthy evidence.

On the one-year anniversary of the anthrax mur-
ders, President George W. Bush called for war with
Iraq, alleging that Iraqi dictator Saddam Hussein
had illegally stockpiled “weapons of mass destruc-
tion” while scheming to launch new attacks against
the United States. Bush’s own CIA chief disagreed,
reporting that Hussein was more likely to retaliate
for an invasion than to launch a unilateral assault,
but the real irony of the war-hawk position was
revealed on October 9, 2002, when the Associated
Press published documents proving that U.S. military
forces had conducted secret testing of chemical and
biological weapons (CBW) on some 3,000 soldiers in
the 1960s. While belatedly couched in terms of “an



effort to develop defenses against such weapons,”
the illegal tests prompted critics to ask whether U.S.
leaders were any more responsible or trustworthy
than Iraq’s Hussein.

As suggested by its name, CBW involves two dis-
tinct and separate groups of elements. Chemical agents
are manmade, including a wide variety of drugs and
poisons, hallucinogens, defoliants, toxic metals, and
nerve agents (often called “nerve gases,” though they
may not be in gaseous form). Some applications of
chemical warfare verge on slapstick comedy, as when
the Central Intelligence Agency planned to spike Fidel
Castro’s cigars with LSD (to cause him to make erratic,
nonsensical speeches) or to dust his clothes with a
depilatory (thereby causing fallout from his famous
beard). At the other end of the scale are deadly serious
applications, such as the September 1957 assassina-
tion of Soviet defector Nikolai Khokhlov in Frankfurt.
The assassin sprinkled Kokhlov’s food with thallium,
a rare toxic metal. The result is described by author
John Barron in KGB (1974).

Hideous brown stripes, dark splotches, and black-and-
blue swellings disfigured his face and body. A sticky
secretion oozed from bis eyelids, and blood seeped
through his pores; his skin felt dry, shrunken, and
aflame. At the mere touch of his hand, great tufts
of hair fell out.... Tests on September 22 showed
that Kokhlov’s white corpuscles were being swiftly and
fatally destroyed, his bones decaying, his blood turned
to plasma, and his saliva glands atrophying.

Biological agents, by contrast, are destructive
organisms found in nature—bacteria, viruses, spores,
parasites—though some may be genetically altered
in labs to enhance their offensive application. Unlike
chemical weapons, biological warfare has been used
at least since the Middle Ages, when rotting livestock
carcasses were catapulted over castle walls to spread
death and disease under siege. Some modern scholars
also believe the “Black Death,” which claimed one-
third of the known world’s population between 1347
and 1351, may have begun as a primitive form of
“germ warfare.” A century later, European diseases
began decimating aboriginal people in the Western
Hemisphere, and not always by accident. Cruel set-
tlers in the United States and Mexico sometimes
resolved their local “Indian problem” by offering
Native Americans treacherous gifts of poisoned food
or smallpox-infected blankets.
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These images released by the FBI on October 23, 2001,
show the envelope and letter sent to the office of
former Senate Majority Leader Tom Daschle containing
anthrax. (Getty Images)

Modern chemical warfare left its mark on Europe
during World War I, with the use of toxic gas by
both sides producing results so horrific that it was
banned by the subsequent Geneva Convention. Sus-
picion of CBW research by Japan and Nazi Germany
prompted the U.S. military to begin its own produc-
tion of chemical and biological weapons in 1942 and
to continue for nearly three decades beyond V-] Day
(victory over Japan, 1945). American diplomats lev-
eled charges of CBW violations against North Korea
in the early 1950s and later made similar accusations
against the Soviet Union and the People’s Republic
of China. In the United States, meanwhile, military
researchers conducted a series of covert tests that
are only now coming to light, in the first decade of
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the 21st century. The tests revealed in October 2002
included:

“Devil Hole I”—Designed to test dispersal pat-
terns of the nerve agent sarin after release from
rockets and artillery shells in aspen and spruce
forests similar to those in the USSR, this experi-
ment was carried out in the summer of 1965
at the Gerstle River test site near Fort Greeley,
Alaska.

“Devil Hole II”—Another test at the Gerstle River
site, this time involving the nerve agent VX,
deployed against mannequins dressed in mili-
tary uniforms, seated in U.S. Army trucks.

“Big Tom”—A 1965 test that involved spraying
bacteria over the Hawaiian island of Oahu to
simulate a biological attack on an island com-
pound. Researchers used Bacillus globigii, a
bacterium believed harmless at the time (later
found to cause serious infections in persons
with weakened immune systems).

Those acknowledged tests do not include the delib-
erate exposure of some 3,000 U.S. soldiers to CBW
agents in the name of national defense, and rumors
persist of other tests still concealed from the public
at large. Author Ed Regis reports, in The Biology
of Doom (1999), that the U.S. program employed
4,036 persons at its peak and tested various agents
on 2,000 human volunteers before “its abrupt can-
cellation in 1969.” After decades of government lies
and evasions, however—beginning with the Vietnam
“credibility gap” and proceeding through Water-
gate, the Church Committee hearings on intelligence
abuses (1975-76), and the Reagan era’s Iran-Contra
scandal—some critics contend that the testing never
really stopped at all. Indeed, a report published in
the New York Times one week before the terrorist
attacks of September 11, 2001, revealed that the Pen-
tagon had conducted recent CBW experiments and
that its scientists had “further plans to genetically
engineer a more virulent form of the bacterium that
causes anthrax, a deadly disease ideal for germ war-
fare.” When the anthrax mailings began two weeks
later, FBI agents initially blamed Muslim extremists
but later suggested the infected letters may have been
sent by someone employed at a covert U.S. labora-
tory. Critics took no solace from claims issued by the
Bush White House, that all American CBW experi-
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ments were “completely consistent” with interna-
tional treaties.

Another nation with an unsavory record of
CBW experimentation was South Africa under the
fallen apartheid regime. According to reports aired
in 1998, that country’s white-supremacist govern-
ment employed a renowned cardiologist, 50-year-old
Dr. Wouter Basson, to develop and deploy CBW
agents against opponents of the repressive apartheid
regime. Dubbed “Dr. Death” by his critics, Basson
allegedly sought to produce bacteria that would kill
only blacks, along with “vaccines” to sterilize black
women. Testimony before the nation’s Truth and
Reconciliation Commission also suggested that Dr.
Basson, operating after 1983 from South Africa’s
Roodeplaat Research Laboratories, cultivated strains
of anthrax, cholera, and botulinum, while studying
the use of illegal drugs like Ecstasy, THC, and LSD
for “crowd control.” Basson’s team, dubbed “Project
Coast,” reportedly developed covert assassination
tools (including a syringe disguised as a screwdriver),
concocted plans to distribute T-shirts poisoned
with hallucinogenic drugs in black townships, and
schemed to poison imprisoned black leader Nelson
Mandela with thallium (the same toxic metal used by
the Soviets to kill Nikolai Khokhlov in 1957). Project
Coast additionally is said to have produced poisoned
beer, chocolate, cigarettes, and envelope glue. Man-
dela disbanded the unit upon becoming president in
1993.

The only known criminal use of CBW agents
to date occurred in Japan, in the case of the cult
known as Aum Shinrikyo (“Supreme Truth”). The
sect’s “venerable master,” Shoko Asahara, proph-
esied an imminent apocalypse, predicting that 90
percent of the earth’s population would die in poi-
son gas attacks by 1997, but he was finally unable
to wait for his own deadline. Seven residents of
Matsumoto were killed in June 1994, with another
200 injured, after cultists released sarin nerve gas
in a residential neighborhood. Nine months later,
on March 20, 1995, the incident was repeated on
a Tokyo subway train, leaving 12 persons dead and
5,500 in treatment for nonfatal injuries. Several cult-
ists were in custody, captured with $7 million in cash
and enough sarin to kill 4 million people, when other
sect members released phosgene gas at Yokohama’s
main railroad terminal on April 19, 1995, injuring
300 persons. Two days later, another 25 persons
were hospitalized after a gas attack on a Yokohama



shopping mall. Cyanide canisters were retrieved from
a Tokyo train station on July 4, 1995, disarmed
before they could release their deadly contents. By
that time, Shoko Asahara and more than a dozen of
his disciples were in custody, awaiting trial on mul-
tiple murder charges. Several were convicted at trial,
and the cult was officially disbanded by court order
on October 30, 1995.

CHEMICAL Castration medical control of sex offenders

In an age when sexual assault—and particularly
sexual abuse of minors—has become a high-profile
crime and a hot-button issue in political debates, new
methods of prevention are constantly under debate.
Convicted offenders are subject to increasingly severe
prison sentences, ranging literally into thousands
of years for some multivictim child molesters, and
experimental statutes in several American jurisdic-
tions now permit detention of inmates judged “sexu-
ally dangerous” to society beyond completion of their
statutory terms. While those laws—and correspond-
ing statutes mandating public broadcast of a paroled
sex offender’s home address—remain under heated
attack by defense attorneys and civil libertarians, all
concerned agree that prison time and subsequent reg-
istration of known sex offenders with police do little
or nothing to prevent recidivism.

Sex criminals repeat their crimes—against adult
or minor victims, male or female—because of deep-
seated urges and desires. Sterilization of repeat
offenders, believed to be a “cure” as late as the
1930s in Germany, in fact does nothing but eliminate
the criminal’s ability to procreate. Surgical castra-
tion, likewise, has proved ineffective in those cases
where the sexual assaults stem from rage, sadism,
or any other cause unrelated to production of tes-
tosterone. In recent years, a less invasive but equally
controversial method has been mandated in several
states, involving “chemical castration” by means of
medication that lowers the testosterone level, thereby
reducing a subject’s sex drive.

The drugs of choice for chemical castration are
Depo-Provera and Depo-Lupron (medroxyprogester-
one acetate), which operate by lowering the blood
serum testosterone levels in males who receive the
injections. Sexual drive is reduced by influencing the
hypothalamus portion of the brain that stimulates
the pituitary gland to release hormones that in turn
control sperm production. The drugs are alleged to
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reduce recidivism among serial sex offenders from 87
percent to a mere 2 percent, but medical researchers
question those statistics, noting that men subjected
to the drugs can still obtain an erection, engage in
sexual intercourse, and ejaculate.

California was the first state to impose chemical
castration as a legal penalty (or remedy) through
a statute passed by the state legislature on August
28, 1996, and signed by Governor Pete Wilson on
September 18. The law provides that any person con-
victed of specified sex offenses against a victim under
13 years of age may be required to undergo medroxy-
progesterone acetate treatment during parole for a
first offense, and all repeat offenders must receive
the treatment during their parole. Those treatments
would in fact begin prior to an inmate’s release from
prison and would continue through the term of that
parole unless the state department of corrections
demonstrates to the board of prison terms that the
treatments are no longer necessary.

Immediate objections were raised by the Ameri-
can Civil Liberties Union and its California affiliate.
ACLU spokesperson Valerie Navarro told reporters,
“There are problems regarding the right to privacy,
the right to procreate, the right to exercise control
over one’s body.” The ACLU termed chemical castra-
tion “barbaric, unconstitutional and ultimately inef-
fective in protecting our children,” predicting that
the new law would be challenged in court. “Society
has an overwhelmingly important interest in keeping
children safe,” Navarro said. “But this is a simplistic
and ultimately ineffective response to the problem
of child abuse. As medical and psychiatric experts
have testified, the complex reasons that impel people
to assault children cannot be eliminated by giving
people shots. This measure is nothing more than an
election year bill that won’t do anything to make it
safer for our children.”

Dr. Michael Meek and the California Psychiat-
ric Association raised concerns of greater import to
most Californians than the civil rights of convicted
child molesters. “It’s a bad law as written,” Dr. Meek
told the press. “The classic example would be some-
one who molests children because voices tell him
to molest children. Well, they’re doing it from a
psychotic point of view because voices tell them. Pro-
gesterone is not going to help them at all.” Dr. Fred
Berlin of Johns Hopkins Hospital also derided the
notion that progesterone is a cure-all for SEX CRIMES.
“The notion we can give someone a shot once a
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week, and walk away from them and feel comfort-
able,” Berlin said, “I think is a very naive point of
view.”

Naive or not, the notion of a quick fix instantly
appealed to lawmakers in other states. Over the next
three years, similar statutes were enacted in Georgia,
Iowa, Louisiana, Montana, Oregon, and Wisconsin.
Alabama governor Don Siegelman sponsored legisla-
tion offering a choice of chemical or surgical castra-
tion to any male defendant who sought probation
on a first-time conviction for rape, sodomy, sexual
torture, or first-degree sexual abuse of a victim under
13 years of age. (Female offenders, as in all other
states so far, would be exempt and unaffected by the
law.) As of March 2000, the costs for progesterone
treatment of paroled sex offenders averaged $2,400
per subject, per year.

Aside from potential failure, medical experts point
out that use of progesterone-related drugs poses a
potentially lethal health risk for subjects who suf-
fer from obesity, diabetes, pulmonary disease, or
high blood pressure—issues ignored in the statutes
passed to date. Known side effects of the treatment
in males include breast enlargement, tumors, and
edema. Women who have used the medication to
correct menstrual irregularity for two months or
more, meanwhile, report a history of malignant
breast tumors, venous thromboses, and an increased
tendency toward hemorrhage. Prevailing medical (as
opposed to public and political) opinion suggests
that use of progesterone should be evaluated on an
individual basis, rather than on mandatory terms as
specified by existing state legislation. A 1991 research
report that recommended Depo-Provera chiefly for
use with serial rapists and homosexual pedophiles
also added the following cautionary notes:

I. Antitestosterone agents should be employed only
if there is
a. substantial risk of repeated offenses in the
period during which behavior therapy has
been initiated but has not yet been effective or

b. a risk that any single offense will produce
substantial harm to a victim as, for example,
an act of child molestation as opposed to an
act of exhibitionism.

2. Such agents should be employed for as short a
time as possible. Their use should be tapered
once evidence is gained that behavior therapy is
becoming effective.

3. Such agents should be given at the lowest dose
necessary to produce the required reduction in
sexual drive.

4. Such agents should be employed in cases in which
continued monitoring of plethysmograph record-
ings and plasma testosterone levels can occur.

5. Such agents should not be employed as the sole
therapeutic approach.

6. Such agents should only be employed in cases
in which competent consent can be obtained
or in which a guardian can approve their
administration.

The latter point is of particular concern with
regard to juvenile offenders, as new research con-
tinues to report disturbing side effects of chemical
castration. In addition to those already noted, recent
studies now report extreme weight gain (up to 50
percent of body weight) in some subjects; hyper-
insulinemic response to glucose load; compromise
of gastrointestinal or gall bladder functions; chills;
phlebitis; nausea and vomiting; headaches; hypogly-
cemia; leg cramps; and sleep disturbances (including
bizarre nightmares).

A report on chemical castration in the New Eng-
land Journal of Medicine (February 12, 1998) added
support to arguments of those who believe the treat-
ment benefits society via control of sexual offenders.
Citing a study of 30 male subjects’ recurring deviant
sexual behavior, including 25 convicted pedophiles,
the article found treatment with a new drug—trip-
torelin—more effective than Depo-Provera in curb-
ing recidivism (and less risky in terms of medical
side effects) when used in combination with tradi-
tional psychotherapy. Used primarily in Europe at
the present time, triptorelin has yet to gain wide-
spread acceptance in the United States, but the news
encouraged proponents of chemical castration in
their long-running effort to defeat skeptical chal-
lenges. Medical effectiveness, however, still does not
address the constitutional issues raised by civil liber-
tarians, and the controversy will doubtless continue
until finally settled before the U.S. Supreme Court at
some future date.

CHEMISTRY, Forensic

Chemistry is broadly defined as the study of matter
dealing with its composition, structure, the proper-
ties of substances and the changes that they undergo



in interaction with themselves, with other substances,
or with applied energy. Forensic chemistry applies
that study and its principles to subjects involving
the civil or criminal law. Whole volumes and uni-
versity curricula are devoted to the various details of
forensic chemistry. The tasks performed by forensic
chemists on a daily basis include quantification and
identification of drugs and other CONTROLLED SUB-
STANCES, EXPLOSIVES, poisons, gunshot residue, blood
and other body fluids, ORGANIC and INORGANIC COM-
POUNDS, and any other TRACE EVIDENCE such as PAINT,
GLASS, FIBERS, and so forth. Methods employed by
forensic chemists, covered elsewhere in this volume,
include CHROMATOGRAPHY, DNA profiling, ELECTRO-
PHORESIS, ELEMENTAL ANALYSIS, and SPECTROSCOPY.

CHERRILL, Frederick R. (1892—1964)

A British subject, born in 1892, Frederick Cherrill
never abandoned his childhood desire to become a
policeman. His parents disapproved, insisting that
he study art at Oxford, but illness forced him to
withdraw from the university. While recovering from
surgery, he shared his hospital room with a retired
police officer whose tales of crime-fighting reaffirmed
Cherrill’s wish to pursue a career in law enforcement.
He joined the London Metropolitan Police Force in
1914 and studied FINGERPRINT techniques in his spare
time. Cherrill’s superiors granted his request for a
transfer to the Fingerprint Bureau at Scotland Yard
six years later, thereby launching him on a remark-
able career. Before his retirement in 1953, as chief of
the Fingerprint Bureau, Cherrill would be credited
with solving more murder cases than any other Brit-
ish detective of his era.

His breakthrough technique, developed in 1930
with colleague Harry Batley, was a method of iden-
tifying suspects from a single fingerprint, rather than
a full set of 10. That complex system, which requires
extensive training, involves precise measurements of
arches, tented arches, loops, and whorls within a
given fingerprint, defining common points that Cher-
rill and Batley called cores and deltas. In greatly
simplified terms, a line drawn through a fingerprint
between the core and delta crosses friction ridges
ranging in number from one to 30 or more. When
prints are indexed by the number of those ridges—
e.g., 5, 12, or 19—it then becomes possible to scan
only fingerprints with similar characteristics, thus
limiting the number of files to be searched for any
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single print. Cherrill also worked extensively with
palm prints, and submitted England’s first such evi-
dence to a criminal court in 1931 (although the
defendant’s guilty plea excused Cherrill from testify-
ing in that case).

Cherrill’s most famous case began on June 1,
1948, when a milkman in Maidenhead delivered a
bottle of milk to the home of a 94-year-old widow,
Mrs. Freeman Lee. Finding bottles from the past
two days still sitting on her porch, the milkman
summoned a neighbor, who peered through the let-
ter drop and saw one of Mrs. Lee’s shoes with a key
ring she habitually carried, lying on the floor next to
a large steamer trunk. Police were summoned and
found Mrs. Lee’s corpse crammed inside the trunk.
She had been bound and gagged, then bludgeoned
with a hammer, though evidence collected by the cor-
oner named suffocation as the cause of death. Detec-
tive Inspector Cherrill visited the scene and found a
small cardboard box in Mrs. Lee’s bedroom, bearing
partial fingerprints of an unknown subject’s right
thumb and ring finger. A 10-minute search through
Cherrill’s single-print files linked the fingerprints to
convicted burglar George Russell, who was subse-
quently convicted of murder and hanged. Cherrill
called the case “one of the greatest triumphs in the
realms of fingerprint detection.”

One year after retiring from the London force,
Cherrill published his book The Fingerprint System
at Scotland Yard (1954), which achieved global rec-
ognition as a standard text on the subject. Frederick
Cherrill died in 1964, at age 72.

CHILD Pornography and Solicitation Online

Pornography is big business on the World Wide Web.
According to one Nielsen NetRatings report, 17.5
million Americans visited Internet porn sites from
their homes in January 2001 alone, a 40 percent
increase over the next most recent survey, from Sep-
tember 2000. The Web’s premier porn site—Porn-
City.net—scored more hits than ESPN.com or the
Internet book vendor barnesandnoble.com. Since
most porn sites charge visitors for any view beyond
a brief “free sample,” the profit potential is enor-
mous—3$970 million in 1998, according to the
research firm Datamonitor. A report from Forrester
Research estimates that cyber porn sales (including
videos and other merchandise purchased online for
home delivery) matched overall Internet book sales
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The logo for “Crimes Against Children,” a unit of the FBI
that incorporates “Operation Candyman,” an operation that
broke up a computer-based pornography ring that targeted
children. (AP Photo/Kenneth Lambert)

in 1999 ($1.3 million) and far exceeded the $800
million spent on airline tickets. By a very conserva-
tive estimate, 70,000 sex-oriented Web sites existed
in March 2007, and the number was steadily rising.

Those figures, however, refer only to “legitimate”
porn sites, wherein the models (and presumably the
visiting “surfers”) are certified adults. Despite poorly
documented complaints from church groups that
some 200,000 Americans suffer from Internet porn
addiction, legislative efforts to impose “decency”
standards on the Web have thus far been defeated
in the courts. Only in the area of child pornography
has legislation been approved to punish vendors and
recipients.

It was not always so. While child molestation is a
crime in every American state (with the age of con-
sent varying from one jurisdiction to another), no
federal ban on child pornography existed until 1977,
when the Sexual Exploitation of Children Act banned
the production, interstate shipment, and advertise-
ment of such items. Seven years later, settling a point
of persistent uncertainty, the Child Protection Act of
1984 defined as “children” any person below the age
of 18 years. The Child Sexual Abuse and Pornogra-
phy Act of 1986 tightened bans on production and
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advertisement of child porn, without regard to inter-
state operations. The Child Protection and Obscen-
ity Act of 1988 made it illegal to use computers for
transmission or advertisement of child pornography;
it also criminalized the buying, selling, or otherwise
obtaining custody of children for the purpose of pro-
ducing porn. Interstate or foreign shipment of three
or more child porn images by any means (includ-
ing computers) became a federal crime in November
1990. The Telecommunications Act of 1996 bans use
of any interstate or international communications
medium to solicit sexual acts from minors. Finally
and most controversially, the Child Pornography Pre-
vention Act of 1996 amends definition of the term to
include any simulated depiction of children having
sex—even if the models are themselves legal adults
or the images include only nonexistent “virtual” chil-
dren. (Artists and civil libertarians continue to battle
the latter provision in court.)

Despite the seeming glut of legislation and increas-
ing international cooperation between law enforce-
ment agencies (at least in North America and western
Europe), the lucrative trade in “kiddy” porn still
thrives. Frustration over inability to capture foreign
dealers and producers has prompted certain U.S.
agencies—notably the FBI and Customs Service—
to initiate covert domestic “sting” operations that
sometimes smack of entrapment. In such cases, the
agency generates its own advertisements for child
pornography, then arrests all those who attempt to
purchase the items (generally material confiscated in
previous raids). Since some of those arrested have no
prior police records, the agencies involved have been
accused of “creating crime” to inflate their own lag-
ging arrest and conviction statistics. At the very least,
it can be argued that their time and money would be
better spent pursuing producers and vendors of child
pornography, rather than soliciting private individu-
als to break the law by purchasing a magazine or
videotape.

And to be sure, there are enough legitimate targets
at large to keep any agency busy, without attempt-
ing to seduce others. A sampling of recent cases
includes:

August 2001 Three members of a Houston,
Texas, team that searches for missing children
were indicted on federal child pornography
charges following an FBI investigation. Defen-
dants Henry Gerdes, Jason Krieg, and Thomas



McBarron were all members of the South Texas
Advanced Tactical Search and Rescue unit, a
missing-person recovery unit for which Krieg
served as the official spokesman. Police in Dick-
inson, Texas, received a tip in July 2001 that
the suspects intended to create a child porn
Internet site. FBI agents joined the investigation
and raided the suspects’ homes on August 28,
seizing computers, disks, tapes, and two vehi-
cles. All three defendants were charged with
sexual exploitation of a child and conspiracy
to produce child pornography; Krieg faced an
additional charge of sexually assaulting a juve-
nile. Authorities say the trio taped two teenage
boys having sex and that Krieg taped himself
having sex with an underage girl. At that, police
seemed satisfied that “We got them early on in
this project.”

November 2001 Ronald C. Kline, a 61-year-old

judge of the Orange County (California) Supe-
rior Court, surrendered to federal agents at the
courthouse on November 9 and was charged
with possessing child pornography, his bail set
at $50,000. Authorities targeted Judge Kline
after receiving tips from a private group that
surfs the Internet seeking child-pornography
traders. Apparently, an unnamed member of
the group hacked into Kline’s computer and
reported his findings to police. According to
Kline’s attorney, “The photos were discovered
when a hacker in a remote location infected
[Kline’s] computer with a virus and made an
unauthorized copy of the entire contents of his
hard drive.” Those contents included child porn
images and a private diary in which Kline alleg-
edly confessed his preoccupation with adoles-
cent boys. Trial on the charge was still pending
in March 2002, when Judge Kline stood unop-
posed for reelection in Orange County. Mean-
while, an alleged victim has contacted police,
claiming that Kline molested him between 1976
and 1978, when the witness was a child and
Kline was a lawyer in private practice.

December 2001 Authorities in Winnipeg, Mani-

toba, vowed to “leave no stone unturned” in
their investigation of what they called the prov-
ince’s “largest and most sadistic Internet child-
abuse case” to date. Bryan William Larsen, a
41-year-old computer programmer and member
of Manitoba’s Crocus Grove Nudist Resort was
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arrested on December 13, following investiga-
tion of what police spokesmen termed a “pedo-
phile ring.” The owners of Crocus Grove called
the arrest “very disturbing” and “a total shock.”
Raiders seized 100,000 computer images from
the suspect’s home, allegedly posted to eight
different Web sites that the defendant operated
from his apartment. Also seized were a camera,
binoculars, 40 pairs of young girls’ panties, and
assorted other evidence. The alleged pedophile
ring was uncovered through an international
law enforcement effort dubbed “Project Smow-
ball,” intended to crack down on Internet por-
nography worldwide. Participants included local
Canadian officers, as well as members of the
Royal Canadian Mounted Police. Aside from
Larsen, Canadian authorities report that Project
Snowball has thus far identified 406 suspects in
British Columbia, 946 in Ontario, 436 in Que-
bec, 232 in Alberta, 82 in Manitoba, 61 in Nova
Scotia, 52 in Saskatchewan, 35 in New Bruns-
wick, 20 in the Northwest Territories, eight in
Newfoundland, six on Prince Edward Island,
and four in the sparsely settled Yukon.

January 2002 Responding to an “epidemic” of

child pornography—which they dubbed “our
hidden crime, our hidden shame”—police in
Toronto, Ontario, announced the arrest of three
suspects, with 200 more still at large. Suspect
Blair Evans, a S1-year-old physicist formerly
involved in national defense work, was arrested
on January 18, charged with making, possess-
ing, and distributing child pornography. Police
raiders confiscated some 200,000 “horrendous”
computer images at his home, said to depict the
sexual abuse of “tens of thousands of innocent
children, some as young as six months old.”
At the time of his arrest, Evans was on proba-
tion for a 1999 child-porn conviction, involving
6,000 illicit photographs. The arrest in that
case, dating from 1996, had cost Evans his gov-
ernment job and prompted his wife to divorce
him before he was sentenced to eight months
in jail. Toronto authorities declared their city a
major hub in the global child-porn trade, not-
ing that the number of cases with international
links had nearly doubled—to 500—between
2000 and 2001. “It’s not an expansion,” said
Corporal Frangois Dore of the Ottawa Provin-
cial Police, “it’s an explosion.”
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January 2002 In Vancouver, British Columbia,

67-year-old retired city planner John Robin
Sharpe faced trial on two counts of possessing
child pornography and two more of possession
with intent to distribute. Initially charged in
May 1996, when police and customs officials
raided his home to seize books and computer
disks, Sharpe had challenged Canada’s child
pornography possession statute before the Brit-
ish Columbia Supreme Court, arguing that the
law was too broad and therefore violated free-
speech provisions of the Canadian constitution.
He won that case in January 1999, with the
decision upheld by the B.C. Court of Appeal,
but the Supreme Court of Canada reversed that
finding and affirmed the statute’s constitution-
ality in January 2001, thus allowing Sharpe’s
trial to proceed.

March 2002 Patrick Quigley, a 47-year-old for-

mer social worker in Charlottesville, Virginia,
pleaded guilty to distributing child pornogra-
phy he downloaded from the Internet. At the
time of his arrest, Quigley was an investigator
for Child Protective Services.

January 2003 British police arrested rock star

Pete Townshend on child pornography charges.
Charges filed included possessing indecent
images of children, making indecent images of
children, and incitement to distribute indecent
images of children. Townshend, a 57-year-old
guitarist with The Who, admitted viewing kiddy
porn “two or three times for research purposes,”
but told reporters, “I am not a pedophile.” Two
months later, London’ Daily Mail announced
official plans to “caution” Townshend without
formally prosecuting him. Townshend’s arrest
was part of Operation Ore, Britain’s broadest
child pornography investigation to date, which
produced dozens of arrests. Most charges were
dismissed in July 2005, when an appellate court
ruled the investigation “a shambles from the
word go.”

January 2004 U.S. Immigration and Customs

Enforcement (ICE) agents jailed John Maxwell,
a substitute teacher and Boy Scout volunteer, on
child porn charges in Clifton, New Jersey. Pros-
ecutors charged that Maxwell downloaded and
printed more than 100 illegal images obtained
from Regpay, a company based in Belarus that
allegedly provided credit card billing services

for 50-plus child pornography Web sites world-
wide and operated at least four child pornog-
raphy Web sites of its own. By the time of
Maxwell’s arrest, global investigations of Reg-
pay had produced arrests of three corporate
officers in Europe, guilty pleas from two offi-
cers of Connections USA (a Florida firm that
processed Regpay’s American transactions),
and seizure of $800,000 in kiddy porn pro-
ceeds. During the course of their investigation,
ICE agents seized records listing 270,000 credit
card transactions from child porn Web sites.
The pursuit of individual purchasers from those
records continues.

May 2004 Testimony before the U.S. House Energy

and Commerce Subcommittee in Washington,
D.C., indicated that federal investigation of
Internet peer-to-peer (P2P) file-sharing technol-
ogy had produced “1,000 cases and 65 arrests”
involving child pornography. The hearings pre-
saged introduction of new federal legislation
designed to regulate P2P technology.

March 2005 Authorities in Princeton, Minnesota,

charged 34-year-old Kevin Scott Patterson with
possession of pornographic work involving
minors and child neglect/endangerment. The
case emerged from a St. Paul Police Department
investigation of child-porn Web sites, which
included the tracing of e-mail addresses. During
a search of Patterson’s home, police seized two
computers, computer disks, three rolls of film,
and a photo of a 14-year-old boy identified only
as “SMC.” Detectives told reporters that SMC
occasionally spent the night at Patterson’s home.

May 2006 Virginia state attorney general Bob

McDonnell announced the re-arrest of con-
victed child pornographer Thomas Taveggia for
violating his suspended sentence in a June 2005
criminal case. On that occasion, Taveggia’s trial
judge sentenced him to 100 years in prison, then
suspended 99 years of the jail term on condition
that Taveggia refrain from “access [to] a com-
puter with Internet access.” While serving his
one-year sentence in a state work-release pro-
gram, Taveggia allegedly accessed the Internet
and viewed illegal child-sex images, which were
traced by the Richmond Police Department’s
Computer Crime Unit.

October 2006 Federal agents based in New Jersey

reported the nationwide arrests of 125 persons



linked to an Internet child pornography ring.
Those jailed in 22 different states included a
Bible camp counselor from Vancouver, Wash-
ington; a Boy Scout leader from Mission, Texas;
and a pharmaceutical researcher in New Jer-
sey. Several of those arrested had prior police
records of child molestation. One suspect cap-
tured in San Diego, California, confessed to
sexually abusing at least eight children over
a 30-year period. Another, arrested in Sacra-
mento, California, owned a video camera with
tapes depicting his rape of an eight-year-old
girl.

November 2006 A four-month investigation cli-

maxed with the arrest of a Sheboygan, Wiscon-
sin, man on 14 charges of possessing Internet
child pornography. Suspect Kenneth Karsnick
posted $10,000 bond in that case. Each charge
carries a maximum penalty of 25 years in prison

and a $100,000 fine.

February 2007 ICE “Operation Emissary”

resulted in the federal indictments of three Mas-
sachusetts defendants for receipt and possession
of child pornography. Defendant Philip Herz-
berg faced six counts of receipt and one of
possession; Donald Banker was charged with
two counts of possession; and Matthew Wil-
son faced one count of possession. The ICE
operation targeted a Web site that offered hard-
core images and films to Internet subscribers.
U.S. Attorney Michael Sullivan told reporters,
“Those who think that they are safe behind the
perceived anonymity of the Internet should be
put on notice that there is no safe haven for child
sex predators. We will continue to aggressively
pursue those who traffic in child pornography.”

March 2007 In three separate raids, Spanish police

arrested 12 persons accused of distributing
child pornography via the Internet. Spokesmen
for Interpol reported that the illicit material
originated in Russia and was broadcast via a
German Internet server.

March 2007 One of Australia’s oldest private acad-

emies, the Armidale School, suffered its worst-
ever scandal when Jeremy Roberts, a house
master, cricket coach, and English teacher,
resigned following arrest for production of
Internet child pornography. Police charged
Roberts with two counts of producing child
pornography and 10 counts of disseminating
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forbidden images. Arresting officers seized two
computers, digital cameras, and various data
storage devices after Roberts allegedly sent
child porn to a police officer masquerading as
a pedophile.

Supporters of a tough crackdown on child-porn
purveyors and their customers note that children
injured by the traffic are not only those compelled to
perform for the cameras. Increasingly, it appears that
some predatory pedophiles draw inspiration from
Internet porn, then go on to abuse children them-
selves, either for personal pleasure or as part of some
perverse commercial enterprise. Some cases in point:

June 2001 Rev. William Cabell, a graduate of Yale
Divinity School and Princeton Theological Sem-
inary—serving since 1990 as pastor of Faith
United Church of Christ in State College, Penn-
sylvania—was jailed for crossing state lines to
have sex with a minor. The arrest followed a
protracted Internet chat-room correspondence
with a 14-year-old boy in New Jersey. After
eight months of on-line flirtation, Cabell drove
to meet his adolescent paramour at a restau-
rant in Piscataway, New Jersey, and found him-
self confronted with an undercover FBI agent.
Cabell was released on $100,000 bond pending
trial, confined to house arrest, and barred from
using a computer. Critics of such sting opera-
tions denounce law enforcement for translat-
ing “harmless” fantasies into criminal action,
which might otherwise never occur.

August 2001 Authorities in Nassau County,
New York, arrested three suspects—identified
as James Warren, Beth Loschin, and Michael
Montez—on charges of kidnapping and sexu-
ally abusing a 15-year-old girl from Wrentham,
Massachusetts. The child disappeared from her
home on August 3, allegedly abducted after she
struck up a friendship with defendant Warren
on the Internet. Warren and Loschin then alleg-
edly held the girl for a week as their sex slave,
on Long Island, and “loaned” her to Montez
for two days of abuse. They were jailed after
the child escaped and telephoned police, direct-
ing officers to her kidnappers. Warren faced
one count of kidnapping, 10 counts of sodomy,
six counts of rape and one count of sexual
abuse; Loschin was charged with eight counts
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of sodomy, six counts of rape and one count of
sexual abuse; Montez faced three counts of kid-
napping, plus five counts each of rape, sodomy,
and endangering the welfare of a child. The
two male defendants were held without bond,
while Loschin was unable to raise her $80,000
bail. Queens prosecutor Richard Brown ranked
the crime “among the most despicable cases of
sexual assault on a minor that T have seen in
my ten years as district attorney. In addition to
the utter depravity of this crime and the lasting
damage such an ordeal inflicts on a child, the
fact that the victim and the Nassau defendants
met in an online chat room is terrifying to us
all, especially those of us who are parents.”
Resolution of the case was postponed indefi-
nitely on August 15, 2001, when defendants
Warren and Loschin waived their constitutional
right to a speedy trial.

August 2001 While the Long Island case was still

making national headlines, 43-year-old Darrell
Crawford was arrested in Charlestown, Rhode
Island, charged with transporting a 16-year-old
Rhode Island girl across state lines for purposes
of prostitution. FBI agents who captured Craw-
ford say the case may also involve at least three
other juvenile victims. According to charges filed
against him, Crawford met the victim in July
2001, on a telephone chat-line, and persuaded
her to work for him as a prostitute. Running
away from home, the girl allegedly met Craw-
ford and a still-unidentified female accomplice,
joining them on a trip to Boston, where she
serviced an average of five men per night until
July 15, earning $100 for intercourse and $50
for oral sex, giving all the money to Crawford.
After briefly returning home on July 16, the girl
allegedly returned to Boston with Crawford 10
days later, continuing work for the pimp until
her mother tracked her down and took the girl
to police on August 13, 2001.

July 2003 Judge David Davis upheld the constitu-

tionality of Ohio’s controversial “importuning”
(urgent solicitation) law in the case of Otis Ket-
ron, a Procter & Gamble employee who admit-
ted using his workplace computer to solicit sex
from a sheriff’s deputy posing as an underage
girl. Defense attorney James Perry challenged
the law and his client’s arrest, on grounds that
Ketron neither met nor attempted to have sex
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with a minor victim. “There is no danger to a
child’s physical or psychological well-being,”
Perry told the court, “because there is no child.”
Judge Davis disagreed, ruling that “the impor-
tuning law is designated to protect children on
the Internet.” Stings conducted under the Ohio
statute resulted in 23 arrests between January
2002 and March 2003. Fifteen defendants were
convicted and one suspect killed himself prior
to trial.

November 2004 Wisconsin police jailed 24-year-

old university student Nathan Zillges on charges
of using the Internet to solicit sex from a 14-
year-old girl. In custody, Zillges admitted seek-
ing sexual relations with an underage partner
but denied that he intended to have intercourse
“on the first date.” Police monitored a series
of chat room discussions between Zillges and
his intended partner, making the arrest when
Zillges arrived (condom in hand) for their first
rendezvous at a Milwaukee restaurant.

April 2005 Another child-sex sting operation

ended with the arrest of three Pennsylvania
men on charges of “attempting to contact a
minor unlawfully and criminal use of a com-
munication facility.” Authorities claim that
Omar Bakth, Dale Catley Jr., and Harry Dan-
hart Jr. engaged in Internet chats with a subject
they believed to be a 13-year-old girl. In fact,
the “child” was a female member of the state
attorney general’s Child Sexual Exploitation
Task Force. When the three men gathered to
meet their intended playmate, police made the
arrests.

June 2005 Police in Uniontown, Pennsylvania,

arrested 54-year-old Joseph Nicholson as part
of “an interstate child-luring net,” after Nich-
olson sent sexual e-mail messages to a Florida
police officer posing as a 14-year-old girl. Held
in lieu of $250,000 bail, Nicholson faced extra-
dition to Florida for trial.

May 2006 Carlos Rivera, a 35-year-old pedophile

convicted of sexually assaulting an 11-year-
old boy in 1996, was arrested by Connecticut
authorities for producing child pornography.
At the time of that arrest, Rivera was free on
bond pending trial in a 2005 case, alleging that
he used the Internet to meet two other boys, age
13 and 15, for sexual encounters. Prosecutors
announced their intention to try Rivera under



Connecticut’s “Protect Act,” which mandates
life imprisonment for repeat sexual offenders.
August 2006 Robert Lott, a 54-year-old special
education teacher in Luzerne County, Pennsyl-
vania, was arrested in an Internet child-sex sting
after requesting sex from a police officer posing
as a 12-year-old child. School administrators
suspended Lott with pay, pending disposition

of his case.

January 2007 Australian police jailed two Brisbane
residents, Damian Geyer and his fiancée, Ashlea
Rutherford, on charges of using the Internet to
procure a child for sex and producing “child
exploitation material.” As in so many Ameri-
can cases, the “child” whom they solicited for
sex was, in fact, an undercover policeman. The
arrests came at a restaurant where Geyer had
scheduled a meeting with his intended victim.

February 2007 Police in North Little Rock, Arkan-
sas, arrested Colonel Donald Wodash, deputy
chief of staff for the 153rd Brigade of Arizona’s
National Guard, on charges of soliciting child
sex over the Internet. Once again, the “child”
in question was a police officer posing as a
minor. The trap closed when Wodash drove to
Arkansas from Arizona to keep a date with his
mythical underage paramour. While Wodash
posted bond and returned to Arizona, Major
Paul Aguirre of the Arizona Guard told report-
ers, “Leadership is taking a look at whatever’s
happening, and will take whatever the appro-
priate action is for a situation like this.”

April 2007 Australian police struck again, this
time in East Perth, where the Police Cyber-Pred-
ator Team arrested a 26-year-old suspect for
sending pornographic photos of himself via the
Internet, to a supposed child. The strike force
boasts 30 arrests and 100-plus criminal charges
filed since its creation in April 2006.

How common are such cases? According to a
media report published the same month as the Bos-
ton and Long Island arrests, 19 percent of underage
Internet users surveyed had received unwanted sexual
solicitations within the past year; 5 percent received
solicitations that frightened or upset them; 3 percent
received “aggressive” solicitations involving off-line
contact or attempts to stage a personal meeting; 70
percent of those solicited were using home comput-
ers at the time; and 49 percent of those solicited
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kept the fact a secret. In an era when thousands of
children run away from home every year, and suspect
JOHN ROBINSON, a.k.a. “Slavemaster,” faces trial as
the first Internet serial killer, online predators seem
to qualify as a serious and growing threat.

CHROMATOGRAPHY

The term chromatography covers a wide range of
scientific methods used to separate and analyze com-
plex mixtures. By one means or another, the com-
ponents of a sample are separated and distributed
between two phases, termed mobile and stationary.
Various components of a mixture pass through a
chromatograph at different rates and are thus iden-
tified by their specific, known retention times. Dif-
ferent chromatographic techniques employ a gas or
liquid mobile medium, while the stationary medium
includes substances such as paper, gelatin, or mag-
nesium silicate gel. Analytical chromatography—the
kind employed in forensic science—determines both
the identity and concentration of various molecules
within a sample mixture, while preparative chroma-
tography purifies specific molecules.

Russian botanist Mikhail Tsvet invented the first
chromatograph in 1901, to separate pigments found
in plants. Tsvet published his results two years later,
in the Proceedings of the Warsaw Society of Natural-
ists, but used the term chromatography—from the
Greek chroma (color) and graphikés (drawing or
writing)—for the first time only in 1906. (Curiously,
Tsvet’s surname also means “color” in Russian.)
Chromatography devices and techniques proliferated
during the remainder of the 20th century, until the
following techniques were recognized:

Adsorption chromatography, one of the older
methods, wherein a mobile liquid or gaseous
phase is adsorbed (condensed) upon the surface
of the stationary solid phase. Different solutes
are separated according to the balance of the
mobile and stationary phases.

Affinity chromatography, recognized as the most
selective method presently available, based on
the interaction between specific solute molecules
(primarily biological compounds). The device’s
stationary phase packing material—dubbed
the affinity matrix—is typically composed of
agarose, which includes antibodies to specific
proteins. As the various proteins pass by in the
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mobile phase, they adhere to their specific anti-
bodies and are thus identified.

Column chromatography, using a vertical glass

column filled with stationary material, through
which the mobile phase sample passes from top
to bottom under the influence of gravity. This
is the method employed by Mikhail Tsvet in
his original tests, but W. C. Stills developed a
new method of flash column chromatography
in 1978, which involves application of positive
pressure to the mobile phase solvent from the
top of the column. The “flash” method reduces
time involved in testing to 20 minutes or less,
whereas standard column chromatography may
take much longer.

Countercurrent chromatography (CCC) is a

method employing liquid media for both mobile
and stationary phases. The process occurs in a
column, with three stages generally known as
mixing, settling, and separation. The elimination
of solid supports avoids permanent adsorption
of analytes onto the column, and thus permits
nearly 100 percent of the sample to be retrieved
after testing. The oldest form of countercurrent
chromatography is droplet CCC, which relies
on gravity alone to move the mobile phase and
thus results in relatively slow completion of a
test, as in basic column chromatography. High-
speed CCC, developed by Dr. Yoichiro Ito at
Japan’s National Institutes of Health, uses a
centrifuge to accelerate the process.

Gas chromatography employs a pressurized gas

cylinder and a carrier gas (often helium) to
move the solute past flame ionization detectors
or thermal conductors. Three variants of gas
chromatography include: capillary gas chro-
matography, the most common method, using
slender glass or fused silica capillary tubes lined
with some adsorbent substance; gas adsorption
chromatography, using a packed bed of adsor-
bents such as activated alumina, silica gel, or
zeolite; and gas-liqguid chromatography, using
an inert porous solid (usually diatomaceous
earth) coated with a viscous liquid for the sta-
tionary phase.

Gel permeation chromatography (GPC)—also

known as filtration chromatography, Sepha-
dex gel chromatography, molecular exclusion
chromatography, and size exclusion chroma-
tography—separates molecules on the basis of

their size within a porous medium, where larger
molecules exit the column sooner than smaller
molecules. This technique is used primarily
to determine molecular weight distribution in
polymers.

High performance liquid chromatography (HPLC)

is another form of column chromatography,
often used in both analytical CHEMISTRY and
biochemistry. In this method, analytes are
forced into a column by a liquid at high pres-
sure, thereby reducing the time involved in test-
ing. The method is easy to learn and may also
be used to purify various compounds.

Immobilized metal ion affinity chromatography

(IMAC), used chiefly to purify various pro-
teins, is based on the specific covalent binding
between amino acids and various immobilized
metal ions (commonly including copper, iron,
nickel, and zinc).

Ton exchange chromatography employs a charged

stationary phase within the usual column, used
to separate various charged compounds such as
amino acids, peptides, and proteins. The sta-
tionary phase is typically a resin that carries
charged particles designed to bond with spe-
cific molecules. Positively charged exchangers
attract anions (negatively charged ions), while
negatively charged exchangers attract cations
(positively charged ions).

Paper chromatography, as suggested by its name,

used paper as the stationary phase. A small
spot of solute is applied to a strip of paper near
its base, after which the paper is dipped into a
solvent (typically water or ethanol and placed
inside a sealed container. As the solvent perme-
ates the paper, it slowly distributes the solute,
with different compounds in the mixture travel-
ing various distances.

Partition chromatography employs a thin film

of liquid stationary phase on a solid support,
which interacts with samples in the mobile
phase. Invention of this process earned a Nobel
Prize for Archer Martin and Richard Synge in
1952. Centrifugal partition chromatography
accelerates the process, as with high-speed CCC
above.

Reverse phase liquid chromatography used a

hydrophobic, low polarity stationary base that
is chemically bonded to silica or some other
inert solid. Strong aqueous bases such as alkali



cannot be tested, however, since they destroy
silica, and exposure to aqueous acid must also
be of limited duration.

Thin layer chromatography used a thin layer of
adsorbent (such as alumina, cellulose or silica
gel) on a flat carrier (such as a glass plate or
plastic sheet), but otherwise performs in a man-
ner similar to paper chromatography, albeit
with faster runs and clearer separations. Small
amounts of fluorescent dye may be added to the
adsorbent to permit visualization under ultra-
violet light.

CHURCHILL, Robert (1886—1958)

Born in 1886, British ballistics expert Robert
Churchill acquired his knowledge of FIREARMS as an
apprentice, then a partner, of his uncle, renowned
London gunsmith Edwin John Churchill. His first
experience with a police investigation came at age 17,
when officers found the skeletal remains of 56-year-
old Camille Holland in a drainage ditch near Claver-
ing, Essex. Holland had been dead for four years by
the time police recovered those remains, then filed
murder charges against gigolo and swindler Samuel
Dougal. Churchill examined Holland’s remains, skull
shattered by a gunshot, and also studied ammunition
found at a nearby farm. Experiments conducted with
a sheep’s head convinced Churchill that Holland had
been shot with a revolver, at a range of six to 12
inches. Based on his testimony and recovery of a pis-
tol from Dougal’s effects, jurors convicted Dougal of
murder and he was hanged in July 1903.

Seven years later, Churchill inherited the family
business and continued manufacturing custom fire-
arms, while participating in police investigations. His
most famous case began on September 27, 1927,
when Constable George Gutteridge was murdered in
Essex, shot four times in the head (including bullets
fired through both eyes).

Investigators linked the slaying to a local auto
theft, in which the car was found abandoned in Lon-
don. Blood stained the running board, while inside
the car a spent .45-caliber cartridge case marked
“RVIV” lay on the floorboard. Using a newly pur-
chased comparison microscope, Churchill determined
that the four slugs recovered from Gutteridge had
been fired from a Webley .45-caliber revolver. One
such weapon was found when police arrested sus-
pect Frederick Browne, a London hoodlum, in Janu-
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ary 1928. Churchill quickly matched the cartridge
case and four bullets to Browne’s weapon, where-
upon Browne claimed that he had received the pistol
from a friend, William Kennedy, after Gutteridge
was killed. Kennedy subsequently confessed a role in
the murder, while jurors convicted Browne and both
men were hanged. Churchill remained active in gun
making and ballistics investigations until his death in
1958.

COAKLEY, Marion exonerated by forensic evidence

A native of Beaufort, South Carolina, who later
moved to New York City, Marion Coakley was an
African-American day laborer with a tested IQ of 70.
On the night of October 13, 1983, while Coakley
attended a church prayer meeting, one of his neigh-
bors was raped and robbed in her home. The victim
subsequently accused Coakley and he was arrested,
lab tests allegedly demonstrating that his blood type
matched the rapist’s. At trial, jurors ignored Coak-
ley’s alibi witnesses and convicted him of rape and
robbery, whereupon he received a 15-year prison
term.

Two vyears later, Coakley convinced attorneys
BARRY SCHECK and Peter Neufeld of his innocence,
prompting them to launch a renewed investigation
of the case. Students from the Cardozo criminal law
clinic joined in the project, attempting to arrange for
DNA tests, but the court blocked testing on grounds
that the “DNA fingerprint” results were still (in 1986)
an unproven form of personal identification. Instead,
the defense team retested semen samples from the
crime scene and proved that Coakley’s blood type
did not, after all, match the rapist’s. Coakley was
released from prison, and the rape remains officially
unsolved. Their experience in this case prompted
Scheck and Neufeld to found the CARDOZO INNO-
CENCE PROJECT, which now serves as the last line of
defense for wrongfully convicted prisoners in cases
where scientific evidence is decisive.

COHEN, Earl convicted by DNA evidence
A repeat sex offender in Kentucky, born in 1964,
Earl Cohen logged his first rape conviction in the late
1980s. Blood samples were secured from Cohen for
the state’s DNA database.

That evidence sent him back to prison for another
rape in 2001. Cohen’s second known victim was



COLDEN, Cadwallader

attacked in Louisville, in April 2001. Forensic evi-
dence from the backseat of the victim’s car was
compared against samples on file. Cohen was duly
arrested and convicted by a jury on October 21,
2001.

COLDEN, Cadwallader (1688—1776)

A Scotsman born on February 17, 1688, while his
mother was touring Ireland, Cadwallader Colden
earned his B.A. from the University of Edinburgh at
age 17, then studied medicine in London. Convinced
that his prospects would improve in the American
colonies, he immigrated to Philadelphia in 1708 or
1710 (reports differ), then moved on to New York in
1718 and won appointment as that colony’s surveyor
general in 1720. A year later, he was picked to serve
Governor George Clinton as a councilor. By the time
Clinton left office in 1761, Colden was the colony’s
lieutenant governor, a post that he held until shortly
before his death.

Aside from politics, Colden was widely recog-
nized as one of the best-educated British colonists
in America. From 1710 until his death, Colden cor-
responded with the most learned scientists of the
18th century—including taxonomist Carl Linnaeus,
whom Colden furnished with descriptions of more
than 300 American plant species. While in Philadel-
phia, he performed multiple postmortem examina-
tions, which helped gain approval for the practice of
forensic PATHOLOGY long before autopsies in suspi-
cious deaths were mandated by law. His wide-rang-
ing publications include a History of the Five Indian
Nations depending upon New York (1727), Cause of
Gravitation (1745), Principles of Action in Matter
(1752), and Observations on Exidemical Sore Throat
(1753). At the end of his life, Colden remained a
loyal supporter of the British crown. He retired as
lieutenant governor with the outbreak of the Ameri-
can Revolution and died at his Long Island estate on
September 28, 1776.

COLEMAN, Roger Keith controversial DNA case

On March 10, 1981, 19-year-old Wanda McCoy was
raped and fatally stabbed at her home in Buchanan
County, Virginia. Police found the victim with
wounds in her chest and throat, plus cuts on her
hands, broken fingernails, and a bruise on her arm. A
dark, dusty substance also clung to parts of her body.
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For reasons still unclear, the autopsy report omit-
ted mention of McCoy’s defensive wounds and only
limited forensic tests were run. Police likewise failed
to identify a FINGERPRINT found on McCoy’s screen
door, near pry marks on the door frame. Instead,
based on statements from McCoy’s husband, author-
ities focused on brother-in-law Roger Keith Coleman,
who had previously served two years for attempted
rape. Coleman maintained his innocence in that case
and had presented alibi witnesses at trial, but jurors
convicted him on the victim’s testimony.

Now, with rape and murder charges filed against
him, Coleman once again produced a well-docu-
mented time line for his movements on the night in
question, including affidavits from several alibi wit-
nesses. Ignoring the pry marks and evidence of strug-
gle, detectives theorized that McCoy had admitted
Coleman to her home and died as a result, without
fighting back. Semen from the CRIME SCENE matched
Coleman’s blood type, and a prosecution expert wit-
ness deemed hairs found on McCoy’s body “con-
sistent” with Coleman’s. A jailhouse informant also
claimed that Coleman had confessed the rape-mur-
der to him while awaiting trial (and thereby obtained
early release from custody). Jurors convicted Coleman
of first-degree murder, whereupon he was sentenced
to die. During the appellate process, an alternative
suspect with a history of violent sex crimes privately
admitted murdering McCoy, but prosecutors ignored
his statement and took no biological samples from
him for study. DNA testing—unavailable when Cole-
man was tried—suggested the possibility of an alter-
native suspect, but Coleman’s lawyers miscalculated
the cut-off date for their final appeal and missed
the state’s 30-day deadline for filing. That seeming
injustice prompted a plea for mercy from Pope John
Paul II, which landed Coleman on the cover of Time
magazine. Governor Douglas Wilder agreed to grant
clemency if Coleman passed an 11th-hour polygraph
test, but authorities claimed that he failed, and Cole-
man died in the electric chair on May 20, 1992.

Still, ardent supporters continued to plead his
case. In 2000, his advocates asked for new DNA test-
ing on crime scene evidence, and while permission
for those tests was reluctantly granted, Coleman’s
defenders suffered another setback with reports that
all relevant biological evidence had been routinely
destroyed after the rejection of his last appeal. In
January 2006, investigators learned that such was
not the case, reporting that a now-retired Virginia



State Police investigator had retained critical samples
in his private files. Governor Mark Warner then
ordered new tests to resolve the controversy over
Coleman’s case once and for all. On January 12,
2006, a spokesman for Warner’s office announced
that the new tests had confirmed Coleman’s guilt in
the rape and murder of Wanda McCoy.

COMBINED DNA Index System (CODIS)

CODIS is a national DNA database coordinated by
the FBI LABORATORY which enables federal, state,
and local crime labs to exchange and compare DNA
profiles electronically, thereby linking crimes to each
other and to convicted offenders, or identifying
corpses and missing persons. Launched in 1990 as a
pilot program serving 14 state and local crime labs,
CODIS was formalized under FBI control by the fed-
eral DNA Identification Act of 1994. The bureau’s
National DNA Index System (NDIS) began opera-
tions in October 1998, and survives today as the
highest (federal) level of a three-tiered CODIS hier-
archy (above state and local levels). All DNA profile
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COMPUTING, Forensic

submissions begin at the local level, then proceed
to state or federal levels in their search for “hits.”
CODIS presently operates with two separate indexes,
a Forensic Index (containing DNA profiles from
crime scene evidence) and an Offender Index (con-
taining DNA profiles of convicted felons). Matches
from the Forensic Index link unsolved crimes and
may depict a pattern of serial offenses in progress,
while matches from the Offender Index identify spe-
cific perpetrators. By October 1988, all 50 states
participated in CODIS, together with Puerto Rico,
the FBI and the U.S. Army. At press time for this
volume, CODIS contained 4,760,386 profiles, sub-
divided into 177,870 forensic profiles and 4,582,516
offender profiles.

COMPUTING, Forensic

The field of forensic computing includes any and all
conceivable applications of computer science and tech-
nology to criminal investigation, correctional institu-
tions or any other aspect of jurisprudence (whether
criminal or civil). The most obvious application lies

Rebecca Schuler, left, an applications scientist at Chemlcon Inc.; company president Patrick Treado; and forensic
scientist David Exline, right, look over the computer data of a latent fingerprint from a piece of paper captured on a

digital camera at their Pittsburgh lab. (Keith Srakocic/AP)



CONFIDENCE Games

in the detection and solution of CYBERCRIMES, rang-
ing from petty harassment to CHILD PORNOGRAPHY,
FRAUD, THEFT, MONEY LAUNDERING, WHITE-COLLAR
CRIMES and TERRORISM. Still, those diverse and often
dramatic investigations barely scratch the surface of
forensic computing. Other applications include but
are not limited to GEOGRAPHIC PROFILING of unsolved
crimes; generation of computer models used in AccI-
DENT RECONSTRUCTION and re-creation of crimes;
communication between patrol officers and police
headquarters; daily administration of law enforce-
ment agencies, forensic laboratories and correctional
institutions; tracing and identification of fugitives and
other MISSING PERSONS; code-breaking and decryption;
comparative analysis of evidence collected from crime
scenes; and maintenance of legal records at all levels.
Only modern computer technology permits the opera-
tion of such national (or international) databases
as AUTOMATED FINGERPRINT IDENTIFICATION SYSTEM,
CoMBINED DNA INDEX SYSTEM, Drugfire, INTEGRATED
BALLISTICS IDENTIFICATION SYSTEM, VicAp, VICLAS
and the National Crime Information Center, used by
police and criminalists around the world to coordi-
nate investigations and prosecutions.

CONFIDENCE Games

Confidence games—so called because they require
offenders to gain the confidence or trust of their
intended victims—rank among the oldest and most
common types of FRAUD. No threats or violence are
involved in “cons”; rather, the victims are persuaded
to part voluntarily with cash or other valuables, usu-
ally in pursuit of some fanciful get-rich-quick scheme.
Typical con games include the following;:

Bank cons: Banks may be swindled in various
ways, but the most common involves con artists
who present a large (fraudulent) check to open
a new account, depositing part of the (nonexis-
tent) money while asking for the remainder in
cash. Since many banks now place a hold on
personal checks, allowing them time to clear
before cash is withdrawn, wily operators may
steal or forge commercial checks and thereby
circumvent the security procedure with well-
known corporate names.

Bank examiner cons: Unrelated to the bank cons
described above, this scam involves recruitment
of gullible citizens to participate in alleged police
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audits of a “corrupt” financial institution. The
con artist poses as a law enforcement agent,
asking potential victims to withdraw specified
funds from their bank accounts and bring the
money home, where it will be collected by the
“bank examiners” as “evidence” in exchange
for a worthless deposit slip. Neither the money
nor the “officers” are seen again.

Faith-healing cons: A wide variety of self-styled

healers or ministers dupe sickly and disabled
victims by pretending to heal their infirmities in
return for cash donations or “love offerings.”
Some, like discredited televangelist Robert Til-
ton of Texas, accomplish this feat long distance,
selling prayers or “healing cloths” and similar
objects to members of their TV or radio audi-
ence. Others use accomplices to feign disability,
dropping crutches and leaping from wheelchairs
at the touch of a hand. Variations on the theme
involve “magic” surgery, lifting of curses or
hexes for a price, and so on.

Free inspection cons: This time-honored fraud

involves an offer of free inspection to some
mechanical appliance or vehicle already owned
by the victim. During the inspection, the con
artist “finds” numerous mythical problems in
need of repair, often at staggering cost to the
consumer. A variation on the theme finds swin-
dlers disassembling the appliance—commonly
a furnace or air-conditioner—then refusing to
reassemble it without payment. (In a comical
scene from Mario Puzo’s novel The Godfather,
two con artists play the furnace trick on Don
Vito Corleone, to their ultimate sorrow.)

Obituary cons: Some con artists watch newspaper

death notices and spring into action against the
bereaved, delivering worthless COD packages
allegedly ordered by the deceased or promising
hefty insurance pay-offs in return for one final
premium. Victims unrelated to the lately dead are
also sometimes targeted, as when a wealthy public
figure dies and swindlers send out scores of letters
to prospective “heirs,” promising a share of the
inheritance in return for a nominal “filing fee.”

Pigeon drop con: This street con involves a “lost”

wallet or purse filled with money, “found” on
the street by a con artist in the presence of
a potential victim. As swindler and prey dis-
cuss what should be done with the money, an
accomplice arrives in the guise of an innocent



passerby, suggesting that the victim hold the
money until its true owner is found. If it remains
unclaimed after a period of time, they agree to
split the cash three ways. As a show of “good
faith,” the victim agrees to present an equal
amount of his own money, which the satisfied
con artists bundle up with the “found” cash,
handing it all to their “pigeon.” Later, when the
con men fail to return for their shares, the vic-
tim opens the package to find that a bundle of
worthless paper has replaced the cash.

Ponzi/pyramid schemes: Named for American

swindler Charles Ponzi, who launched the first
known “pyramid” con in December 1919,
this scam solicits investors for some nonexis-
tent project, using money collected from later
investors to pay a high rate of “interest” to
initial investors while con artists pocket the
profits. Early victims near the pyramid’s pin-
nacle see some return on their original invest-
ment (though few ever make a profit), while
later investors are simply cleaned out. In variant
forms of the con involving chain letters, “inves-
tors” may never even meet the swindlers who
pocket their money. In one notorious case, the
Tulsa-based Home Sales Production Company
sold phony shares in nonexistent oil fields to
various wealthy investors, including celebrities
Jack Benny, Candice Bergen, Bob Dylan, Mia
Farrow, Liza Minelli, Walter Matthau, Barbra
Streisand, and Andy Williams (who personally
lost $538,000).

Quick changelshort change scams: These tricks

normally involve a sleight-of-hand “flimflam”
wherein clerks or cashiers in various business
establishments are cheated out of cash. Confus-
ing patter—or a flash of cleavage, if the con art-
ist is female and her victim male—result in the
swindler walking off with a tidy profit, while
the duped employee discovers his loss hours
later, when tallying receipts at day’s end.

Shell games: Documented in America since the

mid-19th century, these games typically involve
a street hustler equipped with a pea or similar
object and three walnut shells or similar hollow
half-spheres. Using a “booster” or “shill” to
make it look simple, the light-fingered opera-
tor convinces passersby to bet on which shell
hides the pea as he rapidly shifts them around.
Again, sleight-of-hand ensures that only selected
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players have a chance to win the game, while
“suckers” lose their money betting against “the
house.”

Three-Card Monte: A variation of the shell game
using playing cards, Three-Card Monte invites
players to locate a particular card as three are
whisked around the table at lightning speeds.
Again, a “winning” shill is often used to lure a
victim audience into the con man’s web.

CONTROLLED Substances

The Controlled Substances Act (CSA)—otherwise
known as Title IT of the Comprehensive Drug Abuse
Prevention and Control Act of 1970, is the founda-
tion of the U.S. government’s “war” against abuse
of drugs and other substances. The law places all
substances that are regulated under existing federal
law into one of five schedules, based upon the sub-
stance’s medicinal value, harmfulness, and potential
for abuse or addiction. Schedule I is reserved for the
most dangerous drugs that have no recognized medi-
cal use. Schedule II includes drugs defined as having
some (often marginal) recognized medical use, but
with a high potential for abuse and high incidence
of physical or psychological dependence. They are
legally available only by prescription, with distri-
bution closely monitored by the Drug Enforcement
Administration. Schedule 111 includes drugs with rec-
ognized medical uses and less potential for abuse
than those in Schedules I or II, with moderate to low
incidence of physical or psychological dependence.
Again, prescriptions are required for legal sales, but
DEA control of wholesale distribution is somewhat
less stringent than for Schedule II drugs. Schedule IV
continues the procedure by listing prescription drugs
with even less potential for abuse and lower levels
of dependency than those in Schedules I through III.
Finally, Schedule V includes drugs with recognized
medical uses and minor incidence of physical or psy-
chological dependence, sometimes available without
prescription. Specific drugs listed in the CSA and
policed by the DEA include the following:

ScHEDULE |

acetorphine
acetyldihydrocodeine
acetylmethadol
allylprodine
alphacetylmathadol
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alphameprodine n-ethyl-3-piperidyl benzilate
alphamethadol n-methyl-3-piperidyl benzilate
benzethidine nicocodeine

benzylmorphine nicomorphine
betacetylmethadol noracymethadol
betameprodine norlevorphanol

betamethadol normethadone

betaprodine normorphine

bufotenine norpipanone

clonitazene peyote

codeine methylbromide phenadoxone
codeine-n-oxide phenampromide
cyprenorphine phenomorphan
desomorphine phenoperidine
dextromoramide pholcodine

dextrorphan piritramide

diampromide proheptazine
diethylthiambutene properidine

diethyltryptamine psilocybin

dihydromorphine psilocyn

dimenoxadol racemoramide

dimepheptanol tetrahydrocannabinols
dimethylthiambutene thebacon

dimethyltryptamine 3,4-methylenedioxy amphetamine
dioxaphetyl butyrate 3,4,5-trimethoxy amphetamine
dipipanone trimeperidine

ethylmethylthiambutene
etonitazene

etorphine ScHEeDULE |l
etoxeridine adderall
5-methoxy-3,4-methylenedioxy amphetamine adolphine
4-methyl-2,5-dimethoxyamphetamine alphaprodine
furethidine amphetamine
heroin anileridine
hydromorphinol bezitramide
hydroxypethidine cocaine

ibogaine dextroamphetamine
ketobemidone dihydrocodeine
levomoramide diphenoxylate
levophenacylmorphan glutethimide
lysergic acid diethylamide fentanyl
marijuana isomethadone
mescaline levomethorphan
methyldesorphine levorphanol
methylhydromorphine metazocine
morpheridine methadone
morphine methylbromide methadone-intermediate
morphine methylsulfonate methamphetamine
morphine-n-oxide methylphenidate

myrophine
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opium

oxycodone

pethidine
pethidine-intermediate-A
pethidine-intermediate-B
pethidine-intermediate-C
phenazocine
phencyclidine
racemethorphan
racemorphan

thebaine

tuinal

ScHEDULE Il

amphetamine

barbituric acid or derivatives

chorhexadol
codeine
glutethimide
hydrocodone
ketamine

lysergic acid
lysergic acid amide
marinol
methylphenidate
methyprylon
nalorphine
phencyclidine
phenmetrazine
sulfondiethylmethane
sulfonethylmethane
sulfonmethane
tiletamine

SCHEDULE IV

armodafinil
barbital
bromazepam
chloral betaine
chloral hydrate
diazepam
diethylpropion
eszopiclone
ethchlorvynol
ethinamate
methohexital
meprobamate
methylphenobarbital
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modafinil
paraldehyde
petrichloral
phenobarbital
phentermine
sibutramine
temazepam
zolpidem
zopiclone

SCHEDULE VY

Any compound, mixture, or preparation containing
any of the following limited quantities of narcotic
drugs, which shall include one or more nonnarcotic
active medicinal ingredients in sufficient proportion
to confer upon the compound, mixture, or prepara-
tion valuable medicinal qualities other than those
possessed by the narcotic drug alone:

I. Not more than 200 milligrams of codeine per
100 milliliters or per 100 grams;

2. Not more than 100 milligrams of dihydrocodeine
per 100 milliliters or per 100 grams;

3. Not more than 100 milligrams of ethylmorphine
per 100 milliliters or per 100 grams;

4. Not more than 2.5 milligrams of diphenoxylate
and not less than 25 micrograms of atropine sul-
fate per dosage unit;

5. Not more than 100 milligrams of opium per 100
milliliters or per 100 grams.

In addition to the CSA’s five schedules for drugs,
federal law also regulates various chemicals, iden-
tified as List I and List II, commonly used in the
manufacture of controlled substances. As defined in
federal law, they include:

List |

anthranilic acid
benzaldehyde
benzyl cyanide
ephedrine
ergonovine
ergotamine
ethylamine
hydriotic acid
insosafrole
methylamine
n-acetylanthranilic acid
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nitroethane
n-methylepherdrine
n-methylpseudoephedrine
norpseudoephedrine
phenylacetic acid
phenylpropanolamine
piperidine

piperonal

propionic anhydride
pseudoephedrine

safrole
3,4-methylenedioxyphenyl-2-propanone

List Il

acetic anhydride

acetone

benzyl chloride

ethyl ether

potassium permanganate
toluene

2-butanone

In 1991, Congress added anabolic steroids to the
list of controlled substances, defined as “any drug or
hormonal substance, chemically and pharmacologi-
cally related to testosterone (other than estrogens,
progestins, and corticosteroids) that promotes muscle
growth.” Steroids listed in the statute include bolde-
none, chlorotestosterone, clostebol, dehydrochlorme-
thyltestosterone, dihydrotestosterone, drostanolone,
ethylestrenol, fluoxymesterone, formebulone, mester-
olone, methandienone, methandranone, methandriol,
methandrostenolone, methenolone, methyltestos-
terone, mibolerone, nandrolone, norethandrolone,
oxandrolone, oxymesterone, oxymetholone, stano-
lone, stanozolol, testolactone, testosterone, and “any
salt, ester, or isomer of a drug or substance described
or listed in this paragraph, if that salt, ester, or iso-
mer promotes muscle growth.”

While federal law recognizes only five schedules
of controlled substances, some states add their own
Schedule VI to the list, including various common
chemicals that are not generally considered drugs but
which are frequently abused for “recreational” pur-
poses. Those most commonly banned or regulated
under state law include alkyl nitrites, amyl nitrite,
butyl nitrite, cyclohexyl nitrite, ethyl nitrite, isobu-
tyl nitrite, isoppropyl nitrite, methyl nitrite, nitrous
oxide (“laughing gas”), and toluene.
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The CSA applies strict federal penalties to illegal
distribution, importation, manufacture, possession,
and use of controlled substances. Those penalties
include the following prison terms and fines:

I.  Five to 40 years in prison, with fines of $2 mil-
lion to $5 million, for importation, manufac-
ture or sale of 100 grams or more of heroin;
500 grams or more of coca leaves, cocaine or
ecgonine; five grams or more of cocaine base;
10 grams of phencyclidine; one gram or more
of LSD; 40 grams or more of N-phenyl-N-[1-
(2-phenylethyl)-4-piperidinyl] propanamide; 100
kilos or more of marijuana; or 10 grams or more
of methamphetamine. If death results from the
drug dealing, prison terms increase to 20 years
to life. Second offenses in the amounts listed here
mandate prison terms of 10 years to life (with
eight years’ supervised parole), plus fines of $4
million to $10 million.

2. 10 years to life, with fines of $4 million to $10
million for importation, manufacture, or sale of
one kilogram of heroin; five kilos of coca leaves,
cocaine or ecgonine; S0 grams or more of cocaine
base; 100 grams or more of phencyclidine; 10
grams or more of LSD; 400 grams of more of
N-phenyl-N-[1-(2-phenylethyl)-4-piperidinyl]
propanamide; 1,000 kilos or more of marijuana;
or 100 grams or more of methamphetamine.
If death results from the drug-dealing activity,
prison terms increase to 20 years to life, while
the fines also double.

3. Five years maximum, with fines of $250,000 to
$1 million, for illegally importing, manufactur-
ing, or selling less than 50 kilos of marijuana
(except in cases of 50 or more marijuana plants,
regardless of weight), 10 kilos of hashish, one
kilo of hashish oil, or any controlled substance
from Schedule III. A second offense doubles the
maximum term to 10 years, while also doubling
the minimum and maximum fines. Two years’
supervised parole is required for a first offense,
four years for a second offense.

4. Three years maximum, plus fines of $250,000 to
$1 million, for illegally importing, manufacturing
or selling any controlled substance from Sched-
ule IV. A second offense doubles the maximum
prison term and the fines. One year of supervised
parole is required for a first offense, two years
for a second.



5. One year maximum, with fines of $100,000 to
$250,000, for any violations of CSA Schedule V,
with penalties doubled for a second offense.

6. Prison terms as specified above by schedule, plus
fines of $500,000 to $1 million, for cultivating
controlled substances on federal property.

7. Ten years maximum and a $10,000 fine for plac-
ing booby traps on federal land where controlled
substances are cultivated. A second offense dou-
bles both penalties.

8. Ten years maximum for possessing or distribut-
ing listed chemicals with intent to manufacture
controlled substances, and/or participating in
evasion of mandatory record-keeping for such
chemicals.

Lesser penalties, including civil fines and loss of
professional licenses apply to individuals convicted of
tampering with or defacing seals on controlled sub-
stances and similar relatively minor offenses detailed
under the CSA.

COOLEY Innocence Project

On January 1, 2002, Michigan enacted a statute pro-
viding postconviction remedies for wrongfully con-
victed persons whose innocence can be established by
DNA testing of evidence collected from crime scenes.
Five months later, the Thomas M. Cooley Law School
in Lansing, Michigan, launched the Cooley Inno-
cence Project, to investigate cases falling within the
statutory guidelines. Each term, the project accepts
between six and 10 “especially qualified” students
to collaborate with faculty members in case evalua-
tions, singling out those cases where DNA evidence
seems to offer proof of actual innocence (as opposed
to reasonable doubt). Statewide, a network of 160
criminal defense attorneys work with members of
the Cooley Innocence Project to appeal selected cases
on a pro bono basis. At press time for this work,
the project had reviewed more than 2,500 cases and
secured the release of wrongfully convicted inmate
KENNETH WYNIEMKO in June 2003.

COTTON, Ronald exonerated by DNA evidence

In July 1984, two female residents of Burlington,
North Carolina, were attacked in separate incidents
by a serial rapist who invaded their apartments, cut
telephone lines, and afterward looted their homes

COUNCIL on Forensic Science Education

of cash and other valuables. Suspect Ronald Cotton
was arrested on August 1, 1984, after one victim
identified his photograph, then picked him from a
police lineup. Charged with one of the rapes, Cotton
was tried in January 1985. Prosecutors noted that a
flashlight found in his home “resembled” one carried
by the rapist, and that rubber from his tennis shoes
was “consistent” with evidence found at the crime
scene. Jurors convicted him on one count each of
rape and burglary.

North Carolina’s Supreme Court overturned that
conviction on appeal, because the trial judge had
excluded testimony that the rapist’s second vic-
tim had selected a different suspect from a police
lineup. Prior to Cotton’s second trial, the alternative
suspect—already imprisoned for similar crimes—
admitted to a cellmate that he was guilty of the
Burlington attacks. Cotton’s new trial judge refused
to admit the convict’s statement into evidence, and
Cotton was convicted again—of both rapes, this
time—in November 1987. Cotton received a sen-
tence of life for the rapes, plus 54 years on two
counts of burglary. The verdict was affirmed on
appeal in 1988.

New lawyers took over Cotton’s case six years
later, filing a motion for DNA testing that was granted
in October 1994. Semen samples from one victim
had deteriorated beyond the point of testing, but
samples from the second excluded Ronald Cotton as
a suspect in May 1995, while matching samples from
the imprisoned alternative suspect found in the State
Bureau of Investigation’s DNA database. Cotton was
released from prison on June 30, 1995, and par-
doned by the governor in July. The pardon made him
eligible for $5,000 in state compensation, based on a
1948 statute granting $500 for each year of wrong-
ful incarceration up to a maximum of 10 years. His
attorneys thus far have been unsuccessful in their
efforts to secure passage of new legislation granting
increased compensation.

COUNCIL on Forensic Science Education

Active since the late 1970s, the CFSE was founded
by professors teaching forensic science courses at
various public and private colleges and universities.
Its stated goals were as follows:

I. Toencouragetheexchangeofideasandinformation
regarding academic programs in the laboratory-
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based forensic sciences and the discussion of
problems of common interest.

2. To work collectively toward the coordination
and upgrading of academic forensic science pro-
grams.

3. To promote constructive integration of formal
academic training with postgraduate preparation
for professional practice.

4. To foster friendship, cooperation, and synergism
among academic forensic scientists, practicing
professionals, and laboratory management.

5. To encourage research and the advancement of
knowledge benefiting forensic science.

6. To pursue other objectives appropriate to the
advancement of forensic science education.

With those goals in mind, the CFSE has labored
to establish academic standards for education in
forensic science, forced to cope at times with insti-
tutions where courses have been launched with-
out adequate funding, lab space, or fully qualified

instructors. The popularity of various CSI-type
television programs ensures that demand for such
courses surpasses the supply of adequate facilities
and personnel.

COUNTERFEITING
Counterfeiting is a type of FORGERY involving dupli-
cation or simulation of valuable items, with intent to
sell or pass them off as genuine. Paper currency is a
frequent object of counterfeiters, but others include
coins, credit and debit cards, negotiable instruments
(stocks, bonds, money orders, etc.), legal documents
(passports, driver’s licenses, visas, etc.), collectible
items, and manufacturer’s labels on an infinite vari-
ety of marketable goods. In the latter case, items
stolen or cheaply manufactured and sold with coun-
terfeit labels are often described as bootleg merchan-
dise.

The U.S. Secret Service has pursued counterfeiters
of American currency since the 1860s, when Con-
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Counterfeit dollars seized by the police in Medellin, 185 miles northwest of Bogotd, Colombia, in April 2005. Police
arrested 27 people and seized $1.3 million in counterfeit bills. (Luis Benavides/AP)



federate partisans used “funny money” in efforts
to destabilize the Union economy. Since then, the
government has spared no effort or expense to defeat
counterfeiters. All U.S. currency is printed on spe-
cial paper (a 100-percent cotton rag formula with
a uniquely textured surface), using particular ink—
both closely guarded so that private acquisition of
either is deemed “nearly impossible.” Nonetheless,
counterfeiters hold their own with a variety of tricks,
including use of bleach to remove the markings from
one-dollar bills, thus freeing the unique paper for
use in printing more valuable 20-dollar notes (the
most commonly forged currency on earth). Where
hand-engraved plates were once required to duplicate
currency, high-tech photocopiers and laser printers
now enable relative novices to duplicate bills. Each
new change made by the government to currency is
quickly matched by clever criminals with new equip-
ment at their fingertips, while overworked cashiers
and some vending machines fail to recognize the false
notes.

Counterfeit credit cards also reap millions of dol-
lars per year for those who manufacture and use
them. Criminals start with blank cards—generically
dubbed “white plastic,” although they may be any
color—and use a variety of expensive machines to
emboss the cards, apply magnetic stripes and labels,
produce signature panels with adequate texture, and
so on. Warning signs of a forged credit card include
jagged edges to letters and numbers when viewed
through a magnifying glass, air bubbles visible in a
card’s plastic coating, lack of plastic coating which
allows a user to feel the card’s paint with his/her fin-
gertips, a PIN code that appears too smooth or even,
and signature panels that flake or peel away when
scratched.

Counterfeit manufacturer’s labels are used pri-
marily for two reasons: first, to permit sale of stolen
or shoddy, cheaply manufactured products at the
full price of original high-ticket items; and second,
to avoid paying state or federal taxes on certain reg-
ulated items such as alcoholic beverages and tobacco
products. No final estimate is available for the rev-
enue lost through sale of bootleg clothing, computer
software, music, movies, and similar items. The
same technique is used in drug dumping, a process
wherein diluted, outdated, or outlawed prescription
medications are exported for sale in foreign markets
without warning to physicians or patients.
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CRIME Scene Investigation

Every criminal investigation begins with a report of
some unlawful activity, usually telephoned to some
law enforcement agency by a civilian witness or com-
plainant. If the crime is still in progress, officers may
be lucky enough to catch the offenders red-handed
with irrefutable evidence of guilt. Otherwise, some
measure of investigation is required, its nature and
extent depending on the severity of the offense (and,
realistically, the status of the victim). In broad terms,
the investigation of a crime proceeds through the fol-
lowing stages:

I.  Dispatch operators for a given law enforcement
agency receive the initial report or complaint of
a crime and pass details on to the department’s
patrol division (except in the case of federal agen-
cies, where no such division exists).

2. Patrol officers visit the alleged crime scene, deter-
mine the nature of the offense (if any), and report
their findings to Dispatch. If further investiga-
tion is required, the patrol officers request that
detectives be sent to the scene. While waiting,
patrol officers control the scene, containing any
relevant witnesses and securing physical evidence
against removal or tampering. If injured persons
are present, the patrol officers may request an
ambulance.

3. Detectives next visit the scene and decide what
kind of support is required, be it forensic exam-
iners, a MEDICAL EXAMINER, or special units such
as bomb disposal teams, experts in handling haz-
ardous materials, or tracking dogs to locate sus-
pects. While criminalists and others go to work
at the scene, detectives question all known wit-
nesses and canvass the vicinity for any others yet
unrecognized.

Criminalists and other forensic experts respond

to the scene when summoned by detectives,

sketching, photographing and/or videotaping
evidence in situ before it is collected for fur-
ther examination in a laboratory setting. Any
and all objects related to the crime should be
collected and preserved. Specialists also assist
in discovery of evidence detectives may have
missed, as when methane probes are employed
to reveal clandestine graves. Unlike some Hol-
lywood portrayals, care must be taken with all
evidentiary items to prevent contamination and



CRIMINALISTICS Certification Study Committee

Crime scene investigators examine a shooting scene at Western High School in Las Vegas in January 2007. (isaac
Brekken/AP)

preserve the legal chain of custody. PRESUMP- comparison of FINGERPRINTS, ballistics evidence
TIVE TESTS may be performed at the crime scene, and DNA to known samples without surrender-
but more conclusive specific tests will generally ing custody of the items themselves.

await transportation of evidence to the near-
est crime lab. When all tests are completed,
evidence is delivered to the law enforcement  CRIMINALISTICS Certification Study Committee

agency’s property department for storage pend-  Organized with a grant from the National Institute of
ing presentation at trial. Justice in 1975, the CCSC labored through 1979 to
5. Where local detectives or criminalists lack facili-  develop a certification program in the field of foren-
ties to perform certain tests, evidentiary samples  sic science. A survey conducted in 1980 revealed that
may be passed on to outside experts for testing.  only 38 percent of active criminalists in the United

Various computer databases such as AUTOMATED  States endorsed the program’s outline as presented,
FINGERPRINT IDENTIFICATION SYSTEM, COMBINED  while 69 percent indicated interest in applying for
DNA INDEX SYSTEM, Drugfire, and INTEGRATED  certification if it was offered. The CCSC thus failed
BALLISTICS IDENTIFICATION SYSTEM often permit  to achieve its objective, but it laid groundwork for
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the later, more successful AMERICAN BOARD OF CRIMI-
NALISTICS.

CRINER, Roy Wayne exonerated by DNA evidence

On September 27, 1986, 16-year-old Deanna Ogg
was raped, then beaten and stabbed to death in
Montgomery County, Texas. Police initially described
the missing murder weapon as a tire tool, but the
implement was never found. An informer’s statement
led detectives to Roy Criner, a 21-year-old logger
from New Caney. Murder charges were filed, then
dismissed in the absence of a weapon, leaving Criner
to face a lesser charge of aggravated sexual assault.

At trial in 1990, three witnesses claimed Criner
had boasted of raping a hitchhiker whom he threat-
ened with a screwdriver. Police now changed their
description of the murder weapon, deeming Ogg’s
wounds “consistent with” a screwdriver—but no
blood was found on a screwdriver confiscated from
Criner’s pickup truck in 1986. Tire tracks from the
crime scene failed to match Criner’s vehicle, and a
pubic hair found on Ogg’s body matched neither
the victim nor Criner. Still, jurors were convinced by
testimony that Criner’s blood type matched semen
samples lifted from Ogg’s corpse. Upon conviction,
Criner received a 99-year prison sentence.

DNA testing, performed by a private laboratory
in 1997, determined that Criner was not the source
of semen found on Ogg’s body in 1986. Montgom-
ery County prosecutors requested a second test by
the Texas Department of Public Safety’s crime lab
and obtained the same result. District Judge Michael
Mayes sent Criner’s case to the Texas Court of Crim-
inal Appeals with recommendations for a new trial,
but appellate judge Sharon Keller rejected the motion
in May 1998, ruling that “overwhelming direct evi-
dence” proved Criner’s guilt. Keller cited no such
evidence to support her judgment, but suggested that
the semen evidence was meaningless, since Criner
might have worn a condom and Ogg was “known to
be promiscuous,” presumably engaging in sex with
several partners each day.

That strange decision touched off a firestorm of
media criticism, spearheaded by the Houston Press.
Another DNA test was performed in 2001, on saliva
recovered from a cigarette butt at the crime scene.
(Criner was a nonsmoker.) DNA from the saliva
matched the semen found on Ogg’s corpse, thereby
eliminating any theory of consensual sex at some
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CROTZER, Alan J.

Roy Criner, left, embraces his father after his release
from the Montgomery County jail in Conroe, Texas. After
he had spent a decade behind bars, his conviction was
overturned as a result of DNA evidence. He was released
in advance of an expected pardon by then-governor

Rick Perry. (AP)

earlier time. Montgomery County District Attorney
Mike McDougal recommended clemency to the Texas
Board of Pardons and Paroles on July 28, 2001. The
18-member board voted unanimously to approve
the petition, and Governor Rick Perry announced
his intent to pardon Criner on August 14, 2001. As
for Ogg’s murderer, her brother James suggested to
reporters, “They ought to pull in everybody [who
knew Deanna] and say, ‘DNA test on everyone.’
They will find the person.” To date, no such effort
has been undertaken in Montgomery County and the
case remains unsolved.

CROTZER, Alan J. exonerated by DNA

On the night of July 8, 1981, three black men armed
with shotguns trailed two families home from a
steakhouse in Tampa, Florida, robbing the victims of
cash and other valuables, then kidnapping one of the
women and her 12-year-old daughter, both of whom
were subsequently raped in the getaway car. Police
traced the car to brothers Corlenzo and Douglas



CRUZ, Rolando

James, but their accomplice, the alleged ringleader,
remained at large. Officers prepared a photo lineup
of potential suspects, including a mug shot of 21-
year-old Alan Crotzer, whose police record included
one prior conviction of ROBBERY. Witnesses described
the gang’s leader as six feet tall and weighing 130
pounds, while Crotzer was five inches shorter and
five pounds heavier. Four of the five victims initially
rejected Crotzer’s mug shot, but the fifth selected
him after a deputy sheriff falsely informed her that
Crotzer was linked to the getaway car. The other
four victims then changed their statements to con-
firm Crotzer’s identity as the third bandit-rapist.

At trial in 1982, Crotzer denied any role in the
crime and presented four alibi witnesses to establish
his movements on the night in question. Nonetheless,
an all-white jury convicted him after less than an hour
of deliberation, and Crotzer received a 130-year prison
term for sexual assault (two counts), armed robbery,
BURGLARY, aggravated assault, and false imprisonment.
The James brothers also received long sentences with-
out naming their accomplice in the crime. Crotzer’s
various appeals were rejected until members of the
CARDOZO INNOCENCE PROJECT accepted his case for
review in 2002 and filed petitions for DNA testing
of semen collected from the victims in 1981 (before
such tests were possible). After various legal delays,
those tests were finally performed in 2005 and the
results, published in January 2006, excluded Crotzer
as a participant in the gang rape. Upon hearing that
news, Douglas James also belatedly cleared Crotzer,
naming his accomplice from 1981 as a longtime fam-
ily friend. Crotzer was released on January 23, 2006,
after spending a quarter-century in prison for crimes
that he did not commit.

CRUZ, Rolando exonerated by DNA evidence

Sometime after 1:00 p.M. on February 25, 1983, 10-
year-old Jeanine Nicario was kidnapped from her
home in Naperville, Illinois. Authorities found her
two days later, raped and bludgeoned to death in a
wooded area of DuPage County, four miles from her
home. On May 8, 1983, 19-year-old Rolando Cruz
approached homicide detectives to report alleged
“dream visions” of the murder, thereby presenting
himself as a suspect. Cruz later claimed his state-
ments—which incriminated two acquaintances—
were motivated by a $10,000 reward offered for
information on the case. The plan backfired on
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March 8, 1984, when he was arrested along with 21-
year-old Stephen Buckley and 20-year-old Alejandro
Hernandez. Held in lieu of $3 million bond, each of
the trio faced 12 charges, including multiple counts
of murder, rape, deviate sexual assault, aggravated
liberties with a child, aggravated KIDNAPPING, home
invasion, and residential BURGLARY.

Detective John Sam resigned from the DuPage
County Sheriff’s Department in December 1984,
voicing doubts about the three defendants’ guilt, but
his superiors remained confident. Prosecutors ille-
gally withheld Cruz’s “dream vision” statement from
defense attorneys, but introduced it as evidence at
trial, in January 198S5. Several witnesses were called
to testify that Cruz and Hernandez had admitted
intimate knowledge of the crime, while defense attor-
neys failed to pursue their alibis. Jurors convicted
Cruz and Hernandez on February 22, 1985, but
failed to reach a verdict on Buckley. On March 15,
1985, Judge Edward Koval sentenced Cruz and Her-
nandez to die.

Authorities were surprised on November 8, 1985,
when confessed serial killer Brian Dugan, already
charged in two other Illinois murders, admitted kill-
ing Jeanine Nicario himself, without accomplices.
Eleven days later, Dugan received two consecutive
life sentences for the slayings of a seven-year-old
girl and a 27-year-old nurse. On March 28, 1986,
the Chicago Lawyer published an article claiming
that DuPage County authorities believed Dugan
guilty of Nicario’s murder, but the state attorney’s
office denied the report, calling Dugan’s confession
a hoax. Judge Robert Nolan, presiding over Stephen
Buckley’s retrial, officially ruled Dugan’s story ficti-
tious and inadmissible on September 5, 1986—but
prosecutors dismissed all charges against Buckley six
months later, releasing him on March §, 1987.

On January 19, 1988, the Illinois Supreme Court
overturned the convictions of Cruz and Hernan-
dez, ordering new and separate trials for the pair.
On September 2, 1989, over prosecution objections,
Judge Edward Koval ruled the Dugan confessions
admissible at retrials of Cruz and Hernandez, but
it made no difference. Cruz was convicted a second
time, on February 1, 1990, and again sentenced to
death. Jurors failed to reach a verdict on Hernandez
in May 1990, but his third trial resulted in convic-
tion on May 11, 1991. Instead of death, this time
Judge John Nelligan sentenced Hernandez to 80
years for murder, 20 years for kidnapping and 12



years for residential burglary, making the terms con-
current.

The Illinois Supreme Court upheld Cruz’s second
conviction on December 4, 1992, then reversed itself
and ordered a new trial on July 14, 1994, finding
that the second trial court made errors in the admis-
sion and exclusion of evidence. An appellate court
granted Hernandez a new trial on January 30, 19935,
citing jury misconduct and Judge Nelligan’s failure
to disclose the problem. New evidence was revealed
on September 24, 1995, when results from a DNA test
excluded Rolando Cruz as Jeanine Nicario’s rapist.
The same test found that Brian Dugan “shared DNA
traits” with semen samples from the prosecution’s
rape kit. Cruz was acquitted on November 3, 1995,
after police lieutenant James Montesano recanted his
prior testimony and admitted lying under oath about
Cruz’s “dream vision” statement. Charges against
Hernandez were dropped on November 17, 19935,
while a special prosecutor was appointed to investi-
gate official misconduct in the case.

DuPage County Sheriff Richard Doria announced
in June 1996 that an internal investigation revealed
no evidence of perjury by any of his officers, Lt.
Montesano’s sworn admission notwithstanding. A
grand jury was convened to study the case, and
in December 1996 it returned a 47-count indict-
ment against Montesano and three other detectives,
along with three former prosecutors. The so-called
“DuPage Seven” were acquitted on all counts in
1999, prompting critics to describe the verdict as a
“whitewash.” The Nicario murder remains officially
unsolved today.

CULLIFORD, Brian (1929— )

Born in 1929, forensic serologist Brian Culliford
was employed at London’s Metropolitan Police
Laboratory in 1967, when he developed a procedure
for detecting enzyme phosphoglucomutase (PGM)
in dried bloodstains. PGM is a hereditary poly-
morphic enzyme—i.e., found in multiple, distinct
forms. Culliford published his findings in 1971,
as The Examination and Typing of Bloodstains in
the Crime Laboratory. Until the development of
DNA profiling in the 1980s, Culliford’s system of
PGM analysis remained the primary forensic tool for
classifying blood and determining possible sources
for stains found at crime scenes (see BLOODSTAIN
EVIDENCE).

69

CYBERCRIME

CURPHEY, Theodore (1897—1986)

Born on October 25, 1897, New York native Theo-
dore Curphey obtained his M.D. before joining the
coroner’s office in Nassau County, Long Island. He
served as Nassau County’s chief forensic pathologist
from 1938 to 1957, when he moved to California as
the first MEDICAL EXAMINER for Los Angeles County.
A year later, frustrated by inconclusive findings in
numerous drug-related deaths, Curphey pioneered
the technique of “psychological autopsy” to deter-
mine whether certain overdose cases were accidents
or deliberate suicides. One such case—Curphey’s
most famous—was the death of actress Marilyn
Monroe on August 4, 1962. Suspicion still sur-
rounds that case, with published allegations of mur-
der involving mobsters, CIA agents, and prominent
politicians, but Dr. Curphey concluded his 11-day
investigation with a verdict of suicide. Critics of that
finding note that no formal inquest was held, that
various key witnesses were largely ignored, and that
those interviewed by Curphey’s panel did not testify
under oath. Curphey retired on his 70th birthday
and died on November 27, 1986.

CYBERCRIME computer-related crime and punishment
Rapid advances in computers since the 1980s, cou-
pled with the advent of the Internet, have created new
frontiers for lawbreakers and law enforcement alike.
Computer-related or -assisted crimes vary widely,
from personal intimidation and petty vandalism to
multimillion-dollar thefts affecting giant corpora-
tions and espionage on a global scale. Even murder,
the ultimate crime, may be facilitated by the World
Wide Web—as demonstrated in 2001 by the case of
JoHN EDWARD ROBINSON, a.k.a. “Slavemaster,” billed
in media reports as the first Internet serial killer.
Computer crime is not a new phenomenon, by any
means. The first record of a computer-related crime
dates from 1958, and 374 cases of “computer abuse”
were logged by 1976 (including four instances of
frustrated owners shooting their own computers, two
“fatally”). The first federal prosecution of a com-
puter crime occurred in 1966. Today, law enforce-
ment agencies and civilian watchdog groups in the
United States alone receive yearly complaints num-
bering in the tens of thousands. Cybercrimes evolve
as rapidly as new technology, spurred on by the dark
side of the human imagination, but a representative
sampling would include the following offenses:
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Hacking Whether performed by bored, precocious

teenage “nerds” or sophisticated gangs akin
to organized crime, the illicit penetration of
corporate or government computer systems by
unauthorized outsiders today is viewed as a
significant threat to national and global com-
munications infrastructures. “Idealistic” hack-
ers deny any interest in monetary gain and
insist their penetrations are designed to preserve
“freedom of information,” but purely merce-
nary hackers—sometimes dubbed crackers to
emphasize their criminal motives—dedicate
themselves to large-scale theft of cash, confi-
dential information, and the like. Another prob-
lem area, described by computer aficionados as
“darkside hacking,” involves deliberate cyber-
vandalism by such perpetrators as the “Legion
of Doom” and its rivals from the “Masters of
Deception.”

Theft of cash In 1994 a Russian hacker named

VLADIMIR LEVIN stole more than $10 million from
Citibank Corporation without ever setting foot in
the United States. Internet transfers of cash and
securities between banks and other financial insti-
tutions are routine today, subject to interference
and diversion by cyberbandits who invade corpo-
rate systems, steal passwords and bank account
numbers, and divert huge sums to accounts under
their own control. Techniques such as “lapping”
(employee diversion of incoming cash to a bogus
account) and “kiting” (use of normal delays in
processing financial transactions to create the
appearance of assets where none exist) victimize
financial institutions from within. Another form
of internal theft, nicknamed “salami slicing,”
occurs when employees shave small sums from
numerous sources (as in the case of a computer
operator for a New York garment-making firm,
who stole two cents from the federal income tax
withheld on each coworker’s weekly paycheck).
Automatic teller machines (ATMs), meanwhile,
lose an estimated $200 million per year to var-
ious frauds. At the same time, Internet credit
card fraud, involving theft or counterfeiting of
credit and debit card numbers by the hundreds of
thousands, levies a staggering toll against various
financial institutions. The problem’s gravity may
be judged by Visa Corporation’s report for 1997,
listing losses of $490 million as an improvement
over previous years.
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An investigator for the Florida Attorney General's Child
Predator Cybercrime Unit logs on to his computer and
poses as a teenage girl in a chat room. (Oscar Sosa/AP)

“Phreaking” Akin to hackers, both in spirit and

technique, “phreakers” are those who employ
various devices (such as the classic “BLUE BOX”)
to cheat telephone companies on long-distance
calls. Once again, some “purists” profess to
regard their efforts as a blow for freedom of
communication, while others unapologetically
turn a profit on sale of charge-evasion devices
and stolen calling numbers. Precise figures
for losses from telephone fraud are unavail-
able, but industry spokespersons suggest that
long-distance fraud costs the industry between
$4 billion and $8 billion yearly; all forms of
telecommunications fraud combined may top
$15 billion per year, with wireless fraud alone
exceeding $1 billion.



“Data diddling” Employed in a variety of settings,

this technique involves manipulation or falsi-
fication of computer data for personal profit
or other illegal motives. One case, reported in
1997, involved crackers who penetrated the
computers of maritime insurance companies,
inserting registration data for nonexistent ships
and purchasing large insurance policies on the
mythical vessels, then “sinking” them to collect
the payoffs.

Extortion and/or blackmail As before the inven-

tion of computers and the Internet, these crimes
involve coercion of tribute payments to prevent
some threatened action by the extortionist or
blackmailer. As early 20th-century racketeers
sold “protection” (from themselves) to fright-
ened neighborhood merchants, so cyberthugs
victimize individuals or corporations via e-mail
and the World Wide Web. On June 2, 1996, the
Times (London) reported that various banks
and investment firms in the United States and
Britain had “secretly paid ransom to prevent
costly computer meltdown and a collapse in
confidence among the customers.” None of the
threats—said to emanate from cyberterrorists
in America and Russia—or the payoffs (up to
£13 million per incident) had been reported to
authorities. Florida resident Michael Pitelis was
arrested in August 2000 for attempting to extort
$1 million from a Massachusetts corporation,
threatening to expose software secrets. The
same month, Kazakhstan native Oleg Zezov
was charged with blackmailing the Bloomberg
financial news company for $200,000. In May
2001 Russian operator Alexei Ivanov faced
charges of victimizing firms across the United
States with similar threats.

Bootlegging and piracy Lumped together by U.S.

prosecutors as “intellectual property theft,”
these offenses include any unauthorized dupli-
cation and/or distribution of copyrighted mate-
rial. The items most often bootlegged include
computer software, motion pictures, and music,
but any material covered by U.S. or interna-
tional copyrights and patents is likewise subject
to misappropriation. Profit motives were once
considered essential for prosecution of such
cases, but enactment of the No Electronic Theft
(NET) Act on December 16, 1997, criminalized
software piracy and other forms of bootlegging
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whether the items were sold or given away as a
“public service.”

Malicious programming Since the 1980s, thou-

sands of computer viruses and worms have
been unleashed upon the Internet by program-
mers around the world. Some are benign, with
no more impact on their host computers than a
brief, amusing video display, while others—like
“Melissa” and the “Code Red” virus—cause
global damage to corporate and personal com-
puters estimated in the billions of dollars. Cer-
tain nations seem to spawn a disproportionate
number of virus writers—160 separate viruses
were traced to Bulgaria alone between 1989
and 1993—but no part of the world is pres-
ently immune. Almost as numerous are hoaxes,
circulated on the Web by pranksters with too
much free time on their hands. While most
malicious programs are broadcast at random,
often in the form of infected e-mail attachments,
some are written with more specific targets in
mind. Corporate victims fall prey most often
to disgruntled past or present employees, while
government computer systems may be targeted
by foreign agents or domestic activists. “Logic
bombs”—destructive codes that lie dormant
within a computer until triggered by a specific
signal—have been found within the systems of
several U.S. agencies. (At that, federal spokes-
men estimate that they detect no more than 10
percent of all attempted intrusions per year.)

Espionage Whether corporate or political, spying

has been facilitated by the Internet. In 1986, a
systems administrator at the Lawrence Berke-
ley Laboratory in California discovered that
crackers from “Chaos,” a West German group,
had hijacked the computer account of a former
employee and used it to steal U.S. military data
for sale to the Soviet KGB intelligence agency.
Three members of “Chaos” were indicted on
espionage charges, while a fourth died myste-
riously. The survivors were convicted at trial
in 1990, receiving prison terms of 20 months
to five years, with fines totaling $9,000. Eight
years later, a group calling itself the “Masters
of Downloading/2016216” claimed to have
cracked the Pentagon’s communications system,
stealing software for a military satellite system
and threatening its sale to terrorists, but the
threat was never realized. Worldwide, various
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corporations are constantly on guard against
attempts to penetrate computer systems and
steal financial records, lists of customers, pro-
prietary software, or other valuable secrets.

Cyberstalking Most of the crimes discussed so far

are financially or politically motivated, target-
ing government or commercial institutions, but
cyberstalking is uniquely personal. As malicious
individuals in daily life stalk celebrities, family
members, ex-lovers, and former friends, harass-
ing their targets with phone calls and letters
or worse, so their counterparts in cyberspace
spew venom on-line. E-mail bombing is one
common harassment technique, the target inun-
dated with hundreds or thousands of unwanted
messages, sometimes including personal threats.
Other forms of cyberstalking may include post-
ing of personal data or photos at large on the
Web (as in the Wanted posters utilized by some
antiabortion groups to intimidate physicians)
or hacking of personal computers with mali-
cious intent. Cyber Angels, a civilian volunteer
group committed to opposing on-line stalkers,
reports an average of 650 complaints per day
on its Web site year-round.

Child pornography and solicitation While child

molestation is a crime in every U.S. jurisdiction,
no federal law banned production or sale of child
pornography prior to 1977, with “children”
legally defined in 1984 as any person below
the age of 18 years. Further U.S. legislation has
since been enacted to ban advertisement of child
pornography (1986); use of computers to trans-
mit, sell, or receive child pornography (1988);
possession of three or more images depicting
sex with children (1990); inducement of minors
to participate in child pornography (1996); and
possession of any image that appears to depict
sex with children, even when the models are
adults “morphed” with computer graphics to
resemble children or where “virtual children”
are depicted without use of live models (1996).
The latter provision is especially controversial
facing determined legal attacks from artists and
civil libertarians who maintain that nonexistent
children have no rights and cannot suffer harm.
To date, despite prosecution of some notori-
ous defendants—including teachers, ministers,
judges, and other public officials—legislation
seems largely ineffective at curbing child por-
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nography, particularly that which is produced
outside the United States.

“Mousetrapping” Designed to create a literal cap-

tive audience for otherwise unwelcome adver-
tising, “mousetrapping” involves the creation
of alluring Web sites with built-in snares that
prevent online visitors from escaping once they
log on to the site. While any type of adver-
tisement may be used in mousetrapping, the
more objectionable forms—especially on sites
that lure minors with promised images of rock
stars or other celebrities—are those for gam-
bling, lotteries, pornography and psychics. The
undisputed king of American mousetrapping,
Pennsylvania operator John Zuccarini, has
reportedly earned millions from his many Web
sites, while logging more than 60 lawsuits from
the Federal Trade Commission. Visitors to Zuc-
carini’s Web sites (and their many copycats),
unable to escape by any normal combination
of keystrokes, are bombarded meanwhile by a
rapid-fire barrage of advertisements displayed
as individual “windows.”

Identity theft This offense differs from simple

credit card theft in both its scope and poten-
tial damage to the victim. Felons who obtain
sufficient personal data about an intended tar-
get, whether from online sources or primitive
“dumpster diving,” are often able to create
their own persona with someone else’s name,
Social Security number, and other vital infor-
mation. While certain bizarre cases of celebrity
impersonators rank among the most notorious
incidents of identity theft—a West Indian immi-
grant spent years posing as the son of come-
dian Bill Cosby—middle-class victims suffer the
greatest damage. In one egregious case, the ex-
convict impostor ran up more than $100,000
in credit card debts, obtained a federal home
loan, and purchased high-ticket items ranging
from guns and motorcycles to houses before
filing bankruptcy, all in his victim’s name. The
offender also tormented his victim with mock-
ing telephone calls, immune from federal pros-
ecution since no statute then penalized identity
theft. The victim and his wife spent more than
$15,000 to restore their credit and good names,
while the thief escaped with a brief jail term (for
giving a false name when purchasing a firearm)
and paid no restitution. The case, and others



like it, inspired Congress to pass new legislation
on identity theft in 1998.

Internet fraud These crimes occur so frequently
and evolve so rapidly that no detailed account-
ing is feasible, but certain broad categories are
worthy of note. Online auctions generate more
fraud complaints than any other Internet activ-
ity, most commonly when buyers bid on some
valuable piece of merchandise and receive a
counterfeit item or nothing at all. (Losing bid-
ders are also sometimes approached to buy
“surplus” items that never arrive.) Shills are also
frequently employed to create a false impression
of interest in some item and artificially inflate
its price. Retail fraud involves the same basic
scams, including nondelivery or bait-and-switch
techniques. Business opportunity fraud adver-
tises spurious “work at home” schemes, gener-
ating millions of “spam” e-mail messages daily,
bilking thousands of gullible respondents for
wasted “processing fees.” Money laundering,
while not a fraud upon the average consumer,
uses financial institutions (and sometimes chari-
ties) to “wash” vast sums including profits from
organized crime and forbidden political con-
tributions. Investment fraud includes manipu-
lation of securities via the “pump-and-dump”
technique (inflating the prices of worthless
stocks before they are sold) and “cybersmear”
campaigns that deflate stock prices by attacking
a company’s reputation. In extreme cases, such
activities not only defraud traders and damage
individual companies, but may also affect the
stock market as a whole. Cyberfraud allega-
tions are heard by the Internet Fraud Com-
plaint Center, a joint operation of the FBI and
the Justice Department’s National White Collar
Crime Center (NW3C).

Because all law enforcement is reactive, the
U.S. federal response to cybercrime has naturally
lagged behind illicit innovations in the field. Today,
most cases are handled by the Justice Department’s
Computer Crime and Intellectual Property Section
(CCIPS), consisting of some two dozen U.S. attor-
neys who concentrate solely on cybercrime issues.
Founded in 1991 as the Computer Crime Unit,
elevated to “section” status five years later, CCIPS
employs prosecutors with expertise in such diverse
subject areas as encryption, electronic privacy laws,
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copyrights, e-commerce, and hacking. Addressing
the U.S. Senate on February 16, 2000, Attorney Gen-
eral Janet Reno called CCIPS “the cornerstone of our
prosecutor cybercrime program.” Current CCIPS
responsibilities include:

Litigating cases This involves not only prosecuting
felons charged with violation of relevant federal
statutes, but also filing lawsuits against corpo-
rations and organizations deemed liable to civil
penalties under prevailing federal law. Those
penalties may include fines, reimbursement of
parties damaged by some illegal action, and
injunctions barring further proscribed activi-
ties.

Training CCIPS spearheads efforts to train local,
state, and federal agents or prosecutors in the
legal aspects of combating cybercrime. It does
not provide technical training in use of com-
puters or other high-tech devices, however,
although such courses are offered to agents in
training at the FBI Academy.

International liaison Confronted with the global
Internet, CCIPS cannot afford a parochial
approach to crime-fighting. Its leaders chair the
G-8 Subgroup on High-tech Crime, which main-
tains a round-the-clock contact point for mutual
assistance of investigators fighting cybercrime
in 15 collaborating nations. CCIPS also plays a
leading role in the Council of Europe Experts’
Committee on Cybercrime and participates in
a similar unit for the Organization of Amer-
ican States in Latin America. On November
23, 2001, in Budapest, the United States and
29 other nations signed the Council of Europe
Cybercrime Convention, drafted during a four-
year period to facilitate international coopera-
tion among diverse law enforcement agencies.

Policy and legislation While it does not have the
final word, CCIPS is tasked with proposing fed-
eral policy and legislation in the field of cyber-
crime, accommodating needs of the private
sector where possible, and closing loopholes
in extant legislation, to prevent today’s felons
from avoiding prosecution tomorrow.

One area of heated debate on cybercrime policy
involves the handling of juvenile cases. Proliferation
of personal computers gives millions of children free
access to the Internet, supervised only by parents or
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guardians who are sometimes overworked, preoc-
cupied, or simply negligent. The result may include
minors being exposed to sexually explicit material
and gambling Web sites, or it may go further, spawn-
ing criminal activity on the part of precocious young
felons. Stripped of face-to-face interaction with mer-
chants and other business persons, juveniles find them-
selves on a level playing field where Internet fraud is
concerned. Armed with stolen or counterfeit credit
card numbers, available today at bargain rates, minors
can run up huge bills for merchandise. Telephone
fraud also appeals to young “phreakers,” and many
notorious hackers have launched their careers during
adolescence. Federal investigators note that “juveniles
appear to have an ethical ‘deficit’” when it comes to
computer crimes,” citing studies that reveal 34 percent
of university undergraduates freely admitting to soft-
ware piracy, while 16 percent admit illegal hacking of
computer systems to gain desired information.
Prosecution in such cases is frequently hampered
by statutes limiting the liability and punishment of
minors for their crimes. While each state maintains
its own juvenile code, federal regulations are embod-
ied in the Juvenile Justice and Delinquency Preven-
tion Act. Justice spokesmen note that “As a threshold
matter, it is important to note that a juvenile proceed-
ing is not the same as a criminal prosecution. Rather
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it is a proceeding in which the issue to be determined
is whether the minor is a ‘juvenile delinquent’ as a
matter of status, not whether he or she is guilty of
committing a crime.” A finding of “delinquency” is
therefore not a criminal conviction, although it may
result in confinement, mandatory counseling, and
other remedial action. Banning access to computers
for a fixed amount of time is common punishment
for underage cybercriminals.

As cybercrime has spawned new regulatory agen-
cies, so it has also produced a new breed of defend-
ers for those accused. The online Hacker’s Defense
Foundation solicits contributions for those accused
of computer penetrations, and at least a handful
of attorneys now profess to specialize in defending
indicted cyberoutlaws. Oscar Figueroa, a San Fran-
cisco lawyer, promotes himself online as “a semantic
warrior committed to the liberation of information,”
specifically inviting clients who are “charged with
committing a computer-related criminal offense, such
as hacking, cracking, phreaking, identity theft, copy-
right infringement or trade of theft secrets [sic].”
Given the government’s increasing preoccupation
with computer-related crimes, it seems unlikely that
Figueroa and other champions of the accused will
suffer from a shortage of clients in the foreseeable
future.



DABBS, Charles exonerated by DNA evidence

In the predawn hours of August 12, 1982, a female
resident of Westchester County, New York, was
attacked while walking near her home. A man
grabbed her from behind, dragged her into a nearby
alley, and shoved her down a flight of stairs. Upon
regaining consciousness, the victim found herself
confronted by three men, two of whom held her
down while the third raped her. She identified the
rapist as Charles Dabbs, a distant cousin. The other
two assailants were never apprehended.

At trial, prosecutors relied on the victim’s identi-
fication of Dabbs, including references to his “dis-
tinctive laugh,” and noted that the blood type of
semen stains found on the victim’s clothing matched
Dabbs’s Type O blood. Jurors convicted him of
first-degree rape on April 10, 1984, and Dabbs
received a prison term of 12 to 20 years. His con-
viction was upheld on appeal, but the Westchester
County Supreme Court granted Dabbs’s request
for DNA testing of the evidence on November 21,
1990. A private laboratory concluded that Dabbs
was not the source of semen found on the victim’s
clothing, and the court acknowledged his inno-
cence on July 31, 1991. The charges were officially
dismissed three weeks later, on August 22, 1991.
Dabbs was released after serving seven years of his
sentence.
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DAVIS, Gerald Wayne exonerated by DNA evidence
Police in Kanawha County, West Virginia, received
a rape complaint on February 18, 1986. The alleged
victim claimed she had taken some laundry to be
washed at the home of Gerald Davis, a family friend,
who attacked and raped her when she returned for
the items hours later. According to her statement,
Davis’s father—Dewey Davis—was also present in
the house but made no effort to assist her during the
attack. Searching the Davis home, authorities found
a shoe and jacket belonging to the victim. While
both Davis and his father claimed innocence of any
wrongdoing, they were jailed on charges of kidnap-
ping and sexual assault.

At trial, in May 1986, state police chemist FRED
ZAIN testified that DNA tests could not exclude Ger-
ald Davis as a possible source of semen found on the
victim’s underwear. Both defendants maintained that
they had done nothing while the victim washed her
clothing, but jurors disbelieved their story. Gerald
Davis was convicted of KIDNAPPING and two counts
of sexual assault, while his father was found guilty
of abduction, first-degree sexual abuse and second-
degree sexual assault. Both defendants received
prison terms of 14 to 35 years, reduced to a flat 10
years on appeal.

The defendants gained new hope in 1993, fol-
lowing revelations that Zain, the police chemist,



DAYE, Frederick Rene

excluded Gerald Davis as a semen donor. Prosecutors
demanded a second test, this time on Davis’s sheets
and underpants, contending that Davis could have
raped the victim without ejaculating. The new tests
revealed no trace of the alleged victim’s DNA, and
Gerald Davis was released to home confinement on
March 16, 1994, pending retrial. Jurors acquitted
him on December 4, 1995, and charges against his
father were subsequently dismissed.

DAYE, Frederick Rene exonerated by DNA evidence

On the evening of January 10, 1984, a young woman
was attacked by two men while leaving a San Diego,
California, drugstore. One assailant forced the victim
into her own car from the driver’s side, then opened
the back door for his accomplice. Inside the car,
the men rifled her purse and stole six dollars, then
removed several articles of jewelry before they ripped
off the victim’s clothes and raped her. Afterward the
two men dumped their victim on a nearby residen-
tial street and fled in her car. A witness to the crime
identified the men as Frederick Daye and David Prin-
gle, both soon arrested on charges of KIDNAPPING,
robbery, rape, and auto theft. The victim identified
Daye’s mug shot as a likeness of her rapist and picked
him out of a lineup at police headquarters.

The defendants were tried separately, with Pringle
pleading the Fifth Amendment from the witness stand
at Daye’s trial. Blood typing on a semen stain from
the victim’s clothing matched Daye’s Type B blood,
and prosecutors noted that he had given police a
false name at the time of his arrest. Jurors convicted
him on August 14, 1984, after deliberating for nearly
eight hours. Daye was sentenced to life imprisonment
with possible parole on the kidnapping charge, plus
14 years and eight months on various other counts.
David Pringle was convicted in a later trial and like-
wise sentenced to prison. An appellate court affirmed
Daye’s conviction on February 29, 1986, and Califor-
nia’s Supreme Court declined to review the case.

David Pringle surprised authorities with a confes-
sion to the rape and kidnapping on February 1, 1990,
his statement exonerating Daye and naming another
man as his accomplice. The San Diego County Supe-
rior Court appointed an attorney to investigate the
claim, and while a writ of habeas corpus was denied
on August 11, 1992, the court ruled that Daye was
entitled to new representation. Destruction of the
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original trial evidence was scheduled for October
1992, but last-minute motions preserved it for DNA
testing, with a $2,000 grant to complete the pro-
cedure. Those tests, completed on April 21, 1994,
excluded Daye as a source of semen collected from
the victim’s clothing following the rape. Daye’s con-
viction was overturned on September 27, 1994, after
he had served 10 years of his sentence.

DECEPTION Analysis

Much of an investigator’s work on any legal case
involves discrimination between truth and falsehood.
Some inaccurate reports to the police are inadver-
tent, the product of honest mistakes, while others are
deliberate lies. Much time and effort has thus been
applied throughout history to deception analysis,
both in forensic matters and within the private sec-
tor. In ancient times, conflicting witnesses were often
judged through trial by ordeal, with “truth” deter-
mined by a particular subject’s ability to withstand
pain or perform difficult tasks. More scientific tech-
niques evolved during the 20th century, with research
equally divided between chemical and mechanical
“lie-detectors.”

Narcoanalysis—the use of various chemical “truth
serums,” commonly barbiturates such as scopol-
amine and sodium pentothal—enjoyed a vogue in
the first half of the 20th century and remains a staple
tactic of some intelligence agencies today, although
results are universally inadmissible in American
courts. A classic case was that of William Heirens, a
teenage sex offender who confessed to three Chicago
murders in 1946, while under the influence of “truth
serum.” Public opinion is still divided on the subject
of Heirens’s guilt in the crimes he confessed, includ-
ing the stabbing deaths of two adult women and the
kidnap-dismemberment of a six-year-old girl. Spared
from execution by his tender age, Heirens remained
in prison at press time for this volume, ranked as the
longest-serving inmate in Illinois history. A new gen-
eration of supporters describe his incarceration as a
FRAME-UP, while others point to details in his psychi-
atric interviews clearly suggesting guilty knowledge
of the crimes.

The best-known mechanical “lie-detector” is the
polygraph, a device refined over time and through
various generations, which measures a subject’s
pulse, blood pressure, respiration rate and volume,
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Representative Ruby Gilbert, left, D-Wichita, is attached to a polygraph machine by Doug Williams at the Statehouse in
Topeka, Kansas, as part of a polygraph demonstration for legislators. (Chris Ochsner/AP)

and galvanic skin response (perspiration) during
interrogation. Unlike the grillings portrayed in many
films and television programs, expert polygraphers
discuss all questions with their subjects in advance
and accept only “yes” or “no” answers. Any sur-
prise questions or questions requiring explanations
automatically invalidate the test. Results may also be
influenced by a subject’s physical or mental health,
medications consumed, external distractions, and
errors on the part of the examiner. And while some
professional polygraphers make extravagant claims
of success in unmasking liars, an ideal polygraph test
measures only the subject’s physical reactions, not his
or her veracity. For that reason, and based on various
studies claiming accuracy rates of 50 percent or less,
American courts do not admit polygraphy results as
evidence. Nonetheless, most U.S. law enforcement
agencies still use the devices when questioning crimi-
nal suspects and in screening potential employees.
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A variation on polygraphy is voice stress analysis,
in which recordings of a subject’s voice are processed
through a sound spectrograph to detect presumed
evidence of stress in particular words or phrases.
Heated debate continues as to whether stress can
thus be measured—or, if so, whether signs of stress
prove deception. As with the polygraph and vari-
ous methods of “voiceprint” identification, Ameri-
can courts universally reject voice stress analysis as
evidence, though it reportedly remains in use by the
CIA and various other government agencies.

Deception analysis may apply not only to a sub-
ject’s oral or written statements, but to his/her behav-
ior in general. A particularly sensitive area is that of
insanity pleas, widely viewed by the American public
as a “scam” used by criminals to escape punishment.
In fact, such pleas are filed in only a tiny minority of
cases, but they often generate such sensational head-
lines—like those surrounding would-be presidential
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assassin John Hinckley—that they dominate legal
news nationwide. One interesting case of faked
insanity was that of Mafia boss Vincent “The Chin”
Gigante, who spent years roaming the streets of
New York City in slippers and a bathrobe, seeming
to mutter incoherently while under surveillance by
police and federal agents. Jurors at his racketeering
trial saw through the ruse, with help from testimony
by informants and psychiatrists, convicting Gigante
on multiple felony charges that sent him to prison

for life.

DESIGNER Drugs

Also widely known as “club” drugs for their preva-
lence at trendy nightclubs and teenage “rave” parties,
designer drugs are synthetic substances created by
changing the molecular structure of existing drugs—
normally amphetamines or methamphetamines, PCP,

and fentanyl—to create new drugs with similar or
enhanced pharmacological effects. Designer drugs
initially came into vogue as an attempt to circumvent
the Controlled Substance Act of 1970, which strictly
regulated various psychoactive drugs (including LSD,
amphetamines, and methamphetamines). A 1986
amendment to that law banned all existing designer
drugs and all possible variations of any controlled
substance, whether or not those variations had yet
been imagined or manufactured.

As with other outlawed drugs, of course, a leg-
islative ban has done no more than whet the pub-
lic appetite while raising prices on the street. The
effects of designer drugs vary widely, depending on
potency and the latest recipe employed by their illicit
manufacturers. Club drugs derived from methyl-
enedioxymethamphetamine (MDMA), frequently
sold as “Ecstasy,” produce feelings of euphoria,
but increased dosages may also generate paranoia,

Designer drugs are synthetic substances created by changing the molecular structure of existing drugs—normally
amphetamines or methamphetamines, PCP, and fantanyl—to create new drugs with similar or enhanced
pharmacological effects.



depression, irrational violence, and hallucinations
similar to those produced by LSD. Gamma hydroxy-
butyrate (GHB), once sold in health food stores
as a performance-enhancer for body builders, is a
central nervous system (CNS) depressant abused for
its intoxicating effects. When taken in large doses
or combined with other CNS depressants such as
alcohol or sedatives, GHB can produce fatal respi-
ratory depression. Undesirable side effects com-
mon to many club drug users include hypertension,
increased heart rate, blurred vision, tremors and
seizures, impaired speech, dehydration, and pro-
gressive brain damage. Psychological symptoms of
designer drug abuse include confusion, irritability,
amnesia, insomnia, and severe anxiety. The confu-
sion was evident among four thieves at Noblesville,
Indiana, on August 24, 2001. Intent on stealing the
heroin-mimic OxyContin from a local pharmacy,
the raiders instead escaped with oxytocin, a drug
used to induce labor in pregnant women. “I don’t
know if they used any,” Detective Todd Uhrick told
reporters. “They were all pretty dumb.”

As with any other deviant subculture, designer
drug users apply various street names to their chemi-
cals of choice. Among them are the following:

MDMA Adam, B-bombs, Bean, Blue kisses, Blue
lips, Crystal, Clarity, Cloud nine, Dead road,
Debs, Decadence, Dex, Diamonds, Disco bis-
cuits, Doctor, Dolls, Driver, Ecstasy, Essence,
Eve, Exiticity, Gaggler, Go, Greenies, Gum
opium, Happy drug, Herbal bliss, Kleenex,
Love drug, Mini beans, Morning shot, Nine-
teen, Rave energy, Ritual spirit, Scooby snacks,
Speed for lovers, Strawberry shortcake, Sweet-
ies, Ultimate Xphoria, Wafers, West Coast turn-
arounds, Wheels, Whiffledust

Fentanyl Apache, China girl, China town, Dance
fever, Friend, Goodfellas, Great bear, He-man,
Jackpot, King ivory, Murder 8, Poison, Tango
& Cash, TNT

Dimethyltryptamine AMT, Businessman’s LSD,
Businessman’s special, Businessman’s trip, DET,
DMT, Fantasia, 45-minute psychosis

Alpha-ethyltryptamine Alpha-ET, ET, Love pearls,
Love pills, Trip

Methcathinone Bathtub speed, Cadillac express,
Cat, Gaggers, Go-fast, Goob, Qat, Slick super-
speed, Somali tea, Star, Stat, The C, Tweeker,
Wild cat, Wonder star
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Ketamine Cat valium, Honey oil, Jet, Ket, Kit kat,
Purple, Special “K,” Super acid, Super C, Vita-
min K

GHB Georgia home boy, Grievous bodily harm,
Liquid ecstasy, Scoop

Nexus (4-bromo-2, 5-dimethoxyphenethylamine)
Bromo, MFT, Spectrum, Toonies, Venus

Rohypnol Forget me drug, La rocha, Lunch money
drug, Mexican Valium, Pingus, R-2, Reynolds,
Roaches, Roachies, Roofies, Rope, Row-shay,
Ruffies, Ruffles, Wolfies

DIAZ, Luis exonerated by DNA

During 1977-79, a serial rapist kidnapped and sexu-
ally assaulted at least 25 women in the vicinity of
Bird Road, outside Coral Gables, Florida. In 1979,
police arrested 41-year-old Luis Diaz, charging him
with eight of those cases. At trial in 1980, the eight
victims identified Diaz as their attacker, prompting
jurors to convict him on four counts of rape, three
counts of attempted rape, five KIDNAPPING charges,
plus various firearms and robbery counts. At sen-
tencing, Diaz received 13 life terms plus 55 years,
virtually ensuring that he would die in prison. Two of
the victim-witnesses recanted their identifications of
Diaz in 2002, under questioning by private investiga-
tor Virginia Snyner, and Florida authorities agreed to
void the sentences in those two cases if Diaz would
drop his remaining appeals. The bargain’s net result
was one life prison term.

Despite that agreement, members of the CARDOZO
INNOCENCE PROJECT obtained permission for DNA
testing on semen recovered from one Bird Road vic-
tim—the only biological evidence presented against
Diaz in 1980—plus samples from two other women
not listed among Diaz’s alleged victims at trial when
he was suspected of attacking. Testing of all three
samples exonerated Diaz as a suspect, and he was
released from prison on August 4, 2005, after serv-
ing 26 years for crimes he did not commit. The Bird
Road rapes remain unsolved today.

DISASTER Mortuary Operational Response
Team (DMORT)

DMORTs are federal teams of professionals including
forensic anthropologists, odontologists, and patholo-
gists, that respond to mass death scenes such as
airplane crashes, earthquakes, and terrorist attacks.



DNA Evidence

DMORTs were the brainchild of New York funeral
director Thomas Shepardson (1943-2003), who
launched Onondaga County’s disaster response team
in the early 1980s. While that team never saw action
locally, Shepardson was later recruited to lead a team
for New York State, later expanding nationwide
under the auspices of FEMA (the Federal Emergency
Management Agency) and the U.S. Department of
Health and Human Services. By the time Shepardson
died in February 2003, there were 10 DMORT teams
with an estimated 5,000 support personnel across the
United States. Classic DMORT cases include the first
World Trade Center bombing (1993), the bombing
of Oklahoma City’s Alfred P. Murrah Federal Build-
ing (1995), the “9/11” terrorist attacks (2001), and
the recovery of 339 jumbled bodies from a crematory
in Noble, Georgia (2002).

DNA Evidence

Often described as the basic building block of life on
earth, deoxyribonucleic acid (DNA) is the substance
that transmits genetic traits. Discovered by scientists
James Watson and Francis Crick, DNA was admitted
as legal evidence for the first time in 1985 and sent
a criminal suspect—British serial killer CoLIN PITCH-
FORK—to prison for the first time in January 1988.
Since then, the science of DNA analysis and compari-
son—sometimes dubbed “DNA fingerprinting”—has
assumed strategic importance in many criminal tri-
als where conviction or acquittal hinges on traces
of blood, semen, hair, or other evidence containing
genetic material.

To the best of modern scientific knowledge, only
identical twins display precisely the same DNA, but
all human DNA has certain traits in common and a
relatively small percentage of it is used to determine
identity. In fact, while human beings have 23 million
pairs of chromosomes containing DNA, only 3 mil-
lion pairs—13 percent of a subject’s entire genome—
varies from person to person. (Half of each pair is
drawn from the subject’s father and half from the
mother.) The key to analyzing DNA evidence lies in
comparison of genetic material found at a crime scene
with a suspect’s DNA in those segments that differ.

Two different kinds of “polymorphic regions”—
areas with great diversity in DNA—are found within
each genome, respectively dubbed sequence polymor-
phisms and length polymorphisms. Sequence poly-
morphisms, or simple substitutions of bases within
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genes, are generally of little value in criminal cases.
Length polymorphisms, by contrast, are variations
in the physical length of a DNA molecule. Foren-
sic DNA evidence uses length polymorphism found
in “non-coding” DNA (the portions that do not
transmit genetic codes) by examining unique varia-
tions in repeat sequences of DNA. Because a specific
sequence may be repeated from one to 30 times in
a row, those regions are dubbed “variable number
tandem repeats” (VNTRs). The number of VNTRs
determines a DNA fragment’s length, and the num-
ber found at specific places in the DNA chain (loci)
is unique to a specific individual (again, excluding
identical twins).

The scientific procedure used to isolate a subject’s
DNA profile is called restriction fragment length
polymorphism (RFLP) analysis, developed in the
1980s by Britain’s Dr. Alec Jeffreys. In essence, it sim-
ply means that analysts count the number of VNTR
repeats at various distinctive loci to determine a sub-
ject’s statistically unique DNA “fingerprint.” Micro-
scopic comparison of a known subject’s DNA profile
with the same information from an anonymous evi-
dence sample should reveal if the genetic material
lifted from a crime scene was produced by the sus-
pect in custody. Comparison proceeds through sev-
eral steps, including;:

I. Isolation of the DNA. Genetic material found
at crime scenes is frequently contaminated by
contact with soil or other extraneous materials,
commingling of bodily fluids from two or more
subjects, and so forth. Thus, before analysis can
proceed, the DNA must be cleaned and isolated
for study. Failure to perform this step correctly
leaves the evidence open to serious challenge by a
suspect’s defense team.
Reduction of the large genome to manageable
fragments. This step is accomplished by applica-
tion of “restriction enzymes”—bacterial enzymes
that recognize specific four-to-six-base sequences
and cut the DNA at predictable base pairs.
Human DNA is thus broken down into millions
of fragments ranging from 100 base pairs to lon-
ger segments in the tens of thousands. Distinc-
tive VNTR loci may then be more conveniently
examined.
3. Arrangement of the DNA fragments by size via
gel electrophoresis. In this step, DNA is placed
into a slab of agarose (a gel derived from sea-



Model of DNA double helix structure. (PhotoDisc)

weed, used to solidify various culture media)
and exposed to an electric field. Since DNA is
negatively charged, it will be drawn toward the
field’s positive electrode, with smaller fragments
moving through the agarose more quickly than
larger ones. The relative size of each fragment is
determined by how far it moves through the aga-
rose within a specific time frame.

Isolation of specific DNA strands. DNA frag-
ments separated by gel electrophoresis begin
to disintegrate within a day or two. Permanent
preservation is achieved via the “Southern Blot”
technique, which isolates single strands for more
detailed examination. To accomplish this end,
DNA is first denatured from its original double
helix into a single strand, thus freeing nucleotides
to base-pair with DNA probes in the final step
(described below). A positively charged nylon
membrane is used to lift negatively charged DNA
from the agarose gel (the “blot”). Since DNA
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remains invisible at this stage, one more step is
required to permit visual comparison.

5. Imprinting of the DNA on film. Specific VNTR
sequences on a DNA strand are located by means
of a “DNA probe,” created from a sequence
complementary to that of a known VNTR locus,
which binds to matching sequences on the nylon
membrane. The probe includes a radioactive
compound that allows it to be located and to
produce a picture of the DNA strand via direct
contact with special X-ray film. The final DNA
photograph displays dark bands at each point
where the DNA probe has bound itself to the
suspect sample.

Mathematics finally determines identity when
DNA strands are compared. A match on one VNTR
locus is no more significant than a single digit lifted
from a suspect’s street address, where millions of
addresses may contain, for example, the number 3.
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Comparison of many loci found on different chro-
mosomes, however, tell a very different story. Each
VNTR locus has about 30 length variants (alleles),
each of which occurs at a known frequency within
the human population. When these are multiplied,
using four loci, the odds of replicating a particular
allele combination are approximately one in 5 mil-
lion. The FBI typically tests 13 loci, with 26 different
DNA bands, pegging the odds of two unrelated indi-
viduals matching the same profile at more than one
in 100 billion. Since the entire population of Earth
is less than 7 billion (in 2002), DNA “fingerprint”
identification may fairly be labeled conclusive.

As a new form of evidence in the 1980s and early
1990s, DNA faced challenges from courts and attor-
neys who questioned the value of the testing as posi-
tive evidence. Most jurors still have only a vague
understanding of DNA analysis and require a crash
course in the testing procedure at trial, before they
can reach an informed verdict. Even then, prosecu-

tors and defense attorneys have no recourse against
jurors who misunderstand the evidence or simply
refuse to consider it. A prime example was the case
of ORENTHAL JAMES (O. J.) SIMPSON, acquitted of
double murder in 1995 despite damning DNA evi-
dence from the crime scene. In the wake of Simpson’s
acquittal, one juror told reporters: “I didn’t under-
stand the DNA stuff at all. To me it was just a waste
of time. It was way out there and carried absolutely
no weight with me.”

Various improvements in DNA analysis have made
the identification of subjects more streamlined and
more precise since testing was initiated. RFLP analy-
sis requires large amounts of relatively high-quality
DNA, so that small or contaminated samples often
yield inconclusive results. In 1983, California scien-
tist Kary Mullins developed an alternative, the poly-
merase chain reaction (PCR) system, which permits
amplification of very small DNA samples. (The pro-
cedure earned a Nobel Prize in chemistry for Mullins

At the FBI National Laboratory in Boston, DNA analysis is carried out to find evidence related to certain criminal
cases. (Amy Toensing/CORBIS SYGMA)



in 1993.) With the PCR system, a tiny amount of
specific DNA can be replicated exponentially within
hours, thus making the test sample virtually unlim-
ited.

Aside from capability of testing smaller samples,
science has also devised new ways of extracting DNA
from sources formerly too difficult or too contami-
nated for use as evidence. Several nations, including
Britain and the United States, have built extensive
DNA databases, collecting unique profiles by the
hundreds of thousands from military personnel, con-
victed felons, government employees, and voluntary
submissions from the general public at large. Crime
labs have improved training of technicians and have
established formal protocols for handling DNA evi-
dence, thus reducing contamination of samples. The
most common forensic uses of DNA evidence today
are proving guilt, exonerating innocent suspects,
establishing paternity, and identifying anonymous
human remains.

Conviction of criminals who leave genetic material
at a crime scene is vastly simpler today than 20 years
ago, when blood type and hairs were merely deemed
“consistent” between a suspect and recovered crime
scene evidence. A suspect with a common blood type
might be convicted of rape or some other serious
crime, when the only other evidence against him is
a mistaken eyewitness identification—and indeed,
many U.S. prison inmates convicted on precisely
such evidence have been exonerated since the advent
of DNA testing. Comparison of suspect samples
with a database of known offenders often surprises
investigators. British police, for example, report that
their database of 360,000 DNA profiles from repeat
offenders scores more than 500 positive matches in
outstanding cases per week. The United States lags
behind that impressive total, with Virginia authori-
ties reporting 10 cases solved per week by DNA,
while detectives in Washington state cleared five
“cold” cases with the new technology in July 2001
(including three old rape cases solved in one day). A
disturbing case in point from the United States is that
of DENNIS FriTZ, where belated DNA testing identi-
fied the perpetrator of an Oklahoma rape-murder as
one of the chief prosecution witnesses used to convict
an innocent defendant at trial.

Even DNA from pets may be useful in solving
a criminal case. The men who murdered Elizabeth
Ballard in 1998, planting her corpse in the New
Mexico desert, were captured after police recovered
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a single dog hair from the victim’s body, and later
matched it via DNA testing to a pit bull owned by
one of the killers. Blood from a Seattle dog helped
convict the gang members who murdered its own-
ers. Traces of dog feces on another suspect’s shoe
sent him to prison for an Indiana triple murder.
Dog urine sprayed on a truck tire in Towa identi-
fied the pickup’s driver as a prime suspect in the
dog owner’s death. Beth Davis, speaking for a vet-
erinary genetics lab in Davis, California, told the
press in 2001: “A lot of the technology is a fallout
from the human genome project. We just applied
that to animals.”

Encouraged by such cases, police have eagerly
applied DNA technology to their backlog of unsolved
crimes. Texas became the first state to indict an
unknown rapist solely on the basis of DNA evidence,
in August 2001. The offender remains unknown
today, but his “John Doe” indictment prevents a
five-year statute of limitations from protecting him
in the event that he is ultimately captured. New
Hampshire police used DNA to convict 40-year-old
Joseph Whittey of murder in 2001, 20 years after he
killed and sexually assaulted an elderly widow, and
they now hope DNA may help them solve 26 more
slayings from the 1990s.

DNA evidence is especially helpful in linking serial
offenses, when rapists or killers often travel widely
to avoid detection, counting on a lack of commu-
nication between police departments to cover their
tracks. In Fort Collins, Colorado, analysis of DNA
samples from an unknown subject who raped five
women between May and September 2001 linked
the offender to six more rapes and a murder commit-
ted in Pennsylvania between July 1997 and August
1999. Without DNA profiles, police departments
separated by some 1,750 miles would have no clue
that they were seeking the same predator. August
2001 saw authorities in Michigan use DNA to link
crimes committed between 1986 and 1990, though
the killer still remains at large. Washington state
detectives believed one serial killer was responsible
for 11 murders of women on the Yakima Indian
reservation, until DNA evidence linked imprisoned
convict John Bill Fletcher Jr. with two of the slay-
ings, while clearing him of nine others. In Vancouver,
British Columbia, where 50 prostitutes are missing
and presumed murdered since the 1980s, detectives
scoured a farm for evidence in February 2002 and
used DNA samples from kin of the victims to indict



DNA Evidence

suspect Robert William Pickton on two counts of
first-degree murder.

Exoneration of those falsely accused or imprisoned
is perhaps the greatest public service performed by
DNA analysts, since it remedies injustice and informs
authorities (if they were not already conscious of the
fact) that unknown criminals remain at large. DNA
cleared its first innocent suspect, a British citizen
accused of two rape-murders, in 1985. Since the
late 1980s, more than 100 U.S. prison inmates have
been liberated after DNA analysis proved they were
innocent of murder, rape, or other heinous crimes.
Ten have been freed from death row, condemned
for the crimes of others, and those cases—including
several deliberate FRAME-UPS by corrupt authorities—
have sparked new debates over capital punishment
in America. Illinois governor George Ryan declared
a moratorium on executions in January 2000, after
learning that 13 inmates had been wrongfully sen-
tenced to death. Nationwide, FBI analysts report,
DNA analysis of crime scene evidence exonerates
primary suspects in 30 percent of all cases examined.
That statistic alone offers cause for concern, with
its implication that nearly one-third of all inmates
convicted on less precise evidence—blood type alone,
“consistent™ hairs, etc.—may indeed be innocent.

Exoneration of the innocent—or confirmation of
guilt, in some cases—is not inexpensive. In July 2000,
San Diego, California, authorities began a review
of 560 convictions obtained prior to 1992, when
DNA testing became routine. The tab: $5,000 per
case. Prosecutors in other jurisdictions refuse to per-
form the tests themselves, leaving defendants to raise
the money by any means available. Organizations
like the CARDOZO INNOCENCE PROJECT do their part,
but they are perpetually short of funds, fighting
time and official intransigence on behalf of penniless
defendants.

State opposition to DNA review is particularly
strident in cases where inmates have already been
executed, while maintaining their innocence to the
bitter end. A case in point, now under review, is
that of Ellis Wayne Felker, in Georgia. Felker was
condemned for the 1981 rape slaying of 19-year-old
Evelyn Ludlam. His case made national headlines
when the U.S. Supreme Court agreed to review it on
an expedited basis, examining his challenge of a new
statute curtailing federal appeals. The court refused
to delay Felker’s execution on grounds that new evi-
dence of his innocence had not been discovered, and
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he was electrocuted on November 15, 1996. Today,
though private attorneys pursue posthumous DNA
testing in Felker’s case, his prosecutors scorn the
effort as “a total waste of time.”

The new vogue in DNA testing has created a vast
backlog of cases awaiting disposition. By July 2000,
evidence from 180,000 American rape cases was
stored in various labs around the country, each item
waiting its turn while trials are placed on hold, jus-
tice delayed for victims and defendants alike. Aside
from cases still awaiting trial, more than 1 million
American convicts have petitioned for DNA tests
in their various cases. If only 5 percent are truly
innocent—versus the FBI’s prevailing 30 percent—it
means some 50,000 innocent persons are caged in
the United States for crimes they did not commit.

Thousands of persons—some sources say hun-
dreds of thousands—disappear without a trace each
year in the United States. At the same time, authori-
ties discover the remains of hundreds who may never
be identified. Decomposition may obscure not only a
corpse’s identity, but also cause of death, leaving the
question of natural death versus accident or homi-
cide forever unanswered. Nationwide, thousands of
families seek closure, mourning the unexplained loss
of their children, siblings, parents, or spouses.

Prior to the advent of DNA testing, “John Doe”
or “Jane Doe” remains were sometimes identified
via dental records, skeletal abnormalities, or (if flesh
remained) by means of scars, tattoos, and birthmarks.
Today, bone fragments or a single strand of hair may
be sufficient for identification, provided that DNA is
found within the sample. Where known DNA from a
missing person is available—as from blood or tissue
samples—a positive match can normally be made.
If no samples exist from the subject himself, techni-
cians can still use the methods applied in paternity
testing to see if the deceased was related to members
of a particular family, thereby resolving the issue in
most cases.

In September 2001, after several nationally pub-
licized cases of babies switched at birth in hospital
maternity wards, a Wisconsin company called Inno-
vative Control Systems announced development of a
new “Surelink” DNA kit, designed to prevent such
mistakes. The kit screens DNA from blood found
in the infant’s umbilical cord and a sample from the
mother, both collected in the delivery room. The
samples are placed in a tamper-proof pouch and filed
in a secure location, where the DNA material alleg-



edly remains intact and testable for at least a decade.
If questions of maternity arise within that time, the
genetic evidence is available to resolve all doubts.

More common by far than switched infants is
the threat of child abduction in America. Author-
ities disagree on the frequency of such incidents,
but recent FBI estimates claim an average of 300
“stranger abductions” per year, for an average of one
kidnapping every 29 hours. Some of those victims
are recovered without injury; others are molested
or murdered; some are never seen again. In a few
bizarre cases, pedophiles or other mentally unstable
individuals have held children captive for years on
end, imposing new identities that override a child’s
initial memories of home and family. When children
are found dead, as in the notorious Lindbergh case
from 1932, decomposition may retard identification
or obscure cause of death.

Authorities in various states hope DNA testing
may remedy some of those problems. Science can-
not protect children from predators, but at least it
can attempt to verify identity when they are found
at last, alive or dead. In August 2001, Indiana State
Police officers began distributing kits that allow par-
ents to collect and store DNA samples from their
children, with 1,000 kits passed out in Evansville
alone by January 2002. Presumably the kits would
replace more traditional fingerprint cards, especially
for children under seven years of age, whose FINGER-
PRINTS are often indistinct and difficult to read. The
kits require no blood samples, instead relying on
swabs taken from a child’s mouth. Commercial kits
typically cost between $25 and $75, but authori-
ties note that parents can achieve the same result by
keeping a child’s used toothbrush, along with hair
samples (roots included), and storing the items in a
freezer against future need.

DNA testing is sometimes useful in famous crimi-
nal cases, as well as the obscure. Following the East
Coast terrorist attacks of September 11, 2001, many
victims killed in the explosion and collapse of New
York’s World Trade Center were too badly damaged
for simple identification by visual means. DNA test-
ing was employed in the worst cases, using samples
obtained from toothbrushes, hairbrushes, and other
known belongings of those trapped in the rubble.
By October 24, 2001, eight victims had been iden-
tified using DNA evidence exclusively. As Marion
DeBlase told reporters, following identification of
her husband, James, “You have to come to some

85

DNA Evidence

kind of closure somehow, as each day goes by, but
it’s very difficult to come to terms with it when you
have nothing to hold on to.” With initial estimates
of 4,339 missing (later reduced to less than 3,000),
police had collected some 2,600 DNA samples from
family members by late October.

On the very day of the New York terrorist attacks,
media reports noted the emergence of DNA evidence
in another famous case. In 1975, ex-convict James
Riddle Hoffa was fighting to regain control of the
Teamsters Union, lost when he was imprisoned for
bribery and jury-tampering in the 1960s. Although
granted clemency by President Richard Nixon in
1972, Hoffa was barred for a decade from participat-
ing in union affairs—a ruling he bitterly contested,
described by some reporters as part of a corrupt bar-
gain between Nixon and reigning Teamster president
Frank Fitzsimmons. Hoffa disappeared on July 30,
1975, when he left home to keep a lunch date with
union and underworld acquaintances at a Michigan
restaurant. The presumed victim of a gangland mur-
der “contract,” Hoffa remains missing today, while
theories abound as to where and how his remains
were concealed.

On September 11, 2001, FBI spokesmen
announced that DNA tests had identified samples of
Hoffa’s hair recovered from a car driven by Charles
(“Chuckie”) O’Brien on the day of Hoffa’s disap-
pearance. O’Brien, 66 years old in 2001 and retired
to Florida, was raised in Hoffa’s home but never
formally adopted by the family. For more than a
quarter-century he denied Hoffa’s presence in the
vehicle the day he disappeared, but federal agents
now refute that claim. No charges have been filed to
date, and Hoffa’s daughter, St. Louis municipal judge
Barbara Crancer, remains skeptical that the murder
will ever be solved. “Unless they can break Chuckie
down,” she told USA Today, “I don’t see it moving
forward.” Crancer’s brother, James P. Hoffa, is the
current Teamsters Union president and has urged
investigators to pursue the case aggressively. The
“new” evidence was revealed only after the Detroit
Free Press filed a lawsuit under the Freedom of Infor-
mation Act, forcing the FBI to open its files on the
Hoffa case. Assistant U.S. Attorney Keith Corbett
told reporters the obvious: “This is a 26-year-old
case. There are a lot of hurdles to get over in bring-
ing a case after this long.”

With the advance of DNA testing, new legislation
has evolved to control its application in criminal cases.



DNA Evidence

Congress, on October 2, 2000, passed a law to
provide individual states with federal grants to
expedite testing of evidence collected from crime
scenes and from convicted offenders. The money
was expected to benefit states like Michigan, where
15,000 blood samples from known sex offenders
had been collected since 1991, with barely 500
samples analyzed and catalogued during the next
nine years. The bill was introduced by Rep. Bart
Stupak, who told reporters, “Right now, state and
local police departments cannot deal with the num-
ber of DNA samples from convicted offenders and
unsolved crimes. States simply do not have enough
time, money or resources to test and record these
samples.”

At the same time, juvenile offenders in Kentucky
were exempted from providing DNA samples for a
newly established database on sexual offenders. That
decision was announced on August 21, 2001, by the
Kentucky Court of Appeals. Acting in the case of a
juvenile sex offender identified only as “J.D.K.,” con-
victed of molesting and sodomizing his nine-year-old
sister and an eight-year-old friend, the court unani-
mously ruled that juveniles could not be required to
contribute DNA samples for state police files, where
DNA profiles of 3,200 adult sex offenders already
reside. Critics of the decision noted that many repeat
offenders (including serial killers) commit their first
sexual assaults in adolescence, thus granting oppor-
tunity for swift identification in later cases if samples
are preserved, but the Kentucky judges felt them-
selves constrained by state law. As Judge Sara Combs
declared from the bench, “By employing the words
‘convicted’” and ‘felony’—words which the legisla-
ture itself has expressly defined and to which it has
given technical meaning—it is plainly intended that
juveniles adjudicated in district court not be included
in the DNA database.” (In Kentucky and most other
jurisdictions, felonies are those offenses punishable
by confinement for one year or more in state prison.)

States have adopted various methods in their
efforts to compile useful DNA databases. Some
states make sample contribution mandatory for
convicted criminals, with jailers in Maine and New
York empowered to place reluctant donors in soli-
tary confinement, there extracting the samples by
force if necessary. California’s legislature adopted a
different approach, assigning misdemeanor penal-
ties to inmates who withhold DNA samples, but
requiring prison officials to obtain separate court
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orders for each sample forcibly obtained. About 40
percent of California’s prison inmates are presently
“required” to donate DNA samples, but the misde-
meanor statute carries no weight with those serving
long terms—particularly inmates jailed for life or
condemned to death row. Compared to the risk of
indictment for additional SEX CRIMES or murders, the
threat of misdemeanor punishment—a maximum of
one year’s confinement in county jail—is no threat at
all. To date, California has collected DNA profiles
on 200,000 inmates convicted of qualifying felonies,
but hundreds more resist and fight costly delaying
actions in the courts. Inmate Fred Clark, serving 20
years at Vacaville’s state medical facility, spoke for
many other California inmates when he challenged
authorities, saying, “If I don’t submit, what are you
going to do? Put me in jail? I tell you what. When I
die, you can have all the DNA you want.”

The reaction of local prosecutors to DNA testing
varies from one location to the next. All are happy
to use the new technology in pursuing convictions,
but many resist application of testing to cases already
resolved. San Diego provides a welcome change from
official obstructionism, prosecutors volunteering in
July 2000 to offer free DNA testing for any inmates
claiming the results would set them free. Texas, by
contrast, leads all other states in executions and in
fighting to the last ditch against reviews of evidence
in old cases. A state law enacted in April 2001 per-
mits Texas inmates to seek post-conviction DNA
analysis, but prosecutors in some jurisdictions seek
to undermine the law by disposing of evidence before
it can be tested. In December 2001, eight months
after the statute took effect, the Houston Press
reported that Harris County prosecutors were busily
destroying rape kits, bloody clothing, semen swabs
and other items of biological evidence from sexual
assault cases. A prior statute permits county clerks
to destroy trial evidence two years after conviction
in noncapital felonies where a defendant is sentenced
to more than five years, thus rendering DNA tests
impossible in many cases. A spokesperson for the
Harris County district attorney reported that 2,740
pounds of evidence had been destroyed in October
and December 2001.

Under President Bill Clinton, the U.S. Justice
Department set aside $750,000 for DNA testing of
convicted felons, to resolve doubt in dubious cases,
but Republican attorney general John Ashcroft scut-
tled the program in December 2001, announcing that



the money would be used instead for identification of
World Trade Center victims killed in the Septem-
ber 11 terrorist attacks. Justice spokesman Charles
Miller assured reporters that “there’s nothing sinister
here,” but some defense attorneys claimed to see
a pattern in the new administration’s disregard for
civil rights (and President George W. Bush’s record
of excusing slipshod prosecution tactics during his
stint as governor of Texas). John Pray, a professor
at the University of Wisconsin Law School in Madi-
son, opined, “It’s safe to say that if you take away
$750,000 that was earmarked, there’s going to be
some people who would have taken the test that
would have proved them innocent.” Virginia defense
attorney Jerry Lyell was more direct, telling the press
in response to Ashcroft’s announcement, “It sounds
a little fishy. To hear them cutting back, especially
such a small amount comparatively ... might sug-
gest that their hearts weren’t in the right place in the
first place.”

DONDERO, John A. (1900—1957)

A New York native, born November 11, 1900, John
Dondero graduated from the City College of New
York in 1923, with a degree in chemical engineering.
His career took a surprising turn at a Manhattan
dinner party in the early 1930s, where he shared a
table with pioneer FINGERPRINT expert John Faurot.
They discussed the problems caused by inks that
smeared when fingerprints were taken, and Don-
dero—inspired by the hospital footprints of his infant
daughter—soon developed a new inkless fingerprint-
ing pad. Dondero soon quit his job and teamed
with Faurot to create the Faurot Forensic Company,
manufacturing crime-detection equipment with an
emphasis on fingerprinting. In 1944, Dondero helped
identify all but one of 168 victims killed in a tragic
circus-tent fire at Hartford, Connecticut. After World
War II, collaborating with the New York City Police
Department, he founded a school to teach finger-
printing techniques.

Dondero died in August 1957, but his contribu-
tions to forensic science are posthumously honored
via the INTERNATIONAL ASSOCIATION OF IDENTIFICA-
TION’s John A. Dondero Memorial Award. The award,
bestowed for a year’s most significant contribution to
identification and related sciences, has been granted
to only 18 recipients since its creation in 1958. The
first honoree was FBI director J. Edgar Hoover.
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DOTSON, Gary

DOSWELL, Thomas exonerated by DNA

In March 1986, a 48-year-old white female employee
of a Pittsburgh, Pennsylvania, hospital was raped in
the hospital’s cafeteria by a black assailant armed
with a knife. Another hospital employee interrupted
the attack, prompting the rapist to flee. Yet another
employee chased the attacker for three blocks before
losing him in traffic. Police transported the victim to
a second hospital, where an examination produced
semen traces but no other physical evidence. Detec-
tives subsequently showed the victim several photo-
graphs of potential suspects, whereupon she selected
a photo of 25-year-old Thomas Doswell. At trial in
November 1986, the victim and one coworker iden-
tified Doswell as the attacker. Although a forensic
serologist found A, B, and H antigens in the rapist’s
semen, the test proved nothing, since the victim was
an AB secretor whose blood type masked the offend-
er’s. Based on eyewitness testimony alone, jurors
convicted Doswell of rape, criminal attempt, simple
assault, terroristic threats, and unlawful restraint. He
received an aggregate sentence of 13 to 26 years in
prison.

Doswell’s appeals of his conviction stressed the
unreliability of eyewitness identification, noting that
of all the photographs displayed to the victim in
March 1986, his alone was marked with a letter
“R” denoting a previous rape charge. (Doswell was
not convicted in that case, and Philadelphia police
no longer mark suspects’ mug shots.) His various
appeals were rejected, but Doswell persisted. In 1996,
he contacted the CARDOZO INNOCENCE PROJECT. Two
years later, he requested DNA testing of the semen col-
lected in 1986, but another court rejected that appeal
on grounds that it was filed too late. Finally, in
2004, Innocence Project staffers and attorney James
DePasquale traced the evidence to a police property
room and filed a new motion for DNA testing. That
motion was granted in March 2005, and the test
exonerated Doswell as a suspect in the case. He was
released from prison on August 1, 20035, after serv-
ing 19 years for a crime he did not commit. The case
remains unsolved today.

DOTSON, Gary exonerated by DNA evidence

On the night of July 9, 1977, a Chicago woman
told police she had been kidnapped and raped by
two men while walking near her home. The attack-
ers allegedly forced her into a car and assaulted her
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there, one man afterward trying to scratch words on
her stomach with a broken beer bottle. Composite
sketches of the two men were prepared, and the
woman later identified suspect Gary Dotson from a
police mug book, then picked him out of a lineup.
Semen stains from the woman’s underpants matched
Dotson’s blood type, and a pubic hair recovered
from her clothing was deemed “similar” to Dotson’s.
Convicted of rape and aggravated KIDNAPPING in July
1979, Gary Dotson received a prison term of 25 to
50 years.

The case began to unravel in March 1985, when
the alleged victim recanted her testimony, reporting
that she had lied to conceal a consensual act of sex
with her boyfriend. Dotson’s judge refused to order
a new trial, insisting that the “victim’s” original tes-
timony was more believable than her new statement,
eight years after the fact. The governor of Illinois
likewise refused to accept the woman’s revised state-
ment and denied Dotson’s petition for a pardon,
but on March 12, 1985, he did commute Dotson’s
sentence to time served, pending good behavior. That
parole was revoked in 1987, after Dotson’s wife
accused him of domestic violence, and the Appellate
Court of Illinois affirmed Dotson’s rape conviction
on November 12, 1987. The governor granted Dot-
son a “last chance parole” on December 24, 1987,
but an arrest for barroom brawling two days later
sent Dotson back to prison once more.

In 1988, Dotson’s new lawyer submitted the origi-
nal trial evidence for DNA testing, unknown at the
time of conviction nine years earlier. Those tests
excluded Dotson as a donor of semen samples from
the victim’s clothing, and a new trial was ordered
by the Cook County Criminal Court. In light of the
DNA evidence and their “victim’s” shaky credibility,
prosecutors declined to retry the case. Dotson’s con-
viction was overturned on August 14, 1989, after he
had served a total of eight years in prison.

DOUGLAS, John Edward (1945- )

A Brooklyn native, born in 1945, Douglas is the first
to admit that he was “no academic standout” in high
school. Rejected by Cornell University, he enrolled
at Montana State, in Bozeman, where he struggled
to maintain a D average. In 1966, with the war in
Vietnam heating up, Douglas joined the U.S. Air
Force to avoid an army draft and was stationed in
New Mexico, where he finished work for his B.A. He
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also became fast friends with a local FBI agent, who
urged him to join the bureau after his discharge from
military service in 1970.

The FBI accepted Douglas, and he spent his first
year as an agent in Detroit, assigned to the Reactive
Crimes Unit, which investigated bank robberies, KID-
NAPPINGS, and similar federal offenses. A year later,
transferred to Milwaukee, he filled a similar position
while doubling as a member of the FBI’s SWAT team.
Recalled to the FBI Academy for training as a hos-
tage negotiator in 1975, Douglas met instructor and
fellow agent ROBERT RESSLER, assigned to the Behav-
ioral Science Unit. They became friends, and Ressler
recommended Douglas for a job with the unit in July
1977. Together and separately, they conducted many
prison interviews with convicted killers over the next
six years as part of the BSU’s Criminal Personality
Research Project, leading to creation of the Violent
Criminal Apprehension Program (vicap) in 198S.
Ressler retired five years later, whereupon Douglas
replaced him as chief of the BSU—renamed Investi-
gative Support Services—and held that post until his
own retirement in 1995.

Although involved at the periphery of many infa-
mous serial murder cases and often described as the
model for fictional G-man Jack Crawford in the nov-
els Red Dragon and The Silence of the Lambs, Doug-
las did not personally track and arrest serial killers.
Still, the job had its dangers, including a schedule so
hectic and stressful that it drove Douglas to a near-
fatal brain hemorrhage in December 1983, while
visiting Seattle to consult on the case of the “GREEN
RIVER KILLER.”

Although he was interviewed frequently and gave
countless lectures while serving with the FBI, true
fame found Douglas only in retirement, with several
best-selling books, countless TV talk-show appear-
ances, and a lucrative sideline in private consultation
on criminal cases such as the infamous JonBenét
Ramsey murder in Boulder, Colorado. Books coau-
thored by Douglas include Sexual Homicide (1988),
the FBI’s Crime Classification Manual (1992), Mind
Hunter (1995), Unabomber (1996), Journey into
Darkness (1997), Obsession (1998), The Anatomy
of Motive (1999), The Cases That Haunt Us (2000),
and Anyone You Want Me to Be (2003).

Ironically, Douglas’s celebrity has evoked public
hostility from his one-time mentor, Robert Ressler,
who has criticized Douglas for his “flamboyance”
and denounced claims that Douglas “went face-



to-face” with serial killer John Gacy, when prison
records prove Douglas and Gacy never met. (In fair-
ness to Douglas, the claim was apparently made by a
press agent, rather than Douglas himself; it appears
nowhere in any of his published books.) When
Douglas joined the Ramsey defense team in Boulder,
announcing his “gut instinct” that the victim’s par-
ents were innocent of her murder, Ressler publicly
questioned his judgment, describing Douglas in one
interview as “a Hollywood type of guy.” Douglas,
for his part, has thus far declined to participate in
public squabbling with his former boss.

DUNCAN, Andrew, Sr. (1744—1828)

A native of Scotland, born in 1744, Andrew Duncan
studied medicine and joined the staff of Edinburgh
University in his late 20s. Personal observation con-
vinced him that forensic science—still unnamed in
the 18th century—was not applied consistently or
effectively to legal cases in his homeland. Duncan’s
personal prestige, including service as physician to
the king of England and the Prince of Wales upon
their visits to Scotland, aided Duncan in his efforts
to advance forensic medicine. As a prolific author
and editor of the pioneering journal Medical Com-
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mentaries, Duncan promoted forensic medicine at
every opportunity. He chaired the Institutes of Medi-
cine at Edinburgh University from 1790 to 1821 and
also served as the university’s first professor of medi-
cal jurisprudence, establishing a formal department
for such studies (with his son, Andrew Jr., as chair-
man) in 1807. Additionally, Dr. Duncan founded the
Edinburgh Royal Public Dispensary and the Royal
Edinburgh Asylum, while serving at various times
as president of the Royal Medical Society and the
Royal College of Physicians of Edinburgh. He died
in 1828, leaving his son to carry on the family’s
work.

DURHAM, Timothy Edward exonerated by DNA evidence
An Oklahoma college student, Timothy Durham was
accused of molesting an 11-year-old Tulsa County
girl in 1991. At trial in 1993, 11 alibi witnesses testi-
fied that Durham was 300 miles away from Tulsa
when the crime occurred, but jurors convicted him
regardless, and the court imposed a stunning sen-
tence of 3,120 years in prison. DNA tests performed
in 1997 proved Durham innocent, and he was sub-
sequently released from prison. The crime remains
unsolved today.






EASTMAN, Richard Mark indicted on DNA evidence
Police in Peel, Ontario, were baffled by the murder
of 63-year-old Muriel Holland, raped and strangled
to death at a local senior’s home on August 27, 1991.
Eleven years and four months elapsed before they
finally broke the case, as a result of Canadian legis-
lation requiring all defendants convicted of serious
offenses to provide blood samples for a national DNA
data bank. Richard Eastman was serving time for
an unrelated felony when lab technicians matched
his DNA to semen samples lifted from the Holland
crime scene in 1991. Authorities charged him with
first-degree murder in January 2002, evoking public
expressions of gratitude from Holland’s family. East-
man denies involvement in the murder, and his trial
has not been held thus far. He is presumed innocent
until convicted by a jury of his peers.

ECOLOGY, Forensic
Ecology is the branch of BIOLOGY dealing with the
relations between organisms and their environ-
ment. Forensic ecology applies that study to the legal
matters, chiefly (but not exclusively) in the field of
locating bodies and charting time of death. Its sub-
disciplines include forensic BOTANY, ENTOMOLOGY,
GEOLOGY, and LIMNOLOGY.

As an example, the discovery of a decomposed corpse
without specific documents or other clues to its identity
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may baffle police at the onset of their investigation.
Nonetheless, a survey of the body reveals much about
when and where the person died. Knowledge of fly
and other insect infestation give the forensic entomolo-
gist a good idea of when the corpse was first exposed.
Analysis of other trace evidence found on the body—
including soil, pollen, and other plant material—helps
determine whether death occurred at the place where
the body was found or if the corpse has been trans-
ported. Furthermore, the same materials can link the
body to a primary crime scene, facilitated by the foren-
sic ecologist’s knowledge of where various plants and
soils are normally found. Thus, a body found in the
woods, bearing sand from a particular beach, silently
directs investigators to a new location—and may bring
them one step closer to finding the killer.

ELECTROPHORESIS

Electrophoresis is a method of separating macro
molecules—chiefly proteins or nucleic acids (DNA
and RNA)—and analyzing their molecular structure
based on rate of movement through a colloidal sus-
pension while they are subjected to an electric field.
That movement, also called cataphoresis, proceeds
through a buffer solution at different speeds based
on the size of the respective molecules, small mol-
ecules traveling farther than larger ones. The various
types of electrophoresis include:
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slab gel electrophoresis. In the slab, an electrical field
causes proteins to migrate, their speed dependent on
their size. This process occurs analogously inside the
capillary tube, and a detector signal is used to create the
electropherogram, which registers the results.

Gel electrophoresis, pioneered in the 1950s,
involves suspending a sample in buffer solution
which is then applied to a flat slab of gel—typi-
cally agarose (or agar, made from seaweed) or
polyacrylamide. With the application of electric-
ity, the gel serves as a “molecular sieve,” sepa-
rating various molecules by size. After staining,
the separated macromolecules appear as a series
of bands spread from one end of the gel to
the other. Limiting factors in gel electrophoresis
include a limitation to low voltage (thus avoid-
ing destructive heat) and occasional problems
detecting the macromolecules with stain.
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Capillary electrophoresis solves both of those prob-
lems by replacing the flat gel slab with a glass
capillary tube, filled with buffer solution, whose
surface radiates and thus reduces heat while
permitting use of higher voltages. Detection of
migrating molecules is achieved by shining light
through a part of the tube, producing an electro-
pherogram that reveals the relative speed of dif-
ferent molecules proceeding through the tubes in
electroosmotic flow. Various types of capillary
electrophoresis exist, with those most commonly
used in forensic science including capillary gel
electrophoresis, wherein samples are injected
by syringe and “sieved” through gel; capillary
zone electrophoresis, used primarily for drugs,
inks, and gunshot residue; and micellar capil-
lary electrophoresis, incorporating elements of
CHROMATOGRAPHY and a special medium to iso-
late neutral (uncharged) molecules.

Crossed-over electrophoresis is used exclusively to
identify the species of origin for BLOODSTAINS.
After a PRESUMPTIVE TEST for blood is performed
at a crime scene and samples are collected, sam-
ple extracts are placed into gel near the cathode
(negative electrode), while known antibodies for
various species are placed near the anode (posi-
tive electrode). Application of electricity drives
the known antibodies and the questioned sam-
ple’s antigens toward one another and produces
a milk-white precipitate if the suspect antigen
meets antibodies from its species of origin. Thus,
human blood tested against antibodies from a
dog or monkey produces no result. Crossed-over
electrophoresis permits simultaneous testing of a
suspect sample against multiple species for rapid
elimination and/or identification.

ELEMENTAL Analysis

Elemental analysis of unknown substances involves
testing to identify a sample’s chemical elements.
Objects of elemental analysis may include (but are
not limited to) CONTROLLED SUBSTANCES, gunshot res-
idue, PAINT, and other items of TRACE EVIDENCE col-
lected during the course of an investigation. Various
techniques of elemental analysis include:

Atomic absorption SPECTROSCOPY, also called
flame absorption spectrophotometry, wherein



solid or liquid samples are vaporized in a flame
or graphite furnace and exposed to monochro-
matic light. Atomic composition is determined
by the light-absorption rate of the various
atoms, but problems may result with inconsis-
tent vaporization of some analytes.

Atomic emission spectroscopy, a technique that
measures the light emitted by samples subjected
to high-temperature atomization. Some ana-
lysts consider this method superior to atomic
absorption, but the sample spectra may be con-
gested, requiring a high-resolution spectrometer
for successful interpretation.

Mass spectrometry, a system used to perform both
ORGANIC and INORGANIC COMPOUND ANALYSIS,
wherein samples are ionized by various means
to determine the unique atomic weight of their
elemental components.

X-ray diffraction, also called X-ray crystallogra-
phy, wherein crystalline samples are exposed to
X-rays that bend (diffract) at different angles
depending on the atomic structure of the crys-
tals. As in mass spectrometry, X-ray diffraction
may be used to identify both organic and inor-
ganic structures.

ELKINS, Clarence controversial DNA case

In 1998, an intruder raped and murdered 58-year-
old Judith Johnson at her home in Barberton, Ohio.
Johnson’s six-year-old granddaughter was also raped
and beaten unconscious in the same attack. Police
soon focused their attention on Clarence Elkins,
Johnson’s son-in-law and uncle of the younger vic-
tim. The young survivor told police that the attacker
“resembled” her uncle, although she only glimpsed
him briefly in the dark. Jurors accepted that shaky
identification at trial, convicting Elkins of murder,
rape, and other charges that sent him to prison for
life. Appeals courts were unmoved by the victim’s
subsequent recantation of her identification, leav-
ing Elkins to stake his hopes for freedom on DNA
testing and the OHIO INNOCENCE PROJECT. Testing
performed in early 2005 revealed that Elkins’s DNA
did not match semen samples from the 1998 crime
scene. Despite that finding, the Summit County
Court of Common Pleas denied a bid for a new trial.
In September 20035, further DNA testing matched the
crime scene samples to Earl Mann, a convicted child
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molester who resembled Elkins and who was known
to be present in Barberton at the time of the assaults.
A new motion was filed for a retrial, supported by
the region’s largest daily newspaper, the Akron Bea-
con-Journal. No decision on that motion had been
rendered at the time this volume went to press.

ENGINEERING, Forensic

Engineering combines art and science while making
practical applications of pure science (CHEMISTRY,
MATHEMATICS, METALLURGY, physics, etc.) to the con-
struction of objects as diverse as buildings, bridges
and highways, engines and vehicles, tunnels, and
mines. Forensic engineers investigate and reconstruct
traffic accidents and transportation disasters, explo-
sions, and structural collapses. Their analysis may
determine whether specific events were accidental,
caused by material failure such as metal fatigue, or
resulted from criminal action. In the realm of bridge
and building collapses, investigation may reveal the
use of shoddy or substandard materials in viola-
tion of prevailing law, thereby leading to criminal
charges or civil sanctions. Analysis of factors such as
static and dynamic loads (constant or variable weight
borne by a structure) may reveal whether a building
collapsed from its own weight or from external stress
exerted by a storm, earthquake, or other force of
nature. While many forensic scientists are summoned
only to the scenes of crimes, forensic engineers deal
also with a broad range of natural events that may
result in litigation or affect insurance pay-offs.

ENTOMOLOGY, Forensic

Entomology is the scientific study of arthropods—
invertebrates with jointed legs, including insects,
arachnids (spiders and scorpions), centipedes, milli-
pedes, and crustaceans (crabs, lobsters, etc.). Forensic
entomology applies that study to legal proceedings,
chiefly by using insects to determine time of death.
Flies are most useful in that respect, since the pro-
gression of their life cycle is subject to fairly precise
calculation. Based on long study of various flies,
including their deliberate exposure to cadavers in
natural settings, forensic entomologists know how
long it normally takes for eggs to hatch and release
wormlike larvae (or maggots), for the larvae to feed
and develop into pupae (the intermediate stage), then



ENVIRONMENTAL Forensics

Insect samples used to identify and match bugs found
on corpses. The type of bugs found on corpses can help
determine how long a person has been deceased.
(Andrew Shurtleff/AP)

to emerge as adults. From those known factors, flies
and certain species of beetles allow entomologists to
determine how long a corpse has been exposed to
insect activity. Naturally, that calculation may not
coincide with time of death if the corpse has been
frozen, sealed in some kind of airtight container, or
otherwise removed from contact with insects.

A scientific field related to forensic entomology is
that of entomotoxicology. In cases where decomposi-
tion or mummification of a corpse is too advanced to
permit normal examination of the flesh and fluids for
TOXICOLOGY, insects may help determine whether the
deceased consumed drugs or poisons. Entomotoxico-
logical examination requires that insects be collected
from the corpse or its vicinity and chemically tested
in the same way a toxicologist would normally test
the body’s tissue, hair, or fingernails for traces of
lethal substances. Chemicals consumed in human
flesh may or may not kill the scavenging insects, but
in either case the evidence may still be found in their
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digestive tracts. Consumption of flesh or fluids from
a drugged or poisoned body may also affect the rate
of larval and pupal development, thereby altering
calculation of the death interval.

ENVIRONMENTAL Forensics

A distinct and separate field from forensic ECOLOGY,
environmental forensics involves the detection of ille-
gal pollution and similar actions banned by laws
designed to protect Earth’s environment. The U.S.
Environmental Protection Agency is responsible for
enforcing federal statutes in this field, while various
state agencies across the country supervise compli-
ance with state laws and regulations. Periodic testing
determines whether specific factories, waste disposal
plants, and similar facilities comply with all pertinent
rules and procedures, where violations may result
in fines or punishment. In cases of illegal dump-
ing, analysts seek to identify the firms or individuals
responsible and to compile sufficient evidence for
a successful prosecution. Sadly, while pollution of
the environment with toxic waste may sicken or kill
thousands over time, the punishment is commonly
restricted to fines that represent only a fraction of
a large firm’s yearly profits. Prison sentences are
rare, and some firms with multiple citations on their
records are still favored with lucrative U.S. govern-
ment contracts—a situation that clearly sends mixed
messages (and, some say, smacks of corruption in
high places).

ERDMANN, Ralph pathologist who falsified medical evidence
In Texas, where he plied his trade as a circuit-riding
medical examiner, Dr. Ralph Erdmann was nick-
named “Dr. Death.” He won the moniker from
prison inmates and defense attorneys, based on the
consistency with which Erdmann provided testimony
in felony cases, sending dozens of accused murderers
to death row. Apparently a tireless civil servant, Dr.
Erdmann operated in 40 of the Lone Star State’s 47
counties, once charging prosecutors $171,000 for
400 autopsies in a single year. His medical verdicts
invariably supported police theories in the cases he
examined—so dependably, in fact, that one investi-
gator later told reporters, “If the prosecution theory
was that death was caused by a Martian death ray,
then that was what Dr. Erdmann reported.”
And therein lay the problem.



Erdmann’s reputation began to unravel in 1992,
when relatives of one deceased man obtained a copy
of Erdmann’s autopsy report, noting the weight of
a spleen surgically removed years earlier. The body
was exhumed, revealing that no autopsy had been
performed. Lubbock attorney Tommy Turner was
appointed as a special prosecutor to review Erdma-
nn’s work. In the process, he examined 100 autopsies
and found “good reason to believe at least 30 were
false.” In fact, as one judge noted, police sometimes
refrained from sending bodies to Erdmann because
“he wouldn’t do the work. He would ask what was
the police theory and recite results to coincide with
their theories.”

When Erdmann did operate, he made bizarre and
disturbing mistakes which prosecutors managed to
conceal from jurors. In one case, Odessa prosecutors
were forced to dismiss murder charges after Erdmann
lost the victim’s head, including with it the fatal bul-
let wound. In another he claimed to have examined
a victim’s brain, but exhumation revealed no cranial
incisions. Yet another case found Erdmann mixing
organs from two bodies in the same container and
offering false testimony on the cause of death. Turn-
er’s investigation disclosed that Erdmann sometimes
allowed his 13-year-old son to probe wounds dur-
ing autopsies, and on several occasions his wife sold
bones removed from murder victims.

It should not be supposed that Erdmann always
ruled defendants guilty, though: if police believed a
death was accidental, he could skew the evidence in
that direction just as well. One such case involved 14-
month-old Anthony Culifer, smothered with a pillow
by his mother’s live-in boyfriend. Erdmann blamed
the child’s death on pneumonia, his finding reversed
by a second autopsy nine years later. In a similar
case, a woman found by Erdmann to have choked on
her own vomit was in fact murdered by a violent ex-
boyfriend. The killer was eventually sentenced to life
imprisonment, while Erdmann was ordered to pay
the victim’s family $250,000. It was Erdmann’s testi-
mony in capital cases that made him most dangerous,
though, with at least four defendants executed on his
word alone. At least 20 more condemned inmates in
Texas have appealed their verdicts since Erdmann’s
misconduct was revealed.

In 1992, Dr. Erdmann appeared before a judge
in Randall County, pleading guilty to seven felony
counts of perjury and falsifying autopsy results. It
was merely the tip of the iceberg, as civil suits began
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to multiply across Texas, but authorities seemed sat-
isfied. As part of the plea bargain, Erdmann was
stripped of his medical license, sentenced to 10 years’
probation with 200 hours of community service, and
ordered to repay $17,000 in autopsy fees. He moved
to Seattle, Washington, where police found him with
a cache of weapons in June 19935, thereby violating
terms of his probation. Texas hauled Erdmann back
to serve his time, and while he was eligible for parole
after serving 30 months, public protests scuttled his
first parole bid in March 1997.
(See also: GILCHRIST, JOYCE; ZAIN, FRED).

EUROPEAN Institute for Computer Anti-Virus
Research
An unofficial organization devoted to combating
computer viruses in Europe and beyond, the Euro-
pean Institute for Computer Anti-Virus Research
(EICAR) recruits members from leading universi-
ties, industry, government, the military, and law
enforcement, while cooperating with the media and
privacy advocates “to unite efforts against writing
and proliferation of malicious code like computer
viruses or Trojan Horses, and, against computer
crime, fraud and the misuse of computers or net-
works, inclusive [of] malicious exploitation of pri-
vacy data.”

With that broad mission in mind, members of
EICAR are pledged to uphold a particular code of
conduct that includes the following strictures:

I. “Total abstinence” from any publications or
other activity that could promote panic at large—
“i.e., no ‘trading on people’s fears’.”

2. “Abstaining from the loud and vociferous super-
latives and factually untenable statements in
advertising, e.g., ‘all known and unknown viruses
will be recognised’.”

3. Withholding any information suited to develop-
ment of viruses from unauthorized third parties.
Exchange of data between serious researchers
and/or research institutions is permitted when
all have passed inspection and accept the EICAR
code of conduct.

In action, EICAR seeks to operate as a “Cyber
Defense Alliance” (CDA), defined by organization
spokesmen as “a framework of support that endeav-
ours to create a ‘User Friendly Information Society.””



EXPLOSIVES

Reaching beyond the bounds of Europe, the CDA
is envisioned as “a global initiative that includes
legal frameworks, research, technical measures, and
organisational co-operations in support of the objec-
tive.” More specifically, that objective includes:

* Global cooperation with other security and anti-
virus organizations

e Support for the European Commission’s Conven-
tion on Cyber Crime

» Support for the EC’s Research Technology Devel-
opment Information Security Technology Pro-
gram

»  Warning, verification, and reporting of new com-
puter viruses

e Compilation of a central database on malicious
codes

e Establishment of a unified convention for nam-
ing new viruses

o Certification and licensing of antivirus research-
ers with standard recognized requirements

e Support for antivirus research and enhancement
of defense mechanisms

e Improved public education and awareness of the
problem

By 2001, various EICAR task forces were involved
in debate on the issues listed here, developing pol-
icy statements while actively continuing research on
computer viruses at a more practical level. Constant
networking is maintained with similar groups, such
as the Asian Anti-Virus Research Association.

EXPLOSIVES

Explosives are energetically unstable chemical com-
pounds or mixtures capable of causing an explo-
sion—defined as “a sudden increase in volume and
release of energy in a violent manner, usually with
the generation of high temperatures and the release
of gases.” Explosions produce pressure waves and
are classified either as deflagrations (if those waves
are subsonic) or as detonations (if the waves are
supersonic, also called shock waves). Explosives def-
lagrate or detonate with application of heat or shock
(as in a sudden impact) to a small part of the explo-
sive material, yielding gas and heat as they decom-
pose and rearrange with extreme speed. Otherwise
flammable compounds are not deemed “explosive”
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unless that reaction can be produced on demand,
sometimes assisted by addition of “sanitizers” to the
original compound.

Explosives are broadly classified as low or high,
depending on their performance. Low explosives are
generally mixtures rather than compounds. They
burn at a maximum rate of some 400 meters per
second but produce an explosion only if packed into
a confined space. Common examples such as black
powder and smokeless powder are used chiefly as
propellants (in firearms ammunition), or in fireworks,
flares, and illumination devices, while other mixtures
have been features in various homemade bombs.
Two infamous examples of the latter include the car
bomb that damaged the World Trade Center in 1993
(composed of urea nitrate and other materials) and
the mixture of ammonium nitrate with 6-percent fuel
oil that demolished Oklahoma City’s Alfred P. Mur-
rah Federal Building on April 19, 1995. Simple pipe
bombs also frequently contain low explosives.

High explosives, by contrast, are chemical com-
pounds that detonate at rates of 1,000 to 8,500
meters per second, used primarily in demolition,
mining, and in military applications. High explo-
sives are subdivided, based on sensitivity, into pri-
mary and secondary explosives. Primary explosives
are extremely sensitive to friction, heat, or shock,
burning rapidly or detonating if ignited. They are
often used in blasting caps or as primers in firearms
cartridges, to ignite larger explosions. Secondary (or
base) explosives—including dynamite, HMX, PETN,
RDX, SEMTEX, and TNT—are relatively impervi-
ous to friction, heat, and shock, commonly requiring
a primary explosive charge to produce detonation.
Some definitions of high explosives add a tertiary
class, also called blasting compounds, including the
ammonium nitrate/fuel oil mixture (ANFO) men-
tioned above and classified in other definitions as a
low explosive.

Adoption of explosives for military or law
enforcement applications requires detailed study of
a compound’s properties and performance. Factors
considered in any such decision include availability
and cost; sensitivity to friction, heat, and shock;
stability, including chemical composition, safe tem-
peratures for storage, and vulnerability to electrical
discharge; and power or performance. The latter is
determined by performance of cylinder expansion
and fragmentation tests, involving detonation of test



charges inside copper cylinders to determine the rate
of radial expansion, maximum cylinder wall velocity
and maximum distribution of shrapnel.

Explosive warning signs used in the United States
and other members of the United Nations display a
standard set of numbers and letters used to identify
the explosive substance and rate its danger. Numeri-
cal rankings are defined as follows:

1.1 — Mass Explosion Hazard

1.2 — Nonmass explosion, fragment-producing

1.3 — Mass fire, minor blast or fragment hazard

1.4 — Moderate fire, no blast or fragment

1.5 — Explosive substance, very insensitive (with a
mass explosion hazard)

1.6 — Explosive article, extremely insensitive

Letters are also affixed to the warning signs—as
1.1A, 1.6G, etc.—to further clarify the hazard. Those
letters are defined as follows:

A - Primary explosive substance.

B — Articles containing a primary explosive substance
and not containing two or more effective protec-
tive features (including some primers and detona-
tor assemblies, but excluding blasting caps).

C — Propellant explosive substances and other def-
lagrating explosive substances or articles con-
taining such explosive substances.
— Secondary detonating explosive substances,
black powder, or articles containing a secondary
detonating explosive substance, without means
of initiation and without a propelling charge,
or articles containing a primary explosive sub-
stance and containing two or more effective
protective features.

E — Articles containing a secondary detonating
explosive substance without means of initia-
tion, with a propelling charge (other than one
containing flammable liquid, gel, or hypergolic
liquid).

F — Articles containing a secondary detonating
explosive substance with its means of initia-
tion, with a propelling charge (other than one
containing flammable liquid, gel, or hypergolic
liquid) or without a propelling charge.

G - Pyrotechnic substances, articles containing a
pyrotechnic substance, or articles containing
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both an explosive substance and an illuminat-
ing, incendiary, tear- or smoke-producing sub-
stance (other than a water-activated article or
one containing white phosphorus, phosphide
or flammable liquid or gel or hypergolic liquid).
Consumer fireworks are often classified 1.4G.

H - Articles containing both an explosive sub-
stance and white phosphorus.

J — Articles containing both an explosive substance
and flammable liquid or gel.

K - Articles containing both an explosive sub-
stance and a toxic chemical agent.

L - Explosive substances or articles containing an
explosive substance and presenting a special
risk (e.g., due to water activation or presence of
hypergolic liquids, phosphides, or pyrophoric
substances) needing isolation of each type.

N - Articles containing only extremely insensitive
detonating substances.

S — Substances or articles so packed or designed
that any hazardous effects arising from acci-
dental functioning are limited, to the extent
that they do not significantly hinder or prohibit
firefighting or other emergency response efforts
in the immediate vicinity of the package. Com-
mercial fireworks are sometimes labeled 1.4S.

Forensic scientists may be called upon to examine
the scenes of either accidental or deliberate explo-
sions. While explosions and their commonly resul-
tant fires destroy much evidence, vital traces may
still remain. Explosives commercially manufactured
in the United States and some other nations con-
tain internal taggants, materials designed to survive
detonation and identify the compound’s manufac-
turer. Vehicles used in both the World Trade Cen-
ter and Oklahoma City bombings were traced by
their vehicle identification numbers (VIN) to guilty
parties who had rented them before the attacks. A
bomber’s FINGERPRINTS rarely survive an explosion.
More hopeful evidence is found in fragments of
wire, bomb casings, detonators and/or timing devices
that may be traceable to manufacturers or vendors.
Examination of those objects, coupled with chemi-
cal analysis of explosive mixtures or compounds,
may link successive bombings and support charges
against a suspect found with similar components in
his/her possession.






FAIN, Charles exonerated by DNA evidence

Nine-year-old Daralyn Johnson was kidnapped
on February 24, 1982, while walking to school in
Nampa, Idaho. School administrators assumed she
was absent due to illness, and Daralyn’s parents
knew nothing of her disappearance until she failed
to return home that afternoon. Police soon learned
that she had never reached the school. Her corpse
was found three days later, in a ditch near the Snake
River. Autopsy results showed that Daralyn had been
raped, then drowned. Pubic hairs from an unknown
subject were retrieved from her underpants and one
stocking.

Seven months after the murder, an informant
directed police to sanitation worker Charles Fain.
Detectives noted that his light-brown hair appeared
to match the hairs recovered from Daralyn’s body.
Fain also resided one block from Daralyn’s home
in September 1982, but at the time of the murder
he had lived 360 miles away, in Redmond, Oregon.
At his second interrogation, in October 1982, Fain
agreed to a polygraph examination and passed it, the
examiner reporting that Fain told the truth when he
denied participation in Daralyn’s rape and murder.

Still, local prosecutors charged him with the crime
and held Fain for trial in 1983. The polygraph results
were inadmissible in court, and while an Oregon
librarian testified on Fain’s behalf, describing him
as a regular customer around the time of the Idaho
murder, jurors chose to believe an FBI technician
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who described the crime scene hairs as “similar”
and “consistent” to Fain’s. Convicted of first-degree
murder, KIDNAPPING and rape, Fain was sentenced to
death in February 1984. Still maintaining his inno-
cence, he converted to Christianity in prison and
joined fellow inmates in a legal contest for the right
to hold religious services on death row (victorious in
1989).

DNA analysis was unknown at the time of Fain’s
conviction and death sentence, but science caught up
with his case in 2001, after he had served more than
17 years in prison. “Overall,” he told reporters, “I
believed T was going to get out because I was inno-
cent. When this DNA stuff started coming on the
news, something just told me it was going to be part
of this case.” Indeed, testing proved beyond doubt
that the pubic hairs found on Daralyn Johnson’s
body in 1984 were not Fain’s, a result confirmed by
independent prosecution testing on June 28, 2001.
One week later, Idaho attorney general Al Lance
joined defense attorneys in petitioning a federal court
to grant Fain a writ of habeas corpus. U.S. District
Judge B. Lynn Winmill voided Fain’s conviction on
July 6, 2001, and remanded his case to the original
trial court for further action.

Attorney General Lance, while cooperative to a
point, still declared, “It is important to the interests
of justice that there be no misunderstanding as to the
meaning of this announcement. DNA testing was not
available at the time of Fain’s trial and conviction.



FALSE and Inconclusive Evidence

It is available today and, appropriately, has been
used in this case. While this new evidence does show
the need for further review, it would be wrong to
say that it proves Fain’s innocence. The DNA test-
ing proves only one thing. It proves that the pubic
hairs found on the victim’s clothing did not belong to
Charles Fain. That fact in itself does not mean that
Fain did not commit these crimes. This evidence does
not exonerate Mr. Fain.”

And yet, despite such face-saving pronouncements,
it did precisely that. Fain was released from custody
on August 24, 2001, after prosecutors declined to
retry the case against him, formally dismissing the
charges. Fain expressed no bitterness at the system
that had falsely imprisoned him, telling journalists,
“I gave that up a long time ago. That is the one thing
I know I can do: forgive.” To date, the murder of
Daralyn Johnson remains unsolved.

FALSE and Inconclusive Evidence

While collection of evidence is vital in every criminal
case, examination and interpretation of that evidence
may produce misleading or obscure results. Some
test results are inconclusive, failing to provide the
necessary information to resolve a case—as when a
blood drop is too small for reliable typing, when a
broken hair lacks the follicle required for DNA test-
ing to match a particular suspect, or when fragments
of a shattered bullet frustrate ballistics examiners.
In such cases, ethical guidelines demand that expert
witnesses refrain from overstating their conclusions
to assist one side or the other at trial. When those
ethics are breached—as by criminalists JoYyce GiL-
CHRIST and FRED ZAIN—innocent defendants suffer
unjust punishment, while the guilty escape and scan-
dal ensues.

False test results need not be the result of some
sinister FRAME-UP, however. Evidence may be con-
taminated at a crime scene (as where blood and other
body fluids mingle), or inadvertently after collec-
tion (in cases of negligent handling). Testing of con-
taminated evidence may produce either false positive
or false negative results. False positive or negative
results are also common in PRESUMPTIVE TESTS, as
when various chemical reagents produce the same
color changes in samples of horseradish and human
blood. Such errors and acceptance of presumptive test
results (versus specific tests) may result in false inclu-
sion or false exclusion of individuals from a suspect
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pool based on inaccurate data. Likewise, careless col-
lection techniques may result in false analysis of spu-
rious minutiae, as when dust or other detritus from
a crime scene is collected with FINGERPRINTS, then
mistaken for pores and ridges during comparison.
Despite its convenience for investigators, computer-
ization of fingerprint records also introduces further
opportunities for error. Systems like the AUTOMATED
FINGERPRINT IDENTIFICATION SYSTEM (AFIS), for all
their speed and technical efficiency, sometimes make
mistakes. Expert criminalists recognize a false clas-
sification rate with such programs, including cases
of false acceptance and false rejection for specific
fingerprints. Repeat examinations may be neces-
sary for purposes of quality assurance, particularly
where independent evidence tends to incriminate or
exonerate a particular suspect. Miscarriages of jus-
tice, whether deliberate or inadvertent, victimize the
innocent and may discredit the bona fide majority
of work performed by respected law enforcement
institutions.

FAULDS, Henry (1843—1930)

Born at Beith, Scotland, on June 1, 1843, Henry
Faulds left home at age 13 to work as a clerk in
Glasgow. Eight years later he enrolled at Glasgow
University, where he studied MATHEMATICS, logic,
and the classics, later expanding to include medi-
cal studies at Anderson College. After obtaining his
M.D., Faulds traveled to Japan as a missionary, there
becoming superintendent of Tuskiji Hospital and
subsequently founding the Tokyo Institute for the
Blind. In his spare time, Faulds visited archaeological
digs and observed the FINGERPRINTS left by ancient
potters in clay. Intrigued, Faulds examined his own
fingertips and those of his friends, soon convincing
himself that no two were alike. His theory was tested
following a BURGLARY at the hospital, when police
jailed an employee whom Faulds believed to be inno-
cent. Faulds secured the prisoner’s release by com-
paring his fingerprints with those found at the crime
scene. (Curiously, Faulds did not believe each single
print was necessarily unique, but rather insisted on a
full set of 10 prints to confirm identity.)

Faulds next sought to collaborate on finger-
print study with naturalist Charles Darwin. Darwin
refused to participate but passed the notion on to
FrANCIS GALTON, a relative, who in turn passed it on
to the Royal Anthropological Society. While Galton’s



research was delayed for a further eight years, Faulds
published the first article on forensic fingerprinting
in Nature, in October 1880. One month later, Sir
WiLLIAM HERSCHEL wrote to Nature, asserting that
he had used fingerprints to identify criminals since
1860. Faulds demanded proof and a bitter contro-
versy ensued between the two men. Faulds returned
to England in 1886 and offered his fingerprinting
system to Scotland Yard, whose leaders rebuffed
him in favor of the BERTILLON identification system.
A decade later, with fingerprinting in widespread
use, Faulds published the first in a series of books
and pamphlets claiming that he had been cheated
of credit for making the grand discovery. He died in
1930, before his role in the development of finger-
printing was publicly acknowledged.

FAUROT, Joseph A. (1872—1942)

A native of New York City, born on October 14,
1872, Joseph Faurot joined the municipal police
department and rose to the rank of detective sergeant
by 1904. In that year, while visiting the Louisiana
Purchase Exhibition, Faurot observed a display tout-
ing forensic use of FINGERPRINTS and found himself
intrigued. NYPD Commissioner William McAdoo
granted Faurot’s request for a leave of absence to
study fingerprinting in London, with officers of Scot-
land Yard, but Faurot returned from England to find
his patron sacked, replaced by a conservative com-
missioner who had no faith in newfangled theories
and gadgets. Two years elapsed before Faurot had
a chance to prove his technique, following a series
of thefts from Manhattan’s up-scale hotels. Faurot
collared a suspect who identified himself as “James
Jones,” but fingerprints soon proved the man was
one Daniel Nolan, sought by British police for a
string of similar crimes.

Thus vindicated, Faurot proceeded to collect a
large file of felons’ fingerprints. In 1908, NYPD
detectives solved their first murder case using finger-
print technology, and three years later career burglar
Caesar Cellar became the first U.S. defendant con-
victed on fingerprint evidence alone. Faurot’s suc-
cesses brought promotion, ultimately boosting him
to the rank of deputy commissioner for the NYPD.
He participated with FBI agents in the scandalous
“Red Raids” of December 1919 and retired from
the force seven years later. Ironically, the year of his
retirement (1926) also saw Faurot embroiled in a
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case of mistaken fingerprint identification. New Jer-
sey’s notorious Hall-Mills murder case of 1922 was
still unsolved—as it remains today—with rampant
speculation surrounding the lover’s lane slaying of a
prominent minister and his apparent mistress. When
three suspects faced trial in 1926, Faurot appeared
for the prosecution, testifying that a fingerprint found
at the murder scene belonged to defendant William
Stevens. Other experts proved Faurot wrong, and all
three suspects won acquittal. Faurot died on Novem-
ber 20, 1942.

FBI Computer Crimes Unit

Although the Federal Bureau of Investigation (FBI)
has used computers for decades, for all manner of
tasks including data storage and FINGERPRINT identifi-
cation, no concerted effort toward tracking criminals
in cyberspace was made in Washington before the
late 1990s. The first such unit was apparently based
in the Cleveland field office, spawned by an executive
order from President Bill Clinton that created a new
Infrastructure Protection Task Force. By year’s end,
similar units were operating from FBI field offices
in New York City, San Francisco, and Washington,
D.C. On February 25, 1997, the bureau announced
that a similar unit would soon be operational in its
Los Angeles field office, coordinating efforts across
the country. Supervisory special agent John McClurg
told reporters, “A number of other cities are actually
on the verge of reaching that point in which they
have the expertise [in tracking cybercriminals] that is
certifiable. Los Angeles is very close. Teams are being
formed across the U.S. in the field offices.”

As described in FBI press releases, the computer
crime unit was designed to bridge a gap between
domestic criminal investigations and the bureau’s
national security function, operating internation-
ally if evidence led investigators beyond the conti-
nental United States. Still, it was July 1999 before
the FBI formally announced its “war” on computer
criminals, in a press release from the Seattle field
office. There, 10 agents were assigned to CYBERCRIME
full-time, assisted by two assistant U.S. attorneys.
Cases specifically earmarked for handling by the unit
included CHILD PORNOGRAPHY, drug dealing, or finan-
cial crime, and intrusion into computer networks by
disgruntled employees or recreational “hackers.” In
April 2000, Washington spokesmen felt confident
enough to announce creation of a new InfraGuard
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program, described as “just one portion of a larger
plan to tackle computer crimes as networks become
more valuable to international commerce and carry
more important information.” By that time, FBI com-
puter squads were collaborating full time with other
agencies, via the Justice Department’s National Infra-
structure Protection Center and its Internet Fraud
Complaint Center.

Ted Jackson, special agent in charge of the Atlanta
field office, told reporters that the FBI considers com-
puter crime “the new form of terrorism. Someone
involved in attacking your system can cause more
problems than bombs.” The bureau was determined
to root out cybercriminals, Jackson insisted. “When
you’re at your computer and do something illegal,
and you affect commerce or government, we’re going
to do everything in our power to bring you before
the bars of justice.”

FBI investigators recognize two basic kinds of
computer crime: (1) crimes facilitated by computers,
as money laundering, transmission of pornography,
or different kinds of fraud; and (2) crimes where a
computer itself is the target of intrusion, data theft,
or sabotage. Federal investigators derive their author-
ity from computer crimes legislation passed by Con-
gress, including some statutes—wire fraud, interstate
transmission of threats or ransom demands, and so
forth—enacted long before the first computer was
invented. In theory, the FBI investigates a case only
when federal statutes have been violated, and the
U.S. attorney’s office supports investigation with an
agreement to prosecute if federal violations are sub-
stantiated. Under prevailing law, unless a subject vol-
untarily discloses information, FBI agents may only
gather evidence pursuant to a search warrant, court
order, or a federal grand jury subpoena.

Those are the rules, but civil libertarians remind us
of the FBIs history, including numerous illegal break-
ins, wiretaps, and all manner of criminal harassment
against minority groups spanning the better part of a
century, from the bureau’s creation in 1908 through
(at least) the early 1990s. Voices of concern were
raised with the unveiling of the FBI’s Carnivore pro-
gram, a software tool designed to scan the Internet
at large (some say illegally, at random) for evidence
of crime in cyberspace, and bureau explanations of
the software’s “surgical” precision did little to pacify
outspoken critics. Likewise, the passage of sweeping
new search-and-surveillance legislation in the wake
of September 2001’s terrorist attacks on New York
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City and the Pentagon suggested broad potential for
abuse. It remains to be seen how federal agents and
prosecutors will use their new powers, or whether
they will once more exceed their authority in the
name of “national security.”

FBI Laboratory

No aspect of the FBI is more famous than its labora-
tory, globally renowned for solving some of history’s
most notorious criminal cases. In any given year the
bureau’s lab conducts an average of 15,000 forensic
examinations, involving 200,000 individual pieces of
evidence including blood and semen samples, PAINT
chips and body parts, photographs and documents,
guns and bullets, tire tracks and footprints, arson
traces and suspected murder weapons of all kinds.
Even critics of the FBI almost invariably list its lab
among the proud achievements of Director J. Edgar
Hoover’s “clean-up” during 1924.

In fact, the FBI lab would not debut for another
eight years, until November 1932, and its begin-
nings were hardly auspicious. The original laborato-
ry’s equipment consisted of a fluorescent light and a
borrowed microscope, housed in the Southern Rail-
way Building that doubled as the bureau’s smoking
lounge. The FBI’s FINGERPRINT reference collection
was launched in October 1933, with a Photographic
Operations Unit added in 1935. One of the lab’s first
headline cases, that same year, was the LINDBERGH
KIDNAPPING (now widely regarded as a classic mis-
carriage of justice). The FBI lab hired its first full-
time chemist, William Magee, in 1937—the same
year that bureau headquarters began offering free
services to state and local law enforcement agencies
with no labs of their own. A polygraph was added in
1938, then discarded by Hoover after a Florida “lie
detector” implicated an innocent kidnapping suspect
while exonerating the guilty party. The crime lab
achieved division status in 1943, under Assistant
Director Edmund Coffey.

The bureau’s crime lab has evolved with the times,
though not always for the better. President Rich-
ard Nixon, obsessed with White House news leaks,
demanded resumption of polygraph tests in 1971,
and a new Polygraph Unit was formally established
in 1978 (although the tests remain highly contro-
versial and are inadmissible in most U.S. courts). In
1979, a Special Photography Unit began adapting
digital images developed by the National Aeronau-



tics and Space Administration for use in criminal
cases. Three years later, the FBI’s Forensic Science
Research and Training Center opened at Quantico,
Virginia, as a subdivision of the Scientific Analysis
Section. The FBI lab began accepting DNA EVIDENCE
for analysis on December 1, 1988, producing the
first DNA identification in a U.S. courtroom nine
years later. In August 1991, the Laboratory Divi-
sion created a Computer Analysis and Response
Team to support FBI investigations. Eleven months
later, a new Drugfire data base was established to
examine ballistics evidence from unsolved shoot-
ings (mainly related to the narcotics trade). By the
mid-1990s, the Laboratory Division included five
major sections: Investigative Operations (formerly
Documents), Special Projects, Latent Fingerprints,
Scientific Analysis, and Forensic Science Research
and Training.

Despite its reputation, the FBI lab has not been
immune to criticism. In 1996, employee FREDERIC
WHITEHURST, a chemist in the explosives unit, went
public with complaints of nonscientists dictating lab-
oratory policies. He also alleged that evidence was
frequently mishandled and occasionally altered for
the benefit of prosecutors. While FBI administra-
tors hounded Whitehurst from his job, an 18-month
investigation of his charges was initiated by the Jus-
tice Department’s Office of the Inspector General.
The results of that survey, published in April 1977,
validated most of Whitehurst’s claims and proved
so damaging to FBI prestige that prosecutors in the
case of Oklahoma City bomber Timothy McVeigh
declined to put bureau lab technicians on the witness
stand. Criticism of the lab soon spread to Congress,
showcased in Senate hearings where Gerald Lefcourt
(president of the National Association of Criminal
Defense Lawyers) declared, “We are left to the con-
clusion that justice could be perverted by [FBI] align-
ment with the prosecution.”

Clearly, matters had degenerated from the days
when Hoover required that any state or local police
department submitting evidence for evaluation
should promise to accept FBI lab results as final, even
if they proved a suspect innocent. Now, NACDL
spokesmen charged that all but one of the bureau’s
blood technicians had failed a 1989 proficiency test
(those results were suppressed at headquarters); that
one DNA specialist (later fired) had manipulated test
results to convict innocent black defendants; and that
DNA samples were routinely mishandled, sometimes
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deliberately altered to ensure convictions. The FBI
denied all such claims while refusing to open its files
for review, but on October 22, 1997, Director Louis
Freeh named an outsider—Donald Kerr Jr.—to head
the embattled Laboratory Division. At age 58, Kerr
was a physicist and engineer who once directed the
Los Alamos nuclear testing facility (1979-85), and
became the first nonagent to supervise the bureau’s
lab.

As dust from the latest scandal began to settle,
in February 1998, the FBI paid Frederic Whitehurst
$1.1 million to settle his claim of harassment and
illegal retaliation. Four lab supervisors facing cen-
sure for negligence or worse were allowed to resign
without disciplinary action in June 1998, while two
others received mild letters of censure. Former lab
unit chief Roger Martz was officially chastised for
“negligence, inadequate documentation and over-
stated trial testimony” in the ORENTHAL JAMES (O.
J.) SiMPsON murder case, while former lab exam-
iner David Williams was reprimanded for provid-
ing “overstated, inaccurate and unsupported expert
opinions” in the 1993 World Trade Center bomb-
ing and the 1995 Oklahoma City bombing cases.
Both men appealed their wrist-slap punishments,
while Assistant Attorney General Stephen Colgate
told reporters, “The fact that the discipline is mini-
mal should not be viewed as an exoneration of
the behavior of these individuals.” Senator Charles
Grassley countered that view with an observation
that “FBI management has succeeded in protecting
its rogues in the lab scandal.” G-men, for their part,
retaliated by spreading tales that “Senator Grassley
is an old Soviet mole still trying to impede the effi-
ciency of the FBL.”

FEDELE, Fortunato (1550—1630)

Born in Palermo, Sicily, in 1550, Dr. Fortunato Fedele
was a preeminent Italian physician of the late 16th
and early 17th centuries. His volume De Relationes
Medicorum, published in 1602, ranks among the ear-
liest works on forensic medicine, including a review
of material previously published in Arabic, Greek,
and Latin. Fedele personally conducted hundreds of
autopsies and advocated routine postmortem exami-
nations in cases of suspicious death. He also con-
tributed to early TOXICOLOGY, establishing the link
between lead plumbing and chronic lead poisoning.
Dr. Fedele died in 1630.
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Fibers rank among the most common pieces of TRACE
EVIDENCE found at crime scenes. They are broadly
classified as natural or artificial. Natural fibers
include all those of mineral origin (e.g., asbestos or
glass), vegetable origin (e.g., cotton, hemp, or linen),
and animal origin (e.g., hair or wool). Artificial fibers
includes any derived from natural fibers by some
human process and those that are completely syn-
thetic. Both natural and artificial fibers have count-
less uses in modern society, including manufacture of
bedding, BODY ARMOR, carpets, clothing, tents, tow-
els, toys, upholstery, and myriad other articles found
in all walks of life around the world. Hairs and fibers
are readily shed, all the more so during violent con-
tact, guaranteeing that most crime scenes will have
numerous specimens of varying relevance for experts
to examine.

Fibers and hairs are relatively easy to identify via
MICROSCOPY, as different types have unique individ-
ual structures, but matching to a common source is
often problematic. Because artificial fibers are mass-
produced and used in huge quantities, it is generally
impossible to make a positive match between a fiber
from a crime scene and another collected from a
suspect’s home. Both may contain the same materi-
als and dyes, they may even be traced to the same
manufacturer, but with identical carpet installed
in thousands of homes or millions of automobiles,
fibers alone only suggest a link between two separate
locations. Further evidence—such as BLOODSTAINS
or unique damage to specific fibers—is required to
prove a case in court.

One case often cited as a victory for fiber evi-
dence is that of Wayne Bertram Williams, convicted
in February 1982 for two of Atlanta’s 30 notorious
“child murders.” (In fact, Williams was convicted of
killing two adult ex-convicts, after which prosecu-
tors unilaterally declared him guilty murdering 21
children in crimes never charged against him. Several
of the latter cases were officially reopened by a local
district attorney in 20035.) Jurors later stated that
the prosecution’s most impressive evidence involved
various synthetic fibers found on the corpses of chil-
dren murdered during 1979-81. Specifically, bodies
of five victims bore fibers from carpeting widely
used in certain 1979 Ford automobiles, including
one owned by Williams’s parents. One victim’s body
also bore fibers common to various 1970 Chevro-
lets, one model of which also belonged to Williams’s

parents. Prosecutors failed to inform the jury that
neither car was physically available to Williams on
the dates when those victims were slain. Admission
of that evidence was all the more suspect since no
such fibers appeared on the remains of the two adult
victims Williams stands convicted of killing.

Hairs offer a better likelihood of positive iden-
tification, but only if they are found with the fol-
licle intact, containing samples of the donor’s DNA.
Without the follicle and its genetic material, hairs
may only reveal the donor’s species, race, and blood
type. Specific dyes or damage may suggest a donor,
but since hair dyes are also mass-produced, DNA
profiling remains the sole method of positive identi-
fication.

The U.S. Federal Trade Commission has developed
a list of synthetic fibers classified by generic (family)
names and subclasses, with common trade names.
Fibers included on that list are:

ACETATE

Celanese
Celstar
Chromspun
Estron
MicroSafe

ACRYLIC

Acrilan

BioFresh
Bounce-Back
CFF Fibrillated Fiber
Conductrol
Creslan

Creslite

Cresloft
Duraspun
Evolutia

Ginny
MicroSupreme
Pil-Trol

The Smart Yarns
Wear-Dated
WeatherBloc

ANIDEX

ARAMID

Kevlar
Nomex



AzZLON

BICOMPONENT

Fossfibre
No-Shock

ELASTOESTER

FLuorO

Tefaire

Teflon

GLASS

LYOCELL

Tencel

MELAMINE
Basofil

METALLIC

MoODACRYLIC
SEF

NYLON 6

Anso

Anso AllSport

Anso Caress

Anso Choice!

Anso Color Solutions
Anso CrushResister IIT
Anso CrushResister III ACT
Anso CrushResister TLC
Anso DuroTwist

Anso f(x)

Anso HTX

Anso Infinty

Anso Premium

Anso Replacement Plus
Anso Soft

Anso Solution

Anso Total Comfort
Anso Vibrance
Caprolan
Caprolan-RC

Dry Step

Nylon 6ix

Permasoft

Royalbrite
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Shimmereen
Silky Touch
Stay Gard
Trilene
Tru-Ballistic
Ultra Micro Touch
Ultra Touch
Zefsport
Zeftron Contex
Zeftron Savant
Zeftron Select
Zeftron Solure

NYLON 6.6

Antron

Antron Advantage
Antron II

Antron Legacy
Antron Lumena
Cordura

DSDN

DuPont XTI
DyeNAMIX

Enka

FiberLoc

Micro Supplex
Natrelle BCF
SolarMax

Stainmaster
Stainmaster Luxura
Stainmaster XTRA Life
Supplex

Tactasse

TACTEL

Ultron

Ultron 3D

Ultron VIP
Wear-Dated
Wear-Dated Assurance
Wear-Dated Freedom
Wear-Dated II
Wear-Dated ThermaSealed

NYLON 6 OR 6.6

Meryl Mattesse
Meryl

Meryl Microfibre
Meryl Nexten
Meryl Satiné
Meryl Skinlife
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Meryl Souple
Meryl Spring
Meryl Techno
Wellon
Wellstrand

NYTRIL

OLEFIN

Amco
American
Angel Hair
Biobarrier
Bondtie
Crowelon
Crown Fiber
Duron
Dyneema

E-B Meshr
Elustra

Essera
Fibermesh
Floterope
Herculon

HY - Colour
HY - Comfort
HY - Medical
HY - Repeat
HY - Soft
HY - Strength
Impressa
Innova
Margesa
Marquesa Lana
Microblocker
Mirafi
Nouvelle
Patlon III
Poly Tying
Polylasting
Polyloom
Polypro 6
Polystar
Prolan

Pur-Ty

Salus

Soft 71
Spectra 1000
Spectra 900
Spectra Fusion
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Spectra Guard
Spectra Shield

Spectra Shield Plus

SpectraFlex
Tekton
Telar
Tensylon
Trace
Trustite
Typar
Typelle
Tyrite
Tyvec
Ultraline
Welltite

PBI

PELcO

Securus

PEN

Pentex

PLA

POLYESTER

A.CE.
Accepta
Avora FR
Avora Plus
Barricaut
Beltec
Celbond
Colorbrite
ColorGuard
Comforel
ComFortrel

ComFortrel Plus

ComFortrel XP
Coolmax
Dacron
Delcron
Diolen

DSP

ESP

Fillwell
Fillwell II
Fillwell Plus
Fortrel



Fortrel BactiShield
Fortrel EcoSpun
Fortrel MicroSpun
HardCut
Holofiber
Hydrotec

Imbue

Loftguard
Loftguard Xtra
Microdenier Sensura
Microlux
Microtherm

Orel

Pentec

Polarguard 3D
Polarguard Classic
Polarguard Delta
Polarguard HV
QualiFlo

Reemay

Retrieve

Sensura

Serelle

Serene

Spunnaire
Steripur
Stretch-aire
Substraight
Tairilin

UltraFlo

Ultura

POLYPROPYLENE
RAYoN
SARAN

SPANDEX

Dorlastan
Glospan
Lycra

SULFAR
TRIACETATE
VINAL

VINYON
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Fingerprints have been used as a form of identifica-
tion for at least 4,000 years, the first known record
dating from ancient Babylon, where several captured
army deserters were forced to leave marks of their
fingers and thumbs as a permanent record. Two
thousand years ago, the Chinese used thumbprints
as seals for official documents, and the next millen-
nium saw Chinese river pirates compelled to provide
ink prints of their thumbs. Fingerprints made their
first appearance in a criminal trial in pre-Christian
Rome, after a senator was murdered and his killer
left bloody handprints on the wall. Shape and size,
rather than ridge detail, acquitted the prime suspect
in that case and later convicted the senator’s wife.
“Modern” fingerprint identification dates from
1788, when German analyst J. C. A. Mayer declared
for the first time that each fingerprint is unique. Mark
Twain and Sir Arthur Conan Doyle made fictional
references to fingerprint identification in the 19th
century, but practical identification waited for the
near-simultaneous work (in 1892) of WiLLIAM HER-
SCHEL in India, HENRY FAULDS in Japan, and FRANCIS
GALTON in England. It was Galton who first pro-
posed a practical system of fingerprint classification
and filing, improved and expanded by Sir EDWARD
HENRY in 1899-1900. Meanwhile, in Argentina
during 1891, a competing classification system was
developed by JUAN VUCETICH, still used in most Span-
ish-speaking countries. Official fingerprinting made
its way to the United States in 1902, when New York
State adopted the technique to eliminate fraud on
civil service tests. By 1908 the U.S. armed forces had
adopted universal fingerprinting of all personnel, and
America witnessed its first criminal conviction based
on fingerprints three years later. J. Edgar Hoover
often boasted of the FBI’s vast fingerprint collection,
including not only convicted criminals and military
personnel, but also persons printed for a wide vari-
ety of government positions, driver’s licenses, and so
forth. (Even casual tourists visiting FBI Headquarters
were invited to donate fingerprints, purportedly to
help identify victims of future natural disasters.)
With billions of fingerprints from millions of per-
sons on file, each subject with his or her separate
fingerprint card, identifying anonymous prints from
a specific crime scene might require weeks of eye-
straining effort. Even reducing the field to a smaller
subset—e.g., convicted burglars or kidnappers—still
left technicians with thousands of cards to examine,
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each bearing 10 fingerprints. Today, the process is
greatly streamlined by an AUTOMATED FINGERPRINT
IDENTIFICATION SYSTEM (AFIS), capable of scanning
and rejecting hundreds of prints per hour. Recent
improvements in software also “clean up” smudged
prints and facilitate identification of partials.

Ironically, just when fingerprint scanning became
nearly effortless, the very use of fingerprints them-
selves was called into question at a murder trial
in Philadelphia. Defendants Carlos Llera-Plaza, Wil-
fredo Acosta, and Victor Rodriguez faced possible
execution if convicted of running a Pennsylvania
narcotics syndicate that committed at least four mur-
ders between 1996 and 1998. Defense attorneys for
the trio challenged the scientific validity of finger-
print evidence, winning a decision from U.S. District
Judge Louis Pollak on January 7, 2002, that barred
fingerprint experts from linking crime scene prints
to specific defendants. Acting in response to a 1993
U.S. Supreme Court decision requiring federal judges
to take a more active role in weighing the admissibil-
ity of scientific evidence, Pollak ruled that experts
may testify about similarities between “latent” crime
scene prints and “rolled” fingerprints on file, but
they may not claim specific latent prints positively
match a criminal suspect. Judge Pollak found that,
unlike DNA EVIDENCE, the error rate of fingerprint
data has never been calculated, that the evidence
itself has never been scientifically tested, and that no
universal standards exist for a “match.”

Prosecutors filed an immediate appeal of Judge
Pollak’s decision, noting that his ruling “would
deprive the government of vital evidence in this case,
in which latent fingerprints directly linked defendants
to heinous murders. If carried to its logical conclu-
sion, the court’s reasoning would virtually eliminate
any expert opinion on the myriad subjects on which
subjective expert opinion has always been welcomed
in the federal courts.”

At a February hearing on Judge Pollak’s decision,
FBI fingerprint analyst Stephen Meagher cited the
bureau’s proficiency test as sufficient grounds for
Pollak to trust expert testimony. British fingerprint
expert Allan Bayle, appearing for the defense, noted
that FBI tests used the same sample prints for three
years in a row and branded the bureau’s six-week
training program “a joke.” Of the final proficiency
test, Bayle said, “They’re not testing their ability, and
they’re not testing their expertise. If I gave my experts
this test they would fall about laughing.” Further-
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more, Bayle noted, there were no international stan-
dards for fingerprint comparison and identification:
British courts required 16 specific “Galton points”
of identity, Australian authorities demanded 12, and
FBI experts often made do with 10 matching points.
Meagher, recalled to the stand by Judge Pollack,
reluctantly acknowledged that “there certainly have
been erroneous [fingerprint] identifications testified
to in the United States,” but denied that the FBI had
ever made such a mistake. Coming hard on the heels
of sweeping scandals in the FBI’s crime laboratory
and reports that G-men had framed various innocent
persons on murder charges across the United States,
leaving three to sit in prison for 25 to 30 years each,
Meagher’s blanket endorsement of FBI methods was
less than compelling.

Another embarrassment for the FBI surfaced
on January 5, 2006, when bureau headquarters



announced sweeping reviews of all state and fed-
eral cases wherein FBI fingerprint evidence resulted
in convictions with death sentences. According to
Joseph DiZinno, the FBI’s assistant director for
forensic analysis, the survey had begun 18 months
earlier (in June 2004), after G-men matched prints
found at the site of a terrorist bombing in Spain
to Brandon Mayfield, an attorney from Portland,
Oregon. Agents held Mayfield in custody for two
weeks, as a “material witness” to the bombing,
before Spanish police reexamined the print and iden-
tified its true owner—an Algerian linked to Muslim
extremist groups. That snafu prompted a wholesale
review of cases involving some 3,000 condemned
inmates throughout the United States. By the time
DiZinno revealed the program, technicians at the
FBI LABORATORY had already reviewed 92 capital
cases, pinpointing 10 in which the bureau had ana-
lyzed fingerprints. According to DiZinno, no mis-
takes were found, but the review process continued,
with a vow from FBI headquarters that each capital
case in America would be reviewed at least 30 days
before a condemned inmate’s scheduled execution.

The Mayfield glitch apparently involved some
unknown problem with AFIS, which had “flagged”
the lawyer’s prints (and those of 20 other persons)
as “possible matches” to fingerprints found at the
Madrid bombing scene. Three FBI examiners and
one consultant had confirmed Mayfield’s “match” to
the prints found in Spain, retracting their mistaken
identification only after Spanish authorities publicly
named the real suspect. Bruce Budowle, identified by
USA Today on January 12, 2006, as the FBI’s “chief
scientist,” called for more scientific “validation” to
improve fingerprint ID techniques, but otherwise the
bureau’s faith in itself was unshaken. Assistant Direc-
tor DiZinno told reporters, “There is no doubt in
our minds about the scientific basis or validity of
fingerprint identification.”

FIREARMS and Ballistics

The use of gunpowder in China has been documented
from A.D. 1000, and some sources suggest that it may
have been invented even earlier. From the develop-
ment of that EXPLOSIVE it was a relatively short step
to the use of gunpowder as a propellant, hurling
various projectiles at distant targets from a tube (or
barrel) that became the first firearm. Firearms have
evolved over time, and while many reference sources
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are available on antique weapons—including the
author’s own Armed and Dangerous (1990)—our
discussion here shall be limited for reasons of econ-
omy to modern guns.

Broadly speaking, the firearms legally available to
civilian purchasers in North America are either hand-
guns or long guns. Handguns—or pistols—are short
guns designed to be fired with one hand. While some
pistols are single-shot weapons and others have mul-
tiple barrels, the majority are either revolvers, named
for the revolving cylinder that holds their ammuni-
tion, or semiautomatic weapons (also called self-
loading), which hold ammunition in a spring-loaded
magazine and fire one shot with each pull of the trig-
ger until the ammunition supply is exhausted. Some
“purists” insist that only semiautomatic handguns
should be called “pistols,” but the long history of
firearms nomenclature—from muzzle-loading flint-
locks to the present day—defeats their argument.

Barrel

Cartridge case

Impact of firing pin
ignites the primer, which ignites the propellant

© Infobase Publishing

109

When the Firing pin ignites the propellant within the barrel
of a firearm, the pressure from expanding gas fires the
bullet or other projectile.
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Long guns are those designed to be fired from
the shoulder, generally understood to mean rifles,
carbines and shotguns. Rifles are names for the spi-
ral “rifling” (grooves) inside their barrels, developed
around 1476, which increases both the accuracy and
velocity of bullets. Carbines are simply short rifles,
initially designed for the convenience of mounted
troops in the 19th century. Shotguns, originally
designed for hunting birds, have no rifling inside
their barrels and generally fire clusters of lead or
steel pellets (“shot”) in various sizes, which spread
upon leaving the barrel. Shortening the barrel (as in
sawed-off shotguns) causes the pellets to spread more
rapidly, increasing the odds of a hit at close range.

Both pistols and long guns are small arms, fire-
arms designed to be held and fired with one or both
hands. In modern times the “small arms” designation
has been broadened to include various machine guns,
submachine guns and assault weapons. Machine
guns are automatic weapons (as opposed to semiau-
tomatic), meaning that they fire continuously at high
rates of speed until the trigger is released or ammuni-
tion is exhausted. Traditionally, most nations have
designed machine guns to fire the same ammunition
used by their standard-issue military rifles, although
heavy machine guns require special ammo. Subma-
chine guns (or machine pistols) generally fire pistol
ammunition in automatic mode, though some are
capable of selective fire (including semiautomatic fire
or short preset bursts). Assault weapons (or auto-
matic rifles) properly include only military rifles
capable of automatic or selective fire, though many
journalists and politicians wrongly apply the term to
semiautomatic weapons manufactured to resemble
military arms.

With the exception of some muzzle-loading
antique replicas, all modern firearms use ammuni-
tion consisting of individual cartridges. The compo-
nents of a standard cartridge include the case (called
“brass,” regardless of its composition), a propellant
charge (usually in powder or granulated form), a
primer to ignite the propellant (when struck by the
gun’s firing pin), and one or more projectiles (made
of various materials including metals, rubber, wood,
or ceramics, depending on the ammunition’s pur-
pose). The velocity, range, and penetration of a pro-
jectile depends variously on its weight, the size and
composition of its propellant charge, the firearm’s
barrel length, the range of a particular shot, and the
composition of its target.
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Modern firearms leave IMPRESSION EVIDENCE on
their ammunition in three ways. Rifled barrels mark
each bullet fired with longitudinal striations from
the lands and grooves inside the barrel. While all
weapons manufactured with the same lathe may
have rifling of the same dimensions, unique imper-
fections inside each barrel produce ballistic markings
as distinctive as human FINGERPRINTS. Smooth-bore
shotguns leave no such impressions on pellets fired
through their barrels, but like all other firearms, they
mark each cartridge’s primer (with an impression of
the firing pin) and each case (with toolmarks from
the weapon’s ejector or extractor). Thus, even when
bullets are lost or deformed beyond recognition on
impact, cartridge cases may still be linked positively
to a specific firearm.

Identification of a shooter may be more problem-
atical. Traces of burnt propellant escape from all
guns upon firing, and various PRESUMPTIVE TESTS for
gunshot residue (GSR) may suggest that a suspect has
recently fired or handled a weapon, but false positive
results may also be obtained from traces of PAINT
and other substances containing the same chemicals
found in gunpowder. Likewise, fingerprints found
on a weapon may prove that a suspect has handled
the gun, but may not prove that he/she fired the
weapon at a particular victim. All modern firearms
bear unique serial numbers, through which they may
be tracked from manufacture to their last point of
sale by a licensed gun dealer, and while this permits
authorities to trace discarded weapons, private sales
or THEFT of guns breaks that chain of custody. How-
ever, firearms may also bear trace evidence unique
to a particular owner or shooter, including (but not
limited to) BLOODSTAINS or tissue samples including
unique DNA, FIBERS or hairs, and traces of dust, soil,
or various chemicals that may be matched to samples
found in a suspect’s residence, vehicle, or place of
business.

At last count, approximately 20,000 different
local, state, and federal gun-control laws existed
throughout the United States, none of which sig-
nificantly limit the availability of weapons or their
use in violent crimes. Federal statutes include the
following:

National Firearms Act (1934): Prompted by
Prohibition-era gang wars and holdups com-
mitted by the likes of John Dillinger and “Baby
Face” Nelson, this law banned nothing but



imposed a $200 federal transfer tax on sale of
“gangster weapons” (machine guns, silencers,
and sawed-off shotguns or rifles) and “gad-
get-type” firearms (guns disguised as walking
sticks, etc.).

Federal Firearms Act (1938): Congress required
all persons professionally engaged in selling or
shipping firearms to obtain a Federal Firearms
License (FFL) at the initial cost of one dollar
per year (now $200 yearly).

Gun Control Act (1968): The public assassinations
of President John Kennedy, brother Robert Ken-
nedy, and Dr. Martin Luther King Jr. inspired
this ban on mail-order sales of firearms, except
to licensed dealers. Other provisions of the law
restricted handgun sales to buyers aged 21 or
older, with sale of long guns banned to persons
under age 18; applied federal transfer taxes to
various “destructive devices” (including most
military weapons, such as flamethrowers and
bazookas), and banned importation of foreign
“Saturday Night specials,” defined as any fire-
arms not “generally recognized as particularly
suitable for, or readily adaptable to sporting
purposes.”

Law Enforcement Officers Protection Act (1986):
This law banned civilian sales of armor-piercing
“cop killer” bullets or any automatic weapons
manufactured after 1986.

Crime Control Act (1990): Escalating gang
violence encouraged passage of this law, ban-
ning possession or discharge of firearms in a
school zone and penalizing the assembly of ille-
gal automatic weapons from legally imported
parts.

Brady Handgun Violence Act (1994): Named for
White House aide James Brady, brain-dam-
aged in the 1981 attempted murder of President
Ronald Reagan, this law imposed a mandatory
background check and five-day “cooling off”
period on handgun sales.

Violent Crime Control and Law Enforcement
Act (1994): This statute included a misnamed
“assault weapons ban,” outlawing for 10 years
the importation, manufacture, or civilian pos-
session of various military-style semiautomatic
weapons (defined by their cosmetic appearance)
and/or large-capacity ammunition magazines
manufactured after 1994. The ban was not
renewed in 2004.
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FODERE, Frangois-Emmanuel

FLETCHER, John Bill, Jr. indicted by DNA evidence
Convicted of multiple felony charges in 1987, 45-
year-old John Bill Fletcher Jr. was serving a 43-year
sentence at the Washington State Penitentiary in
Walla Walla when he received some bad news in
December 2001. While DNA test results were being
used to free wrongfully convicted inmates all over
the country, more than 100 at last count, the same
tests had a dramatically different effect on Fletcher’s
case. Far from liberating Fletcher, DNA profiling had
linked him to an unsolved murder that would keep
him in prison for the rest of his life.

Fletcher was on parole from Texas, after serving
seven years of a 20-year aggravated rape conviction,
when he moved to Washington’s Yakima County in
October 1986. Old habits die hard for a sociopath,
and Fletcher was jailed in August 1987, after his
latest rape victim identified him. Fletcher had kid-
napped the woman, raped her, and stabbed her 16
times before she escaped, after disarming Fletcher
and stabbing him in the leg with his own knife. A
second victim came forward after Fletcher’s arrest,
leading to his ultimate conviction on two counts of
first-degree rape, plus one count each of robbery
and assault. At the time, he was also suspected in
the rape-slayings of Theresa Branscomb (stabbed to
death in February 1987) and Bertha Cantu (killed the
same way, five months later), but scientific evidence
was inconclusive.

“It was extremely frustrating at the time,” inves-
tigator Jim Hall told the press. “It was one of
those things where you knew what was going on
but couldn’t prove it. Technology has finally caught
up with him.” BLOODSTAINS from Fletcher’s station
wagon matched Branscomb’s DNA, and Fletcher
confessed to both slayings after he received assur-
ances that prosecutors would not seek the death
penalty. He was formally charged with two counts of
first-degree murder on December 10, 2001.

FODERE, Francois-Emmanuel (1764—1835)

Born at St. Jean de Maurienne in 1764, French
physician Fran¢ois-Emmanuel Fodéré was an early
advocate of “state medicine”—official concern for
public health—and an 18th-century pioneer in foren-
sic PATHOLOGY. His paper “Essai sur le goitre et le cre-
tinisme,” published in 1791, proposed that exposure
to high humidity and certain gases caused cretinism
and goiters among residents of some mountainous
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regions in France. Fodéré’s Treatise on Legal Medi-
cine and Public Hygiene (1798) became the standard
source for close to half a century. Fodéré also trav-
eled widely throughout Europe, reporting on deplor-
able conditions in lunatic asylums like the one in
Strasbourg, where he found that “for troublesome
madmen and those who dirtied themselves, a kind
of cage, or wooden closet, which could at the most
contain one man of middle height, had been devised
at the ends of the great wards.” Those elevated cages
had gratings instead of floors, covered with straw
“upon which the madman lay, naked or nearly so,
took his meals, and deposited his excrement.” By
the time Fodéré died in 1835, major universities
in Prague and Vienna offered curricula in public
hygiene based upon his work.

FOOD and Drug Administration
The Food and Drug Administration (FDA) is a fed-
eral scientific, regulatory, and public health agency
responsible for assuring the safety, efficacy, and secu-
rity of human and veterinary drugs, biological prod-
ucts, medical devices, cosmetics, products that emit
radiation, and the U.S. food supply. In theory, it is
also responsible for advancing public health by facili-
tating innovations that make medicines and foods
more effective, safer, and more affordable. Predict-
ably, some critics charge that partisan politics cor-
rupts that process, delaying release of some products
badly needed while allowing pharmaceutical concerns
and others to reap fabulous profits at public expense.
Given the climate in Washington, D.C., and in the
United States at large, that debate is unlikely to fade.
Some historians date the FDA’s history from 1862,
with a single chemist serving as the U.S. Department
of Agriculture’s Bureau of Chemistry, while others
cite passage of the federal Food and Drugs Act of
1906. In July 1927, the Bureau of Chemistry became
the Food, Drug, and Insecticide Administration. The
name was shortened to its present version three years
later, and the FDA remained with the agriculture
department until June 1940, when it was transferred
to the newly created Federal Security Agency. In
April 1953, it moved again, this time to the Depart-
ment of Health, Education and Welfare (HEW). In
1968, it became part of HEW’s Public Health Ser-
vice. Finally, in May 1980, the education function
was removed from HEW to create a new Department
of Health and Human Services, which remains FDA’s
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current home. At press time for this volume, the for-
mer one-man agency boasted some 9,100 employees
and a budget exceeding $1.3 billion. FDA staffers
include attorneys, chemists, microbiologists, phar-
macists, pharmacologists, physicians, veterinarians,
and various other professionals. Two-thirds of those
employees work in the nation’s capital, while the
remainder staff 150 field offices and laboratories
across the United States.

FDA jurisdiction includes most food products
(excluding meat and poultry), drugs intended for use
on humans or animals, medical devices, cosmetics,
animal feeds, and any products that emit radiation.
FDA scientists evaluate applications for new drugs,
medical devices, food additives, infant formulas, and
so forth (sparking further controversy as some critics
claim the process is unnecessarily protracted, while
others accuse the FDA of hastily green-lighting vari-
ous products from well-connected companies). The
FDA also monitors the manufacture, importation,
storage, and transportation of various products val-
ued at around $1 trillion per year. Agency inspectors
visit an average of 16,000 facilities each year, presum-
ably ensuring compliance with all pertinent federal
statutes and regulations. Since the notorious Tylenol
murders in Chicago (1982), the FDA has overseen
efforts to prevent deadly product tampering. The
agency’s Forensic Chemistry Center, based in Cincin-
nati since 1989, has developed various high-speed
screening techniques for contaminants that may be
added after manufacture to food and pharmaceutical
supplies.

“FORD Heights Four” inmates exonerated by DNA
evidence

Described in a Chicago Tribune report as “almost
certainly the largest single, proven miscarriage of
justice in Illinois history,” the case of the “Ford
Heights Four” began at 2:15 A.M. on May 11, 1978,
when 28-year-old Larry Lionberg and his fiancée,
23-year-old Carol Schmal, were kidnapped from a
Homewood gas station. Police later discovered them
in an abandoned Ford Heights townhouse: Schmal
had been raped and both victims were killed with
close-range gunshots to the head.

Authorities had no leads in the case until an
anonymous telephone call sent them looking for
five young blacks on May 17. Those arrested were
Kenneth Adams, Paula Gray, Verneal Jimerson, Wil-



liam Rainge, and Dennis Williams. On the day of
his arrest, Williams recalls, a white officer warned
him, “Nigger, you’re gonna fry.” While investigators
juggled evidence—and buried testimony pointing to
four other suspects—the sole female defendant was
offered a bargain she could not refuse. In exchange
for testimony against her supposed accomplices,
Paula Gray would receive immunity from prosecu-
tion. Fearing for her life, Gray readily agreed.

In light of local sentiment and official malfea-
sance, the result was predictable. Adams, Jimerson,
Rainge, and Williams were convicted on all charges:
Jimerson and Williams were sentenced to die for the
murders; Rainge was sentenced to life imprisonment;
Adams received a 75-year prison term. The four
maintained their innocence, and their convictions
were overturned on appeal in 1983, but all four were
convicted again in a 1985 retrial, with Williams once
again sentenced to die. There the matter rested until
May 1995, when condemned killer Girvies Davis—
hours away from his own execution—urged a friend,
journalism professor David Protess, to investigate
the Ford Heights case. Preliminary research showed
gaping holes in the prosecution’s case, and Protess
assigned some of his students from Northwestern
University to find the truth. What they uncovered
was a FRAME-UP fueled in equal parts by racism and
the desire to clear a shocking case at any cost.

Paula Gray, the state’s “star” witness with a tested
IQ of 55, freely admitted lying under oath to save
herself from prison. Worse yet, the students discov-
ered that another informant had named four other
suspects on May 17, 1978—suspects ignored by the
police in their single-minded zeal to convict the “Ford
Heights Four” already charged. One of those sus-
pects, Ira Johnson, was serving 74 years for a separate
murder when Protess found him in prison. Johnson
signed an affidavit naming his deceased brother Den-
nis as Carol Schmal’s killer, further admitting that he
and two other gunmen—Arthur Robinson and Juan
Rodriguez—killed Larry Lionberg.

Police and prosecutors dismissed the new evidence
as fraudulent, but the Illinois Supreme Court felt
otherwise, overturning Verneal Jimerson’s conviction
and death sentence on grounds that Paula Gray had
lied under oath at his trial. Freed on bond pending
retrial, Jimerson worked with the journalistic team
to free his friends. That freedom came in June 1996,
when DNA test results positively excluded all four
defendants as participants in Carol Schmal’s rape. Ira
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Johnson, Arthur Robinson, and Juan Rodriguez were
indicted on July 3, 1996, subsequently convicted and
sentenced for the Ford Heights double slaying.

No police officers were charged with any crime in
the Ford Heights frame-up, but state authorities offered
to pay the four exonerated inmates $35,000 each for
their 18 years in prison. Understandably reluctant to
accept that low-ball offer, the Ford Heights Four sued
Cook County, its sheriff’s department, and various
individual officers for false imprisonment. In March
1999, the case was settled out of court for a reported
$36 million. A gag order was imposed to suppress
details of the settlement. Dennis Williams, still embit-
tered and distrustful, reportedly still telephones a
friend or relative each time he leaves his home, to have
an iron-clad alibi prepared in case authorities come
after him again with more false charges.

FORENSIC Science Service

Established in 1991 as an executive agency of the
British Home Office, the FSS is the primary pro-
vider of forensic services for the United Kingdom,
assisting 43 police agencies in England and Wales. It
established Britain’s National DNA Database with
1.7 million samples, administered by FSS staffers for
the Association of Chief Police Officers, and handles
more than 100,000 criminal investigations each year.
In addition to DNA screening, the FSS staff of some
2,800 employees also work ballistics cases and survey
other evidence recovered from British crime scenes.
London’s Metropolitan Police Laboratory formally
merged with the FSS in 1996.

FORGERY
In British common law, forgery was defined as the
act of making or altering a written instrument for
the purpose of FRAUD or deceit, as in the case of
fraudulent checks or a false signature affixed to a
will. In today’s cyberage, forgeries are not restricted
to written or printed documents, but may include a
wide range of physical objects. For purposes of clar-
ity, forged items such as currency, coins, collectibles,
and similar objects are separately considered in this
volume’s entry on COUNTERFEITING, while this entry
considers documents, works of art, and historical or
archaeological relics.

Documents may be forged in a variety of ways,
including: (1) fabrication of any document in the
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name of another with fraudulent intent; (2) applica-
tion of a false signature to any true document; (3)
application of a true signature to a false document or
any other document for which it was not intended;
(4) production of documents in a fictitious name,
with fraudulent intent (as opposed to pen names
used by novelists); (5) fraudulent alteration of true
documents (contracts, receipts, etc.); and (6) fraudu-
lent omission of any significant provisions from true
documents under preparation (contracts, wills, etc.)
that adversely affects one or more parties. Generally
speaking, simple copies, replicas, or studio reproduc-
tions are not considered forgeries unless they are
promoted as genuine originals.

Forgery may spring from a variety of motives.
Financial gain is the most obvious and common
motive, but others are also recognized. Scholars
occasionally forge historical documents or fabricate
relics in a bid to advance their reputations. Known
archaeological forgeries include the spurious fossil
remains of Archaeoraptor (a supposed “missing link”
between ancient reptiles and birds), the mummy of
a supposed Persian princess, Etruscan terra-cotta
warriors (displayed in the Metropolitan Museum of
Art), the ossuary of James (alleged brother of Jesus),
the tiara of Saitaphernes (displayed in the Louvre),
and the fragmentary skeletal remains of “Piltdown
Man” (supposedly excavated from Sussex, England,
by Charles Dawson in 1912, exposed as a hoax in
1953).

Political forgeries are generally contrived as pro-
paganda items, to promote the agenda of a specific
individual or faction. A prime example is The Pro-
tocols of the Learned Elders of Zion, a supposed
blueprint for Jewish world domination fabricated
by czarist secret police around 1903 to justify anti-
Semitic pogroms, still widely circulated by neo-Nazi
propagandists to the present day (and occasionally
misattributed to Freemasons). Another such docu-
ment, the Zinoviev letter, was allegedly sent by Soviet
Comintern leader Grigori Zinoviev to members of
the British Communist Party in September 1924,
demanding increased political agitation in England.
Exposure of the letter—actually forged by British
secret agents, as revealed three decades later—top-
pled the Labour government of Prime Minister Ram-
say MacDonald and derailed his efforts to normalize
diplomatic relations with the Soviet Union. A 19th-
century example, the Ems telegram, actually sparked
the Franco-Prussian War of 1870. Ems was a part of
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Prussia at the time, its ownership disputed by France
(which feared a Prussian alliance with Spain). On
July 13, 1870, King Wilhelm of Prussia met with
French ambassador Count Vincent Benedetti, then
sent a report of the meeting to Otto von Bismarck
for publication. Bismarck drastically edited the king’s
message before releasing it, with the avowed intent
“of waving a red cape in front of the face of the
[French] bull.” Properly outraged, France declared
war six days later.

In a similar fashion, religious zealots have forged
documents and artifacts throughout history, either
with intent to profit from their frauds or to vali-
date and legitimize particular doctrines. Notorious
examples include countless splinters of “the true
cross,” alleged skeletal remains of John the Baptist
or various martyred saints, and the still-controver-
sial Shroud of Turin (advanced as proof of Christ’s
resurrection, claimed by some to contain “the DNA
of God”). Supporters of Old Testament creationism
(lately recycled as “intelligent design”) fraudulently
altered fossilized dinosaur tracks found near Paluxy,
Texas, in 1908, to support their belief that modern
humans coexisted with dinosaurs on an Earth no
more than 6,000 years old. Antiquities dealer Moses
Shapira (1830-84) made a career out of peddling
forged biblical artifacts from his shop in Jerusalem,
including a virtual flood of fake Moabite artifacts
(including busts, clay pots, and erotic figurines). Sha-
pira’s final coup, in the year before his death, was
his revelation of the “Shapira strips,” 15 scraps of
parchment allegedly found near the Dead Sea, whose
inscriptions offered variations on the Ten Command-
ments and the text of Deuteronomy. Before they were
proved fraudulent, Shapira offered his latest “find”
to the British Museum for a mere £1 million.

Literary forgery is a potentially lucrative field.
Asa Earl Carter, an Alabama Ku Klux Klan leader in
the 1950s, adopted the pseudonym “Forrest Carter”
(in honor of original KKK Grand Wizard Nathan
Bedford Forrest) to write a fraudulent “oral his-
tory” of the Apaches, Look for Me on the Moun-
tain, in 1978, while his most famous work, The
Education of Little Tree (1986), was falsely adver-
tised as the autobiography of a Cherokee orphan. In
March 1972, hoaxer Clifford Irving faced charges of
conspiracy, forgery, and perjury for selling a spuri-
ous autobiography of reclusive billionaire Howard
Hughes to the McGraw-Hill publishing house. In
April 1983, publishers of the German magazine Der



Stern announced that they had purchased Adolf Hit-
ler’s previously unknown diaries for the sum of 9.9
million marks ($6.13 million). Allegedly recovered
from an airplane that crashed near Dresden during
World War II, the “diary” proved to be a collection
of Hitler’s speeches and proclamations lifted from
Nazi archives and forged by memorabilia purveyor
Konrad Kujau in handwriting resembling Hitler’s.
Kujau and an accomplice in the fraud each received
four-year prison terms. Equally notorious was the
case of the “Salamander Letter,” challenging certain
scriptural foundations of the Mormon Church and
providing new insights into the life of Mormon patri-
arch Joseph Smith. Allegedly penned by one Martin
Harris in 1830, the letter was actually fabricated by
20th-century swindler Mark Hofmann, who claimed
that he discovered it in the early 1980s. Aroused by
Hofmann’s frequent “discovery” of unique Mormon
documents, church leaders submitted the letter to
the FBI LABORATORY for analysis in 1985, where-
upon Hofmann murdered two persons linked to the
case with homemade bombs. A third bomb injured
Hofmann himself and led to his imprisonment for
murder.

Recognized cases of art forgery date from ancient
times, when Roman sculptors crafted copies of Greek
statues for sale to elite clientele. In medieval times,
copying the work of a master was sometimes con-
sidered an homage rather than a criminal offense,
but that changed with expansion of the commercial
art market. Since the known works of master artists
chiefly reside in museums or recognized private col-
lections, forgeries today most often represent “new”
works by famous artists, created (often clumsily) by
melding elements from various genuine works. Tech-
niques for “aging” new fraudulent works include
concoction of PAINT using archaic methods and ingre-
dients, application of various chemicals, and use of
small drills to simulate worm holes in picture frames
or statuary.

Art experts and forensic scientists detect forgeries
in a variety of ways. The absence of a “paper trail”
establishing the provenance of any classic master’s
work is widely viewed as a PRESUMPTIVE TEST of forg-
ery. (British art dealer John Drewe overcame that
hurdle by forging false documents of provenance
and surreptitiously inserting photos of various forged
works into the archives of prominent art institu-
tions.) Carbon dating helps establish the true age of
very old items, while infrared analysis and X-ray flu-
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orescence help establish the age of more recent paints
and canvases, also determining the relative purity of
pigments or metals used in sculpture. FINGERPRINTS
are occasionally useful, if the original artist—master
or forger—inadvertently left his mark in wet paint.
Digital images of suspect paintings, employed in an
analytical technique called wavelet decomposition,
permit detailed examination of brush and pen strokes
in paintings and drawings (which may be compared
to genuine exemplars).

FRAME-UPS

A frame-up is the malicious wrongful prosecution
of any defendant for crimes that he or she did not
commit. Many wrongful convictions have resulted
from honest mistakes on the part of eyewitnesses or
misinterpretation of forensic evidence (particularly in
the years before DNA profiling revolutionized analysis
of BLOODSTAINS and other biological matter). It is the
element of malice that distinguishes a true frame-up,
generally accomplished by (a) official fabrication of
false evidence and subornation of perjured testimony,
or (b) more rarely, fabrication by civilian third parties
of false evidence that prosecutors carelessly accept in
good faith. While frame-ups are thankfully less com-
mon in real life than in Hollywood fiction, they have
occurred throughout history and into modern times.
A few well-known examples include:

1920: The SACCO-VANZETTI CASE, wherein two
Italian anarchists were convicted and executed
for a Massachusetts holdup-murder actually
committed by a gang of professional criminals
(who escaped punishment). Dubious ballistics
evidence and perjured eyewitness testimony sent
both defendants to the electric chair.

1933: The Jake Factor kidnapping case. After
failing to convict bootlegger Roger Touhy and
several associates in the ransom kidnapping of
brewer William Hamm (actually abducted by
members of the Barker-Karpis gang, later con-
victed), FBI agents prosecuted and imprisoned
the same defendants for kidnapping Chicago
underworld figure Jake “The Barber” Factor.
Marathon beatings failed to extract confes-
sions, but Factor identified the defendants, who
were bootlegging rivals of Factor’s good friend
“Scarface Al” Capone. G-men obtained cor-
roborating testimony from several convicted
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felons, while defense witnesses were threatened
with arrest or death if they testified on Touhy’s
behalf. In 1959, a federal judge declared that
Factor had never been kidnapped at all, rather
staging a disappearance to avoid extradition on
FRAUD charges to his native England. Touhy was
released from prison—and promptly murdered
by Capone syndicate gunmen.

1935: Richard Bruno Hauptmann, a German
immigrant, was convicted of murder by New
Jersey jurors in the 1932 LINDBERGH KIDNAP-
PING. Evidence submitted against him in court,
resulting in his ultimate execution, included
perjured testimony from several alleged eyewit-
nesses, forensic evidence described as “fabri-
cated” in classified FBI memos, and a telephone
number written inside Hauptmann’s closet by a
journalist in search of a “scoop.”

1965: The Edward Deegan murder. Deegan was
a small-time Boston gangster, murdered by
contract killers Joseph “The Animal” Barboza
and Vincent Flemmi. Local FBI agents, who
employed both killers as “top level” infor-
mants, participated in the frame-up of innocent
defendants Luis Greco, Peter Limone, Joseph
Salvati, and Henry Tameleo. Jurors convicted
all four, based on perjured testimony from Bar-
boza. Greco and Tameleo subsequently died in
prison, while Limone and Salvati were formally
exonerated in 2000. FBI agent John Connolly
Jr., instrumental in framing the false charges,
was convicted of bribery in September 2002
and received a 10-year prison term.

1970: Elmer “Geronimo” Pratt. A leader of the
radical Black Panther Party in Los Angeles, Cal-
ifornia, Pratt was targeted for elimination by
local police and agents of the FBI. Authorities
first charged Pratt with stockpiling illegal weap-
ons, but jurors acquitted him of those counts
in July 1970. Five months later, LAPD charged
Pratt with the holdup-murder of a woman
robbed and shot in Santa Monica, in December
1968. The victim’s husband, wounded in the
same attack, “positively” identified one gun-
man and “tentatively” identified three others—
none of them Pratt—before finally changing his
story under intense police pressure. Pratt served
25 years in prison before an appellate court
exonerated him of all charges. In April 2000,
FBI headquarters paid Pratt $1.75 million for
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the wrongful prosecution, while LAPD kicked
in another $2.75 million.

1971: Daniel and Philip Berrigan. Late in 1970,
while seeking inflated appropriations for his
agency, FBI Director J. Edgar Hoover regaled
members of the U.S. Senate with baseless claims
of an “incipient plot” by leftist radicals to bomb
federal facilities in Washington, D.C., and to
kidnap White House aide (later secretary of
state) Henry Kissinger. Those named as con-
spirators included brothers Daniel and Philip
Berrigan (both Catholic priests and convicted
draft obstructers), plus several nuns and other
associates of the Berrigans. Attorney General
John Mitchell—later imprisoned for his role in
the Watergate scandal—reluctantly indicted the
“plotters” in what he described as a bid “to get
Hoover off the hook” for lying to Congress.
Daniel Berrigan and one female defendant were
subsequently convicted of smuggling love let-
ters in and out of a federal jail, while all other
charges were dismissed.

FRAUD

Broadly speaking, fraud includes any act of decep-
tion committed with criminal intent, which results
in damage to another party. Financial motives are
common but not required, as in cases of election
fraud where ballots are falsified or destroyed to assist
a particular candidate. False advertising is a com-
mon form of fraud, wherein the quality or quan-
tity of merchandise offered for sale is deliberately
misrepresented. Many CYBERCRIMES incorporate ele-
ments of fraud, including Internet adoption rackets,
identity theft, credit card swindles, offers of shabby
or nonexistent merchandise for sale, sight-unseen.
CONFIDENCE GAMES are as old as mankind, taking
advantage of human gullibility with countless get-
rich-quick schemes. International syndicates earn
billions every year from telecommunications fraud,
while pyramid (or Ponzi) schemes fleece other vic-
tims of their savings. WHITE-COLLAR CRIMES often
include the fraudulent sale of worthless or stolen
stocks, bonds, and securities. Another lucrative form
of fraud, COUNTERFEITING, has expanded over time
from the printing of “funny money” to include false
labels placed on stolen or bootlegged merchandise
ranging from designer clothes to movies, recorded
music, computer software, and prescription medi-



cines. Tax fraud involves the unlawful avoidance
or underpayment of taxes owed to various levels of
government. Fraud may also involve other crimes,
such as ARSON, HOMICIDE, and THEFT, committed to
wrongfully obtain an inheritance or insurance pay-
ments.

Legal investigators use various techniques to
detect and prove fraud. Sundry methods of DECEP-
TION ANALYSIS are employed to catch liars at work,
and while those test results may result in dismissal
from various jobs, they are not generally admissible
as evidence in American courts of law. Analysis of
QUESTIONED DOCUMENTS—such as bonds, contracts,
deeds, diaries, historical records, letters, promis-
sory notes, stocks, and wills—is another field where
frauds are commonly encountered. In such cases,
prosecutors must prove (a) that the documents in
question are fraudulent, and (b) that the person(s)
promoting said documents for adjudication or sale
were conscious participants in the fraud. It may not
be a crime, for instance, to sell a bogus treasure map
in good faith, but hoaxers have been imprisoned for
selling false diaries or letters allegedly penned by
historical figures such as Adolf Hitler, Thomas Jef-
ferson, and Brigham Young.

FRITZ, Dennis, and Williamson, Ronald exonerated
by DNA

Authorities in Ada, Oklahoma, labored for five
years to solve the 1982 rape-murder of 21-year-old
Debra Sue Carter. In May 1987, they arrested two
suspects: 34-year-old Ronald Williamson and 37-
year-old Dennis Fritz, a respected junior high school
teacher and neighbor of the victim. Both men denied
involvement in the crime, but they were charged and
held for trial on the basis of forensic evidence includ-
ing hairs and semen, deemed “consistent” with their
own by methods common prior to the advent of
DNA testing. At trial, in April 1988, the prosecu-
tion also relied heavily on testimony from jailhouse
“snitches,” including one Glen Gore, who claimed
the defendants had confessed the crime in private
conversations. Upon conviction, Williamson was
sentenced to die, while Fritz received a life prison
term. Williamson successfully appealed his convic-
tion and won a new trial, but he was convicted
again and once more sentenced to die. At one point
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FRITZ, Dennis, and Williamson, Ronald

in his death row odyssey, Williamson came within
nine days of execution, summoned to the warden’s
office to discuss disposal of his corpse.

A stay of execution saved his life on that occa-
sion, and Williamson remained persistent, winning
another appeal in 1998. This time, before conven-
ing a third trial, prosecutors agreed to DNA testing
of evidence found at the Carter crime scene. Fritz’s
lawyers, including BARRY SCHECK from the CARDOZO
INNOCENCE PROJECT, joined that effort, and the tests
exonerated both men of involvement in the crime.
They were released from prison on April 15, 1999.
Prosecution witness Glen Gore, meanwhile, was
implicated by DNA testing as Carter’s actual slayer,
a disclosure that prompted him to stage a jailbreak
from the Lexington Correctional Center one day
before Fritz and Williamson were liberated. Gore
surrendered to police on April 20, 1999.

On June 12, 2000, Dennis Fritz appeared before
the U.S. Senate Judiciary Committee in Washington,
D.C., to describe his ordeal. Appearing in support
of proposed legislation to mandate DNA testing in
relevant cases, Fritz told his audience:

At the time of my conviction in 1988, DNA testing
had just been accepted by the scientific community. For
years while in prison, 1 repeatedly petitioned the courts
to allow me to get my DNA tested. I was flat out denied
by one court after another. By the time I got in touch
with Barry Scheck and Peter Neufeld, I had lost seven
court decisions, and I had just about lost hope. . . .

The refusal of the state of Oklahoma to compare my
DNA with the crime scene evidence was only one of the
reasons why I lost all those years of my life. The other
reason was my trial attorney’s ineffectiveness. First, he
had no real incentive to defend me since he had only
received $500 for representing me in a capital murder
case. And besides that, he had never handled a murder
case in bis life. In fact, he had never handled any type of
criminal case whatsoever, due to the fact that he was a
cwil liabilities lawyer. . . .

It is more than past time to put an end to these
unmerciful travesties of injustice that occur when the
truth is hidden or disregarded. I appeal to you, the
members of this commiitee, to enact the necessary laws
to fully assure that no human being will ever have to
suffer unjustly for something of which they are totally
innocent.






GALL, Franz Joseph (1758—1828)

German neuroanatomist Franz Gall was born at
Tiefenbronn, Baden, in what is now south Germany,
on March 9, 1758. Defying parental expectations
that he join the priesthood, Gall studied medicine in
Vienna, Austria, and established private practice in
that city after graduation. While compiling a prac-
tice of wealthy patients, Gall specialized in study
of the brain and its localized mental functions. In
1800, teamed with colleague Johann Spurzheim,
Gall developed cranioscopy, a proposed technique
for determining an individual’s personality, intelli-
gence, and moral development based on the shape
of his or her skull. Spurred by complaints from the
Catholic Church, Austrian emperor Francis I ordered
Gall and Spurzheim to cease their lectures and writ-
ing in 1801, claiming that cranioscopy challenged
the divine nature of human intelligence. Gall moved
to France in 1805, but found no warmer reception
from Napoleon Bonaparte or the Institute of France,
which ruled his theories invalid.

Despite the ongoing controversy over cranios-
copy, Gall maintained a lucrative medical practice
and contributed to hard science with his ground-
breaking discovery that the brain’s gray matter con-
tained cell bodies (called neurons), while the white
matter contained fibers (dubbed axions). Ironically,
a stroke claimed his life in Paris on August 22,
1828, and leaders of the Catholic Church refused
to permit his burial in consecrated ground. Cranios-
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copy—renamed phrenology by Spurzheim—found
a greater degree of acceptance in Britain (where
racists used Gall’s theories to explain the “inferior-
ity” of Irishmen and other targets of discrimina-
tion) and in the United States, where it enjoyed a
30-year vogue ending around 1850. Pseudoscience
aside, many of Gall’s theories on localization of
brain function were validated years after his death,
thus laying the early groundwork of forensic psy-
CHIATRY.

GALTON, Francis (1822-1911)

A half cousin of Charles Darwin, Francis Galton was
born near Sparkbrook, England, on February 16,
1822. His forebears included various renowned bank-
ers, gun makers, inventors, and scientists, perhaps
accounting for his life as anthropologist, eugenicist,
explorer, geographer, inventor, meteorologist, and
statistician. A child prodigy, Galton read by age two,
tackled Greek, Latin, and long division at five, and
read Shakespeare for pleasure at age six. Frequent
changes in schools and curricula drove Galton to a
nervous breakdown at age 22, while his father’s death
in the same year left him independently wealthy. He
abandoned his formal studies after receiving a B.A.
degree, which he later supplemented with an M.A.
In 1847, Galton roamed the world from 1845 to
1852, leading expeditions for the Royal Geographi-
cal Society and publishing a critically acclaimed book
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on South Africa, followed by a best-selling tourist’s
handbook, The Art of Travel.

In middle age, as a member of the British Asso-
ciation for the Advancement of Science, Galton
presented groundbreaking papers in various fields
including ANTHROPOLOGY, BIOLOGY, eugenics, geog-
raphy, heredity, historiometry, and statistics. Publica-
tion of his cousin’s On the Origin of Species (1859)
prompted Galton to focus on the various traits of
humankind, ranging from mental attributes to FIN-
GERPRINTS and facial features. In 1869, he published
Hereditary Genius, discoursing at length on patterns
of inherited intelligence while debating the roles of
heredity versus environment in human development.
Further study in that area, including interviews with
190 Fellows of the Royal Society, produced Galton’s
next work—English Men of Science: Their Nature
and Nurture—in 1874. Thereafter, he produced The
History of Twins (1875) and Inquiries in Human
Faculty and Its Development (1883). Anticipating
ALPHONSE BERTILLON, Galton also devised a tech-
nique of “composite PHOTOGRAPHY” through which
he proposed to identify various human “types”—
including criminals—Dby their superficial appearance.
His volume Fingerprints (1893) helped spark a bit-
ter feud between HENRY FAULDS and WiLLiaM HER-
SCHEL, both of whom claimed credit as pioneers in
the field. Galton’s foray into fiction, a utopian novel
titled Kantsaywhere, was aborted when a niece took
offense at the graphic love scenes and burned most
of the manuscript. Galton was knighted for his con-
tributions to science in 1909 and died in Surrey on
January 17, 1911.

GENERAL Knowledge Exam

Soon after its creation in 1989, the AMERICAN BOARD
OF CRIMINALISTICS (ABC) began preparation of a
General Knowledge Exam (GKE) to help elevate
and standardize forensic science practices through-
out the United States. In 1991, the ABC Examina-
tions Committee purchased rights to a test written
by the older CALIFORNIA ASSOCIATION OF CRIMINAL-
IsTS, then revised that exam by removing questions
focused specifically on California statutes and those
deemed “too specialized” for a general examination.
Other questions were added or modified following a
comprehensive evaluation by the Educational Test-
ing Service (widely regarded as America’s premier
test development organization). The GKE constantly
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evolves to keep pace with new developments and dis-
coveries in forensic science, presently including some
200 questions involving forensic procedures and the
ABC Code of Professional Conduct. (All questions
are drawn from a GKE Study Guide published by
the ABC.) Various specialty examinations are also
offered with their own study guides, ranging from
150 to 300 questions each, while the ABC’s Technical
Specialist Exams include 150 to 350 questions. Can-
didates for ABC certification must correctly answer
80 percent of the questions for any given test.

GEOGRAPHIC Profiling

Geographical profiling of unknown criminal offend-
ers differs fundamentally from PSYCHOLOGICAL
PROFILING, in that it seeks to pinpoint a subject’s
location rather than his/her gender, race, occupa-
tion, or mental state. It is effective only in a case of
serial offenses, be they ARSON, bombing, HOMICIDE,
ROBBERY, or SEX CRIMES. Assisted by computer soft-
ware programs, practitioners of geographic profiling
chart the locations of various crime scenes, produc-
ing a three-dimensional probability (or “jeopardy”)
surface suggesting where the offender is most likely
based. Depending on the nature of the offense and
the number of subjects involved, that base may be
an individual’s residence, his/her workplace, the
headquarters of some organization, and so forth. All
certified geographic profilers are presently members
of the International Criminal Investigative Analy-
sis Fellowship (ICIAF), a professional organization
launched by the FBI in the 1980s.

Dr. Kim Rossmo, a 21-year veteran of the Van-
couver (British Columbia) Police Department with
a Ph.D. in criminology, is widely recognized as the
pioneer of geographic profiling. His groundbreak-
ing efforts sprang from research conducted at Brit-
ish Columbia’s Simon Frasier University—where
Rossmo also serves as an adjunct professor—in
1989. While the resultant software works best in
cases involving five or more separate offenses, it may
be applied in more limited instances. Geographic
profilers offer the following services to law enforce-
ment agencies:

I. Identifying catchment areas, defined as the geo-
graphic area served by a particular business,
institution or other facility, particularly useful in
cases of serial THEFT, FRAUD, robbery, or where



offenders target employees of a particular busi-
ness chain.

Producing distance, speed, and time calculations
for subjects or victims moving on foot (walk-
ing vs. running, etc.), or by means of differ-
ent vehicles. This function helps determine if the
unknown subject owns a car or travels to nearby
crime scenes on foot, using public transporta-
tion, etc.

Producing maps of a crime scene or series of
crimes, for use by investigators in court, during
task force presentations, and in reconstruction of
“cold” cases.

Completion of a geographical profile, which—if
accurate—helps field investigators focus their
search for a suspect or missing person. The same
profile also illustrates possible routes of travel
used by an offender passing to and from crime
scenes. Coordination of geographic and psy-
chological profiling may suggest possible loca-
tions of employment for the unknown subject(s)
within a probability surface. As an example, if
the psychological profile suggests a blue-collar
industrial worker, detectives may concentrate
on employees of factories or foundries located
within the “jeopardy” surface.

GEOLOGY, Forensic

Geology and its subdiscipline mineralogy encompass
the physical study of Earth’s component rocks, min-
erals, and soils. Their application to forensic science
includes the identification of various geologic materi-
als and determination of their source. From his debut
in 1887, fictional detective Sherlock Holmes was a
keen observer of soil and mud, frequently charting
a suspect’s movements through London and beyond
by the variety of stains on his or her shoes and
clothing. In his Handbook for Examining Magis-
trates (1893), Austrian criminologist HANS GROSS
suggested that “the dirt on someone’s shoes could tell
more about where a person had last been than toil-
some inquiries.”

Modern laboratories apply those same principles
today, analyzing soil and mineral traces found at
crime scenes and elsewhere. Geologic material found
on clothing, shoes, or in the tread of automobile
tires may place a suspect at a far-distant crime scene,
despite denials. Trace evidence found on a corpse
may prove that the victim was killed at one loca-
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tion, then transported to another for disposal. Expert
knowledge of geology is also critical to determining
the age or authenticity of jewelry, paintings, sculp-
ture, and precious metals or other minerals (as in
cases of mining fraud). According to an article in
Geotimes (February 2002), geologist John Shroder
identified the region of Afghanistan where fugitive
terrorist Osama bin Laden sought refuge in 2001,
by examining photos of bin Laden with distinctive
rocky outcrops in the background. Nonetheless, bin
Laden eluded capture.

One case with a more gratifying outcome was the
murder of John Bruce Dodson, in October 1995.
While hunting with his wife of three months in west-
ern Colorado’s Uncompahgre Mountains, Dodson
suffered a gunshot wound some 200 yards from
their camp. A Texas police officer, camped nearby,
heard Janice Dodson’s cries for help and rushed to
the scene, where he found John Dodson dead. Inves-
tigators found a .308-caliber cartridge case 60 yards
from Dodson’s corpse and subsequently located the
slug that had passed through his body. At Dodson’s
camp, they also found a set of coveralls belonging to
Janice, coated in mud from the knees down. (Janice
claimed that she had stepped into a bog near camp.)
Suspicion focused on Janice’s ex-husband, J. C. Lee,
another hunter who was camped nearby, but Lee pre-
sented an alibi witness and told police that his .308
rifle had been stolen from his camp with a box of
ammunition. Early snow prevented further gathering
of evidence, but local investigators searched the area
exhaustively over the next three summers, vainly
attempting to locate the murder weapon. During their
final search, in 1998, the officers noted a cattle pond
lined with bentonite clay, located between Dodson’s
camp and the site where J. C. Lee had camped on the
day of the shooting. Comparison of mud from the
pond with that found on Janice Dodson’s coveralls
convinced a jury that she had stolen Lee’s rifle and
killed her new husband, while trying to frame Lee for
the crime. Although the gun was never found, Janice
Dodson received a life sentence.

GEORGIA Innocence Project

Founded in August 2002, the Georgia Innocence
Project is a nonprofit organization created to assist
persons wrongfully convicted of crimes they did not
commit. Its members work primarily to secure post-
conviction DNA testing for Georgia prison inmates



GETTLER, Alexander Oscar

in cases where such testing may prove innocence or
guilt and was unavailable at trial. As noted by GIP
president and founding member Jill Polster, “Inno-
cent people are serving a significant portion of their
lives in prison for crimes they did not commit. These
innocent people need someone to care about justice
and to assist them in gaining their freedom.” The
group achieved a major victory in August 2004,
when its work liberated CLARENCE HARRISON, 18
years after his wrongful conviction on charges of kid-
napping, rape, and robbery.

GETTLER, Alexander Oscar (1884—1968)

A native of Austria, born in 1884, Alexander Gettler
immigrated with his family to the United States in
1889. The Gettlers settled in Brooklyn, New York,
and Alexander received his Ph.D. in CHEMISTRY from
Columbia University at age 28. Six years later, New
York City abandoned its corrupt and inefficient cor-
oner’s service, employing Dr. CHARLES NORRIS as
the city’s first MEDICAL EXAMINER. Norris in turn
recruited Gettler from his post as a biochemist at
Bellevue Hospital, to furnish expertise in TOXICOL-
0GY. Over the next four decades, until his retirement
in 1959, Gettler served as the Big Apple’s primary
“blood detective,” doubling as a professor of chem-
istry at New York University and providing future
generations of toxicologists with priceless on-the-job
training. His aides and protégés included Ray Aber-
nathy, Leo Dal Cortivo, Lester Ellerbrook, Milton
Feldstein, Henry Freimuth, Abe Freireich, Leo Gold-
baum, Rollo Harger, Clarence Muehlberger, Fred
Rieders, Harry Schwartz, Henry Siegel, Abe Stolman,
Irving Sunshine, Joe Umberger, and Louis Weiss—all
later well known in the field. The “Gettler boys,”
as they were known, went on to solve thousands of
crimes and train new generations in turn, while Get-
tler himself examined more than 100,000 corpses in
the course of his career. He retired in 1959 and died
nine years later, at age 84.

GILCHRIST, Joyce forensic chemist linked to frauds

An African-American native of Oklahoma City,
Joyce Gilchrist was drawn to the mysteries of police
work while still a student at the University of Central
Oklahoma. By 1980, when she obtained her degree in
forensic CHEMISTRY, Gilchrist was already employed
in the Oklahoma City Police Department’s crime
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lab, working on some 3,000 cases between 1980 and
1993. In 1985, she was named the Oklahoma City
Police Department’s “civilian employee of the year.”
Gilchrist made a compelling witness at trial, invari-
ably supporting prosecution theories with the kind
of scientific evidence guaranteed to make a jury sit
up and take notice. Legendary Oklahoma City dis-
trict attorney Bob Macy was especially enamored of
Gilchrist’s technique, and police dubbed her “Black
Magic” for her startling conviction rate. “It was in
reference to a homicide case,” Gilchrist later told
60 Minutes 11, “where the defense attorney referred
to me in his closing argument as a sorcerer . .. and
stated that I seemed to be able to do things with evi-
dence that nobody else was able to do.”

And that, in fact, was the problem.

In 1987, another forensic chemist, John T. Wil-
son of Kansas City, wrote an angry letter to the
Southwestern Association of Forensic Scientists
(SAFS), asserting that Gilchrist offered “scientific
opinions from the witness stand which in effect
positively identify the defendant based on the slight-
est bit of circumstantial evidence.” Wilson took the
unusual step of criticizing a colleague after several
Oklahoma defense attorneys asked him to review
Gilchrist’s testimony from preliminary hearings.
Convinced that Gilchrist had presented false evi-
dence in court, Wilson ultimately testified against
her in three separate murder cases. Although he
“got major heat” for siding with the defense in
those cases, Wilson told interviewers that he “felt I
had an ethical obligation” to do so. “When I read
the transcripts and saw what she was saying, I was
really shocked. She was positively identifying hair,
and there’s no way in the world you can do that
without DNA.” (See FIBER AND HAIR EVIDENCE.)

As a result of Wilson’s letter, the SAFS conducted
its own investigation and determined that Gilchrist
had violated the group’s code of ethics, resulting in
a formal censure. In 1988, the Oklahoma Criminal
Court of Appeals overturned Curtis Edward McCar-
ty’s murder conviction, based on the fact that Joyce
Gilchrist gave the court “personal opinions beyond
the scope of scientific capabilities.” (A new trial was
ordered, resulting in a second conviction and death
sentence for McCarty, but the evidence from his case
remained under scientific review in 2001.) In 1989,
the same appellate court overturned another mur-
der conviction, finding that Gilchrist had improperly
used hair analysis to testify that James Lucas Abels



had been “in very close and possibly even violent
contact” with the victim.

Such disclosures notwithstanding, Gilchrist was
promoted to supervisor of the Oklahoma City crime
lab in 1994 and continued to testify in criminal cases
through the remainder of the decade. It was only in
August 1999, after her rebuke by federal judge Ralph
Thompson, that her career began to implode. At issue
was the rape-murder conviction of ALFRED BRIAN
MITCHELL, sentenced to death largely on the strength
of Gilchrist’s scientific testimony. Specifically, Gil-
christ had testified that tests performed on semen
samples in the case were “inconclusive,” when she
knew defendant Mitchell should have been excluded
as a suspect by the test results. Judge Thompson
bluntly labeled her testimony “untrue” and over-
turned Mitchell’s rape conviction. (The murder con-
viction was allowed to stand, but Mitchell’s death
sentence was later overturned by the 10th Circuit
Court of Appeals.)

As a result of Judge Thompson’s ruling and criti-
cism arising from similar cases, police removed Gil-
christ from the crime lab in March 2000 and assigned
her to an administrative post. Seven months later, the
Association for Crime Scene Reconstruction expelled
Gilchrist for offering sworn testimony that misrep-
resented evidence. On April 25, 2001, Oklahoma
Attorney General Drew Edmondson announced that
his office would review several death penalty cases
that hinged on Gilchrist’s testimony, further request-
ing that the Oklahoma State Bureau of Investigation
review Gilchrist’s work in search of possible criminal
violations. An FBI report, published on the same
date, alleged that Gilchrist misidentified hairs and
fibers or gave testimony “beyond the limits of foren-
sic science” in at least eight felony cases. Most omi-
nous was the reported fact that Gilchrist’s testimony
had sent 23 defendants to death row, with 11 of
those inmates subsequently executed.

Defense attorney David Autry, counsel for several
defendants convicted with help from Gilchrist, told
reporters, “It was common knowledge within the
defense bar and should have been to the DA’ office
that she was incompetent and malicious. She survived
because she made close cases for the prosecutors and
secured convictions in particularly heinous crimes.”
One of those she convicted, alleged rapist Jeffrey
Todd Pierce, was released from prison on May 7,
2001, after serving 15 years, when DNA tests proved
him innocent of the crime. Following that reversal,
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Governor Frank Keating ordered a sweeping review
of some 1,200 cases involving Gilchrist. On Septem-
ber 25, 2001, Gilchrist was formally dismissed from
her job, Police Chief M. T. Berry citing “laboratory
mismanagement, criticism from court challenges and
flawed casework analysis.” Gilchrist’s attorney tried
to put a bold face on the situation, claiming that his
client was “totally and completely a scapegoat” for
other, unnamed wrongdoers.

In October 2001, a federal grand jury subpoenaed
all evidence from 10 of Gilchrist’s murder cases,
including nine wherein defendants had been executed
and one in which the accused was serving life without
parole. By November 2001, Oklahoma investigators
had isolated 165 Gilchrist cases that they deemed
deserving of further study in depth, reporting that
another year or more would be required to complete
that review. The Oklahoma Indigent Defense System
(OIDS), spearheading renewed DNA testing in vari-
ous Gilchrist cases, issued a statement that, “whether
it was intentional or just negligence, the fact is that
her testimony was used to secure death sentences in
cases where these people might have been sentenced
to life. If just one of these people would have been
sentenced to life without her testimony, the entire
criminal justice system has been undermined.”

Despite the insistence of Oklahoma attorney gen-
eral Edmondson that “I am personally satisfied that
no innocent person was executed,” grave doubts
remain. An example of the danger posed by Gil-
christ’s malfeasance is demonstrated in the case of
Malcolm Rent Johnson, executed in January 2000
for the 1981 rape-murder of a woman in Oklahoma
City. Johnson proclaimed his innocence to the end,
despite Gilchrist’s testimony that semen found on the
victim’s bed was “consistent” with Johnson’s blood
type. Police and prosecutors blocked all attempts
at DNA testing while Johnson was alive, but a July
2001 memo obtained by the media seems to indi-
cate that Gilchrist lied under oath at Johnson’s trial:
specifically, the document states that no sperm was
found in semen samples from the crime scene, while
Gilchrist testified to the opposite result. In his sum-
mation at the 1981 proceedings, D.A. Bob Macy
called Gilchrist’s testimony “damning, it’s condemn-
ing, it’s conclusive.” Today, the state has done a curi-
ous turnabout, claiming that Johnson would have
been convicted and condemned on the basis of eye-
witness testimony alone, without Gilchrist’s contri-
bution to the case.



GLAISTER, John, St.,and Jr.

One version or the other must be false.

To date, no charges have been filed against Joyce
Gilchrist for perjury or any other criminal offense. A
review of her various cases continues, with all sides
pledged to the pursuit of truth (although authorities
in Oklahoma doggedly resist new DNA testing in any
case where inmates have been executed on the basis
of Gilchrist’s “scientific” testimony). Regardless of
whether she faces prosecution at some future date,
cases like that of Joyce Gilchrist, RALPH ERDMANN,
and FRED ZAIN have shaken the faith of many Ameri-
cans in the modern system of capital punishment.

GLAISTER, John, Sr., and Jr. (1856—1932)
(1892—1911)
Two John Glaisters, father and son, served as Regius
Professor of Forensic Medicine at Scotland’s Glasgow
University between 1899 and 1962. John senior was
born at Lanark in 1856 and completed his elemen-
tary schooling there before proceeding to Glasgow
University, where he graduated with honors, intent
on pursuing a legal career. Law school failed to hold
his attention, however, and Glaister soon switched to
medicine, with emphasis on public health and foren-
sic PATHOLOGY. Glaister enjoyed a 17-year career as
a divisional police surgeon attached to the Royal
Infirmary and St. Mungo’s College, before returning
to his alma mater in 1898. Throughout his high-pro-
file career, John senior served as an expert witness
in numerous trials, delivering testimony dramatic
enough to rate a dedication from author Erle Stanley
Gardner in his Perry Mason novel The Case of the
Horrified Heirs (1964). John senior died in 1932.
John junior, Glasgow-born in 1892, studied both
law and medicine before spending three years in
Egypt with the Royal Army Medical Corps (1916-
19). Back in Glasgow after World War I, he served as
an assistant in his father’s university department and
won admittance to the bar in 1926, before returning
to Egypt as a teacher and forensic medical consultant
to the government in Cairo (swapping positions with
Sir SYDNEY SMITH). Glaister’s subsequent experiments
with comparison microscopes, examining FIBERS and
hairs, prompted him to write the epic reference work
Hairs of Mammalia from the Medico-Legal Aspect
in 1931, followed in due course by other volumes
including Medical Jurisprudence and Toxicology and
The Power of Poison. In 1937, he replaced Sydney
Smith as chairman of Glasgow University’s forensic
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medical department, filling the post once held by his
late father until 1962. Glaister retired from teaching
after completing his autobiography, Final Diagnosis
(1964), and died in 1971.

GLASS

Glass is a uniform amorphous solid material, pro-
duced when certain viscous molten materials cool
rapidly into solid form. Melted table sugar may pro-
duce a crude form of glass, while elements for com-
mercially manufactured glass normally include silica,
lime, and soda or potash. Glass takes its name from
the Latin glacies (“ice”), corresponding to similar
terms in German, Middle English, and Anglo-Saxon.
Naturally occurring glass (obsidian, etc.) was used
for cutting tools during the Stone Age, while Egyp-
tians apparently pioneered the manufacture of glass
around 1500 B.C.E. The invention of a glass pressing
machine in 1827 permitted mass manufacture, while
William Blenko revealed his cylinder method in the
early 1900s. Today, glass is so common in daily life
that it often features as part of the evidence at crime
scenes—as a surface bearing FINGERPRINTS, TRACE
EVIDENCE or IMPRESSION EVIDENCE; in broken shards
it is useful for reconstruction of a crime, even as a
possible weapon.

The most obvious value of broken glass at a crime
scene is its utility in physical matching. Criminalists
can examine the smallest shards of glass and match
them to their original source—a window, vase, etc.—
by their color and ingredients. Fragments of the same
glass, recovered elsewhere, may also link suspects
and/or victims to the crime scene. Glass recovered
from the clothing of a corpse found in the desert may
prove that the victim was murdered in a particular
building or room, far from the body dump site. Like-
wise, glass shards found in a suspect’s vehicle, on his
person, clothing or other personal articles may prove
that he/she was present at a given crime scene after
glass was broken. That evidence may not prove guilt,
but at the very least it suggests a need for further
investigation of the suspect’s alibi and movements,
while probably winning approval for search warrants
of the subject’s home, vehicle and/or workplace.

The evidentiary value of glass is not restricted
to physical matching. Laminated glass, formed by
pressing a sheet of plastic polymer between two lay-
ers of safety glass (as in auto windshields) may retain
the shape of an object that strikes the glass, thereby
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assisting in the object’s identification. When a bul-
let or other missile penetrates glass, the impact cre-
ates both concentric and radial fractures. Concentric
fractures surround the point of impact like rings on
the cross-cut section of a tree trunk, while radial
fractures branch outward from the impact point
like strands in a spider’s web. In a case of multiple
impacts, as where several shots are fired through a
windowpane, the cracking pattern may determine
the order of impacts in time. Specifically, cracks from
the first impact arrest passage of cracks from the
second, and so on. Shards of glass found on one side
of a window or the other also reveal the direction of
impact.

Even melted glass at a crime scene provides forensic
scientists with clues. ARSON investigators may judge
the heat of a fire by the known melting temperature
of certain glass and other materials, thereby determin-
ing if an accelerant was used and if so, what kind it
may have been. Molten glass acts much like any other
liquid, in terms of spatter and flow patterns, allowing
crime scene analysts to chart the directions in which
melted glass dripped, ran, or was flung. In automo-
bile collisions, melted glass found adhering to head-
light filaments proves that the headlights were lit at
the time of collision—thus proving, for example, that
a hit-and-run driver should have seen and avoided the
victim on an otherwise darkened street.
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GODDARD, Calvin Hooker (1891—1955)

A Baltimore native, born in 1891, Calvin Goddard
earned his B.A. from Johns Hopkins University in
1911, followed by his M.D. four years later. He
joined the U.S. Army in 1916 and served at vari-
ous billets in Alabama, Massachusetts, New York,
France, Belgium, Germany, and Poland. While rising
to the rank of lieutenant colonel, Goddard served
as assistant director of Johns Hopkins Hospital, as
professor of clinical medicine at Cornell University,
and as director of America’s first outpatient clinic (in
New York City). Meanwhile, Goddard nurtured a
lifelong fascination with FIREARMS, which prompted
him to quit Cornell in 1925 and join the fledgling
Bureau of Forensic Ballistics, founded by colleagues
PHILIP GRAVELLE and CHARLES WAITE. Together, those
partners invented a new comparison microscope for
examination of bullets and adapted a medical cyto-
scope to study the internal workings of guns.

Goddard’s most controversial testimony was deliv-
ered in the SACCO-VANZETTI CASE, where he spoke
for the prosecution and helped send two immigrant
anarchists to the electric chair in Massachusetts. His
ballistics findings in that case remain controversial
today, in light of declassified FBI documents describ-
ing the evidence as “fabricated” and an unindicted
felon’s subsequent confession to the slayings. Two
years after Sacco and Vanzetti were executed, in
1929, Goddard identified one of the submachine
guns used in Chicago’s notorious St. Valentine’s Day
massacre. Police seized the weapon from notorious
mobster Fred “Killer” Burke, but authorities never
charged Burke in that case. Instead, he received a life
prison term for the murder of a Michigan policeman.
Following a three-month tour of scientific facilities in
Europe, Goddard returned to establish and direct a
new Scientific Crime Detection Laboratory in Evan-
ston, Illinois, attached to Northwestern University’s
law school. Goddard also served on the Northwest-
ern faculty, while simultaneously editing the Ameri-
can Journal of Police Science.

Recalled to active duty with the U.S. Army dur-
ing World War II, Goddard served as chief histo-
rian of the Ordnance Department in Washington,
D.C., then transferred to Japan in 1947 as an officer
of the Military Police. There, he trained Japanese
law enforcement officers and personally investigated
cases throughout the Far East, until failing health
forced his return to the United States in 1951. Back
on duty with the army’s Historical Section, Goddard
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launched his most ambitious project yet, editing a
40-volume medical history of the recent world war
and doubling as an American editor of the Encyclo-
pedia Britannica. The army project was still ongoing
when Goddard died in 19535, at age 64.

GODSCHALK, Bruce exonerated by DNA evidence

In July and September 1986, two women were raped
at the Kingswood Apartments in King of Prussia,
Pennsylvania. One victim was unable to describe her
attacker, but the other glimpsed his face reflected in
a bedroom mirror and gave police a vague descrip-
tion, including a reference to his distinctive shirt
and sneakers. Bruce Godschalk, a 26-year-old unem-
ployed landscaper from Radnor, was later arrested
for the crimes. Police found no clothing similar to
the rapist’s in Godschalk’s apartment, but one victim
identified him as her attacker and a fellow inmate
claimed Godschalk had talked about the rapes in jail.
More to the point, Godschalk himself confessed in
custody, but soon recanted, claiming that his state-
ments were coerced by police. Convicted of rape in
1987, he received a 10- to 20-year prison sentence.

In 1993, Godschalk filed a motion for DNA test-
ing of forensic evidence in the case, but two state
courts rejected the bid. Seven years later, supported
by attorneys from the CARDOZO INNOCENCE PROJECT,
Godschalk filed a federal lawsuit to compel DNA
testing on March 22, 2000. Montgomery County
prosecutors again resisted the effort, but on March
27,2001, a federal judge overruled state objections,
finding that Godschalk was not constitutionally
barred from seeking new tests of the evidence. Those
tests, financed by money from his late mother’s
estate, excluded Godschalk as a source of the semen
recovered from the crime scenes. He was released
on February 14, 2002, after serving 15 years of his
sentence.

Montgomery County District Attorney Bruce Cas-
tor Jr. still appeared to have his doubts about the
case as Godschalk was released, although he agreed
to dismiss all charges in the case. “This is one of
those situations where I can’t tell you what the truth
is,” Castor told reporters. “As a prosecutor, I have to
be sure. And we’re not sure. It’s frustrating because I
think the evidence is compelling that he’s guilty, and
the evidence is compelling that he’s innocent. I don’t
like uncertainty. We can’t prove it beyond a reason-
able doubt, so we let him go. I am not convinced that
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Bruce Godschalk was innocent. What I am convinced
of is that he cannot be proven innocent [sic|] beyond
a reasonable doubt. And in this business, a tie goes to
the defendant.”

Godschalk’s reaction to that strange declaration
was terse and direct: “He’s insane.”

GRANT, Julius (1901-1991)

A British subject, born in 1901, Dr. Julius Grant
was a forensics expert specializing in the field of
QUESTIONED DOCUMENTS. During World War II he
served MI6—Britain’s Secret Intelligence Service—by
developing invisible inks and edible paper for spies
in Nazi-occupied Europe. On the home front, he
also created ration books for civilians that resisted
FORGERY and undermined black-marketeering. With
the demise of the Axis, Grant entered private practice
as an expert witness for hire, testifying in a range of
cases that included England’s Great Train Robbery.
In 1959, he was among the founders of a new Foren-
sic Science Society, serving official and civilian clients
throughout the United Kingdom. In 1967, Grant
debunked the alleged diary of Italian dictator Benito
Mussolini, and two decades later he repeated the
performance with the Fihrer himself, proving that
the “Hitler diaries” published in Germany by Stern
magazine were faked. His last headline case, in 1987,
involved the perplexing matter of Ivan Demjanjuk,
tried before Israel’s Supreme Court as Nazi-era war
criminal “Ivan the Terrible.” Grant confirmed the
authenticity of Demjanjuk’s identity papers, result-
ing in conviction, but that verdict was subsequently
overturned on appeal in 1993. Grant had died in the
meantime—in 1991—and did not witness that rever-
sal. In 2005, an American court ordered Demjanjuk’s
deportation to his native Ukraine, ruling that he was
in fact a war criminal, though not the “Ivan” charged
in his original indictment.

GRAVELLE, Philip 0. (1877—1955)

Philip Gravelle was a native of San Francisco, born
in 1877. He subsequently settled in New York,
studying CHEMISTRY at Columbia University while
employed as a textile designer. Gravelle’s profession
involved use of MICROSCOPY to study FIBERS, and
he soon developed a technique for photographing
microscopic objects. That work earned him the Lon-
don Photomicrographic Society’s prestigious Barnard



Gold Medal in 1923 and prompted overtures from
CHARLES WAITE, who enlisted Gravelle in 1925 as a
charter member of his new Bureau of Forensic Bal-
listics. Working with Waite, CALVIN GODDARD, and
John Fisher, Gravelle invented a comparison micro-
scope for bullets and adapted a medical cytoscope—
a thin tube with telescopic lenses, used for internal
examinations—to explore the interior of FIREARMS.
Gravelle participated in many criminal investiga-
tions, including the notorious SACCO-VANZETTI CASE
and Chicago’s gruesome St. Valentine’s Day Mas-
sacre. He died in Newark, New Jersey, on February
3, 1955.

GRAY, Anthony exonerated by DNA evidence

Maryland native Anthony Gray was arrested in 1991,
accused of raping and murdering a woman at Chesa-
peake Beach. Although innocent of the crime, he was
intimidated by police into confessing. Gray pleaded
guilty in October 1991, convinced that he would be
convicted and executed if he went to trial before a jury.
As part of the plea bargain, Gray received a double
life sentence, and subsequent appeals based on his lim-
ited intellect were rejected. DNA tests finally identified
the true killer, but despite that suspect’s guilty plea in
1997, Gray remained in prison. More testing proved
that Gray had not been present at the crime scene,
resulting in his belated release on February 9, 1999.

GREEN, Anthony Michael exonerated by DNA
In spring 1988, a female cancer patient was raped
in her room at the Cleveland Clinic Inn, adjacent
to the Cleveland, Ohio, hospital where her treat-
ments were performed. She told police that the rapist
knocked on her door, identified himself as “Tony,”
then grabbed her by the throat, brandished a knife,
and demanded money before raping her on the bed.
After the assault, the rapist wiped his penis on a
washcloth, which he dropped on the bathroom floor.
After he left, the victim urinated twice and scrubbed
her genitals with soap, delaying 90 minutes before
she contacted clinic security officers. They in turn
called Cleveland police, who collected the washcloth
and drove the victim to Mount Sinai Medical Center,
where a rape kit was prepared and suspect pubic
hairs were collected.

The victim described her assailant as a black
male around 23 years old, five feet eight inches tall,
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with a short Afro hair style and a face scarred by
acne. Suspicion focused on clinic employee Anthony
Green, who matched the description, but the victim
failed to pick his employee ID photo from a selec-
tion displayed by police, remarking that he “resem-
bled the attacker, but just not enough.” A second
photo lineup included Green’s booking mug shot
with a placard including his height, weight, and age.
The victim identified Green—the only person whose
photo appeared in both lineups—from the second
array. One week after the crime, Green learned that
he was a suspect and voluntarily surrendered for
questioning. A Cuyahoga County grand jury indicted
him for rape and aggravated robbery on June 22,
1988. At trial four months later, the victim identified
Green in court, while a civilian criminalist testified
that Green and the rapist were both type B secretors.
Jurors convicted Green on October 21, 1988, result-
ing in consecutive sentences of 10-25 years for rape
and 10-25 years for aggravated robbery.

In 1997, Green contacted the OHIO INNOCENCE
PROJECT for help in challenging his conviction. Proj-
ect staffers located the crime-scene evidence and
finally negotiated its release for DNA testing in May
2001. Dr. Edward Blake of Forensic Science Asso-
ciates received the washcloth on July 9, 2001, and
performed tests that excluded Green as the donor
of semen found thereon. Green was released from
prison on October 9, 2001, after serving 13 years,
and was officially cleared of all charges nine days
later. The actual rapist subsequently confessed to
police, pled guilty in court, and was sentenced to
prison. Green, meanwhile, sued the city of Cleveland
for his wrongful conviction. In June 2004, he settled
that case with a financial payment and official agree-
ment to conduct an “Anthony Michael Green Foren-
sic Laboratory Audit,” reviewing other convictions
obtained in similar cases over the past 16 years.

GREEN, Edward exonerated by DNA evidence

In July and August 1987, a serial rapist terrorized
women in Washington, D.C. The predator claimed
his first victim on July 3, near a local high school;
a second woman, attacked at the same place on
August 5, fought her way clear without being raped.
Based on physical descriptions offered by the two
victims, Washington police later arrested suspect
Edward Green in the vicinity of the attacks. The first
victim picked his photograph from among several
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others displayed by police; both women also selected
Green from lineups at police headquarters and iden-
tified him as their assailant at trial. Forensic experts
testified that Green’s blood type was “consistent”
with the rapist’s, based on semen samples recovered
from the first victim. Jurors deliberated three hours
before convicting Green of rape but acquitting him
of assault on the second victim.

Prior to sentencing, Green’s lawyer filed a motion
for postponement pending completion of a DNA test
on the state’s forensic evidence. Prosecutors opposed
several delays, but time was granted by the judge.
A final report, issued in February 1990, excluded
Edward Green as a source of the semen found on
the first victim’s clothing. Green’s attorney used that
finding as the basis for a motion for a new trial,
granted at a special hearing on March 19, 1990. The
U.S. attorney’s office agreed to dismissal of the rape
charge, while Green remained incarcerated for an
unrelated drug violation.

GREEN, Kevin Lee exonerated by DNA evidence

A Marine Corps corporal stationed in Southern Cali-
fornia, Kevin Green went out for a late-night cheese-
burger on September 30, 1979, and returned to find
that his 20-year-old pregnant wife had been assaulted
in their home, raped, and severely beaten. Dianna
Green survived the beating but her unborn child,
already two weeks overdue, did not. Emerging from
a coma in October, with brain damage and memory
loss, Dianna named her husband as her attacker, and
he was arrested on March 25, 1980, later convicted
of sexual assault, attempted murder (of his wife), and
second degree murder (of their child). He received a
prison term of 15 years to life.

DNA testing was unknown at the time Green went
to prison, and by the time he learned about it in the
early 1990s he could not afford the $10,000 required
for tests on the prosecution’s evidence from his case.
As luck would have it, in 1996 a DNA test performed
on serial killer Gerald Parker linked him to the rape
of Dianna Green, and Parker later confessed to the
crime. Kevin Green by then had survived inmate
attacks and suicide attempts in prison and gone on
to earn a college degree in social sciences. Upon his
release after DNA testing exonerated him, state legis-
lators discovered that California had no legal mecha-
nism for compensating wrongfully convicted persons.

A special bill, passed in 1999, awarded Green $100
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for each day he was incarcerated. Today he lives in
Missouri and travels widely as a public speaker.

“GREEN River Killer” cold case solved via DNA

Beginning in January 1982, an unknown predator
killed at least 40 women around Seattle and Tacoma,
Washington; nine more listed as missing are also
presumed to be dead. Many of the victims were pros-
titutes, working along the infamous “Sea-Tac Strip.”
A few were runaways or hitchhikers. While skeletal
remains were found as late as 1988, authorities have
not confirmed another slaying in the series since
October 1984. The killer’s favorite dumping ground
led journalists to christen him the Green River Killer.

While theories and suspects abounded in the
haunting case, police were unable to solve it. Pub-
lic interest waned and funds ran out. Nearly two
decades after the last confirmed murder, it seemed
the case would remain an eternal mystery—Ilike the
identity of London’s Jack the Ripper or the elusive
New Orleans Ax Man—but modern science inter-
vened to shed new light on the murky affair.

DNA evidence lay beyond the reach of American
police in 1984. Its first use in a murder trial, against
British serial slayer COLIN PITCHFORK, would not
make headlines until 1986. The trail in Washington
was cold by then, but DNA has an advantage over
witnesses and other transitory evidence: if undis-
turbed by man or nature, it remains to tell its story
years, decades, even centuries after the fact.

So it was in the Green River case. One of the origi-
nal manhunters, King County sheriff Dave Reichert,
announced formation of a new task force in June
2001, to test skin cells recovered from materials used
to strangle some of the murderer’s victims. Most, pre-
dictably, would belong to the victims—but Reichert
hoped some might be traced to the killer himself. As
detective Tom Jensen told reporters, “It’s too bad we
didn’t have this technology back when it was going
on, because the case would have been better handled,
probably solved.”

The best hope for working with 19-year-old evi-
dence lay in the polymerase chain reaction (PCR)
process, described by Dr. Beverly Himick of the
Washington State Patrol Crime Lab as “a chemi-
cal photocopier.” In essence, PCR processing takes
a microscopic DNA sample and generates multiple
copies at high speed, thereby providing forensic sci-
entists with sufficient material to complete their var-



ied tests. Semen recovered from three of the Green
River victims was tested, the DNA compared with
evidence collected over time from various suspects
and known sex offenders in Washington state. In
early October 2001, Detective Jensen presented Sher-
iff Reichert with three DNA printouts: two samples
were obtained from victims Marcia Chapman and
Opal Mills, murdered in 1982; the third—a saliva
sample—had been taken from a suspect by police in
1987.

All three matched.

On November 30, 2001, King County detectives
arrested 52-year-old truck painter Gary Lee Ridgway
at his place of business, charging him with first-
degree murder in four of the 49 Green River cases.
According to prosecution press releases, DNA sam-
ples obtained from the corpse of 21-year-old Carol
Christensen (killed in May 1983) matched Ridgway’s
DNA so precisely that “it can be estimated that not
more than one individual (excluding identical twins)
in the world’s population would exhibit this DNA
profile.” Semen retrieved from 31-year-old Marcia
Chapman’s body was degraded, displaying only nine
of 13 possible DNA markers, but all nine matched
Ridgway’s. Experts placed the odds of another white
male matching all nine markers at one in 645 mil-
lion—more than double the entire U.S. population.
Sperm from at least two men was found with the
body of 16-year-old Opal Mills, and while DNA
results were inconclusive, tests did not exclude Ridg-
way as a possible donor. No foreign DNA was found
on 17-year-old Cynthia Hinds, but Ridgway was
charged in her case because Hinds was discovered
with Chapman and Mills on August 15, 1982. Both
she and Chapman were pinned underwater with
heavy rocks, and small stones were inserted by the
killer into their vaginas.

With Ridgway in custody, police revealed that
they had considered him a suspect in the Green River
murders since February 1983, when a Seattle pros-
titute accused him of violent behavior. Two months
later, a pimp watched hooker Marie Malvar climb
into a pickup truck with her “trick.” When she failed
to turn up the next day, her pimp traced the pickup
to Ridgway’s house and alerted police, but Ridgway
denied any knowledge of the incident. Questioned
again in April 1984, Ridgway admitted frequent con-
tact with prostitutes—a fact confirmed by sporadic
surveillance—but again denied any other wrongdo-
ing. In November 1984, a prostitute informed detec-

“GREEN River Killer”
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DNA evidence directly linked Gary Ridgway to numerous
murders in the Green River killings that haunted
Washington State in the 1980s. (Reuters NewMedia Inc./
CORBIS)

tives that Ridgway had tried to strangle her during
sex, before she broke free and escaped. Ridgway
acknowledged that attack but claimed the woman bit
him first, and no charges were filed. In 1985, Ridg-
way allegedly told detectives that he was obsessed
with prostitutes and that they “affect him as strongly
as alcohol does an alcoholic.” A saliva sample was
obtained from Ridgway in 1987, then routinely filed
away for 14 years, until Sheriff Reichert launched a
fresh investigation of the case.

Authorities seemed confident of Ridgway’s guilt.
“DNA is sort of the physical last link,” one inves-
tigator told reporters on December 5, 2001, “but it
does nothing more than verify what our circumstan-
tial evidence has said before. It’s nowhere close to
the sole evidence in this case.” Indeed, for some that
raised a question as to why Ridgway was not arrested
earlier. Harold Coleman, chief executive officer for a
Seattle-based DNA testing firm, told journalists that
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PCR testing “has been widely available since 1996,”
performed by his own lab under contract for the Indi-
ana State Police and other law enforcement agencies.
The Washington State Patrol’s crime lab remained
“woefully underfunded,” unable to perform PCR
tests before mid-1999, and Green River fell through
the cracks, with new cases assigned top priority. As
Coleman suggests, “The DNA was just sitting there
in the evidence locker. I think they just didn’t think to
send it out for somebody else to do it.”

On November 30, 2001, using DNA evidence col-
lected for a 1997 sexual assault investigation, Seattle
police charged 52-year-old Gary Leon Ridgway with
four of the Green River murders. PAINT samples from
his factory workplace linked Ridgway to three more
slayings in the series. After two years of legal delays,
Ridgway confessed to 48 counts of aggravated mur-
der and received a sentence of life imprisonment
without parole.

GROSS, Hans (1847—1915)
A native of Graz, Austria, born in 1847, Hans Gross
studied law and became an examining magistrate
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at age 22. Although ostensibly a judge, he soon
became Graz’s chief investigator of crime, operating
on behalf of a police force that lacked the experience
and temperament for anything beyond preserving
public order. His studies and field experience sub-
sequently earned Gross a position as professor of
criminology at the University of Graz. Publication of
his classic Handbuch fiir Untersuchungsrichter als
System der Kriminalistik (1893) established Gross
as an authority in the field. That work saw publi-
cation in English during 1907, as Criminal Inves-
tigation, and established Gross as the “founder of
scientific criminology.” In 1912, three years before
his death, Gross established the Imperial Crimino-
logical Museum at the University of Graz, which
remains open to tourists to the present day. His son
Otto Gross, born in 1877, became a psychiatrist
but rejected most of his father’s viewpoints on law
enforcement, writing in 1913: “I have only mixed
with anarchists and declare myself to be an anar-
chist. T am a psychoanalyst and from my experience
I have gained the insight that the existing order . . . is
a bad one . . . and since I want everything changed, I
am an anarchist.”



HAMMOND, Ricky exonerated by DNA evidence

In the early evening of November 20, 1987, a female
resident of Hartford, Connecticut, was snatched from
a city sidewalk, forced into a waiting car by a stranger
who drove her to a rural area outside of town and
there sexually assaulted her. After the attack, the kid-
napper drove his victim to an unfamiliar neighbor-
hood and left her with a warning that she would be
killed if she reported the incident. She told police
nonetheless, but arrest of a suspect was delayed since
the victim had no clue to her rapist’s identity.

Ricky Hammond was subsequently charged with
the attack, after the victim identified his photograph
and accurately described certain details of his car,
including the make and model, scratches in the paint,
a torn child’s seat, and a wristwatch hanging from
the gearshift. Forensic tests on hair retrieved from
Hammond’s car found it consistent with the victim’s
hair. (See FIBER AND HAIR EVIDENCE.) Prosecutors hit
an apparent snag when tests performed on semen
from the victim’s clothes excluded Hammond, as to
both blood type and DNA, but a court accepted the
district attorney’s argument that the evidence must
have been “contaminated,” since the victim’s testi-
mony was so detailed and persuasive. Jurors bought
the same story, convicting Hammond of KIDNAP-
PING and sexual assault in March 1990, whereupon
he received a 25-year prison sentence. Hammond’s
motions for a new trial and more detailed forensic
testing on available evidence were routinely denied.
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Hammond appealed his conviction on three
grounds: (1) that the trial court erred in denying his
motion for a new trial based on exculpatory blood
and DNA analysis; (2) that the court also erred in
rejecting his motion for further DNA testing; and
(3) that the prosecution made improper statements
to the jury, thus infringing on his right to a fair trial.
On February 25, 1992, Connecticut’s Supreme Court
overturned his conviction and remanded the case for
further proceedings, noting that the trial judge had
ignored or misunderstood “the logical inconsistencies
in the prosecution’s case, the evidence suggesting that
the chemical alteration of the assailant’s DNA was
physically impossible, or the absence of any evidence
that the defendant’s scientific tests were unreliable.”
After serving two years of his sentence, Hammond
was acquitted at his second trial and released from
custody.

HARRIS, William exonerated by DNA evidence

A state champion athlete from Rand, West Virginia,
17-year-old William Harris was looking forward to
college with scholarships in hand when a neighbor
was raped near her home in December 1984. Jailed
on the basis of a shaky eyewitness identification,
Harris was later convicted after state serologist FRED
ZAIN testified that his blood type matched that of the
rapist. Harris received a 10- to 20-year prison sen-
tence and was still incarcerated a decade later, when



HARRISON, Clarence

West Virginia authorities discovered that Zain had
presented false evidence in various felony cases. DNA
tests were performed on the semen smears recovered
by police in Rand, and Harris was cleared of all
charges. The exoneration came too late to salvage his
athletic and scholastic careers, however. It was small
consolation when Zain, disgraced, was charged with
perjury in West Virginia and Texas.

HARRISON, Clarence exonerated by DNA

At 6 A.M. on October 25, 1986, while waiting at a bus
stop in Atlanta, Georgia, a 25-year-old employee of
Grady Memorial Hospital found herself confronted
by a man who struck her in the face, knocking out
two of her teeth, and threatened, “If you scream, I’ll
kill you right here.” The man then walked her to a
nearby wooded area where he robbed her of money
and a watch, then repeatedly raped and sodomized
her. The victim subsequently identified 26-year-old
Clarence Harrison from a photo lineup and later
named him as her rapist at trial, in 1987. Convicted
on multiple felony charges, Harrison received a life
prison term. Still protesting his innocence, Harrison
saw all of his appeals rejected until February 2003,
when the GEORGIA INNOCENCE PROJECT accepted his
case for review. In August 2004, DNA testing excluded
Harrison as a donor of semen collected from the vic-
tim. He was released soon thereafter, having served
17 years in prison for a crime he did not commit.

HARRISON, Harold Charles (1907-1970)

Harold Harrison came to forensic science relatively
late in life, but nonetheless scored impressive achieve-
ments. A banker’s son from Vermont, born in Febru-
ary 1907, Harrison earned his B.S. in GEOLOGY from
Virginia’s Washington and Lee University (1931),
followed by a Ph.D. in CHEMISTRY from Cornell Uni-
versity (1938). While pursuing postdoctoral studies
at the Massachusetts Institute of Technology (1939),
Harrison served as an assistant professor of chem-
istry and SPECTROSCOPY at the New York State Col-
lege of Ceramics (1938-41), then as a chemist and
spectroscopist for the Oregon State Crime Detection
Bureau and the Oregon State Department of Geol-
ogy and Mineral Studies (1941-44). He joined the
U.S. Navy in 1944 and served with the Bureau of
Ordnance until 1946, when he resumed postdoctoral
study at Harvard University (1946-49).
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Harrison finally found his permanent niche
in 1949, when he joined the University of Rhode
Island’s faculty as an assistant professor of chemistry,
promoted to a full professorship seven years later. In
1953 he founded the university’s Laboratory for Sci-
entific Crime Detection (LSCD), serving as the lab’s
director and maintaining a full teaching schedule
until his death in 1970. Under Harrison’s leadership,
the LSCD was nationally recognized for its analysis
of forensic TRACE EVIDENCE. Harrison also pioneered
investigation of drunk-driving cases and developed
Rhode Island’s first “breathalyzer” test for alcohol.

HAYES, Robert exonerated by DNA evidence

A 35-year-old resident of Broward County, Flor-
ida, Robert Hayes was employed as a groom at the
Pompano Harness Track when a female coworker,
Pamela Albertson, was raped and strangled to death
in 1990. Albertson was found clutching several hairs
in her hand, believed to come from her assailant, and
prosecutors claimed that DNA tests performed on the
hairs proved they belonged to Hayes. Convicted of
murder in 1991, he was sentenced to a term of life
imprisonment. (See FIBER AND HAIR EVIDENCE.)

On appeal, Hayes’s lawyers demonstrated that
while Hayes is an African American, the hairs
retrieved from Albertson’s hand in 1990 belonged to
a white man. They also provided expert testimony
that DNA extracted from the suspect hairs had been
contaminated during testing and did not in fact link
Hayes to the crime. Florida’s Supreme Court over-
turned the conviction in 1995 and remanded the case
to Broward County for retrial, where Hayes was
acquitted of all charges in July 1997. Leaving prison
penniless, Hayes returned to his native Canton, Mis-
sissippi, and was hired to drive a city dump truck,
caring for horses at a local amusement park in his
spare time. The rape-murder of Pamela Albertson
remains unsolved today.

HAZELWOOD, Robert R. FBI profiler

Robert “Roy” Hazelwood spent 11 years in the U.S.
Army, rising to the rank of major in the military
police before retiring to join the FBI. For 16 of his 22
years in the bureau, Hazelwood served as a profiler
with the Behavioral Science Unit (later Investigative
Support Services) under Agents Robert Ressler and
JoHN DoucLAs. In that capacity, some sources credit



him with developing the FBI’s distinction between
“organized” and “unorganized” offenders, broad
categories utilized in the PSYCHOLOGICAL PROFILING of
unknown subjects. Hazelwood’s education includes
an M.S. from NOVA University and graduate stud-
ies in forensic medicine at the Armed Forces Institute
of Pathology in Washington, D.C. While with the
bureau, he taught courses at the FBI Academy and
for the U.S. Army’s Criminal Investigation Division.
Since his retirement, Hazelwood has followed in the
footsteps of Ressler and Douglas, pursuing a busy
schedule of lectures, seminars, and writing for profit.
He has coauthored books including Autoerotic Fatal-
ities (1983), Practical Aspects of Rape Investigation
(1987), The Evil That Men Do: FBI Profiler Roy
Hazelwood’s Journey into the Minds of Sexual Pred-
ators (1999), and Dark Dreams: Sexual Violence,
Homiicide and the Criminal Mind (2001).

HEINRICH, Edward Oscar (1881—1953)

Wisconsin native Edward Heinrich was born at Clin-
tonville in April 1881, and earned a degree in CHEM-
ISTRY from the University of California. Settling in
Tacoma, Washington, he pioneered in the field of
forensic science and became a favorite expert wit-
ness at criminal trials. As his fame spread, Heinrich
was lured from Washington to fill other posts—as
police chief in Alameda, California (1917-18), and
as city manager in Boulder, Colorado (1918-19).
After World War I, he lectured at UC Berkeley on his
recent discoveries in the field of ballistics.

While Heinrich participated in more than 2,000
criminal cases, his best-known achievement was the
solution of a 1923 robbery and mass murder in
Oregon. On October 11, bandits stopped a South-
ern Pacific train in a mountain tunnel near Siskiyou
Station, fatally shooting four railroad employees in
a fruitless effort to steal $40,000 from the train’s
baggage car. Dozens of suspects were interrogated,
but Heinrich broke the case after examining a pair of
overalls abandoned near the scene by one bandit.

Heinrich told police that their man was a left-
handed lumberjack approximately 25 years old, with
brown hair and a fair complexion, five feet eight and
165 pounds, and a man of fastidious habits. Detec-
tives were incredulous until Heinrich explained his
conclusions. Strands of hair had been recovered from
the overalls, along with Douglas fir needles and fresh
pitch from pine trees; furthermore, the garment was
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worn along the right side only, as where a south-
paw might lean against trees while swinging his axe
left-handed. If this was not enough, a slip of paper
found inside one pocket proved to be a receipt for a
registered letter. Further investigation identified the
sender as Roy DeAutremont, mailing $50 to brother
Hugh in New Mexico on September 14. Authorities
visited Paul DeAutremont in Eugene, Oregon, and he
confirmed that his three sons were all lumberjacks,
Roy being the left-handed one.

Capture of the globe-trotting fugitives was delayed
until 1927, but no one questioned Dr. Heinrich’s key
role in solving the crime. Heinrich continued his
work in forensic science for decades after his most
famous case, and died on September 28, 1953.

HELPERN, Milton (1902—1977)

New Yorker Milton Helpern earned a medical degree
from Cornell University in 1926, at age 24. After
five years in private practice, he teamed with pre-
mier New York City medical examiner CHARLES
NoORRIS and spent the next four decades building
a reputation as the American dean of forensic sci-
ence. Helpern replaced Dr. Norris as New York’s
chief MEDICAL EXAMINER in 1954 and held that post
until his retirement in 1973. During his tenure with
the city, Helpern performed some 80,000 autopsies
and coauthored (with Thomas Gonzales and Morgan
Vance) a classic text on the subject, Legal Medicine
and Toxicology (1937). His public statements were
sometimes controversial, as when he remarked of the
Dallas autopsy performed on President John Ken-
nedy in 1963: “Selecting a hospital pathologist to
perform a medico-legal autopsy ... and evaluate
gunshot wounds is like sending a seven-year-old boy
who has taken three lessons on the violin over to
the New York Philharmonic and expect[ing] him to
perform a Tchaikovsky symphony. He knows how
to hold the violin and the bow, but he has a long way
to go before he can make music.” Dr. Helpern died
in 1977.

HENRY, Edward Richard (1850—1931)

A child of Irish immigrants, born in London on July
26, 1850, Edward Henry studied at St. Edmund’s
College and joined Lloyds of London as a clerk in
1866, while pursuing night classes at University Col-
lege. In 1873, he passed the Indian Civil Service test
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and was posted to the Bengal Taxation Service as
an assistant magistrate-collector, subsequently win-
ning promotion to magistrate collector (1888), joint
secretary to the Board of Revenue of Bengal (1890),
and inspector-general of police for Bengal (1891). In
the process, Henry became fluent in Hindi and Urdu,
skills that aided him in his law enforcement duties.
He also studied FINGERPRINTS, preferring them as a
means of criminal identification over the ANTHRO-
POMETRY practiced by disciples of ALPHONSE BERTIL-
LON. During 1896-97, Henry developed a system for
organizing and searching fingerprint records with
relative ease, described in his monograph titled Clas-
sification and Uses of Fingerprints (1897).

In 1900, three years after India’s government
adopted the “Henry method” of fingerprinting as its
official means of personal identification, Henry was
dispatched from India to organize police in South
Africa. A year later, he was recalled to London as
assistant commissioner for crime of Scotland Yard,
commanding the Criminal Investigation Department.
Henry created the Metropolitan Police Fingerprint
Bureau on July 1, 1901, and the unit secured its
first conviction based on fingerprints—of career bur-
glar Henry Jackson—in 1902. Three years later, the
bureau secured its first murder convictions, sending
brothers Albert and Alfred Stratton to the gallows. In
1903, Henry replaced Sir Edward Bradford as Lon-
don’s police commissioner, holding that post until
1918. Knighted in 1910, Henry survived an assas-
sination attempt two years later, when disgruntled
cabdriver Alfred Bowes invaded Henry’s Kensington
home and shot him as a protest against the suspen-
sion of Bowes’s license. Plagued with chronic pain
from his wounds, Henry hoped to retire in 1914 but
remained in his post for the duration of World War
I. A strike by 11,000 underpaid constables finally
prompted him to resign on August 31, 1918.

Henry subsequently moved to Berkshire, where
he served as a justice of the peace and joined the
National Society for the Prevention of Cruelty to
Children. His only son died in 1930, and Henry
followed a few months later, stricken by a massive
heart attack on February 19, 1931. His grave lay
unattended for six decades, in the cemetery beside
All Souls Church, until the Fingerprint Society spon-
sored its renovation in 1994.

HERNANDEZ, Alejandro See Cruz, ROLANDO.
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HERSCHEL, William James (1833—1917)

A British subject, born in 1833, William James Her-
schel represented a distinguished lineage. His grand-
father and namesake, Sir William Herschel, was a
German-born musician and pioneer in the field of
stellar astronomy who discovered the planet Uranus.
His father, Sir John E. W. Herschel, was an astrono-
mer, physicist, and chemist best known for discover-
ing the use of thiosulphate (or hypo) as a fixing agent
in PHOTOGRAPHY. (He also coined the photographic
terms negative and positive.) Herschel entered public
life as an officer of the Indian Civil Service, posted
to Calcutta, and developed a lifelong interest in FIN-
GERPRINTS from the Indian habit of signing important
documents with an inked handprint. Herschel him-
self used a palm print to seal a government contract
with a local contractor, one Raj Konai, in 1858, and
continued the practice thereafter on deeds and other
legal documents. Herschel later claimed that he used
fingerprints as a means of identifying prisoners from
1860 onward, but some latter-day critics dispute
that assertion, noting that he used prints primarily
as a means of enforcing contracts and never sug-
gested that fingerprints could be lifted from crime
scenes for comparison with suspects. In 1880, after
HENRY FAULDS penned an article for Nature describ-
ing his systematic collection of fingerprints in Japan,
Herschel responded with a letter trumping Faulds by
two decades and launching a feud that lasted until
Herschel’s death in 1917. Controversy endures to
the present day over which man deserves primary
credit for adoption of systematic fingerprint records
in Britain.

HICKS, Anthony exonerated by DNA evidence

In November 1990, a female resident of Madison,
Wisconsin, told police she had been raped by an
unknown black man who knocked on her apartment
door, then forced his way inside, twice assaulting
her before he fled the scene. The 26-year-old victim
saw her attacker’s face briefly, when he barged into
the flat, but was not permitted to see him again
for the duration of her ordeal. Anthony Hicks was
subsequently jailed for a traffic offense in Madison,
whereupon a police dispatcher examined a compos-
ite sketch of the rape suspect and told detectives,
“That looks like that black guy we just brought in.”
Hicks was placed in a lineup, whereupon the victim
identified him as her assailant. Hicks passed two



polygraph tests, suggesting he was innocent, but the
test results were inadmissible in court.

At trial, prosecutors introduced certain pubic hairs
found at the crime scene, identified as “consistent”
with samples taken from Hicks. The Wisconsin state
crime lab had no DNA testing facility at the time, and
while defense attorney Willie Nunnery employed a
private analyst to test the hairs, the samples proved
too small for conclusive testing under the restricted
fragment length polymorphism (RFLP) analysis sys-
tem most commonly used. Nunnery learned that a
more efficient method of DNA testing—the poly-
merase chain reaction (PCR) method—was avail-
able from a lab in California, but he elected to skip
those tests and used a Chicago expert to contest the
prosecution’s findings of “consistency” between the
hairs. Jurors convicted Hicks in December 1991 and
he received a 19-year prison term.

More advanced DNA testing, under the PCR
system, was performed on the evidence in 1993,

HICKS, Anthony

whereupon Hicks was excluded as a suspect in the
rape. Wisconsin’s Court of Appeals reversed Hicks’s
conviction and ordered a new trial, that decision
affirmed by the state supreme court “in the interest
of justice” when prosecutors appealed. Hicks was
released in 1996, after spending four and a half years
in prison. (His alleged victim, meanwhile, stands by
her identification to the present day, insisting she
picked the right man.)

Upon his release, Hicks sued attorney Nunnery
for malpractice in failing to pursue the PCR tests
in 1991. Jurors in that civil case believed the test
would almost certainly have resulted in acquittal for
Hicks. They found Nunnery negligent and ordered
him to pay Hicks $2.6 million for the time that he
was wrongfully imprisoned. Nunnery, outraged, told
reporters, “I think it was totally unfair and unprec-
edented. I was doing all T could to provide aid and
assistance to my client. I think I will be vindicated.
This, too, shall pass.”

The “bump from behind” method of carjacking is demonstrated during an anti-carjacking course. (CORBIS)



HIJACKING

HIJACKING
“Hijacking” is a type of ROBBERY, generally under-
stood to mean THEFT of cargo or other valuable items
from commercial carriers. The vehicle itself may not
be stolen, if the bandits have their own means of
transportation, but in some cases—as with hijack-
ing of oil tankers at sea by modern-day pirates—it
is easier to steal the vehicle than to offload desired
items. Armed theft of automobiles from their own-
ers is widely referred to as carjacking, punished since
the early 1990s as a federal offense in the United
States. Armed commandeering of commercial airlin-
ers, sometimes known as skyjacking, began in 1931
and hit its “golden age” during the early 1970s,
when dozens of airliners were hijacked for ransom
or for diversion to some unintended destination.
(Many of the flights hijacked in the United States
were diverted to Cuba, before Fidel Castro closed his
nation’s doors to self-styled political refugees from
the United States.) The term hijacking apparently
derives from “highlanding,” used in the 19th century
to describe armed robbery of stagecoaches, while the
modern term was popularized during Prohibition,
referring to the theft of bootleg liquor shipments.
Police and forensic scientists identify hijackers by
various means, including FINGERPRINTS (often left on
rearview or sideview mirrors), IMPRESSION EVIDENCE
(such as toolmarks and footprints left on cardboard
cartons while unloading cargo), any TRACE EVIDENCE
left by the thieves (hairs or fibers [see FIBER AND HAIR
EVIDENCE], cigarette butts, etc.), and calculation of
distance traveled by a hijacked vehicle between the
times when it was stolen and recovered. In some cities,
such as New York, trucks have special identification
numbers painted on the roof of their cabs, permitting
stolen vehicles to be seen from the air. Informants
also play a key role in tracking down hijackers, while
stolen items are traced (whenever possible) through
serial numbers and other unique features.

HILTON, Ordway (1913—1998)

Born in 1913, Ordway Hilton established an inter-
national reputation as a handwriting analyst and
examiner of QUESTIONED DOCUMENTS. At age 25, he
joined the Chicago Police Department’s Scientific
Crime Detection Laboratory, doubling throughout
World War II as a document analyst for U.S. Naval
Intelligence. Hilton’s war work briefly interrupted
his service to the Journal of Criminal Law, Criminol-
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ogy and Police Science, which he served as editor
during 1941-43 and 1948-72. Hilton published his
masterwork, Scientific Examination of Questioned
Documents, in 1956 and produced a revised edi-
tion in 1982. His 1991 monograph Detecting and
Deciphering Erased Pencil Writing is also considered
a classic in the field. Hilton’s famous cases include
a review of documents allegedly signed by reclusive
billionaire Howard Hughes in the early 1970s and a
survey of Adolf Hitler’s supposed diaries, purchased
by the German magazine Stern a decade later. In the
first instance, Hilton authenticated a signature from
Hughes, thus tentatively proving that the recluse was
still living. In the latter case, Hilton agreed with
Swiss expert Max Frei-Sultzer that the diary was a
FORGERY. Hilton died in May 1998, at age 84.

HOLDREN, Larry exonerated by DNA evidence

In December 1982 a female resident of Charleston,
West Virginia, was attacked while jogging, dragged
into a highway culvert, and there repeatedly raped.
Charleston resident Larry Holdren was identified
by both the victim and an off-duty FBI agent, who
testified under oath that he observed Holdren walk-
ing near the crime scene on the day of the attack.
Convicted at trial on six counts of sexual assault,
Holdren received a sentence of 30 to 60 years in state
prison. He served 15 years of that term before DNA
testing—unavailable at the time of his trial—conclu-
sively excluded him as the source of semen recovered
from the victim and the crime scene.

HOMICIDE

Homicide is the killing of one human being by another.
Legally, it may be deemed accidental, justifiable (as in
self-defense), or wrongful. Purely accidental deaths—
often termed “deaths by misadventure”—are rarely
the subjects of criminal sanctions, though civil litiga-
tion may proceed in some cases, filed by relatives of
the deceased against some plaintiff whom they deem
responsible for creating fatally unsafe conditions.
Wrongful homicides are legally subdivided as murder
(where death was intended and deliberately inflicted)
and manslaughter (where fatal consequences, though
not planned, could be foreseen as the result of some
other negligent or criminal behavior, such as driving
while intoxicated or discharging firearms in a popu-
lated area).



Both murder and manslaughter are commonly
characterized in law by degrees of culpability and
malice. First-degree murder is any premeditated slay-
ing “with malice aforethought,” where the killer has
privately planned or conspired with others to com-
mit homicide. Under Supreme Court rulings issued in
the 1970s, capital murder requires proof of “special
circumstances”—including elements such as torture,
sexual assault, murder for hire, KIDNAPPING, mur-
der of a law enforcement officer, etc.—to invoke
the death penalty. Second-degree murder is gener-
ally defined as deliberate killing without premedita-
tion, as with homicides committed in the heat of
argument or passion. Most American jurisdictions
also penalize felony murders, broadly defined as any
slayings committed during or resulting from com-
mission of another felony such as kidnapping, rob-
bery, or sexual assault. Since felony murder generally
includes any death resulting from an offender’s pre-
meditated crime, a defendant may be charged with
murder even if he/she had no personal hand in the
slaying or the death was accidental (e.g., a car swerv-
ing to avoid a shootout between robbers and police
strikes a pedestrian). In rare cases, defendants have
even been charged with the “murders” of their own
accomplices shot by police officers.

Since manslaughter does not include premedita-
tion, its legal degrees are generally based on the
offender’s recklessness or culpability in lesser offenses.
Voluntary manslaughter commonly results from
cases of assault (as in a mugging) or mutual combat
(as in barroom brawls), where the defendant should
have known that his illegal behavior could produce
life-threatening injury. Involuntary manslaughter
typically results from drunken driving or reckless
handling of firearms (though some courts impose
more severe penalties for habitual drunk drivers).
The same charge may be filed in some jurisdictions
against owners of vicious or venomous animals that
fatally injure humans. Negligent homicide suggests
that the offender created or maintained unsafe condi-
tions—such as dilapidated premises or abandoned
refrigerators with their doors illegally intact—that
result in preventable deaths.

Legal penalties for homicide depend on its degree
and circumstances of the particular case, which are
frequently determined by forensic scientists. Crime
scene evidence may indicate premeditation (if the
killer lay in wait and brought a weapon with him to
the scene, etc.), define parameters of the attack, and
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demonstrate if steps were taken to conceal the body
or obscure incriminating evidence. Examination of
the suspect, ranging from his/her physical and psy-
chological condition to evidence of intoxication from
alcohol or drugs, may also help a judge and jury to
decide the case.

HONAKER, Edward exonerated by DNA evidence

In the predawn hours of June 23, 1984, Samuel
Dempsey and his girlfriend, Angela Nichols, were
sleeping in their car, parked beside a rural Virginia
highway, when a stranger woke them, brandishing a
pistol and identifying himself as a police officer. The
man ordered Dempsey out of his car and into the
nearby woods. He then dragged Nichols to a nearby
pickup truck and drove her to a more secluded area,
where she was raped and sodomized repeatedly.
Authorities prepared a sketch of the suspect from
descriptions offered by Dempsey and Nichols, includ-
ing his military-style camouflage fatigues.

Authorities still had no leads in the case when a
second woman was raped, 100 miles from the scene
of the original crime. That victim said her rapist
resembled a neighb