
Ireland allows testing on live 
humans - in the US debt fight  
brings more broadband airwaves 

Irish government advisor accused
of conflict of interest dropped from
World Health Org.’s cancer panel

The Irish government continues to cling to out-dated 
and compromised recommendations according to a 
response to a Parliamentary question posed by 
Leixlip TD, Catherine Murphy.
 The following is the response: “The Department's 
current advice to those living in close proximity to 
mobile phone masts, based on the conclusions of the 
Expert Group Report, is that there is no causal link 
b e t w e e n s y m p t o m s o f e l e c t r o m a g n e t i c 
hypersensitivity and exposure to electromagnetic 
fields at levels below the limits recommended by 
the International Commission on Non-Ionising 
Radiation Protection (ICNIRP) which are in force 
here. This applies irrespective of the location of the 
phone mast.”
 The most recent evidence of collusion within the 
digital industry came in May when Anders Albon, 
professor at the Karolinska Institute and advisor to 
the Irish government was exposed by Swedish 
writer Mona Nilsson as being in partnership with his 
brother to lobby the European Parliament on behalf 
of the industry. Nilsson’s work resulted in Ahlbon 
being omitted from the International Agency for 
Research in Cancer (IARC) which classified Mobile 
phones as a Class 2 carcinogen.
 According to Nilsson, “Anders Ahlbon’s link to the 
Telecom Industry through his brother and their 
common company is a straight-forward explanation 
of his systematic denial of health risks,  says Mona 
Nilsson, the Swedish author and investigation 
journalist who now reveals the affair...The members 
of the IARC scientific committee have to submit a 
declaration of interest. Professor Ahlbon has not 
reported his involvement in the lobby firm, nor his 
close family relation to a mobile phone industry 
lobbyist (Gunnar Ahlbom/TeliaSonera)”
 The 2007 government report notes: “Dr. Ahlbom is 
chairman of the ICNIRP  Standing Committee on 
Epidemiology and has been an ICNIRP member 
since 1995.”
 The Irish government is basing it’s radiation 
standards - and your life - on information supplied 
by a compromised professor.

Smart Meters:
the issue is coming to 

a head... it’s your’s
http://www.eirewaves.com/
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In 2005, the Commission for Communications 
Regulation in Ireland (ComReg) launched Ireland's 
Wireless Test & Trial Licensing Programme - Test 
& Trial Ireland. This programme is in violation of 
the Nuremberg Code.
http://www.testandtrial.ie/ Mr. Dick Roche was 
Minister for the Environment at the 
time and Noel Dempsey served as 
Minister for Communications. 
Associated
Press 
reports...
WASHINGTON
 (AP) — The debt ceiling 
battle could produce an 
unlikely winner: smartphone 
users. Senate Majority 
Leader Harry Reid's 
current plan would 
direct the Federal 
Communications 
Commission to auction 
off highly valuable 
radio spectrum to 
wireless carriers desperate for more airwaves. 
Companies such as AT&T and T-Mobile USA say 
they need more capacity to keep up as their 
customers increasingly use iPhones, tablets and 
other portable devices to handle mobile 
applications, online video and other bandwidth-
hungry services.
The plan could generate critical revenue for a gov-
ernment spending beyond its means. Congressional 
budget officials estimate the auctions would raise 
$13.1 billion for deficit reduction.

Is this a lesson learned in Ireland while  
U.S. industry wants 40,000 more masts?

Smart Meters: A triple threat
By Marti Oakley

http://ppjg.wordpress.com/2011/07/26/smart-
meters-a-triple-threat/
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Surprise, surprise - the global Irish links to smart meters 

Jerry Day, an electronics 
and media expert from 
Burbank California, recently 
detailed many of the ways 
that smart meters act as 
surveillance devices when 
they are installed in our 
homes….
1. They individually identify 
electrical devices inside the 
home and record when they 
are operated causing 
invasion of privacy.

2. They monitor household activity and occupancy in 
violation of rights and domestic security.
3. They transmit wireless signals which may be intercepted 
by unauthorized and unknown parties. Those signals can 
be used to monitor behavior and occupancy and they can 
be used by criminals to aid criminal activity against the 
occupants.
4. Data about occupant’s daily habits and activities are 
collected, recorded and stored in permanent databases 
which are accessed by parties not authorized or invited to 
know and share that private data.
5. Those with access to the smart meter databases can 
review a permanent history of household activities 
complete with calendar and time-of-day metrics to gain a 
highly invasive and detailed view of the lives of the 
occupants.
6. Those databases may be shared with, or fall into the 
hands of criminals, blackmailers, law enforcement, private 
hackers of wireless transmissions, power company 
employees, and other unidentified parties who may act 
against the interests of the occupants under metered 
surveillance.
7. “Smart Meters” are, by definition, surveillance devices 
which violate Federal and State wiretapping laws by 
recording and storing databases of private and personal 
activities and behaviors without the consent or knowledge 
of those people who are monitored.
8. It is possible for example, with analysis of certain “Smart 
Meter” data, for unauthorized and distant parties to 
determine medical conditions, sexual activities, physical 
locations of persons within the home, vacancy patterns and 
personal information and habits of the occupants.
http://www.infowars.com/no-more-privacy-smart-meters-are-
surveillance-devices-that-monitor-the-behavior-in-your-home-
every-single-minute-of-every-single-day/

Meters can make you sick
and monitor your decline
How ‘Smart’ is that?

Jerry Day

 
Cameron O'Reilly is one of the major 
operators  involved  in smart meters and to 
me it is interesting as he was on the board of 
the  Radio Network that owned the New 
Zealand Ouruhia tower in partnership with 
Clear Channel Communications, the Texas -
bas ed owners of many international radio 
stations which history shows have been used 
to promote US military activity in oil-rich 
countries. 
 Cam is the son of Sir Antony O'Reilly, who 
was chairman of APN and Independent 
News UK. Denis O’Brien, head of Digicel, 
is a shareholder in the Irish Independent   
The two Texan Mays  brothers are on the 
board of the NZ Radio Network - their 
brother-in-law is Sen. Michael McCaul (R, 
Texas 10th Dist.) who is big in US security, 
anti- terrorism etc.  
 Their father, Lowry Mays, set up Clear 
Channel Communications.
 Cam has his head office in the US and his 
company is the fastest  growing meter 
company in the world.

History
 In May 2003, Cameron O'Reilly launched investment 
house Bayard Capital, with 100 million Australian dollars 
from various shareholders, including John Fairfax and the 
government of Singapore; he sold shares in early 2004 to 
invest in Bayard, which spent over US $200 million on 
acquisitions in its first year, finishing that year with 3500 
employees in 27 countries and annual sales of over US 
$600 million. O'Reilly developed Bayard with a focus on 
investments that leveraged growing shortages of energy 
and water, including metering technology, and by 2008, 
the Bayard group of companies employed over 5000 
people across 30 countries, with a turnover of in excess of 
US$1.2 billion and EBITDA earnings in excess of US 
$200 million.
 Landis+Gyr was established in 1896, and provided a wide 
range of metering products, systems and provided a range 
of metering products, systems and solutions for electricity, 
heat and gas to energy utilities all over the world, being 
the largest player in that global industry. The CEO is 
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 Cameron O'Reilly, the President  and COO Andreas 
Umbach, previously CEO of the original Landis
+Gyr, and the CFO Andreas Spreiter, who held a 
similar role in the original Landis+Gyr.  Landis
+Gyr merged with Enermet, a Finnish firm in the 
same area of technology, creating an enlarged 
company employing about  4500 people in 45 
subsidiaries in 30 countries, with a total turnover of 
692 million Euro in 2006.The Landis+Gyr name 
was extended to include the Bayard group in May 
2008.
 CEO is O'Reilly, the president and COO Andreas 
Umbach, previously CEO of the original Landis
+Gyr, and the CFO Andreas Spreiter, held a similar 
role in the original Landis+Gyr. The company was 
acquired by Toshiba for US $2.3 billion.

- Penny Hargreaves, Horse Trainer & Farmer,
   Bottle Lake, Ouruhia, Christchurch, 

New Zealand
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