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Part i
1.1 Performance

· The system shall respond to 95% of requests in fewer than 5 seconds.


	Portion of Scenario

	Value 

	Source 
	Course owner ,administrator ,moderator and user 

	Stimulus 
	Sending request 

	Artifacts 
	Felps system 

	Environment 
	Overloaded  operation 

	Response 
	Request performed 

	Response measure 
	in fewer than 5 seconds




· The system shall be able to support a user load up to 2,000 concurrent users on a shared web host.
	Portion of Scenario

	Value 

	Source 
	User 

	Stimulus 
	User involvement to the system 

	Artifacts 
	Felps system 

	Environment 
	Overloaded  user request 

	Response 
	Concurrent support reject out of 2,000 

	Response measure 
	user load up to 2,000 concurrent users














1.2 Security
· Human verification systems shall be used for registration and login.

	Portion of Scenario

	Value 

	Source 
	Course owner ,administrator ,moderator and user

	Stimulus 
	Tries to display course, change/delete data, access system services, reduce availability to system services

	Artifacts 
	Felps system

	Environment 
	Either online or offline, connected or disconnected to the server of course 

	Response 
	Authenticates user; hides identity of the user for course ; blocks access to course  ; allows access to the course  

	Response measure 
	Time/effort/resources required to circumvent security measures with probability of success; probability of detecting attack; probability of identifying individual responsible for attack or access/modification of data and/or services; percentage of services still available under denial-of-services attack; 






· Documents uploaded shall be virus scanned.

	Portion of Scenario

	Value 

	Source 
	Course owner ,administrator ,moderator and user 

	Stimulus 
	Displays the course , and access the system services 

	Artifacts 
	System service on course ,and course within the system  

	Environment 
	Either online or offline, connected or disconnected to the server of course 

	Response 
	Authenticates user; hides identity of the user for course ; blocks access to course  ; allows access to the course  

	Response measure 
	Time/effort/resources required to circumvent security measures with probability of success; probability of detecting attack; probability of identifying individual responsible for attack or access/modification of data and/or services; percentage of services still available under denial-of-services attack; 














[bookmark: _Toc248840064]1.3 Usability & Accessibility
· All pages should be navigable by screen readers for the visually impaired while the page is being accessed at runtime in less than 40 second.



	Portion of Scenario
	Possible Values

	Source
	Screen reader 

	Stimulus
	Providing navigable pages 

	Artifact 
	System 

	Environment
	Run time 

	Response
	Visually identifiable pages be provided 

	Response Measure
	All navigation take place in less than 40 second




1.4 Scalability
·  The system shall be able to support a concurrent user load up to 8,000 concurrent users on a single dedicated web host.


	Portion of Scenario
	Possible Values

	Source
	Users

	Stimulus
	Wish to change number of users to be loaded up

	Artifact 
	code

	Environment
	At design phase 

	Response
	The system modified to support up to 8,000 concurrent users On a single 
Dedicated web host.

	Response Measure
	No downtime




· Description: The system shall be able to support up to 30,000 concurrent users on a web cluster.

	Portion of Scenario
	Possible Values

	Source
	Internal to the system; external to the system

	Stimulus
	Wish to change number of users to be loaded up

	Artifact 
	code

	Environment
	At design phase 

	Response
	The system modified to support 30,000 concurrent users On a web cluster.

	Response Measure
	No downtime










1.5 Maintainability
·  Course pages shall be use a common course template, such that changes to advertising units or formatting in the template will be automatically propagated to all courses.


	Portion of Scenario
	Possible Values

	Source
	End user 

	Stimulus
	A need to have a common course template 

	Artifact 
	Course pages

	Environment
	Design time 

	Response
	A change will be propagated to all courses 

	Response Measure
	All course pages 



1.6 Availability 
· The system should detect and disable components of the case a certain failure and disable it for 30 sec so as to continue with other system functionality in degraded operation.


	 
  Availability

	
 Source of stimulus
	
web host users

	
 Stimulus
	
System failure

	
 Environment
	
Under normal operations

	
 Artifact
	
System 

	
 Response
	
System recovers and the system failure are  detected

	
 Response measure
	
recovers  In 5secodes 







1.7 Testability 
· An acceptance test  performed on the deployed  system result in 90% user acceptance to use the system as per of the current implementation 
	
Testability

	
 Source of stimulus
	
System developer 

	
 Stimulus
	
Testing phase 

	
 Environment
	
At starting of dashing  

	
 Artifact
	
Requirement document 

	
 Response
	
Requirement document tested 

	
 Response measure
	
Fully, effectively and in 3 days  



1.8 Modifiability

is about the cost of change.

	 
Modifiability

	 
Source of stimulus
	 
System developer 

	 
Stimulus
	 
Security problem 

	 
Environment
	 
Under normal operations

	 
Artifact
	 
System 

	 
 Response
	 
Operating system and server change

	 
Response measure
	 
within a month and less than 10,000 birr












3. Changes on the document 

1. Availability:  when web host users are using the system if some frailer occurs on the system it will recovers in 5seconds and the system failure must be detected.

2. Modifiability:  The system running windows operating system can be changed to mackintosh and due to server machine change to apple computer within a month and less than 10,000 birr for security purpose.  
3. Testability:  The system requirement must be written in testable way and the system must be tested fully, effectively and in 3 days.



Part ii

1. Business quality general scenario 
Time to market general scenario generation 

	Portion of the scenario 
	Possible values

	Source
	End user, software developer ,customer, or in general the stakeholders 

	Stimulus
	Project time completion, market condition, stakeholders influence 

	Artifact 
	Some version of Project ,Completed  project, project prototype 

	Environment
	Project may be in design phase, implementation phase or testing phase 

	Response
	Project release, reschedule project time 

	Response Measure
	Project deadline, time taken for the project to complete, acceptance test on released project. 









Cost and benefit general scenario generation 

	Portion of the scenario 
	Possible values

	Source
	End user, software developer ,customer, or in general the stakeholders

	Stimulus
	Project completion, project version release, technology change, project schedule 

	Artifact 
	Project modules, professionals, subsystem, complete project 

	Environment
	Project may be in requirement phase, design phase, implementation phase or testing phase or deployment phase 

	Response
	Project continuation, modification on the current ream members, project cancelation

	Response Measure
	Project being in good progress, cost effective, or should be canceled  




Architectural quality general scenario 
Correctness and completeness general scenario generation 

	Portion of the scenario 
	Possible values

	Source
	One of the requirement engineering activities Requirement Elicitation, requirement analysis, requirement  negotiation or documentation or completion  of some modules or subsystem, request from stakeholders; phase shift 

	Stimulus
	Completion of some artifact, requirement document, need to check for requirement validation and verification,

	Artifact 
	Requirement document

	Environment
	Project being in requirement a  phase 

	Response
	Completing missing requirement, prioritizing conflicting requirement, discussion with stakeholders, clarifying ambiguous requirement, removing redundant requirement.

	Response Measure
	Number of conflicting requirement remaining, consensus among stakeholder 




